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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
In RAN2#106 meeting, the following agreement has been achieved.
	Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.
Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 
Compression is done with following principle:
- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
	- After above, compressor starts transmits compressed packets. FFS if multiple transmissions and/or feedback is needed.  
EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID



In RN2#107bis meeting, the following agreements have been achieved
	The EHC function is in PDCP
The EHC header is located after the SDAP header, and it is ciphered 
The EHC can removes the following fields: SOURCE/DESTINATION ADDRESS, TYPE, and EHC do not support multiple formats
FFS: Pad removal 
For context establishment the compressor send the full header and the context ID via PDCP data PDU
ROHC and EHC are independent, e.g. from specification point of view they could both be configured for a DRB.
FFS if for context establishment the explicit feedback is sent via PDCP control PDU.

Baseline feedback mechanism, enhancements not precluded: 
For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 
For context establishment the explicit feedback includes the “Context ID”.
When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted. 
FFS if EHC is allowed to be configured for a unidirectional link. 



In RN2#108 meeting, the following agreements have been achieved.
	RAN2 confirm the feedback mechanism already agreed in the last meeting and apply this to both AM DRB and UM DRB.
The EHC algorithm is not allowed to be configured for a uni-directional link. 



In this contribution, we will focus on the reminding issues for Ethernet header compression (EHC), e.g. EHC function configuration, and EHC continue function.
2. Discussion
2.1 Handing of Ethernet fields
According to the description in TS 23.501 as below, the fields PREAMBLE, SFD, and FCS are not transmitted in 5GS.
	Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:
-	For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.
-	For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.


However, the behavior on adding these fields at receiver side is not defined. As these fields are useful for data transmission over Ethernet, it is reasonable to add back these fields to Ethernet packet, for example, under the case that these are Ethernet devices behind the UE. However, this issue is never discussed in RAN2. Thus, it is suggested to clarify whether these fields should be added back. 
If it is agreed that these fields, how to add back these fields should be solved. In order to facilitate analysis, Preamble/SDF/FCS generation is given as below which is abstracted from IEEE 802.3. As the value of FCS fields is computed based on source/destination address, type/length, payload and PAD fields, it may be a suitable time to add these fields back after EHC decompression.
	3.2.1 Preamble field
The Preamble field is a 7-octet field that is used to allow the PLS circuitry to reach its steady-state
synchronization with the received packet’s timing (see 4.2.5).
4.2.5 Preamble generation
In a LAN implementation, most of the Physical Layer components are allowed to provide valid output some
number of bit times after being presented valid input signals. Thus it is necessary for a preamble to be sent
before the start of data, to allow the PLS circuitry to reach its steady state. Upon request by
TransmitLinkMgmt to transmit the first bit of a new frame, PhysicalSignalEncap shall first transmit the
preamble, a bit sequence used for physical medium stabilization and synchronization, followed by the Start
Frame Delimiter. If, while transmitting the preamble or Start Frame Delimiter, the collision detect variable
becomes true, any remaining preamble and Start Frame Delimiter bits shall be sent. The preamble pattern is:
10101010 10101010 10101010 10101010 10101010 10101010 10101010
The bits are transmitted in order, from left to right. The nature of the pattern is such that, for Manchester
encoding, it appears as a periodic waveform on the medium that enables bit synchronization. It should be
noted that the preamble ends with a “0.”

3.2.2 Start Frame Delimiter (SFD) field
The SFD field is the sequence 10101011. It immediately follows the preamble pattern. A MAC frame starts
immediately after the SFD.

3.2.9 Frame Check Sequence (FCS) field
A cyclic redundancy check (CRC) is used by the transmit and receive algorithms to generate a CRC value
for the FCS field. The FCS field contains a 4-octet (32-bit) CRC value. This value is computed as a function of the contents of the protected fields of the MAC frame: the Destination Address, Source Address, Length/Type field, MAC Client Data, and Pad (that is, all fields except FCS). The encoding is defined by the following generating polynomial.
G(x) = x32 + x26 + x23 + x22 + x16 + x12 + x11 + x10 + x8 + x7 + x5 + x4 + x2 + x + 1


Proposal 1: RAN2 to discuss whether and how to add back the preamble, SFD and FCS fields to Ethernet packet.

2.2 EHC feedback
In RAN2#107bis meeting, RAN2 agreed that the feedback mechanism is introduced to assistant EHC compressor to confirm that the EHC context has been successfully established at EHC de-compressor. However, whether the feedback is transmitted via PDCP data PUD or PDCP control PDU has not been concluded. 
In the latest Running 38.323 CR approved CR during Email discussion, it is assumed that explicit feedback is sent via PDCP control PDU. However, these is still no explicit agreement. Actually, the benefit of adopting PDCP data PDU is that the in-order delivery can be performed at receiver. However, RAN2 has agreed that “When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted”. Thus, it is not possible that the EHC de-compressor receiver a compressed header packets before the EHC context is established, which will result in the decompression failure. Based on this analysis, the PDCP SN included in the PDCP data PDU seems not needed for the feedback.
Proposal 2: Confirm that the explicit feedback is sent via PDCP control PDU.
2.3 EHC function configuration
In RAN2#106 meeting, it has agreed that EHC is configured per DRB separately for UL and DL. However, the bearer type of DRB has not discussed yet. In NR, ROHC can be configured for any bearer type. Considering the similarity of ROHC and EHC, it is reasonable to support configuration of EHC function for any bearer type. 
Proposal 3: EHC function can be configured for all bearer types.
For DRB configured without EHC function, the legacy PDCP PDU format is used while new PDCP PDU format (e.g. EHC context ID) is used when EHC function is configured. If EHC function is reconfigured during the data transmission of a specific DRB, the receiving PDCP entity cannot distinguish the PDCP format. In order to avoid introducing new mechanism to solve this issue, it is better to avoid receiving packets with different PDCP PDU format during data transmission of a DRB. Similar with ROHC, the EHC function can be reconfigured only upon reconfiguration involving PDCP re-establishment.
Proposal 4: NW reconfigure EHC function only upon reconfiguration involving PDCP re-establishment.
2.3 EHC relate parameters
Context information for a specific Ethernet flow shall be maintained between compressor and de-compressor. The EHC context ID is used to indicate a combination of specific values of compressed Ethernet fields and distinguish different Ethernet flows mapped on a same DRB. In ROHC, 4-bit. 7-bit and 14-bit ROHC context ID can be used. For a compromised solution, 7-bit EHC context ID maybe enough for EHC.
Proposal 5: As a baseline, 7-bit EHC context ID is used for EHC.
In ROHC, UE will report the ROHC related capability to NW, e.g. the maximum number of header compression context sessions supported by the UE excluding context sessions that leave all headers uncompressed. NW then configured ROHC function by taking UE capability into account. In NR, the maxCID parameter is used to indicate UE the maximum CID value that can be used in a DRB. In EHC, the same design principle can be reused.
Proposal 6: Same with ROHC, a maximum EHC context ID that can be used for a DRB is configured by NW.
2.4 EHC context ID reuse
For the EHC context ID allocated to an Ethernet flow belonging to a QoS flow which has remapped to another DRB, compressor can reuse this EHC context ID to another Ethernet flow. For ROHC, the ROHC context ID reuse is also supported in TS 38.323 as following:
NOTE:	If the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, the compressor should associate the new IP flow with one of the ROHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the IP flow as uncompressed packet.
In order to avoiding extra complexity, explicit EHC context ID delete is better not to support. The compressor can reallocate an EHC context ID to another Ethernet flow and transmit packets with full Ethernet header corresponding to the new Ethernet flow. The de-compressor needs the update EHC context based on received packets.
Proposal 7: EHC context ID reuse is realized by Ethernet context establishment procedure (e.g. by sending uncompressed packet(s)).
In ROHC, when the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, ROHC compressor will perform ROHC context ID reuse. In order to give more freedom for UE/gNB, EHC context ID reused can be performed based on implementation. 
Proposal 8: When to perform EHC context ID reuse is based on UE/gNB implementation.
2.5 EHC context continue function
In ROHC, context continue function can be used for AM and UM upon PDCP re-establishment and the PDCP anchor is not change. For EHC, this design principle is no need to change. There are some concerns that re-transmitted packets with full Ethernet header maybe discarded due to PDCP duplication detection, which cause the subsequent packet with compressed packet can be decompressed. In our understanding, this is not a issue if the compressor transmits packets with compressed header only when a feedback for successful EHC context establishment.
Proposal 9: EHC context continue is indicated for AM and UM DRB under PDCP re-establishment. 
In RAN2#106 meeting, it has been agreed that EHC is configured per DRB separately for UL and DL. For EHC context continue function, it also can be indicated separately for UL and DL.
Proposal 10: EHC context continue function can be indicated separately for UL and DL. 
3. Conclusion
In this contribution, we discussed the reminding issues for Ethernet header compression. The related proposals are listed as following:
Proposal 1: RAN2 to discuss whether and how to add back the preamble, SFD and FCS fields to Ethernet packet.
Proposal 2: Confirm that the explicit feedback is sent via PDCP control PDU.
Proposal 3: EHC function can be configured for all bearer types.
Proposal 4: NW reconfigure EHC function only upon reconfiguration involving PDCP re-establishment.
Proposal 5: As a baseline, 7-bit EHC context ID is used for EHC.
Proposal 6: Same with ROHC, a maximum EHC context ID that can be used for a DRB is configured by NW.
Proposal 7: EHC context ID reuse is realized by Ethernet context establishment procedure (e.g. by sending uncompressed packet(s)).
Proposal 8: When to perform EHC context ID reuse is based on UE/gNB implementation.
Proposal 9: EHC context continue is indicated for AM and UM DRB under PDCP re-establishment. 
Proposal 10: EHC context continue function can be indicated separately for UL and DL. 
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