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1. Introduction
On SL-SRB, RAN2#107bis has agreed that:
Agreements on PC5-S and PC5-RRC: 

1: 
The Sidelink Control Channel (SCCH) is used to carry PC5-S signaling.

2:
The SL-SRB carrying PC5-S signaling is separated from the SL-SRB carrying PC5-RRC messages.
3:
PC5-S message is not encapsulated into PC5-RRC message in NR Sidelink.

4:
Different SCCHs carrying PC5-S message and PC5-RRC message respectively can be multiplexed into one MAC PDU in NR Sidelink for the same destination, if needed, in the same way with multiplexing of different STCHs, i.e. based on LCID.

5:
SCCH and STCH can be multiplexed into one MAC PDU in NR Sidelink for the same destination, if needed, in the same way with multiplexing of STCHs, i.e. based on LCID.

6:
PC5-S is located on top of PDCP/RLC/MAC/PHY.

7:
The logical channel priority of SCCH carrying a PC5-RRC message is specified as a fixed value in 38.331.

8:
The logical channel priority of SCCH carrying a PC5-S signaling is specified as a fixed value in 38.331.

9:
A specified configuration is used for SCCH and specified in 38.331.

During Running CR 38.331 and 38321, the issue of how many SRBs are needed to carry PC5-S message. There was clear decision and the running CR 38331 capture the following editor note:
Editor’s Notes: In this version of running CR, based on SA3 LS R2-1914357 and R2-1916275, we assume 3 SRBs are needed for PC5-S message: One SRB for PC5-S messages (e.g Direct Communication Request) before the PC5-S security has been established; One SRB for PC5-S messages (e.g Direct Security Mode Command, Direct Security Mode Complete) to establish the PC5-S security; One protected SRB for PC5-S messages after the PC5-S security has been established; This assumption can be revised if SA3 has different assumptions.

In this paper, we further discuss the issue of SRBs needed for PC5-S message
2. Discussion
On PC5-RRC signalling for AS-layer configuration, SA3 has made the following assumptions and sent an Ls to RAN2 in [1]:

· Assumption 1: The PC5-RRC signalling for AS-layer configuration shall only be sent after security has been established.

· Assumption 2: Direct Communication Request can be sent unprotected. Its contents should be restricted to information needed to establish security between the UEs.

· Assumption 3: The PC5-S message related to link identifier update and layer-2 link modification shall only be sent protected.

· Assumption 4: The layer-2 link release procedure shall only be sent protected.

Based SA3 feedback to RAN2 in [1] and [2], for each PC5-RRC connection of unicast, one sidelink SRB is used to transmit the PC5-S messages before the PC5-S security has been established. One sidelink SRB is used to transmit the PC5-S messages to establish the PC5-S security. One sidelink SRB is used to transmit the PC5-S messages after the PC5-S security has been established, which is protected. One sidelink SRB is used to transmit the PC5-RRC signaling, which is protected and only sent after the PC5-S security has been established.

Thus, the following consideration should be made:
As Direct Communication Request is achieved by broadcast, not unicast, a SRB for PC5-S may be independently required.

Observation 1: As Direct Communication Request is a broadcast message, a SRB for PC5-S may be required for Direct Communication Request.

Therefore,

Proposal 1: one SRB is dedicated for SL PC5-S Direct Communication Request 

For security activation, it worth referring to current initial NR security activation process. As described in Figure 1.
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Figure 1: Security activation in NR
· NR sends the SecurityModeCommand message to activate integrity protection and ciphering. This message, which is integrity-protected but not ciphered, indicates which algorithms shall be used.

· The SecurityModeComand message will be send to the UE RRC which veriﬁes the integrity protection of the SecurityModeComand message, and, if this succeeds, the UE RRC conﬁgures lower layers (UE PDCP) to apply integrity protection and ciphering to all subsequent messages (with the exception that ciphering is not applied to the response message, i.e. the SecurityModeComplete (or SecurityModeFailure) message).

In NR the above procedure security activation messages are sent over SRB1, which conﬁguration are includes in the RRCConnectionSetup message. Similarly, to NR, a SRB may be needed to achieve PC5-S security activation 

Observation 2: Similar to NR, for PC5-S security activation, an SRB may be needed
PC5-S security activation procedure can done as described in Figure 2.

. 
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Figure 1: Security activation for SL PC5-S
· Tx UE sends the SecurityModeCommand message to activate integrity protection and ciphering. This message, which is integrity-protected but not ciphered, indicates which algorithms shall be used.

· The SecurityModeComand message will be send to the Rx UE PC5-S which veriﬁes the integrity protection of the SecurityModeComand message, and, if this succeeds, the Rx UE PC5-S conﬁgures lower layers (Rx UE PDCP) to apply integrity protection and ciphering to all subsequent messages (with the exception that ciphering is not applied to the response message, i.e. the SecurityModeComplete (or SecurityModeFailure) message).

Proposal 2: An SRB is required for SL PC5-S security activation，for both security activation and after security activation.
After security activation and possibly DRB(s), PC5 RRC signaling needed to supported control signaling configuration and reconfiguration, e.g., for RRC reconfiguration. 
Observation 3: Similar to NR, for PC5-RRC control plane signaling, an SRB may be needed

Proposal 3: An SRB is required for SL PC5-RRC control plane signaling RRC signaling

3. Conclusion
This paper, discussed potential SRB need for SL PC5-S signaling and the proposals are following:
Observation 1: As Direct Communication Request is a broadcast message, a SRB for PC5-S may be required for Direct Communication Request.

Observation 2: Similar to NR, for PC5-S security activation, an SRB may be needed
Observation 3: Similar to NR, for PC5-RRC control plane signaling, an SRB may be needed

Proposal 1: one SRB is dedicated for SL PC5-S Direct Communication Request 

Proposal 2: An SRB is required for SL PC5-S security activation，for both security activation and after security activation.

Proposal 3: An SRB is required for SL PC5-RRC control plane signaling RRC signaling
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