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1 Introduction
The email discussion is stated as below
[108#53][IIOT] EHC remaining issues (Huawei)
	Remaining Issues focus on: 
		- Whether to reset EHC protocol at PDCP re-establishment
		- EHC feedback mechanism details
		- EHC packet formats	
	Intended outcome: Report and agreeable TP
	Deadline: 2020-01-30
2 EHC packet formats 
Companies have many proposals on different aspects of EHC packet format including Context ID field length, EHC header fields and related mechanism. 
According to R2#106 agreements, EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header or compressed header). It is to be confirmed that companies support to use 1 bit for the Indication of header format. Also it is agreed in RAN2#17bis meeting that EHC do not support multiple formats, there might be no need to include e.g. profile ID in EHC header. 

Question 1: Does your company support that 1-bit Indication in EHC header is used for header format differentiation (i.e. between full header and compressed header)?
Option 1: Yes.
Option 2: No (please provide comments). 
	Company
	Answer
	Comments

	LG
	Option 1
	

	ZTE
	Option 1
	We support to introduce 1-bit indication and think it’s enough for header format differentiation.

	Sharp
	Option 1
	

	Qualcomm
	Option 1
	EHC header needs to differentiate three types of packets (1) An uncompressed packet for which no context is modified and that is not part of any context (2) An uncompressed packet that results in context creation, and (3) a compressed packet for an existing context.

Agree that one bit is needed to differentiate type 3 from types 1 and 2. To differentiate between types 1 and 2, a special Context ID value can be used (as discussed in Q7 below). 

	Ericsson
	Option 1
	

	Nokia
	Please see comments
	We think that 1 bit is needed to differentiate compressed and uncompressed packets. However, we think a second bit is needed to indicate feedback packet and leave a possibility to extend EHC header in future, e.g. in case additional profiles are introduced in the next release. Identifying feedback packets in EHC, on the other hand, allows EHC to be used without PDCP, e.g. for CIoT etc. Hence, the packet type field should consist of two bits defined, e.g., as follows: 
· 00 = Uncompressed 
· 01 = Compressed  
· 10 = Feedback 
· 11 = Extension 
 
It was argued before that having an additional bit will halve the CID space, but that should not be a big issue (64 would probably be OK and we can use additional byte if more is needed, please see below).  

	CATT
	Option 1
	

	OPPO
	Option 1
		

	Samsung
	Option 1
	

	DOCOMO
	Option 1
	

	Intel
	Option 1
	

	Sony
	Option 1
	We are open to one bit or two bits indication

	MediaTek
	Option 1
	Single bit is sufficient for Compressed / Uncompressed indication. 

	Huawei
	Option 1
	

	vivo
	Option 1
	

	Vodafone 
	Option 1
	


Summary: Within 16 participating companies, 14 companies support using one bit for indicating header format, 1 company supports both one bit and two bits indication and 1 company supports two bits indication. There is clear majority to support one bit indication.

Proposal 1: 1-bit Indication in EHC header is used for header format differentiation. 

Question 2: Does your company support that EHC header only contains Context ID field and format indication bit? 
Option 1: Yes.
Option 2: No, EHC header contains field(s) other than Context ID and format indication bit (Please provide comments).
	Company
	Answer
	Comments

	LG
	Option 1
	

	ZTE
	Option 1
	

	Sharp
	Option 1
	

	Qualcomm
	Option 1, except for uncompressed packets that create a context.
	For uncompressed packets not creating a context, and for compressed packets, we agree with Option 1.

For uncompressed packet that performs context creation, we also need to include a ProfileID. It is better to get this included in Rel-16 framework itself, even if only a single ProfileID is supported in Rel-16.

	Ericsson
	Option 2: Include 1bit Q-Tag flag
	It was agreed that “Q-TAGs can be removed in EHC, considering all sub-fields, assuming this is static (i.e. no dynamic indications in EHC)”. We explained in R2-1914755 that for each Q-TAG value a new EHC flow must be used. It is beneficial to instead indicate with a 1bit flag once in uncompressed format whether Q-Tags are static i.e. hether Q-Tag values are included in compressed format or not.

	Nokia
	Option 1
	In general, we support option 1, but we think format indication requires more than 1 bit (please see explanation in Q1).

	CATT
	Option 1
	

	OPPO
	Option 1
	

	Samsung
	Option 1
	

	DOCOMO
	Option 2
	We think we need 2bits except for CID and format indication bit. First bit is whether there is Extension or not. Second bit is Extended CID. Actually, we also would like to include a Profile ID as QC says in Q2. However, it is unclear that how many bits are needed for Profile ID. Therefore, first bit is needed to leave a possibility to extend EHC header in future, e.g. in case additional profiles are introduced in the next release. In addition, the bit whether extended CID or not is needed since large number of CID may be needed in near future. As a result, we assume that CID bits are 5bits, format indication is 1bit, Extension bit is 1 bit, and extended CID bit is 1bit. 

	Intel
	Option 1
	

	Sony
	Option 2
	We agree with Ericsson that somehow the presence/absence of Q-TAGs also needs to be indicated. This can be indicated either by having an extra value in the header format indicator field or a dedicated bit as proposed by Ericsson or even at per DRB level ( a bit restrictive though).  

	MediaTek
	Option 1 
	

	Huawei
	Option 1
	

	vivo
	Option 1
	

	Vodafone
	Option 2
	We would prefer 2 bit indicator , as stated by Sony, it would be useful to have a bit tio indicate the presence or absence of Q-Tags 


Summary: Within 16 participating companies, 11 companies support Option 1, 1 company supports Option 1 for certain scenarios and Option 2 (adding Profile ID) for other scenario, and 4 companies support Option 2. There is clear majority to support Option 1. Reserved bit(s) may be needed pending on the discussion of Question 3. 

Proposal 2: EHC header only contains Context ID field, format indication bit, and reserved bit(s) if needed. 

On the length of Context ID field, companies suggest different number of bits ranging from 4 bits to 17 bits [2][10][13][15][16][17]. Those proposed designs could be grouped into two categories: one is two octets for Context ID plus 1-bit format indication and another one is one octet for Context ID plus 1-bit format indication and necessary reserved bit(s).   

Question 3: Which option(s) does your company support regarding the length of Context ID field?
Option 1: Two octets for 15bits Context ID plus 1-bit format indication.
Option 2: One octet for 7bits Context ID plus 1-bit format indication.
Option 3: One octet for 6bits Context ID plus 1-bit format indication and necessary reserved bit.
Option 4: One octet for 4bits Context ID plus 1-bit format indication and necessary reserved bit(s), similar to small CID design in ROHC.
Other options: (please list).
Option 5: 2-bit format indication (see Q1) and 6 bit or 14-bit CID field, depending on RRC configuration.
Option 6: Two octets for 14bits Context ID plus 1-bit format indication and 1-bit reserved bit.

	Company
	Answer
	Comments

	LG
	Option 1
	RAN2 agreed to compress DESTINATION ADDRESS, SOURCE ADDRESS, 802.1Q TAG, and TYPE fields. Any value change of these fields would require new CID. Thus, it is more future proof to have 15bits CID fields.

	ZTE
	Option 3
	The value range of Context ID impacts not only the maximum number of EHC contexts but also the EHC Frame size. In RoHC, the maximal value of Context ID is 16383, which consumes 12bits. Taken into account that the IIoT devices are usually static, we assume the number of Ethernet header value will not be so much as that for RoHC. Therefore, in order to shorten the EHC frame size, we suggest that the length of Context ID field is not more than 8bits, but at least 6bits (e.g. 64 values).

	Sharp
	Both option 1 &2
	The number of octets/bits for context ID depends on the MAX_CID. It is beneficial to support multiple length of CID filed used for different scenarios.

	Qualcomm
	Option 3
	Given header compression feature was added keeping in mind benefits for small packets including time-sensitive traffic, it is desirable to have small headers for compressed packets. 
Option 3 is desirable because it provides small headers in this release, while keeping open the option to have extensions in future releases.

	Ericsson
	Option 1
	More than 7 bits are required to handle combinations of DST, SRC, TYPE values. Thus 15bits CID space should be supported. Futhermore Q-Tags increase combinations even more if no field indicates whether Q-TAGs are static or not. We propose to use one of the 15 bits of the CID space to indicate whether Q-Tags are static within the EHC flow.

	Nokia
	Option 5
	To allow for flexibility and trade-off between the number of contexts and overhead, we think maximum number of CID should be configurable for a DRB, similarly as for RoHC. Depending on the configured number, EHC header would either consist of 1 or bytes. Since we think 2 bits is needed for EHC packet type, this would leave either 6 bits or 14 bits for CID.

	CATT
	Option 2
	We share ZTE’s view that the number of compressed Ethernet flows can be limited and for compression efficiency, the length of the CID should not exceed 1 byte.

	OPPO
	Option 6
	More than 7 bits are required to handle different values of each field. Thus, we prefer two octets for 14bits Context ID plus 1-bit format indication and 1-bit reserved bit. The reserve bit is designed here for future extension.

	Samsung
	Option 3
	Our understanding is that most fields in Ethernet header would be static, which will not require a long Context ID. We expect that EHC header is always attached for each packet if EHC is configured. In that sense, one-byte EHC header can give a meaningful gain.  

	DOCOMO
	Other option
	See our answer in Q2

	Intel
	Option 1
	Agree with LG that 15 bit Context ID is more future proof. Maximum number of ROHC context sessions supported by the UE can be up to 16384 (IE maxNumberROHC-ContextSessions, with one context reserved for the uncompressed flows). 15 bit context ID can indicate 215=32768 contexts. Since EHC operation is relatively simple compared to ROHC, doubling the number of maximum contexts in EHC operation looks acceptable.

	Sony
	Option 3 or 5
	Agree with Qualcomm view that short header should be the design objective.

	MediaTek
	Options 1 and 2
	We agree that it is beneficial to support multiple context ID lengths. When configuring EHC for a DRB, the NW can choose whether option 1 or option 2 is to be used.

	Huawei
	Option 3&6
	We think in most IioT scenarios, 6bits (64 possible values) would be enough for Context ID, however using two octets is acceptable for us. For both cases (one octet and two octets Context ID), we prefer to have one reserve it for future extension.

	vivo
	Option 3
	6bits indicating the context ID should be sufficient.


Summary: Some companies support multiple options. Within 15 participating companies, Option 1 is supported by 5 companies, Option 2 is supported by 3 companies, Option 3 is supported by 6 companies, Option 4 has no support, Option 5 is supported by 2 companies, Option 6 is supported by 2 companies, and finally one “other option” (5 CID bits) is supported by 1 companies. At least 3 companies (Sharp, Nokia, MediaTek) indicate that they would also want the CID field length to be configurable based on e.g. MAX_CID. 
Proposal 3: To decide whether the CID field length to be configurable, e.g. based on MAX_CID. 
Proposal 3b: Among below options, to select: 1) one option if the CID field length not to be configurable; 2) one “two octets” option and one “one octet” option if the CID field length to be configurable.
· Option 1: Two octets for 15 bits Context ID plus 1-bit format indication. 
· Option 3: One octet for 6 bits Context ID plus 1-bit format indication and necessary reserved bit. 
· Option 2: One octet for 7bits Context ID plus 1-bit format indication.
· Option 6: Two octets for 14bits Context ID plus 1-bit format indication and 1-bit reserved bit.

[13][15] suggest that in NR EHC, similar to ROHC, a parameter such as MAX_CID is configured by the network to indicate UE the maximum CID value that can be used for a DRB. 

Question 4: Does your company support that the maximum number of EHC context ID (e.g. maxCID_EHC) that can be used for a DRB shall be configured by the network? 
Option 1: Yes.
Option 2: No (please comments).
	Company
	Answer
	Comments

	LG
	Option 2
	Simple format is better.

	ZTE
	[bookmark: OLE_LINK6]Option 1
	For RoHC in NR, we understand maxCID_EHC reflects the UE’s actual support for EHC contexts (it may need UE to report its capability). Once maxCID_EHC is configured, the used Context ID should be no larger than it.  
As we suggest a bit short value range for EHC Context ID, it may be not so necessary to introduce configured maximum number of EHC context ID. But with similar intention as that for RoHC, we think it should be better to allow such configurability.
Furthermore, the EHC and RoHC should be allowed to be configured separately.

	Sharp
	Option 1
	If the MAX_CID is not configured, only one type of CID filed length can be supported. E.g, the CID field length is fixed 15 but Ethernet header pattern/value is less than 128, it’s waste of radio resource.

	Qualcomm
	Option 2
	Our understanding is that for DL, the important point is that the network does not configure more contexts than the UE capability allows. Signalling of maxCID_EHC from network to UE is not necessary, and signalling of UE capability to network is necessary (e.g. UE_capabilityEHCMaxCIDdl).

For UL, signalling of maxCID_EHC from network to UE is beneficial, e.g. in case the network does not support high number of contexts, to prevent the UE from creating more contexts than the network supports.

	Ericsson
	Option 2
	

	Nokia
	Option 1
	This allows a trade-off between overhead and the number of supported CID. The configuration may depend on the requirements of the particular deployment. 

	CATT
	Option 2
	Given we support a single byte header with 6-bit CID size, we are not sure what the benefit would be to allow smaller number of CIDs.

	OPPO
	Option 2
	To keep the format simple.

	Samsung
	Option 2
	ROHC is a implementation-specific method allowing various cases and the limitation by configuration is beneficial while EHC is a standardized method and should be simple as we discussed online. 

	DOCOMO
	Option 2
	Same as QC

	Intel
	Option 2
	Given that EHC operation is relatively simple compared to ROHC, maximum number of EHC context ID can be fixed, i.e. derived from the field length directly. 

	Sony
	Option 2
	Agree with others regarding the simple format.

	MediaTek
	Option 2
	By allowing a choice of context ID lengths (7bits or 15bits), an implicit maxCID is defined (i.e. 27 or 215). This should be sufficient for EHC.

	Huawei 
	Option 1
	Agree with ZTE and Nokia.

	vivo
	Option 1
	Agree with ZTE.

	Vodafone
	Option 2
	Agree with Qualcomm


Summary: Within 16 participating companies, 11 companies support Option 2 and 5 companies support Option 1. There is clear majority to support Option 2. However if a configurable CID field length is adopted, MAX_CID might be needed.
Proposal 4: To decide whether the maximum number of EHC context ID to be configured by the network. 

In RAN2#106 meeting, it has been agreed that EHC is configured per DRB separately for UL and DL. The network should thus configure the maximum CID value separately for UL and DL through parameter e.g. ul-maxCID_EHC and dl-maxCID_EHC if Option 1 in above question is agreed. 

Question 5: If Option 1 of Question 4 is agreed, does your company support that the network shall configure the maximum CID value separately for UL and DL through parameters, e.g. ul-maxCID_EHC and dl-maxCID_EHC?
Option 1: Yes.
Option 2: No (please comment).
	Company
	Answer
	Comments

	ZTE
	Option 1
	As RAN2 has agreed Ethernet Header Compression is configured separately for UL and DL, we think it’s reasonable to introduce the maximum CID value separately for UL and DL, e.g. ul-maxCID_EHC and dl-maxCID_EHC.

	Sharp
	Option 1
	

	Qualcomm
	No
	Please refer to answer for Q4. 
On DL, the important aspect is UE capability, and there is no need for network to signal dl-maxCID_EHC to the UE.

On UL, it is important to have ul-maxCID_EHC signalled from the network to the UE, e.g. because the network may not support a large number of contexts for UL.

	Nokia
	Option 2
	Single parameter seems sufficient and aligned with how this is done for RoHC.

	CATT
	Option 2
	We don’t see the need to signal any parameter in first place and if still agreed, one single parameter seems sufficient.

	DOCOMO
	Option 2
	Same as QC

	Huawei
	Option 2
	We don’t see the necessity to have separate values for different directions. 

	vivo
	Option 2
	Agree with QC.

	Vodafone
	Option 2
	Agree With Qualcomm 


Summary: Within 9 participating companies, 7 companies support to have a single parameter for both DL and UL. Only observation will be provided as below. 
Observation 1: A single parameter will be sufficient for both DL and UL if maximum number of EHC context ID is to be configured.

According to [5][15], there is one note in TS 38.323 section 5.7.4[1], that explains how the UE should handle a new incoming flow when the number of stored contexts are already equal to the MAX_CID as following:
NOTE:	If the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, the compressor should associate the new IP flow with one of the ROHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the IP flow as uncompressed packet.
[5] observes that, UE can either overwrite an established context or send PDCP SDUs as uncompressed packet.
[4] introduces different cases that uncompressed packet can be transmitted while no context need to be established and suggests that EHC header shall be able to indicate such intention. It should be noted that, for case where no context to be established, no feedback would be expected from the decompressor. [17] proposes that unsupported Ethernet header structures/formats are transmitted only in uncompressed format for DRB configured with EHC and, for this case, “Reserved context ID field” is used to indicate that no context is established at the decompressor. 
The below Question 6 is about CID overwriting and Question 7 is about Reserved context ID.  

Question 6: Does your company agree that CID overwriting mechanism is supported? 
(It is the rapporteur’s assumption that CID overwriting and CID deleting are mutually exclusive; supporting CID overwriting mechanism implies not to support an explicit “CID deleting” mechanism and vice versa. Since, after deleting a CID, a normal context establishment process can be used for that CID, i.e., no need for CID overwriting.)
Option 1: Yes, CID overwriting mechanism is supported.
Option 2: No, context delete mechanism is supported.
	Company
	Answer
	Comments

	LG
	Option 1
	However, this is an implementation issue, and standard does not need to mention about this. 

	ZTE
	[bookmark: OLE_LINK9]Option 1
	We agree that CID overwriting mechanism as that in RoHC is useful. No new context delete procedure is needed. We think the CID overwriting mechanism has less impacts on specification and is more efficient. 

	Sharp
	Option 1
	We can rely on UE implementation as we did in ROHC.

	Qualcomm
	Option 1
	CID overwriting is sufficient. The standard should specify the receiver behaviour that overwriting is required when an uncompressed packet is received for a context that is already in use.

	Ericsson
	Option 1
	Agree with LG.

	Nokia
	Option 1
	We think we can cover this is specifications in a similar manner as for RoHC, i.e. with a NOTE. What to do would be an implementation issue of the UE.

	CATT
	Option 1
	We agree with LG/Sharp.

	OPPO
	Option 1
	We prefer the similar mechanism as RoHC.

	Samsung
	Option 1
	No additional mechanism is needed.

	DOCOMO
	Option 1
	Agree with Nokia

	Intel
	Option 1
	Agree with LG that this is implementation issue. From UE receiver’s perspective, for one particular CID, the Ethernet header fields associated with the CID is always updated once an uncompressed packet is received.

	Sony
	Option 1
	

	MediaTek
	Option 1
	This can be implicitly deduced by the decompressor when it receives a Full Header packet for an existing CID.

	Huawei
	Option 1
	We prefer the similar design as in RoHC.

	vivo
	Option 1
	

	Vodafone
	Option 1
	


Summary: All 16 participating companies support CID overwriting mechanism. Some companies suggest this is implementation issue/no need to specify anything and some companies suggest the specification of this mechanism can be done in a similar manner as for RoHC, i.e. with a NOTE. 
Proposal 5: CID overwriting mechanism is supported.
Proposal 6: Using a NOTE to specify CID overwriting mechanism in the specification. 

Question 7: Does your company agree that, when transmitting uncompressed packets, the compressor can use reserved EHC context ID to indicate that no context is to be established and no feedback is to be produced at the decompressor?
Option 1: Yes.
Option 2: No.
	Company
	Answer
	Comments

	LG
	Option 1
	One value, e.g. all zeros, should be used for “EHC uncompressed”.

	ZTE
	Option 1
	With our comments for Question1, we already suggest 1-bit indication in the EHC header format for differentiation between full header and compressed header. Generally, when compressor receives an EHC frame with full header, the compressor try to establish context and produce feedback. 
But there has other case that the used Ethernet protocol doesn’t support header compression. In this case, it’s expected the compressor just deliver the received Ethernet frame with full header to higher layer. It’s no need for the compressor to establish context. 
We need a way to handle such case. It’s feasible to use a reserved EHC context ID (e.g. all zeros). The other option may be to introduce additional indication in EHC header (e.g., to use the reserved bit). In order to save bits in EHC header, we prefer to use reserved EHC context ID for this function.

	Sharp
	Option 1
	All zeros can be used for this purpose.

	Qualcomm
	Option 1
	RoHC also follows this reserved Context ID approach.

	Ericsson
	Option 1
	This is required in order to support unknown Ethernet formats within the same DRB, that do not need to be compressed. 

	Nokia
	Option 1
	Same view as LG.

	CATT
	Option 1
	We need a way to handle uncompressed flows for which no CID needs to be established. There are two ways: either add one bit in the EHC header (on top of the compressed/uncompressed bit) telling no CID field is provided in this header. Or a reserved CID for this purpose. The latter option is the simplest and only consumes one CID value.

	OPPO
	Option 2
	We think it is unnecessary to consider this case. If it exists, such packets can be mapped into another DRB which is configured with disabled EHC.

	Samsung
	Option 1
	Reserved value can simply resolve this issue.

	DOCOMO
	Slightly Option 2
	Our assumption is same as OPPO, but no strong opinion. 

	Intel
	Option 2
	We don’t think there is a need to have the reserved EHC context ID and to define special behaviour for such reserved EHC context ID.

	Sony
	Option 1
	

	MediaTek
	Option 1
	Agree with LG.

	Huawei
	Option 1
	As analysed in our paper [4], there are scenarios where full Ethernet packets are transmitted but no contexts need to be established or updated. We need thus solutions to indicate, even though the Ethernet packets include full headers, no contexts are to be established and no feedbacks are expected from the decompressor. One simple method is to use a reserved EHC context ID (e.g. one all-zero context ID) for such indication. 

	vivo
	Option 1
	

	Vodafone
	Option 1
	


Summary: Within 16 participating companies, 13 companies support Option 1, 2 companies support Option 2 and 1 company slightly prefers Option 2. There is a clear majority to support Option 1.
Proposal 7: The compressor can use an “all zeros” context ID to indicate that no context is to be established, when transmitting uncompressed packets. 
3 EHC feedback mechanism details
The following agreements on EHC feedback mechanism have been achieved during R2#108: 
RAN2 confirm the feedback mechanism already agreed in the last meeting and apply this to both AM DRB and UM DRB.
The EHC algorithm is not allowed to be configured for a uni-directional link. 
The confirmed feedback mechanism includes (R2#107b): 
For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 
For context establishment the explicit feedback includes the “Context ID”.
When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted.

Below questions 8-12 are related to the further details of different aspects of the EHC feedback mechanism.

Question 8: Which option(s) does your company support regarding EHC feedback transmission?
Option 1: EHC feedback is transmitted via PDCP Control PDU.
Option 2: EHC feedback is transmitted via PDCP Data PDU.
	Company
	Answer
	Comments

	LG
	Option 1
	

	ZTE
	[bookmark: OLE_LINK3]Option 1
	With the following considerations, we think EHC feedback should be carried via PDCP control PDU:
· The size of EHC feedback frame is fixed and does not need to be transmitted in sequence (e.g. PDCP SN is not necessary). 
· As agreed before, both the EHC and RoHC may be activated in the same time. Take into account that the RoHC feedback frame is carried over PDCP Control PDU (e.g. PDCP Control PDU for interspersed RoHC feedback), the EHC feedback frame should also be carried over PDCP Control PDU.

	Sharp
	Option 1
	

	Qualcomm
	Option 1
	Use of control PDU allows us to keep the EHC header simple. Otherwise, the EHC header will need to be more complex to distinguish feedback packets.

	Nokia
	Option 1
	

	CATT
	Option 1
	Control PDU is simple in structure and easy to design.

	OPPO
	Option 1
	Similar as RoHC, and no much benefit is foreseen by using PDCP data PDU.

	Ericsson
	Option 1
	PDCP Control PDU (which does not carry sequence number) can be send at any time in any order independent of other queued PDCP data. Therefore, Control PDU has to be used for EHC feedback.

	Samsung
	Option 1
	

	DOCOMO
	Option 1
	

	Intel
	Option 1
	Transmitting feedback via PDCP data PDU has the problem of delaying the feedback if there is no PDCP SDU available in the corresponding feedback direction.

	Sony
	Option 1
	

	MediaTek
	Option 1
	

	Huawei 
	Option 1
	Agree with ZTE and Ericsson. In other PDCP compression schemes UDC and RoHC, feedbacks are conveyed through PDCP control PDU and EHC feedback should follow this approach.

	vivo
	Option 1
	

	Vodafone 
	Option 1
	Conrol PDU it is the logical mechanism 


Summary: All 16 participating companies support Option 1. 
Proposal 8: EHC feedback is transmitted via PDCP Control PDU.

Question 9: Which option(s) does your company support regarding EHC feedback contents?
Option 1: Only CID is needed as feedback itself serves as positive indication.
[bookmark: _Hlk22732308]Option 2: An additional single bit field, besides CID, is used to provide feedback from the decompressor to the compressor (i.e. a NACK is still needed). 
Other options: (please list).
	Company
	Answer
	Comments

	LG
	Option 1
	

	ZTE
	Option 1
	We agree such explicit feedback serves as ACK indication and only CID is needed in the contents. No such feedback means NACK indication.

	Sharp
	CID and SN
	If CID overwriting mechanism is supported, the SN of the PDCP PDU should also be included.  Otherwise, the PDCP transmitting side does not know the ACK is for the old context or for the new context.

	Qualcomm
	CID and SN (same as Sharp)
	Inclusion of SN does not increase overhead much (since feedback packets are used only during context setup) and also makes debugging easier.

	Nokia
	Option 1
	We agreed the compressor starts compressing the packets after receiving feedback, which implies positive feedback. This also implies uncompressed packets are sent as long as no feedback is received, so there is no use for negative feedback in our opinion.

	CATT
	Option 1
	CID damage does not occur during the data transfer, so NACK is not required. The decompression only needs to send a simple feedback that the compressor has successfully received the full packet.

	OPPO
	Option 1
	Agree with Nokia.

	Ericsson
	Option 1
	The sole purpose of the feedback is to establish confidence at transmitter that context has been established at receiver, which happens once per flow. I.e. only ACK (implicit) is needed.

	Samsung
	Option 1
	It could be beneficial to include SN in feedback as other companies mentioned. However, logically, we don’t see a strong reason to have it. 

	DOCOMO
	Option 1 or Option 2
	We think the compressor does not change the contents with the same CID before the corresponding FB comes. So SN does not be needed. We can add NACK bit since CID bits are 6 or 7 or something (i.e. not 8 * N bits)

	Intel
	Option 1
	

	Sony
	Option 2
	If the context corruption happens at a later stage, when the compressed packets are being transmitted, then how would the receiver inform the transmitter and we think there should be a negative feedback.

	MediaTek
	Option 2
	A NACK indication is useful to address the case raised in question 16, i.e., the decompressor can send a NACK when it receives a context it does not recognise.

	Huawei 
	Option 1
	Agree with Nokia. The issue raised by Sharp seems a corner case, and it could be solved by implementation.

	vivo
	Option 1
	

	Vodafone 
	Option 1
	


Summary: Within 16 participating companies, 11 companies support Option 1, 4 companies support Option 2 and 1 company support both options. Besides, 2 companies support to include PDCP PDU SN in the feedback. There is a clear majority to support Option 1. 
Proposal 9: EHC feedback contains only CID. 

According to the confirmed feedback mechanism, how the decompressor sends feedback could be enhanced from either the compressor side or the decompressor side. Different solutions are proposed in [4] [9] [11] [12].

Question 10: Which option(s) does your company support regarding the compressor side controlling EHC feedback?
Option 1: No enhancement needed on the compressor side, i.e. the compressor keeps sending full header packets (which are intended for context establishment) till the first feedback is received and start to transmit the compressed header packets.
Option 2: The compressor sends multiple full header packets (which are intended for context establishment), and then “regular non-CID uncompressed packets” [11] are sent while waiting for feedback. (Note this may imply that a third “state” for an “EHC enabled” DRB is needed as the compressor is using neither EHC full header nor compressed header).
Option 3: The compressor sends one or multiple full header packets (which are intended for context establishment), and then uses reserved context ID to indicate no repetitive feedbacks are needed if Option 1 of Question 7 is agreed.
Other options: (please list).
	Company
	Answer
	Comments

	LG
	Option 1
	

	ZTE
	Option 1
	For simplicity, we think it’s enough that the compressor keeps sending full header packets (which are intended for context establishment) till the first feedback is received. There are several options in the compressor implementation to determine that a context establishment procedure was unsuccessful, e.g., with timer for transmission duration or counter for transmission times. 
We cannot see the obvious benefit for option 2 but it has complexity. 
For option 3, we think if option 1 for Question 7 is agreed, it may be used as an implementation option in compressor to also handle unsuccessful context establishment. But we don’t think this option needs to be specified. 

	Sharp
	Option 1
	

	Qualcomm
	Option 1
	For both uplink and downlink, the standard should mandate that the compressor sends compressed packets only after feedback is received.

	Nokia
	Option 1
	

	CATT
	Option 1
	Option 1 complexity is low and can be sufficient for normalization. Compressor keeps sending the full header packet until receiving the feedback, which can reduce the delay of CID establishment at the decompressor caused by packet loss. Option 3 can be handled by implementation.

	OPPO
	Option 1
	We prefer a simple way.

	Ericsson
	Option 1
	No enhancement needed for feedback mechanism. Feedback could also be avoided all together if alternative method was included where transmitter is configured to send always multiple packets per flow in order to reliably establish the context. We think feedback should be optionally configured.

	Samsung
	Option 1
	

	DOCOMO
	Option 1
	

	Intel
	Option 1
	

	Sony
	Option 1
	

	MediaTek
	Option 1
	

	Huawei
	Option 1
	We support to adopt simple solution for the compressor. Besides, the compressor can use Option 3 by implementation, to control the feedbacks from the decompressor.

	vivo
	Option 1
	

	Vodafone 
	Option 1
	


Summary: All 16 participating companies support Option 1. 3 companies suggest that Option 3 could be used by implementation if the repetitive feedbacks are to be avoided. 

Proposal 10: No enhancement needed on the compressor side. The compressor keeps sending full header packets till the first feedback is received and start to transmit the compressed header packets.
Observation 2: The compressor can, by implementation, use a reserved context ID to indicate no feedbacks are needed. 

Question 11:  Which option(s) does your company support regarding how the compressor determines that a context establishment procedure was unsuccessful, hence start to send full header packets (which are intended for context establishment) again (i.e. stop the behaviour of Option 2 or Option 3 of Question 10, if agreed)?
Option 1: It is up to the implementation of the compressor, no special mechanism to be specified.
Option 2: It is necessary to set a timer at the compressor to determine that a context establishment procedure was unsuccessful.
Other options: (please list).
	Company
	Answer
	Comments

	ZTE
	[bookmark: OLE_LINK4]Option 1
	See our comment for Question 10.

	Sharp
	Option 1
	

	Qualcomm
	Option 1
	We assume Option 1 for Question 10. 
This scenario is only possible in case of implantation bugs at the decompressor. No need to specify a special mechanism to solve this.

	Nokia
	Option 1
	The compressor will know context establishment was successful after receiving feedback from decompressor. Until then, it may assume context establishment is not successful. 

	CATT
	Option 1
	Similar to Q10, the compressor can implement a timer by implementation to decide whether to stop attempting the CID initialization.

	OPPO
	Option 1
	We think this question is not restricted to the answer to Question 10, and we prefer the implementation way.

	Samsung
	Option 1
	

	DOCOMO
	Option 1
	

	Intel
	Option 1
	

	Sony
	Option 1
	

	MediaTek
	Option 1
	

	Huawei
	Option 1
	

	vivo
	Option 1
	

	Vodafone 
	Option 1
	


Summary: All 16 participating companies support Option 1 that it is up to the implementation of the compressor to determine that a context establishment procedure was unsuccessful.
Proposal 11: No need to specify how the compressor to determine that a context establishment procedure was unsuccessful.

Question 12: Which option(s) does your company support regarding how the decompressor controls the number of feedbacks?
Option 1: No special mechanism is needed on the decompressor side. The decompressor sends feedback on each successfully received full header packet (which is intended for context establishment) till the first compressed header packet is received from the compressor.
Option 2: Configured number of feedbacks sent by the decompressor if the decompressor keeps receiving identical EHC full header.
Option 3: A “prohibit mechanism” [9] in EHC feedback transmission should be considered.
Other options: (please list).
	Company
	Answer
	Comments

	LG
	Option 3
	If the EHC decompressor transmits the EHC feedback for every full header packet, lots of EHC feedback would be transmitted, which causes a huge waste of radio resources. 
Therefore, a prohibit mechanism is required to reduce transmission of EHC feedback. 

	ZTE
	Option 1
	We think it’s enough to have the control mechanism in sender, e.g., in compressor as mentioned in our comments for Question 10. It’s no need to consider redundant mechanism in decompressor.

	Sharp
	Option 1
	We do not think there will be many PDCP PDUs with full header can be sent until the feedback is received. 

	Qualcomm
	Option 1
	Context establishment is rare enough that overhead of multiple feedback packets is acceptable.

	Nokia
	Option 1
	Multiple feedback packets would only be sent in case the subsequent uncompressed packets are sent in intervals shorter than round trip time, which will not be very often. Even when multiple feedback packets are sent, this is for a very short duration of time and we do not see that as an issue.

	CATT
	Option 1
	Same view as above companies.

	OPPO
	Option 1
	Option 1 is sufficient and simple.

	Ericson 
	Option 2
	As an efficient yet simple approach we propose to send feedback for the first received context only, i.e. when the context is established. If that feedback is lost for some (unprobable) reason, compressor implementation can make sure that context establishment (e.g. with other ID) is repeated.

	Samsung
	Option 1
	If any enhancement is needed, Option 3 would be preferable.

	DOCOMO
	Option1 or Option 3
	Agree with Samsung

	Intel
	Option 1
	Given that EHC is mainly used for URLLC, we don’t think enhancements are necessary.

	Sony
	Option 1
	

	MediaTek
	Option 1
	Agree with Oppo.

	Huawei 
	Option 1
	Unnecessary feedbacks by the compressor can cause resource waste. The compressor side solution could use Option 3 of Question 10, by implementation. 

	vivo
	Option 1
	

	Vodafone
	Option 1
	


Summary: Within 16 participating companies, 13 companies support Option 1, 1 company supports both Option 1 and Option 3, 1 company supports Option 3, and 1 company supports Option 2. There is a clear majority to support Option 1. 
Proposal 12: No special mechanism is needed on the decompressor side to control the number of feedbacks.
4 Reset EHC protocol at PDCP re-establishment
It is specified in 38.323 [1] that, RoHC protocol shall be reset when PDCP is re-established if parameter drb-ContinueROHC is not configured:
	When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the ROHC protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];

When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
[bookmark: Signet15]-	for AM DRBs, perform header decompression using ROHC for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the ROHC protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];



[6] suggests that keeping EHC protocol at PDCP re-establishment does not cause any problem in EHC operation as, unlike ROHC, EHC context doesn’t contain dynamic fields. [8] suggests that EHC shall be reset at PDCP re-establishment as ROHC context continuation is an optimization for the intra-gNB handover case and ROHC context continuation on network side is not foreseen for inter-gNB handover, meaning that at drbRohcContinue = false is the default case. [11][13][15] suggest to reuse ROHC principle that resetting EHC protocol at PDCP re-establishment is to be switched by the configuration of a parameter e.g. drb-ContinueEHC. 

Question 13: Which option does your company support regarding resetting EHC protocol at PDCP re-establishment?
Option 1: EHC protocol is not reset at PDCP re-establishment.
Option 2: EHC protocol is reset at PDCP re-establishment.
Option 3: Configuration of a parameters (e.g. drb-ContinueEHC) indicates whether or not EHC is reset at PDCP re-establishment.
	Company
	Answer
	Comments

	LG
	Option 1
	However, we are OK to go for Option 2. We don’t think configurability like Option 3 is needed.

	ZTE
	Option 3
	It’s obvious that EHC context establishment has signalling overhead. Similar as that for RoHC, we think there has scenario that EHC doesn’t need to be reset even the PDCP is re-establishment. Therefore, we suggest to follow RoHC and has such configuration parameter.

	Sharp
	Option 3
	

	Qualcomm
	Option 1 assuming RAN3 supports signalling for context transfer
	If RAN3 is unable to support signalling for context transfer in Rel-16, we can also use Option 3.

	Nokia
	Option 2 is preferred and option 3 is also acceptable
	For intra-CU HO, PDCP will not be reset and therefore EHC will also not be reset. For inter-CU HO, EHC has always to be reset unless we specify EHC context forwarding between gNBs, which we do not think is worthwhile doing at this stage. Hence, it is preferred to go with Option 2. Option 1 would not work for inter-CU HO, so it has to be avoided.

	CATT
	Option 3
	We agree with ZTE

	OPPO
	Option 3 
	Similar mechanism as RoHC is preferred.

	Ericsson
	Option 2
	ROHC protocol is either reset at PDCP-reestablishment, if drbRohcContinue is not configured, or continued otherwise. ROHC context continuation on network side is not foreseen for inter-gNB handover, meaning that at drbRohcContinue = false is the default case, and the ROHC continuation is an optimization for the intra-gNB handover case. For simplicity, for EHC, we should assume reset of the EHC protocol in general at PDCP re-establishment, i.e. follow the actions as for ROHC with drbRohcContinue=false. 

	Samsung 
	Option 3 

	Our understanding is that EHC protocol doesn’t have to be reset for intra-node handover case, which does not require EHC context transfer procedure as we did for ROHC. In NR, we assume that CU-DU split would be most like intra-node handover. However, inter-node handover case requires EHC context transfer procedure not to reset EHC protocol, i.e. it would be simple to reset EHC protocol for inter-node handover as we did for ROHC.
Based on network implementation, whether to reset EHC protocol can be decided by configuration.

For simplicity, it would be also good to always reset EHC protocol at PDCP re-establishment, i.e. Option 2.

	DOCOMO
	Option 3
	

	Intel
	Option 3
	Whether to reset EHC at PDCP re-establishment should be up to network decision and therefore should be configurable.

	Sony
	Option 2 or 3
	We think it is simple approach and aligned to ROHC approach.

	MediaTek
	Option 3
	

	Huawei
	Option 3
	Agree with ZTE. 

	vivo
	Option 3
	

	Vodafone 
	Option 3
	


Summary: Some companies support multiple options. Option 1 is supported by 2 companies, Option 2 is supported by 3 companies, Option 3 is supported by (or acceptable to) 13 companies.  There is a clear majority to support Option 3. 
Proposal 13: Configuration of a parameters (e.g. drb-ContinueEHC) indicates whether or not EHC is reset at PDCP re-establishment.
Similar to Question 5, considering that EHC is configured per DRB separately for UL and DL, it seems reasonable that EHC context continue function should be indicated separately for UL and DL [15].

Question 14: If Option 3 of Question 13 is agreed, does your company support that EHC context continue function can be indicted separately for UL and DL, through configuration of parameters, e.g. ul-drb-ContinueEHC and dl-drb-ContinueEHC?
Option 1: Yes.
Option 2: No (please comment).
	Company
	Answer
	Comments

	LG
	Option 1
	

	ZTE
	Option 1
	

	Sharp
	Option 1
	

	Qualcomm
	Option 2
	Though it can be argued that DL context preservation is less important than UL context preservation on network side, the gains of separate configuration are very small. Hence option 2 is preferred.

	Nokia
	Option 2
	It is sufficient that a single parameter is used for both DL and UL in case option 3 is really needed.

	CATT
	Option 1
	No strong view though

	OPPO
	Option 1
	If EHC is enabled in both uplink and downlink, the value of ul-drb-ContinueEHC and dl-drb-ContinueEHC should be same.

	Samsung
	Option 1
	

	DOCOMO
	Option 1
	

	Intel
	Option 1
	

	MediaTek
	Option 1
	

	Huawei 
	Option 1&2
	No obvious benefits are foreseen by adopting separate configuration parameters for different directions, however we are fine with also Option 1. 

	vivo
	Option 1
	

	Vodafone 
	Option 1
	


Summary: Within 14 participating companies, 11 companies support Option 1, 1 company supports both Option 1 and Option 2, and 2 companies support Option 2. There is a clear majority to support Option 1. 
Proposal 14: EHC context continue function can be indicted separately for UL and DL, through configuration of parameters, e.g. ul-drb-ContinueEHC and dl-drb-ContinueEHC.
Observation 3: The network can, by implementation, set the same value for ul-drb-ContinueEHC and dl-drb-ContinueEHC if EHC is enabled in both uplink and downlink. 
5 Other issues
In order to complete EHC specification work, “Other issues” could be added/discussed below; however SDAP relation with EHC, RoHC relation with EHC are out of the scope of this email discussion. 

Question 15: Does your company agree that LTE EHC specs can directly reuse NR EHC specs?
Option 1: Yes.
Option 2: No, please comment.
	Company
	Answer
	Comments

	LG
	
	We think there would not be much difference between LTE and NR, but it could be discussed after NR baseline is decided.

	ZTE
	Option 2
	[bookmark: OLE_LINK5]The reliability, transmission delay and Uu interface time accuracy of LTE cannot meet the requirements of IIoT services, so LTE is not suitable for carrying IioT services. 
EHC is mainly introduced for IioT services, so we think it‘s no need to introduce EHC into LTE.

	Qualcomm
	
	The porting to LTE can reuse NR EHC. However, we are not sure if applications benefitting from EHC (i.e. small packet applications) will be used with LTE. The porting of EHC to LTE should be low priority.

	Nokia
	
	We agree with LG. Let’s first see the first draft of the LTE PDCP specifications and then check whether there are any LTE specific issues there, but we do not expect many of these (if any).
Please note that porting to LTE objective was discussed during at least two RAN plenary meetings and it was agreed to have it in the scope. It’s not RAN2 job to discuss the scope now and concerns about the usefulness of LTE EHC should have been raised during RAN plenary.

	CATT
	
	We agree with LG that this is beyond the scope of this email discussion

	OPPO
	Option 1
	No much issue is foreseen by directly reusing NR EHC in LTE specs.

	Ericsson
	
	First finalize NR design principles. 

	Samsung 
	
	After stabilizing NR EHC, we can discuss this further since LTE PDCP has different functionalities. For example, there would be no need to configure EHC with UDC together, considering that RAN2 analyzed that the gain would be marginal for both ROHC and UDC configuration. 

	DOCOMO
	
	Agree with QC

	Intel
	
	Introduction of EHC to LTE can reuse NR work, and can be discussed after NR EHC functionality is introduced.

	Sony
	Option 1
	We don’t see an issue to introduce EHC for LTE.

	MediaTek
	
	Agree with Nokia.

	Huawei
	
	We are fine to wait after NR baseline is decided.

	vivo
	
	Agree with LG and Nokia.

	Vodafone 
	
	We are very keen to see EHC solution for LTE as well as NR.



Summary: There are diverse views on introducing EHC into LTE. It should be acceptable to discuss this after NR EHC baseline functionality is finalized. 
Proposal 15: To discuss how to capture EHC design in LTE CRs after NR EHC baseline functionality is finalized.
One additional issue worth considering is how to handle an error case where the decompressor receives a compressed packet with a context it does not recognize.
Question 16: Do companies agree that we should solve the issue of how the decompressor should behave when it receives a compressed packet with CID, for which it has no context established?
	Company
	Answer (Yes/No)
	Comments (how to handle this case)

	Nokia
	Yes
	We think we should cover this case and the simplest would be to specify that the decompressor discards such packets. It would then be up to upper layers to react accordingly and perform corrective actions.

	CATT
	No
	So far, we failed to identify the case where this would happen.

	OPPO
	
	We are fine to cover the case, but we think it can be resolved by implementation at the de-compressor side.

	Samsung
	No
	If we follow the majority’s view during this discussion, the concerned error case would not happen logically. If that’s the case for internal decompressor problem, then it should be handled by implementation.

	DOCOMO
	Yes
	We think the decompressor should inform it has no context to the compressor 

	Intel
	No
	We don’t think such error case will happen.

	Sony
	Yes
	We agree to solve it. However, the problem could also be on the de-compressor side itself and we not sure if relying on upper layers for local discard considering the high reliability requirements is a good idea. So agree with DOCOMO to inform the compressor and may use negative feedback.

	MediaTek
	Yes
	Agree with Docomo. A NACK feedback can notify the compressor, refer to question 9.

	Qualcomm
	Yes
	This sounds like useful error case (e.g., caused by a bad implementation) to cover, since the compressor (e.g., sending compressed URLLC packets) may be oblivious to packets being lost/discarded at decompressor (due to failure to decompress) and it could produce unexpected application behaviour. 

A simple solution like declaring an RLF seems sufficient given that this will be rare.

	Huawei 
	No
	This error case would be a corner case, for which could be solved by implementation and no specification is necessary.

	vivo
	No
	Not sure how this case would happen. If this is a corner case, maybe the specific UE behaviours should not be specified.

	Vodafone 
	Yes 
	This case should be resolved


Summary: Within 12 participating companies, 6 companies agree to solve the issue of how the decompressor should behave (e.g. discarding packets, declaring RLF, sending back NACK) when it receives a compressed packet with unestablished CID, 5 companies disagree and 1 company indicates this issue has no specification impact. As no conclusion could be reached, we may discuss this case after we’ve agreed on EHC baseline functionality design. 
6 Conclusions
Proposal 1: 1-bit Indication in EHC header is used for header format differentiation. [a potential easy agreement]
Proposal 2: EHC header only contains Context ID field, format indication bit, and reserved bit(s) if needed. [a potential easy agreement]
Proposal 3: To decide whether the CID field length to be configurable, e.g. based on MAX_CID. [need further discussion]
Proposal 3b: Among below options, to down select: 1) one option if the CID field length not to be configurable; 2) one “two octets” option and one “one octet” option if the CID field length to be configurable. [need further discussion]
-	Option 1: Two octets for 15 bits Context ID plus 1-bit format indication.
-	Option 3: One octet for 6 bits Context ID plus 1-bit format indication and necessary reserved bit.
-	Option 2: One octet for 7bits Context ID plus 1-bit format indication.
-	Option 6: Two octets for 14bits Context ID plus 1-bit format indication and 1-bit reserved bit.

Proposal 4: To decide whether the maximum number of EHC context ID to be configured by the network. [need further discussion]
Observation 1: A single parameter will be sufficient for both DL and UL if maximum number of EHC context ID is to be configured.
Proposal 5: CID overwriting mechanism is supported. [a potential easy agreement]
Proposal 6: Using a NOTE to specify CID overwriting mechanism in the specification. [a potential easy agreement]
Proposal 7: The compressor can use an “all zeros” context ID to indicate that no context is to be established, when transmitting uncompressed packets. [a potential easy agreement]
Proposal 8: EHC feedback is transmitted via PDCP Control PDU. [a potential easy agreement]
Proposal 9: EHC feedback contains only CID. [a potential easy agreement]
Proposal 10: No enhancement needed on the compressor side. The compressor keeps sending full header packets till the first feedback is received and start to transmit the compressed header packets. [a potential easy agreement]
Observation 2: The compressor can, by implementation, use a reserved context ID to indicate no feedbacks are needed.
Proposal 11: No need to specify how the compressor to determine that a context establishment procedure was unsuccessful. [a potential easy agreement]
Proposal 12: No special mechanism is needed on the decompressor side to control the number of feedbacks. [a potential easy agreement]
Proposal 13: Configuration of a parameters (e.g. drb-ContinueEHC) indicates whether or not EHC is reset at PDCP re-establishment. [a potential easy agreement]
Proposal 14: EHC context continue function can be indicted separately for UL and DL, through configuration of parameters, e.g. ul-drb-ContinueEHC and dl-drb-ContinueEHC. [a potential easy agreement]
Observation 3: The network can, by implementation, set the same value for ul-drb-ContinueEHC and dl-drb-ContinueEHC if EHC is enabled in both uplink and downlink.
[bookmark: _GoBack]Proposal 15: To discuss how to capture EHC design in LTE CRs after NR EHC baseline functionality is finalized. [need further discussion]
The TPs for PDCP specification in appendix are based on the majority view in Proposals 1-2, 5-9, 13-14.
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8 Appendix
[Proposal 1: 1-bit Indication in EHC header is used for header format differentiation.
Proposal 2: EHC header only contains Context ID field, format indication bit, and reserved bit(s) if needed.
Proposal 5: CID overwriting mechanism is supported.
Proposal 6: Using a NOTE to specify CID overwriting mechanism in the specification.
Proposal 7: The compressor can use an “all zeros” context ID to indicate that no context is to be established, when transmitting uncompressed packets.
Proposal 8: EHC feedback is transmitted via PDCP Control PDU.
Proposal 9: EHC feedback contains only CID.]
‘’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’start of TP’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’
A.1 EHC principle
Figure A.1.X-1: Ethernet header format [xx]
The EHC compressor and the EHC decompressor store original header field information as a "EHC context". Each EHC context is identified by a unique identifier, called Context ID (CID).
The EHC compressor establishes a EHC context, and transmits a "Full Header (FH)” packet to the EHC decompressor to establish the EHC context in the EHC decompressor. After the EHC compressor is confident that the EHC context is established in the EHC decompressor, the EHC compressor transmits "Compressed Header (CH)” packet to the EHC decompressor, where the compressed header packet includes only the header fields not stored in the EHC context. When the EHC decompressor receives the compressed header packet, the EHC decompressor restores original header fields based on the stored EHC context. 
1-bit format indication is included in the EHC header to distinguish between the “Full Header (FH)” and the “Compressed Header (CH)”.
Figure A.1.X-2 represents conceptual view of EHC operation.


Figure A.1.X-2: EHC operation
The EHC context must be synchronized between the EHC compressor and the EHC decompressor; otherwise, the EHC decompressor erroneously decompresses the compressed header packets. To avoid the erroneous decompression, the EHC compressor transmits the full header packets until it is confident that the EHC context is successfully established in the EHC decompressor. The confidence is acquired by the explicit EHC feedback received from the EHC decompressor. The EHC decompressor transmits the EHC feedback to the EHC compressor after a EHC context is successfully established based on the received full header packet. The EHC compressor transmits the compressed header packets only after the EHC feedback is received.
The EHC feedback is transmitted via PDCP Control PDU and contains only CID. When the EHC compressor transmits the full header packet, it can use an “all zeros” CID to indicate that no context is to be established. 
NOTE: If the EHC decompressor receives a ”Full Header (FH)” packet together with a CID which is associated with an established EHC context, the decompressor can overwrite the established EHC context with the received “Full Header (FH)”.  
A.2 EHC packet format
/* Editor’s Note: Formats of EHC full header packet, EHC compressed header packet, and EHC feedback packet will be specified.
EHC header only contains Context ID field, format indication bit, and reserved bit(s) if needed.
‘’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’end of TP’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’
[Proposal 13: Configuration of a parameters (e.g. drb-ContinueEHC) indicates whether or not EHC is reset at PDCP re-establishment.
Proposal 14: EHC context continue function can be indicted separately for UL and DL, through configuration of parameters, e.g. ul-drb-ContinueEHC and dl-drb-ContinueEHC.]
 ‘’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’start of TP’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’’
[bookmark: _Toc12616331]5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this clause. After performing the procedures in this clause, the UE shall follow the procedures in clause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the ROHC protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for uplink if ul-drb-ContinueEHC is not configured in TS 38.331 [3];
/* Editor’s Note: Whether to reset EHC protocol at PDCP re-establishment is FFS.
-	for UM DRBs and SRBs, set TX_NEXT to the initial value;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers, and;
-	for suspended AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, for each PDCP SDU already associated with a PDCP SN:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer, as specified in clause 5.2.1;
-	for AM DRBs which were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.X.4;
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.2.2.1;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	for SRBs and UM DRBs, if t-Reordering is running:
-	stop and reset t-Reordering;
-	for UM DRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	for AM DRBs, perform header decompression using ROHC for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the ROHC protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for AM DRBs, perform decompression using EHC for all stored PDCP SDUs if dl-drb-ContinueEHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for downlink if dl-drb-ContinueEHC is not configured in TS 38.331 [3];
/* Editor’s Note: Whether to reset EHC protocol at PDCP re-establishment is FFS.
-	for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.
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