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Introduction
IAB node connection setup in SA mode has been discussed a lot. And it is agreed to support over the air indication for parent node selection. Besides, IAB-MT shall include an IAB-indication in RRC message 5 so that RAN can select an AMF/MME supporting IAB. While for NSA mode, the IAB node connection setup procedure has not been discussed yet. 
During IAB node integration and IAB node MT RRC Reestablishment procedure, IAB node MT selects a parent node and attempts to establish RRC connection with it. The IAB node can provide available communication for more UEs, and thus enlarge the network coverage, so it seems reasonable that the parent node always allows and prioritizes IAB-MT access. However, the parent node may also de-prioritize or even bar IAB-MT access suppose it is overloaded. Thus, access control should be considered to IAB-MT as well. 

In this contribution, we first focus on IAB node connection setup in NSA mode, and then discuss how to handle access control in IAB scenario.
Discussion 

2.1 IAB node connection setup in NSA mode
Figure 1 shows examples for SA-mode with NGC and NSA-mode with EPC. This figure gives two options for NSA mode:

b) UE operates in NSA with EPC while IAB-node operates in SA with NGC

c) UE and IAB-node operate in NSA with EPC. 
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Figure 1: Examples for operation in SA and NSA mode

In Option c, the IAB-node operates in EN-DC mode, where it may use the LTE leg for IAB-node initial access and configuration. When integrating into the network, IAB-MT firstly establishes connectivity towards MeNB like a normal UE. While if following the legacy cell selection procedure, the IAB-MT may select and connect to a legacy cell not supporting IAB functionality. In order to connect to a suitable MeNB,  the following solutions can be considered:

Option 1, via OAM (pre-configuration), the IAB-node is preconfigured in advance, and the IAB-MT can select the parent node from the preconfigured candidate list.  

Option 2, via OAM (Rel-10 relay-like way ), IAB-MT selects any suitable cell to access, then downloads the OAM configuration to get the candidate IAB cell(s) to access.

Option 3, via new system information, the IAB-MT can select a parent node based on the system information from MeNB. 

Option 3 may introduce new IE in the existing SIB information or a new SIB used for IAB, either of them could impact on the LTE specifications. In order to reduce the influence on the existing LTE specifications, it is suggested use OAM-based preconfiguration-based solution and OAM-based Rel-10 relay-like solution for MeNB selection.
Observation 1: It is beneficial for the IAB node to know which eNB supports IAB function. 
Proposal 1: In order to minimize the impact on the existing LTE specifications, it is suggested to use OAM-based solution for MeNB selection. It is not necessary to consider the IAB indication broadcast by eNB. 
After connecting to MeNB, the IAB-MT is able to access one or more NR cells via dual connectivity procedures such as secondary node addition. Different from the normal case, the MeNB needs to select an SN supporting IAB function for the IAB-MT. Thus, it is necessary for the LTE eNB to be aware that an IAB node accesses it. For SA mode, it is agreed that IAB-MT includes an IAB node indication in RRCSetupComplete message. Similarly, for NSA mode, IAB-MT can report its IAB node identity via RRCSetupComplete message as well. Then, the MeNB can configure the measurement for NR Cells supporting IAB. After that, based on the measurement reports from the accessing IAB node, MeNB can select a suitable donor CU, and thus parent node with IAB capability can be selected at donor CU. 

Observation 2: MeNB should know the accessing UE is an IAB node. 

Proposal 2: It is suggested that IAB-MT reports its IAB node identity to MeNB via RRCSetupComplete message.
2.2 IAB-MT access control
For IAB network, the IAB node MT needs to setup RRC connection with its parent node, e.g. during IAB node integration and IAB node MT RRC connection re-establishment. The IAB node MT may select a parent node and attempt to establish RRC connection with it. In some scenarios, the parent node may restrict IAB node MT access but allows UE access. For example, the parent node is close to its maximum load limit, it may reject IAB-MT access which is expected to bring a lot of traffic than normal UE. Therefore, it is it is beneficial to define an IAB specific cellbarred IE to indicate whether to bar IAB-MT access. The current cellbarred IE in MIB message in 38.331 [1] is common for all PLMN, similarly, if an IAB specific cellbarred IE is defined, it is common for all PLMNs as well.
Proposal 3: It is suggested to define a new cellbarred IE for IAB to indicate whether to bar IAB-MT access, and the new IE should be common for all PLMNs.

The unified access control framework as specified in TS 22.261 [2] is applied for NR. Each access attempt is categorized into one Access Category and one or more Access Identities. Based on the access control information applicable for the corresponding Access Identity and Access Category of the access attempt, the UE checks whether the access attempt can be made or not. 
Similarly, the IAB node MT may determine whether an identified access attempt is authorized or not based on the broadcast barring information and the selected Access Category and Access Identities. One issue is whether a new standardized access category and/or access identity should be introduced for the IAB access control. In our opinion, it is suggested to define an IAB-specific access category and access identity. The reasons are listed as below.

On one hand, the IAB node can serve more UEs, so the parent node may prioritize MT access. With this in mind, if new IAB-specific access category and/or access identity is introduced, the parent node could prioritize the access from IAB nodes over other accesses. Specifically, the parent node could set the uac-BarringFactor parameter to prioritize the access from IAB nodes over other UE’s accesses. 

On the other hand, when the parent node is congested, it may deprioritize the access from IAB nodes. But it may prioritize IAB-MT access over normal UE access again after alleviating the congestion. The parent node could set uac-BarringTime parameter associated with IAB based on its load status.

Proposal 4: It is suggested to define an IAB-specific access category and access identity so that the parent node could control the IAB node access.

Though it is agreed that IAB-MT includes an IAB-indication in RRC message 5, it is better for the IAB-MT to provide the IAB specific establishment cause for the RRCSetupRequest. In this case, the donor can be aware of the MT access earlier. The benefit is that the donor CU could differentiate the admission control processing of normal UE and IAB node MT. For example, the donor CU may prioritize the RRC connection setup request from IAB-MT. 
Proposal 5: It is suggested to define a new establishment cause for IAB scenario, and IAB-MT indicates the establishmentCause as IAB when sending RRCSetupRequest message.
Conclusion

In this contribution, we discussed some connection setup issues in IAB network. Based on the discussion, we have the following observations and proposals:

Observation 1: It is beneficial for the IAB node to know which eNB supports IAB function.
Proposal 1: In order to minimize the impact on the existing LTE specifications, it is suggested to use OAM-based solution for MeNB selection. It is not necessary to consider the IAB indication broadcast by eNB. 
Observation 2: MeNB should know the accessing UE is an IAB node. 

Proposal 2: It is suggested that IAB-MT reports its IAB node identity to MeNB via RRCSetupComplete message.
Proposal 3: It is suggested to define a new cellbarred IE for IAB to indicate whether to bar IAB-MT access, and the new IE should be common for all PLMNs.

Proposal 4: It is suggested to define an IAB-specific access category and access identity so that the parent node could control the IAB node access.

Proposal 5: It is suggested to define a new establishment cause for IAB scenario, and IAB-MT indicates the establishmentCause as IAB when sending RRCSetupRequest message.
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