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Introduction 
In the WI [1], the impact to the access control is one of the objectives:
· CAG/SNPN cell access control [RAN2/3]
In this contribution, the RAN2 impacts for access control for the SNPN and PNI-NPN are analysed based on the SA2 specification [2].
Discussion
Access Control for SNPN
Since the SNPN ID (a combination of PLMN ID and NID) may not be unique (e.g. NID is locally managed and chosen individually and the PLMN ID is not required to be globally unique), there is a need for a UE without subscription to the SNPN not to camp on such cell. In [2], 2 cases have been identified which affects the UE behavior:
a. If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a locally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering again with the same SNPN.
b. [bookmark: _Hlk2174409]If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a universally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering again with the same SNPN.
In both cases, the AMF will reject the registration and the service request from the UE. However, the UE behavior is different depending on whether the NID is locally managed or universally managed. If the NID is locally managed, the UE is not allowed to select cell associated with the SNPN temporarily. If the NID is universally managed, the UE is not allowed to select cell associated with the SNPN permanently.  Such temporary or permanent suspension of a SNPN can be done in the UE NAS layer
Observation#1: If a UE selects a SNPN ID that is rejected by the AMF, it is left to UE NAS to perform another network selection in SNPN access mode. No impact to UE AS.
As on network access control in case of network congestion/overload, SA2 specifies that the existing unified access control can be used:
[bookmark: _Hlk529786733]In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, unified access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
Since an SNPN cell carries PLMNID together with NID, some extensions to the ASN.1 signalling are needed to include the NID.  
From the ASN.1 structure as shown in Annex, there is no possibility of extending PLMN with NID in uac-BarringInfo or in uac-BarringPerPLMN-List. The simplest way is to include a non-critical extension to SIB1 as follow:
     uac-BarringPerSNPN-List             UAC-BarringPerSNPN-List                                     
and the definition for UAC-BarringPerSNPN-List is as follow, similar to the UAC-BarringPerPLMN-List:
UAC-BarringPerSNPN-List ::=         SEQUENCE (SIZE (1.. maxSNPN)) OF UAC-BarringPerPLMN

UAC-BarringPerSNPN ::=              SEQUENCE {
    SNPN-IdentityIndex                  INTEGER (1..maxSNPN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList

In the last meeting, it is agreed as working assumption that ‘NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell (the total number of network IDs is still 12)’. The SNPN-IdentityIndex will provide the entry of the SNPN ID list (it is a list of 2-tuple containing {PLMN-ID, NID}) that will also be broadcast in SIB1 for network identification, which is separated from the PLMN_IdentityInfoList.  The other fields (i.e. uac-BarringForCommon and uac-BarringInfoSetList) in the uac-BarringInfo can be reused as it is for both an SNPN only cell or a mixed SNPN+PLMN cell.
Proposal#1: To support access control for SNPN, some extensions to the ASN.1 signalling is needed to include NID to the UAC ASN.1 structure in SIB1. An example of the new list can be structured as a non-critical extension to SIB1 as follow:
UAC-BarringPerSNPN-List ::=         SEQUENCE (SIZE (1.. maxSNPN)) OF UAC-BarringPerPLMN

UAC-BarringPerSNPN ::=              SEQUENCE {
    SNPN-IdentityIndex                  INTEGER (1..maxSNPN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
The other fields (i.e. uac-BarringForCommon and uac-BarringInfoSetList) in the uac-BarringInfo can be reused as it is for both an SNPN only cell or a mixed SNPN+PLMN cell.
In the last meeting, it was agreed to limit the network identification signaling in SIB1 to a “mixed” network sharing of 12 networks:
· If “mixed” network sharing is allowed (i.e. a cell can contain both PLMNs and NPNs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12.
Since the network identification signalling for a “mixed” network between PLMN and SNPN cannot be more than 12 networks in a cell as agreed in RAN2, the total number of networks in UAC configuration of the cell is also limited to 12.
Observation#2 The total number of networks in UAC configuration in a cell will also be limited to 12  since the total number of “mixed” network between PLMN and SNPN in a cell cannot be more than 12 networks as agreed in RAN2. 
Access Control for CAG
UAC where currently the UAC barring configuration is just based on PLMN index indexing the PLMN list in SIB1. It is specified in SA2 specification that the same handling can be extended for NPN via S-NSSAI as follow:
In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI used for an NPN.
Hence the existing UAC can be reused for PNI-NPN based on operator-defined access categories and no further RAN2 impact is foreseen. We do not see the need to have a second mechanism to allow access control for CAG (e.g. using the PLMN ID+ CAG ID as another way to provide cell access control)
Observation#3: No change to the UAC to control network congestion/overload is needed for CAG since the operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI can be used.  
Proposal#2: UAC is not extended to include CAG ID for access control. Operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI should be used for access control in PNI-NPN.
In the last meeting, it is agreed as working assumption that ‘NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell (the total number of network IDs is still 12)’.  In the case of a mixed network of PLMN and CAG networks, it is unclear how the plmn-IdentityIndex in the UAC-BarringPerPLMN is referring to the existing PLMN-IdentityInfoList or the new list with CAG ID. One simple approach is to always start from the existing PLMN-IdentityInfoList and then the new list containing the CAGID.
Proposal#3: In the case of a mixed network of PLMN and CAG networks, in order to identify the right UAC for the case that it is configured per PLMN or PNI-NPN, there is a need to define the link between the normal PLMN network and the PNI-NPN network (e.g. a simple approach is to always start from the PLMNIdentityInfoList and then the new list containing the CAGID).
Conclusion
It is requested that RAN2 discussed the following observations and proposals:
Observation#1: If a UE selects a SNPN ID that is rejected by the AMF, it is left to UE NAS to perform another network selection in SNPN access mode. No impact to UE AS.
Proposal#1: To support access control for SNPN, some extensions to the ASN.1 signalling is needed to include NID to the UAC ASN.1 structure in SIB1. An example of the new list can be structured as a non-critical extension to SIB1 as follow:
UAC-BarringPerSNPN-List ::=         SEQUENCE (SIZE (1.. maxSNPN)) OF UAC-BarringPerPLMN

UAC-BarringPerSNPN ::=              SEQUENCE {
    SNPN-IdentityIndex                  INTEGER (1..maxSNPN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
The other fields (i.e. uac-BarringForCommon and uac-BarringInfoSetList) in the uac-BarringInfo can be reused as it is for both an SNPN only cell or a mixed SNPN+PLMN cell.Observation#2 The total number of networks in UAC configuration in a cell will also be limited to 12  since the total number of “mixed” network between PLMN and SNPN in a cell cannot be more than 12 networks as agreed in RAN2.
Observation#3: No change to the UAC to control network congestion/overload is needed for CAG since the operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI can be used.  
[bookmark: _GoBack]Proposal#2: UAC is not extended to include CAG ID for access control. Operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI should be used for access control in PNI-NPN. 
Proposal#3: In the case of a mixed network of PLMN and CAG networks, in order to identify the right UAC for the case that it is configured per PLMN or PNI-NPN, there is a need to define the link between the normal PLMN network and the PNI-NPN network (e.g. a simple approach is to always start from the PLMNIdentityInfoList and then the new list containing the CAGID).
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Annex: UAC ASN.1 structure in SIB1
UAC-BarringInfo in SIB1:
    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R


UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                   OPTIONAL     -- Need S
}



