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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
Regarding the Networking identifier for SNPN, the following agreements have been achieved for now:
RAN2#107 Agreements:
1	The SNPNs (identified by PLMN ID + NID) are broadcasted in SIB1, 
FFS whether this is achieved by extending the legacy network list or by introducing a new SNPN specific network list or both.
RAN2#107bis Agreements:
Working assumptions:
1. NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell (the total number of network IDs is still 12)
2. Access attempts by Rel-15 UEs for emergency services on CAG-only cell could be allowed based on operator's preference
In this contribution, we will discuss some issues of the Network identifier for SNPN and give our views.
2. Discussion
As described in TS 23.501, a Non-Public Network for non-public use can be supported via 5GS and can be deployed as a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN.
[bookmark: OLE_LINK23][bookmark: OLE_LINK28][bookmark: OLE_LINK22][bookmark: OLE_LINK21][bookmark: OLE_LINK24][bookmark: OLE_LINK31][bookmark: OLE_LINK29][bookmark: OLE_LINK30]An SNPN is identified by the combination of a PLMN ID and Network identifier (NID). Regarding to the PLMN ID used for SNPN, there is a NOTE in TS 23.501 which states as following：
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.
[bookmark: _GoBack]Based on the above description, PLMN IDs reserved for use by private networks can be used for non-public networks (e.g. MCC 999). From the perspective of reducing signaling overhead, it is reasonable that a cell providing access to SNPN needs not to broadcast the full PLMN ID. During the Email discussion on the design of SIB1 structure for NPN has been discussion, consideration of signaling overhead reduction has been raised but without the optimization of PLMN ID. Some companies has suggested that the possible optimization can be discussed later and separately. RAN2 can take the PLMN ID optimization into account when performing signaling optimization design.
Proposal 1: RAN2 discuss the feasibility of not broadcasting the MCC part when a PLMN ID reserved for private networks is used for SNPN.
According to TS 23.501, the combination of a PLMN ID and Network identifier (NID) identifies an SNPN. The NID shall support two assignment models:
-	Locally managed NIDs are assumed to be self-managed by SNPNs (i.e. chosen individually by SNPNs) at deployment time (and may therefore not be unique) but use a different numbering space than the universally managed NIDs as defined in TS 23.003 [19].
-	Universally managed NIDs are assumed to be globally unique.
Based on our understanding, there may exist a case that different SNPNs use the same SNPN identifier (combination of PLMN ID and NID). As the identifying information of SNPN will impact the network selection and sequence cell selection, it is worth to discuss whether the SNPN identifier conflict caused by locally managed NID between different SNPNs should be resolved.
Proposal 2: RAN2 discuss whether the issue of the SNPN identifier conflict caused by locally managed NID(s) between different SNPNs should be resolved.
3. Conclusion
In this contribution, we discuss issues of the Network identifier for SNPN, and the related proposals are as following:
Proposal 1: RAN2 discuss the feasibility of not broadcasting the MCC part when a PLMN ID reserved for private networks is used for SNPN.
Proposal 2: RAN2 discuss whether the issue of the SNPN identifier conflict caused by locally managed NID(s) between different SNPNs should be resolved.
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