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1.
Introduction
In the RAN2#107 meeting, MDBV (Maximum Data Burst Volume) was discussed again and replied to SA LS regarding UL MDBV enforcement as follows [1],

there is still no consensus whether changes are needed to guarantee that the MDBV is never exceeded in uplink in all scenarios.
In this contribution, we will further discuss the open issue and conclude what should be done in RAN side to satisfy the requirement relate to MDBV.
2. Discussion
In Rel-15, MDBV enforcement in UL was raised in RAN with the intention to improve the UL radio resource efficiency. However, due to the limited time for the completion of R15, it was decided for the NW to guarantee the MDBV by allocating the dedicated resource, e.g. BWP or CC to the Delay Critical GBR with MDBV requirement, which inevitably cause waste of radio resource as a result [2]. 

· In Rel-15 we don't make further changes in order to meet MDBV
SA2 recently discussed the MDBV in R16 again, and requested to increase the “typical” and “maximum” values of MDBV by 500 times in order to fit the “example” services that can be delivered by NR [3] as follows,

For instance for 5QI=83 (PDB=10ms, MDBV=1354bytes) means that for the 5G-AN PDB value of 9ms (excluding CN PDB), RAN can only handle 1.2Mbps which was questioned whether it is a realistic value for real life “discrete automation” applications that are supposed to use this 5QI. Similarly 5QI=84 (PDB=30ms, MDBV=1354bytes) means that RAN for 5G-AN PDB of 25ms, can only handle 433 kbps for “intelligent transportation” that is the example service. SA1 requirements in TS 22.186 for intelligent transportation define (see [R.5.4-006]) that bitrate can go up to 1000 Mbps. In SA2 it was therefore proposed to add 5QIs with larger MDBV values for delay critical GBR 5QIs in order to be able to satisfy QoS requirements for example services. SA2 would like to understand whether increasing the typical number of MDBV (for new 5QIs) by a suggested value of 500 times will be supportable by RAN. 
[4] argued that RAN functionality is sufficient to cope with MDBV with the assumption that the load from delay critical GBR flows is not high, so it is not critical to introduce additional enforcement. However, as stated above, the situation is different from Rel-15. For instance, intelligent transportation, which is considered as one use case of IIOT, can have the bit rate up to 1000 Mbps. Therefore, in Rel-16, it is no longer feasible to always preserve the dedicated resource of a single GBR QoS flow. With such high load of bit rate, i.e. GFBR, it is challenging to distribute a dedicated spectral resource hence resulting in the spectrum inefficiency due to the statistical traffic variation. In addition, normally IIOT traffic requires high reliability such that e.g. redundancy transmission with more than 2 legs is always enabled for robust transmission. Therefore, spectrum efficiency issue is more critical in context of V2X and IIOT traffic.
Observation 1: MDBV enforcement is critical for delay sensitive QoS flows with high bit rate in Rel-16 for V2X and IIOT traffic.
Another approach as mentioned by some contributions is that GBR flows can be assigned with the following existing restrictions such that the resource distribution can be controlled by RAN to guarantee MDBV. 
-
allowedSCS-List which sets the allowed Subcarrier Spacing(s) for transmission;

-
maxPUSCH-Duration which sets the maximum PUSCH duration allowed for transmission;

-
configuredGrantType1Allowed which sets whether a configured grant Type 1 can be used for transmission;

-
allowedServingCells which sets the allowed cell(s) for transmission.

However, it is extremely difficult to prohibit one GBR flow from using resource exceeding MDBV with a combination of above parameters. In particular, if the data arrival of the GBR flow is unpredictable, even the enhancement to CG association doesn't work well, as the data packet arriving irregularly can be possibly accommodated in a DG. As a result, it is impossible for existing RAN implementation to ensure the fulfilment of MDBV limitation if there is remaining data buffered beyond MDBV limitation. 
Observation 2: The MDBV enforcement cannot work well with existing RAN functionality in particular for non-periodic IIOT traffic. 
Among the various candidate solutions mentioned in [5] we think the UE-based solutions can bring the benefit of robustness and prompt reaction to IIOT traffic burst arrival without NW indication. A simple way could be to check if MDBV limitation is fulfilled during the 5G-AN PDB before allocating resources to the logical channel in LCP procedure. To realize this, the network should configure PDB and MDBV parameters for the logical channel for delay critical service flows. Based on the PDB and MDBV parameters, the MAC entity should first check if the MDBV is exceeded during the last PDB period. If the MDBV requirement has already been satisfied, the MAC entity may exclude or de-prioritize the logical channel from allocating resources. The detailed resource allocation procedure can be further discussed. 

Proposal 1: PDB and MDBV parameters should be configured to the logical channel for delay critical QoS flows.
Proposal 2: The MAC entity checks if MDBV limit is reached during the PDB before allocating resources to the logical channel.

Proposal 3:  RAN2 to discuss the LCP procedure once MDBV limit is reached.
3. Conclusion
In this contribution, we revisit the MDBV enforcement in context of Rel-16 IIOT and conclude a simple mechanism is necessary to guarantee MDBV with the following observations and proposals.
Observation 1: MDBV enforcement is more critical for delay critical QoS flows with high bit rate in Rel-16 for IIOT traffic.
Observation 2: The MDBV enforcement cannot work well with existing RAN functionality in particular for non-periodic IIOT traffic. 
Proposal 1: PDB and MDBV parameters should be configured to the logical channel for delay critical QoS flows.
Proposal 2: The MAC entity checks if MDBV limit is reached during the PDB before allocating resources to the logical channel.

Proposal 3:  RAN2 to discuss the LCP procedure once MDBV limit is reached.
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