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Introduction 
In this contribution, the RAN2 impacts for RRC connection establishment and resumption are discussed based on the SA2 specification [1].
Discussion
RRC Connection establishment and resumption for SNPN
Network selection for NPN is completely disjoint and different from the existing network selection for the PLMN of a public network. In other words, the UE needs to first decide whether it is going to select a SNPN or a PLMN of a public network. If it decides to perform network selection for SNPN, it applies the network selection procedure for SNPN. Upon successful network selection, the UE operates in SNPN access mode.
Following network selection, the UE has to provide the selected PLMN ID and the corresponding NID to gNB during initial registration.  This is as specified as follow in [1]:
When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.
Our understanding is that this information is needed for appropriate selection of the AMF in case of RAN sharing among the SNPNs.  Like for PLMN ID, the PLMN ID+NID for the SNPN can be included in the RRCSetupComplete message.
Observation#1: For SNPN, the PLMN ID+NID provided via RRC is for RAN node to perform AMF selection like in the case of PLMN
Proposal#1: For SNPN, include the NID in the RRCSetupComplete message. For the PLMN ID associated with the NID, the existing PLMN ID IE can be reused.
For the RRC resumption case, the network still keeps the UE context and hence there is no need to include NID in the RRCResumeComplete message.
Proposal#2: For SNPN, there is no need to include NID in the RRCResumeComplete message since the UE context is known to the network.
 RRC Connection establishment and resumption for CAG
In the case of CAG, it is specified [1] that NG RAN needs to provide CAG identifier to the AMF:
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF: 
This is to allow the AMF to verify whether UE access is allowed by Mobility Restrictions as follows:
-	The AMF shall verify whether UE access is allowed by Mobility Restrictions:
-	If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-	If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and
-	If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.
Our understanding is that it is first provided to the NG-RAN for it to check whether the CAG ID selected by the UE is one of CAG ID that is being broadcast in the cell. Unlike LTE, a cell can support and broadcast multiple CAG IDs for a PLMN.  This is in our view an optimisation as amore simple way is that the NG-RAN can check it when the AMF provides the mobility restriction (containing the allowed CAG list) to the NG-RAN and the NG-RAN can then release the connection if it is not one of CAG ID that is broadcast by the serving cell.  There are also other ways to achieve this (e.g. the NG-RAN can provide the list of CAG-IDs broadcast by the cell to the AMF to allow the AMF to do the checking)
Observation#2: For CAG, the CAG ID is provided to the RAN node for checking whether the selected CAG ID is indeed broadcasted by the cell and also to forward it to AMF for verifying whether UE access is allowed by Mobility Restriction.
Based on Observation#2, it can be seen that CAG ID needs to be provided to the RAN node according to SA2 spec for initial check by NG-RAN and then used by the AMF for final check. However, SA3 LS [2] indicated a concern of providing the CAG ID in the RRC message due to privacy and suggested using NAS signaling. Given the security concern raised by SA3, and the alternative approached mentioned above that would mean that the initial access CAG check by NG-RAN is not needed, and the fact that SA2 do not state that CAG ID is required for AMF selection, it would be preferable to send the CAG ID in the NAS signaling. 
[bookmark: _GoBack]Proposal#3: From RAN2 point of view there is no requirement for CAG ID to be included in RRC signalling at RRC connection establishment, and it is preferable for it to be carried by NAS.
Proposal#4: If Proposal#3 is agreed, send a LS to SA3 with Proposal#3 and ask SA2 to confirm that CAG ID is not required in RRC connection establishment.
For RRC resumption by a UE, there is a CT1 LS [3] asking whether CAGID needs to be provided during RRC resumption. From our view, the network still keeps the UE context containing the mobility restriction (i.e. the allowed CAG list of the UE) and NG-RAN can check with its broadcast list whether the UE is allowed to resume on the cell (this is assuming that UE can resume in CAG cell of different CAG ID that are in UE’s Allowed CAG list).  Hence there is no need from access control point of view.  We do not see the need for the UE to provide the specific one that has been selected by the UE.. 
Proposal#5: For RRC resumption, there is no need to include CAGID in the RRCResumeComplete message since the UE context (including the Allowed CAG list) is known to the network/NG-RAN.
Conclusion
It is requested that RAN2 discussed the following observations and proposals:
Observation#1: For SNPN, the PLMN ID+NID provided via RRC is for RAN node to perform AMF selection like in the case of PLMN
Proposal#1: For SNPN, include the NID in the RRCSetupComplete message. For the PLMN ID associated with the NID, the existing PLMN ID IE can be reused.
Proposal#2: For SNPN, there is no need to include NID in the RRCResumeComplete message since the UE context is known to the network.
Observation#2: For CAG, the CAGID is provided to the RAN node for checking whether the selected CAG ID is indeed the broadcasted by the cell and also to forward it to AMF for verifying whether UE access is allowed by Mobility Restriction.
Proposal#3: From RAN2 point of view there is no requirement for CAG ID to be included in RRC signalling at RRC connection establishment, and it is preferable for it to be carried by NAS.
Proposal#4: If Proposal#3 is agreed, send a LS to SA3 with Proposal#3 and ask SA2 to confirm that CAG ID is not required in RRC connection establishment.
Proposal#5: For RRC resumption, there is no need to include CAGID in the RRCResumeComplete message since the UE context (including the Allowed CAG list) is known to the network/NG-RAN.
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