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1	Introduction
At the last RAN3 meeting the following was agreed in R3-196278 and discussed in LS R3-196284:
-1: IAB node can obtain an IP address via OAM
0: The donor CU or donor DU can use OAM or DHCP to allocate IAB node IP address
1: IAB node can request one or more IP addresses from donor CU via RRC
2: CU can obtain IAB node IP address from donor DU via F1AP (other methods are not precluded)
3: CU can send IP address to IAB node via RRC

Additionally, RAN3 has agreed the following (chairman’s report):
path id is derived from IP header and mapping provided by CU 
In the DL, for BAP path id derivation on the donor DU: IP address, IPv6 flow level and/or DS/DSCP can be used; all of these fields are optional in F1AP message to configure routing

This paper discusses the impact on RAN2 protocols from the RAN3 decisions above and proposes a way forward.
2	Discussion
As can be seen from the RAN3 agreements, there is some impacts on RRC for the assignment of IP address to the IAB node. Namely that
· The IAB node can request one or more IP address via RRC
· The CU can send IP addresses to the IAB node via RRC.

For IPv6 it is possible to allocate a unique IPv6 prefix (64 bits) to each IAB node (which is done for UEs, see 24.501 6.2.4.1) meaning that the IAB node can support any number of IP addresses (< 2^64). If this approach is adopted the IAB node is not required to ask for an explicit number of IP addresses but will still request/indicate to CU for IP addresses. 
[bookmark: _Toc24038238]For IPv6 it is not required that the IAB node ask for how many IP addresses it wants, since the network can allocate a unique 64 bit prefix to each IAB node (as currently done for UEs).
For IPv4 it is however needed to ask for number of IP addresses since the total number are limited. It is proposed to extend the RRC Setup Complete message to also include an indication of the minimum number of IP addresses an IAB node needed. The motivation for why this should be indicated already in the RRC Setup Complete is that it is likely that the IP addresses will be allocated by the CU or Donor DU as part of the initial BAP configuration, meaning that it is more efficient if the network already at this stage know how many IP addresses the IAB node needs. Sending this information in a later message will just complicate the handling.
When it comes to the actual assignment of IP address or IPv6 prefix, it is possible to do this as part of the BAP configuration (send in RRC Reconfiguration message). Since the CU can configure multiple paths to the same IAB node, and since different paths could be associated with different IP addresses (or IPv6 prefixes) it is proposed that the IP addresses are configured per path, similarly the number of IPv4 . 
[bookmark: _Toc24038250]The IAB node should indicate in the RRC Setup Complete message if it needs help from the network to allocate IPv4 or IPv6 addresses. 
[bookmark: _Toc24038251]In case IPv4 addresses are used the IAB node should indicate in the RRC Setup Complete how many IPv4 addresses it needs per path.
[bookmark: _Toc24038252]The CU will indicate in the BAP configuration (included in RRC Reconfiguration message) which IPv4 addresses or IPv6 prefix has been allocated for each path (Note: according to RAN3 agreement the IP addresses used for different paths could be the same or it could be different).
[bookmark: _Toc24038253]To agree on the text proposal to the running CR on 38.331 in the Annex capturing the proposals above. 
4	Conclusion
Based on the discussion in the previous sections we observe the following:
Observation 1	For IPv6 it is not required that the IAB node ask for how many IP addresses it wants, since the network can allocate a unique 64 bit prefix to each IAB node (as currently done for UEs).

[bookmark: _Toc20923153][bookmark: _Toc20923200][bookmark: _Toc20923427]Based on the discussion in the previous sections we propose the following:
Proposal 1	The IAB node should indicate in the RRC Setup Complete message if it needs help from the network to allocate IPv4 or IPv6 addresses.
Proposal 2	In case IPv4 addresses are used the IAB node should indicate in the RRC Setup Complete how many IPv4 addresses it needs per path.
Proposal 3	The CU will indicate in the BAP configuration (included in RRC Reconfiguration message) which IPv4 addresses or IPv6 prefix has been allocated for each path (Note: according to RAN3 agreement the IP addresses used for different paths could be the same or it could be different).
Proposal 4	To agree on the text proposal to the running CR on 38.331 in the Annex capturing the proposals above.
[bookmark: _In-sequence_SDU_delivery] 
Annex:			Text proposal to running CR to 38.331
[bookmark: _Toc12718173][bookmark: _Toc12718186]6.2.2	Message definitions
–	RRCReconfiguration
The RRCReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, radio resource configuration (including RBs, MAC main configuration and physical channel configuration) and AS security configuration.
Signalling radio bearer: SRB1 or SRB3
RLC-SAP: AM
Logical channel: DCCH
Direction: Network to UE
RRCReconfiguration message
-- ASN1START
-- TAG-RRCRECONFIGURATION-START

RRCReconfiguration ::=              SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcReconfiguration                  RRCReconfiguration-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCReconfiguration-IEs ::=          SEQUENCE {
    radioBearerConfig                       RadioBearerConfig                                                      OPTIONAL, -- Need M
    secondaryCellGroup                      OCTET STRING (CONTAINING CellGroupConfig)                              OPTIONAL, -- Need M
    measConfig                              MeasConfig                                                             OPTIONAL, -- Need M
    lateNonCriticalExtension                OCTET STRING                                                           OPTIONAL,
    nonCriticalExtension                    RRCReconfiguration-v1530-IEs                                           OPTIONAL
}

RRCReconfiguration-v1530-IEs ::=            SEQUENCE {
    masterCellGroup                         OCTET STRING (CONTAINING CellGroupConfig)                              OPTIONAL, -- Need M
    fullConfig                              ENUMERATED {true}                                                      OPTIONAL, -- Cond FullConfig
    dedicatedNAS-MessageList                SEQUENCE (SIZE(1..maxDRB)) OF DedicatedNAS-Message                     OPTIONAL, -- Cond nonHO
    masterKeyUpdate                         MasterKeyUpdate                                                        OPTIONAL, -- Cond MasterKeyChange
    dedicatedSIB1-Delivery                  OCTET STRING (CONTAINING SIB1)                                         OPTIONAL, -- Need N
    dedicatedSystemInformationDelivery      OCTET STRING (CONTAINING SystemInformation)                            OPTIONAL, -- Need N
    otherConfig                             OtherConfig                                                            OPTIONAL, -- Need M
    nonCriticalExtension                    RRCReconfiguration-v1540-IEs                                           OPTIONAL
}

RRCReconfiguration-v1540-IEs ::=        SEQUENCE {
    otherConfig-v1540                       OtherConfig-v1540                      OPTIONAL, -- Need M
    nonCriticalExtension                    RRCReconfiguration-v1560-IEs           OPTIONAL
}

RRCReconfiguration-v1560-IEs ::=            SEQUENCE {
    mrdc-SecondaryCellGroupConfig               SetupRelease { MRDC-SecondaryCellGroupConfig }                    OPTIONAL,   -- Need M
    radioBearerConfig2                          OCTET STRING (CONTAINING RadioBearerConfig)                       OPTIONAL,   -- Need M
    sk-Counter                                  SK-Counter                                                        OPTIONAL,   -- Need N
    nonCriticalExtension                        RRCReconfiguration-v16xy                                                       OPTIONAL
}

RRCReconfiguration-v16xy-IEs ::=            SEQUENCE {
    bap-Config-r16                              BAP-Config-r16                                                    OPTIONAL,   -- Need M
    nonCriticalExtension                        SEQUENCE {}                                                       OPTIONAL
}


BAP-Config-r16 ::=                          SEQUENCE {
    bap-Address-r16                             FFS																	OPTIONAL,
	ul-Routing-Configuration					FFS																	OPTIONAL,
	ul-BearerMapping-Configuration				FFS																	OPTIONAL,
	iab-PathList								IAB-PathList														OPTIONAL,
	...
}

IAB-PathList ::=                    SEQUENCE (SIZE (1..maxIABPaths)) OF IAB-Path

IAB-Path ::=                        SEQUENCE {
	iab-IP-Allocation            		IAB-IP-Allocation                        OPTIONAL,
	ul-BAP-Routing-ID			 		BIT STRING (SIZE (13)),
	cellGroup					 		ENUMERATED {mcg, scg},
    ...
}

IAB-IP-Allocation ::= 	 		SEQUENCE {
	Ip-type								CHOICE {
		ipv4-List							IPv4-List,
		ipv6-Prefix							BIT STRING (SIZE (64))
	}
}

IPv4-List ::= 					  SEQUENCE (SIZE (1..maxIPv4)) OF BIT STRING (SIZE (32))


MRDC-SecondaryCellGroupConfig ::=       SEQUENCE {
    mrdc-ReleaseAndAdd                  ENUMERATED {true}                                                         OPTIONAL,   -- Need N
    mrdc-SecondaryCellGroup             CHOICE {
        nr-SCG                              OCTET STRING  (CONTAINING RRCReconfiguration), 
        eutra-SCG                           OCTET STRING
    }
}

MasterKeyUpdate ::=                 SEQUENCE {
    keySetChangeIndicator           BOOLEAN,
    nextHopChainingCount            NextHopChainingCount,
    nas-Container                   OCTET STRING                                                     OPTIONAL,    -- Cond securityNASC
    ...
}

-- TAG-RRCRECONFIGURATION-STOP
-- ASN1STOP

	RRCReconfiguration-IEs field descriptions

	bap-Config
This field is used to configure a BAP entity [x]. It is only used for IAB nodes.

	bap-Address
Indicates the BAP address of an IAB node. 

	dedicatedNAS-MessageList
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for each PDU in the list. 

	dedicatedSIB1-Delivery
This field is used to transfer SIB1 to the UE. The field has the same values as the corresponding configuration in servingCellConfigCommon.

	dedicatedSystemInformationDelivery
This field is used to transfer SIB6, SIB7, SIB8 to the UE.

	fullConfig
Indicates that the full configuration option is applicable for the RRCReconfiguration message for intra-system intra-RAT HO. For inter-RAT HO from E-UTRA to NR, fullConfig indicates whether or not delta signalling of SDAP/PDCP from source RAT is applicable.

	keySetChangeIndicator
Indicates whether UE shall derive a new KgNB. If reconfigurationWithSync is included, value true indicates that a KgNB key is derived from a KAMF key taken into use through the latest successful NAS SMC procedure, or N2 handover procedure with KAMF change, as described in TS 33.501 [11] for KgNB re-keying. Value false indicates that the new KgNB key is obtained from the current KgNB key or from the NH as described in TS 33.501 [11].

	masterCellGroup
Configuration of master cell group.

	mrdc-ReleaseAndAdd
This field indicates that the current SCG configuration is released and a new SCG is added at the same time.

	mrdc-SecondaryCellGroup
Includes an RRC message for SCG configuration in NR-DC or NE-DC.
For NR-DC (nr-SCG), mrdc-SecondaryCellGroup contains the RRCReconfiguration message as generated (entirely) by SN gNB. In this version of the specification, the RRC message can only include fields secondaryCellGroup and measConfig.
For NE-DC (eutra-SCG), mrdc-SecondaryCellGroup includes the E-UTRA RRCConnectionReconfiguration message as specified in TS 36.331 [10]. In this version of the specification, the E-UTRA RRC message can only include the field scg-Configuration.

	nas-Container
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this field, although it affects activation of AS  security after inter-system handover to NR. The content is defined in TS 24.501 [23].

	nextHopChainingCount
Parameter NCC: See TS 33.501 [11]

	otherConfig
Contains configuration related to other configurations.

	radioBearerConfig
Configuration of Radio Bearers (DRBs, SRBs) including SDAP/PDCP. In EN-DC this field may only be present if the RRCReconfiguration is transmitted over SRB3.

	radioBearerConfig2
Configuration of Radio Bearers (DRBs, SRBs) including SDAP/PDCP. This field can only be used if the UE supports NR-DC or NE-DC.

	secondaryCellGroup
Configuration of secondary cell group ((NG)EN-DC or NR-DC). This field is absent when the RRCReconfiguration message is directly transmitted via MCG SRB1 and not within mrdc-secondaryCellGroup.

	sk-Counter
A counter used upon initial configuration of S-KgNB or S-KeNB, as well as upon refresh of S-KgNB or S-KeNB. This field is always included upon initial configuration of an NR SCG or upon configuration of the first RB with keyToUse set to secondary. This field is absent if there is neither any NR SCG nor any RB with keyToUse set to secondary.

	ul-Routing-Configuration 
This field includes the information to be used by an IAB node for routing UL packets.

	ul-BearerMapping-Configuration 
This field includes the information to be used by an IAB node for the mapping of UL pacekts to BH RLC channels.



	Conditional Presence
	Explanation

	nonHO
	The field is absent in case of reconfiguration with sync within NR or to NR; otherwise it is optionally present, need N.

	securityNASC
	This field is mandatory present in case of inter system handover. Otherwise the field is optionally present, need N.

	MasterKeyChange
	This field is mandatory present in case masterCellGroup includes ReconfigurationWithSync and RadioBearerConfig includes SecurityConfig with SecurityAlgorithmConfig, indicating a change of the AS security algorithms associated to the master key. If ReconfigurationWithSync is included for other cases, this field is optionally present, need N. Otherwise the field is absent.

	FullConfig
	The field is mandatory present in case of inter-system handover from E-UTRA/EPC to NR. It is optionally present, Need N, during reconfiguration with sync and also in first reconfiguration after reestablishment; or for intra-system handover from E-UTRA/5GC to NR. It is absent otherwise.




NEXT CHANGE
[bookmark: _Toc12718195]–	RRCSetupComplete
The RRCSetupComplete message is used to confirm the successful completion of an RRC connection establishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCSetupComplete message
-- ASN1START
-- TAG-RRCSETUPCOMPLETE-START

RRCSetupComplete ::=                SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcSetupComplete                    RRCSetupComplete-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
    registeredAMF                       RegisteredAMF                                   OPTIONAL,
    guami-Type                          ENUMERATED {native, mapped}                     OPTIONAL,
    s-NSSAI-List                        SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
    dedicatedNAS-Message                DedicatedNAS-Message,
    ng-5G-S-TMSI-Value                  CHOICE {
        ng-5G-S-TMSI                        NG-5G-S-TMSI,
        ng-5G-S-TMSI-Part2                  BIT STRING (SIZE (9))
    }                                                                                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                    OPTIONAL,
    nonCriticalExtension                RRCSetupComplete-v16xy                          OPTIONAL
}

RRCSetupComplete-v16xy ::=        SEQUENCE {
    iab-NodeIndication                  ENUMERATED {true}                               OPTIONAL,
	iab-IP-AllocationRequest            IAB-IP-AllocationRequest                        OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                      OPTIONAL
}

RegisteredAMF ::=                   SEQUENCE {
    plmn-Identity                       PLMN-Identity                                   OPTIONAL,
    amf-Identifier                      AMF-Identifier
}

IAB-IP-AllocationRequest ::= 	 	SEQUENCE {
	Ip-type								CHOICE {
		ipv4								INTEGER (1..maxIPv4),
		ipv6								ENUMERATED {needed}
	}
}

-- TAG-RRCSETUPCOMPLETE-STOP
-- ASN1STOP

	RRCSetupComplete-IEs field descriptions

	guami-Type
This field is used to indicate whether the GUAMI included is native (derived from native 5G-GUTI) or mapped (from EPS, derived from EPS GUTI) as specified in TS 24.501 [23].

	iab-NodeIndication
This field is used to indicate that the connection is being established by an IAB-node [2].

	iab-IP-allocation
This field is included if the IAB-node require that the network allocates either IPv4 or IPv6 addresses.

	ng-5G-S-TMSI-Part2
The leftmost 9 bits of 5G-S-TMSI.

	registeredAMF
This field is used to transfer the GUAMI of the AMF where the UE is registered, as provided by upper layers, see TS 23.003 [21].

	selectedPLMN-Identity
Index of the PLMN selected by the UE from the plmn-IdentityList fields included in SIB1.
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