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1 Introduction
In RAN2#107bis meeting [1], RAN2 has made some agreements for PDCP/RLC aspects of DAPS HO:
Agreements

ROHC handling:

6
If drb-ContinueROHC is not configured, UE has two separate ROHC instances, one for the source cell and the other for the target cell.  

•
UE uses one ROHC compressor instance for UL data transfer;

•
UE uses two ROHC decompressor instances for DL data transfer.

7
UE is allowed to transmit the ROHC feedback through the source cell UL if there is DL data on-going from the source cell. 

8
The potential ROHC failure issues in DL and UL (if they are valid) are addressed by UE/network implementation without spec impact.
9
drb-ContinueROHC is not supported for DAPS in Rel-16.

Agreements for NR and LTE

Reordering: 

10
Stick to current process of reordering and RoHC in LTE and NR.

11
For both LTE and NR, the current PDCP reordering function can be reused to reorder the PDCP PDUs received from the source cell and the target cell when DAPS is configured during HO.
Agreements for NR 

Reordering: 

12
One common PDCP reordering is used to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer.  FFS which part of operation is left to UE implementation.
In last meeting, it has agreed that “One common PDCP reordering is used to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer. FFS which part of operation is left to UE implementation”. In this paper, we would further discuss some PDCP issues, e.g. duplication, header decompression and in-order delivery. 
2 Discussion
Issue 1: Packet duplication 

During DAPS HO, network can perform packet duplication by implementation, e.g. when the source node performs DL data forwarding upon handover command is sent, the forwarded PDCP SDUs can be the duplicated one(s), i.e. for one PDCP packet associated with the certain PDCP SN, the source node can send the PDCP PDU together with the certain PDCP SN to the UE, and meanwhile it can send the PDCP SDU together with the certain PDCP SN to the target node, and then after PDCP handling at the target node, the PDCP PDU associated with the certain PDCP SN can be sent to the UE by the target node after the UE completes handover successfully. With packet duplication, packet loss rate can be improved since there are two legs transmitting the same PDCP SDU, and also latency can be reduced since there is no need for the source node to forward the failed PDCP SDU to the target node. To avoid abundant duplication detection at the UE side, the UE can send a PDCP status report to the target node upon it handovers to the target node successfully, then the target node can discard the duplicated PDCP SDUs/PDUs which has successfully received by the UE from the source node based on the PDCP status report, and it also knows which PDCP PDU(s) would be sent to the UE in its buffer. In this way, reliability and efficiency can be achieved for DL data transmission with packet duplication at the network side.  
Observation 1: With packet duplication, reliability and latency can be improved. 
Proposal 1: DL PDCP duplication can be supported in DAPS HO. 

Issue 2: Reordering before header decompression
According to ROHC compression principle [2], packet loss or out-of-order delivery may cause the decompression failure, thus reordering is needed before header decompression. In NR, since RLC can’t guarantee in-order delivery, reordering before header decompression in PDCP is very essential. Currently in NR as illustrated in Figure 1, before header decompression, reordering and duplicate discarding is performed [3], and we can take this principle as baseline for DAPS HO in NR. However, the issue is that if packet duplication is performed, the duplicated packet from one leg (i.e. the source cell or the target cell) which is an IR packet would be discarded before header decompression, but the following packet e.g. the compressed packet may not be decompressed successfully since ROHC context is unavailable. With duplication, we can foresee that plenty of packets are discarded. Considering that this occurs in early phase of the ROHC. The discarded packets are likely IR packets. The ROHC problem is more serious and the possibility of occurrence is quite high. The ROHC issue also exists in PDCP selective re-transmission scenario, see [4]. In last meeting, it is agreed that “the potential ROHC failure issues in DL and UL (if they are valid) are addressed by UE/network implementation without spec impact”. However, according to current TS38.323 specification, if PDCP wants some specific handling of ROHC protocol, the specification will explicitly specify it. Some examples (extracted from TS38.323) are as below: 
	-
for UM DRBs and AM DRBs, reset the header compression protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];

-
for UM DRBs and AM DRBs, reset the header compression protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];

NOTE:
If the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, the compressor should associate the new IP flow with one of the ROHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the IP flow as uncompressed packet.


Observation 2: In current TS38.323, the interaction between PDCP protocol and ROHC protocol is explicitly specified, not left to UE implementation.
Therefore, it is necessary to specify that for the transmission between the target node and the UE, the transmitter shall always generate/transmit IR packets to the receiver until the PDCP status report is received from the receiver. In this way, after the common PDCP reordering and duplicate discarding, header decompression can be executed accurately at the UE side. 

[image: image1.emf]Radio Interface (Uu)

UE/NG-RAN NG-RAN/UE

Transmitting

PDCP  entity

Ciphering

Header Compression

Receiving 

PDCP  entity

Transmission buffer:

Sequence numbering

Integrity Protection

Add PDCP header

Header Decompression

Deciphering

Remove PDCP Header

Integrity Verification

Packets associated 

to a PDCP SDU

Packets associated 

to a PDCP SDU

P

a

c

k

e

t

s

 

n

o

t

 

a

s

s

o

c

i

a

t

e

d

 

t

o

 

a

 

P

D

C

P

 

S

D

U

P

a

c

k

e

t

s

 

n

o

t

 

a

s

s

o

c

i

a

t

e

d

 

t

o

 

a

 

P

D

C

P

 

S

D

U

Routing/Duplication

Reception buffer:

Reordering

Duplicte discarding


Figure 1: PDCP layer, functional view [3]
Proposal 2: RAN2 specify that for the transmission between the target node and the UE, the transmitter shall always generate/transmit IR packets to the receiver until the PDCP status report is received from the receiver.
Issue 3: Reordering after header decompression
In last meeting, it is agreed that “one common PDCP reordering is used to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer. FFS which part of operation is left to UE implementation”. Since in-order delivery of PDCP SDUs to upper layer is the key feature of PDCP function especially in NR, it is necessary to specify this feature in PDCP spec rather than UE implementation, i.e. after header decompression, one common PDCP reordering is also needed to realize in-order delivery of PDCP SDUs to upper layer.
Proposal 3: RAN2 specify that one common PDCP reordering after header decompression is needed to realize in-order delivery of PDCP SDUs to upper layer.
Based on above analysis, the NR PDCP layer for DAPS HO at UE side can be illustrated as the following Figure 2. Also, it can be applied in LTE DAPS HO. 
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Figure 2: PDCP layer for DAPS HO, functional view

Proposal 4: Capture the above PDCP functional view for DAPS HO in TS38.323/TS36.323.
3 Conclusion

This paper discusses some PDCP issues and suggests:
Observation 1: With packet duplication, reliability and latency can be improved. 
Observation 2: In current TS38.323, the interaction between PDCP protocol and ROHC protocol is explicitly specified, not left to UE implementation.
Proposal 1: DL PDCP duplication can be supported in DAPS HO.
Proposal 2: RAN2 specify that for the transmission between the target node and the UE, the transmitter shall always generate/transmit IR packets to the receiver until the PDCP status report is received from the receiver.

Proposal 3: RAN2 specify that one common PDCP reordering after header decompression is needed to realize in-order delivery of PDCP SDUs to upper layer.
Proposal 4: Capture the above PDCP functional view for DAPS HO in TS38.323/TS36.323.
4 References
[1]. RAN2 chairman notes for RAN2#107bis
[2]. IETF RFC 5795: "The Robust Header Compression (ROHC) Framework".
[3]. 3GPP TS 38.323

[4]. R2-1913206
Problems of ROHC handling for DAPS
Huawei, HiSilicon
3GPP


_1633791226.vsd

Radio Interface (Uu)
Ciphering
Header  Compression




Transmission buffer: Sequence numbering
Integrity Protection
Header  Decompression
Deciphering
Remove PDCP Header
In order delivery
Integrity Verification
Reception buffer: Reordering 
Duplicate discarding
Ciphering
Header  Compression


Integrity Protection
Add PDCP header
Routing
Packets not associated to a PDCP SDU
Packets associated to a PDCP SDU
Packets not associated to a PDCP SDU
Packets associated to a PDCP SDU
Packets not associated to a PDCP SDU
Packets associated to a PDCP SDU


Header  Decompression
Deciphering
Integrity Verification
Packets not associated to a PDCP SDU
Packets associated to a PDCP SDU
Transmitting PDCP  entity
Receiving PDCP  entity
UE
UE



