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1. Introduction
At RAN2#107bis, UE radio capability ID signaling in inter-node RRC messages have been discussed and reached the common understanding that the capability ID needs to be exchanged over X2/Xn interface. An LS has been sent to RAN3 to ask them whether an X2/Xn solution would be sufficient or if we need to impact RRC.
In this contribution, we further analyze the need to include UE radio capability ID in inter-node RRC messages exchanged in X2/Xn as well as S1/NG interface and details on how to exchange the UE radio capability ID.
2. Discussion
[bookmark: _Toc12718547]2.1 The need of capability ID exchange over X2/Xn and S1/NG interface
· Case 1: Handover procedure
At RAN2#107bis, it has been agreed that UE radio capability ID exchange over X2/Xn interface (e.g. for handover) is needed which is consistent with the following description about Xn based inter NG-RAN handover in TS23.502 [1]:
If the source NG RAN and target NG RAN support RACS as defined in TS 23.501 [2], the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio access capabilities.
Similar description has been captured for N2 based handover [1] which means the capability ID exchange over NG interface is also needed for handover.
For X2 and S1 based handover in TS23.401 [2], the following description has been captured showing that capability ID exchange over X2 and S1 interface is also needed for handover.
If the source eNodeB and target eNodeB support RACS as defined in clause 5.11.3a, the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio capabilities.
· Case 2: Service request procedure and attach procedure
Furthermore, in service request procedure, the following description has been captured to address the handling of UE capability ID in N2 request message [1] (i.e. INITIAL CONTEXT SETUP REQUEST message in TS38.413 [3]):
If AMF has UE Radio Capability ID in UE context and the NG-RAN supports RACS, the AMF signals the UE Radio Capability ID. If the NG-RAN node does not have mapping between the UE Radio Capability ID and the corresponding UE radio capabilities, it shall use the non-UE associated procedure described in TS 38.413 [10] to retrieve the mapping from the AMF.


Figure 1. An example of UE triggered service request
As shown in Figure 1, if AMF has UE Radio Capability ID in UE context and the NG-RAN supports RACS, the AMF signals the UE Radio Capability ID via initial UE context setup request message in NG interface.
Similarly, the following description has been captured to show that the AMF may signal the UE radio capability via initial UE context setup request message in S1 interface.
If RACS is supported in the MME and MME has received UE Radio Capability ID earlier in this procedure, it signals the UE Radio Capability ID to the eNB in S1-AP Initial Context Set-up Request message. If the eNB does not have mapping between the specific UE Radio Capability ID and the UE radio capabilities, it shall use the procedure described in TS 36.413 [36] to retrieve the mapping from the MME.
With the above analysis on X2/Xn and S1/NG based handover procedure as well as the service request procedure and attach procedure, we have the following proposal:
Proposal 1: The UE radio capability ID needs to be exchanged over X2/Xn and S1/NG interface during handover procedure and initial context setup procedure.
2.2 Details on UE capability ID exchange over X2/Xn and S1/NG interface
· Case 1: Handover procedure
For Xn and NG based handover, the UE radio capabilities can be found as follows:
Source NG-RAN Node to Target NG-RAN Node Transparent Container -> HandoverPreparationInformation -> UE-CapabilityRAT-ContainerList 
The HandoverPreparationInformation is mandatory present in Source NG-RAN Node to Target NG-RAN Node Transparent Container while the UE-CapabilityRAT-ContainerList is also mandatory present in HandoverPreparationInformation.
The ASN.1 for UE-CapabilityRAT-ContainerList is copied as follows.
-- ASN1START
-- TAG-UE-CAPABILITYRAT-CONTAINERLIST-START
UE-CapabilityRAT-ContainerList ::=    SEQUENCE (SIZE (0..maxRAT-CapabilityContainers)) OF UE-CapabilityRAT-Container
UE-CapabilityRAT-Container ::=        SEQUENCE {
    rat-Type                              RAT-Type,
    ue-CapabilityRAT-Container            OCTET STRING
}
-- TAG-UE-CAPABILITYRAT-CONTAINERLIST-STOP
-- ASN1STOP
For X2/Xn and S1/NG based handover procedure, it has been captured that the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio capabilities which means the radio capabilities should not be included when the UE radio capability is exchanged over X2/Xn and S1/NG interface. The following options can be considered:
· Option 1.1: Introduce a separate IE in the Source NG-RAN Node to Target NG-RAN Node Transparent Container for UE radio capability ID signaling. When the capability ID is included in the Source NG-RAN Node to Target NG-RAN Node Transparent Container, the UE-CapabilityRAT-ContainerList should contain 0 UE-CapabilityRAT-Container. => RAN3 and RAN2 impact
· Option 1.2: Introduce a separate IE in HandoverPreparationInformation message for UE radio capability ID signaling. When the capability ID is included in the HandoverPreparationInformation, the UE-CapabilityRAT-ContainerList should contain 0 UE-CapabilityRAT-Container. => RAN2 impact
· Option 1.3: Extend the UE-CapabilityRAT-ContainerList to include UE capability ID. A new RAT type (e.g. reportUECapID) can be defined since the UE radio capability ID is RAT independent. When the UE radio capability ID is exchanged over X2/Xn or S1/NG interface, the rat-Type is set to reportUECapID and the UE capability ID is included in the ue-CapabilityRAT-Container. => RAN2 impact
Note that the details of above options are mainly for UE capability ID exchange in Xn/NG based handover. For X2/S1based handover, the above options are also applicable with minor changes.
· Case 2: Initial context setup procedure
For initial context setup procedure, the UE radio capabilities can be found as follows:
INITIAL CONTEXT SETUP REQUEST -> UERadioAccessCapabilityInformation -> UE-CapabilityRAT-ContainerList
As mentioned in proposal 1, the UE capability ID needs to be exchanged over S1/NG interface during initial context setup procedure. Similarly, the following options can be considered:
· Option 2.1: Introduce a separate IE in the INITIAL CONTEXT SETUP REQUEST for UE radio capability ID signaling. => RAN3 impact
· Option 2.2: Introduce a separate IE in UERadioAccessCapabilityInformation message for UE radio capability ID signaling. => RAN2 impact
· Option 2.3: Extend the UE-CapabilityRAT-ContainerList to include UE capability ID. A new RAT type (e.g. reportUECapID) can be defined since the UE radio capability ID is RAT independent. When the UE radio capability ID is exchanged over S1/NG interface during initial context setup procedure, the rat-Type is set to reportUECapID and the UE capability ID is included in the ue-CapabilityRAT-Container. => RAN2 impact
Note that the details of above options are mainly for UE capability ID exchange in initial context setup procedure in NG interface. For initial context setup procedure in S1 interface, the above options are also applicable with minor changes.
Taking both X2/Xn and S1/NG based handover procedure and initial UE context setup procedure into consideration, if we go for option 1.1 and 2.1, two separate IEs will be introduced in RAN3 for the same purpose and there will anyway be RAN2 impact as we have to specify that when the capability ID is included in the Source NG-RAN Node to Target NG-RAN Node Transparent Container, the UE-CapabilityRAT-ContainerList should contain 0 UE-CapabilityRAT-Container. In option 1.2 and 2.2, two separate IEs will be introduced in HandoverPreparationInformation message and UERadioAccessCapabilityInformation message while option 1.3 and 2.3 offer a common solution for both use cases. 
Thus, option 1.3 and 2.3 is preferred as it is a common solution for UE radio capability ID exchange over X2/Xn and S1/NG interface during handover procedure and initial context setup procedure.
Proposal 2: Extend the UE-CapabilityRAT-ContainerList to include UE radio capability ID. A new RAT type (e.g. reportUECapID) is defined. When the rat-Type is set to reportUECapID, the UE capability ID is included in the ue-CapabilityRAT-Container. 
Proposal 3: Agree the draft running CR [4].
3. Conclusion and proposals
With the above analysis, we have the following conclusions and proposals:
Proposal 1: The UE radio capability ID needs to be exchanged over X2/Xn and S1/NG interface during handover procedure and initial context setup procedure.
Proposal 2: Extend the UE-CapabilityRAT-ContainerList to include UE radio capability ID. A new RAT type (e.g. reportUECapID) is defined. When the rat-Type is set to reportUECapID, the UE capability ID is included in the ue-CapabilityRAT-Container. 
Proposal 3: Agree the draft running CR [4].
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5. Appendix
Xn based handover and N2 based handover in TS23.502
[bookmark: _Toc20204035]4.9.1.2	Xn based inter NG-RAN handover
[bookmark: _Toc20204036]4.9.1.2.1 General
Clause 4.9.1.2 includes details regarding the Xn based inter NG-RAN handover with and without UPF re-allocation.
Xn handovers are only supported for intra-AMF mobility.
The handover preparation and execution phases are performed as specified in TS 38.300 [9], in case of handover to a shared network, source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [2]. If the serving PLMN changes during Xn-based handover, the source NG-RAN node shall indicate to the target NG-RAN node (in the Mobility Restriction List) the selected PLMN ID (or PLMN ID and NID, see TS 23.501 [2], clause 5.30) to be used in the target network.
If the AMF generates the N2 downlink signalling during the ongoing handover and receives a rejection to a N2 interface procedure (e.g. Location Reporting Control; DL NAS message transfer; etc.) from the NG-RAN with an indication that a Xn based handover procedure is in progress, the AMF may reattempt the same N2 interface procedure either when the handover is complete or the handover is deemed to have failed, when possible. The failure is known by expiry of the timer guarding the N2 interface procedure.
Upon reception for an SMF initiated N1 and/or N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF starts a locally configured guard timer. Any NF (e.g. the SMF) should hold any signalling messages targeted towards AMF for a given UE during the handover preparation phase unless it detects that the handover execution is completed or handover has failed/cancelled. The NF (e.g. the SMF) may re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.

[bookmark: _Toc20204037]4.9.1.2.2 Xn based inter NG-RAN handover without User Plane function re-allocation
This procedure is used to hand over a UE from a source NG-RAN to target NG-RAN using Xn when the AMF is unchanged and the SMF decides to keep the existing UPF. The UPF referred in this clause 4.9.1.2.2 is the UPF which terminates N3 interface in the 5GC for non-roaming or local breakout roaming scenario, V-UPF which terminates N3 interface in 5GC for home routed roaming scenario. The SMF referred in this clause 4.9.1.2.2 is the V-SMF for home routed roaming scenario. The presence of IP connectivity between the Source UPF and Target NG-RAN is assumed.
The call flow is shown in figure 4.9.1.2.2-1.


Figure 4.9.1.2.2-1: Xn based inter NG-RAN handover without UPF re-allocation
1a.	If the PLMN has configured secondary RAT usage reporting, the source NG-RAN node during the handover execution phase may provide RAN usage data Report (N2 SM Information (Secondary RAT usage data), Handover Flag, Source to Target transparent container) to the AMF. The source NG-RAN node shall provide this only when the Target NG-RAN has confirmed handover over Xn interface. The Handover Flag indicates to the AMF that it should buffer the N2 SM Information containing the usage data report before forwarding it.
	If the source NG RAN and target NG RAN support RACS as defined in TS 23.501 [2], the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio access capabilities.
1b.	Target NG-RAN to AMF: N2 Path Switch Request (List of PDU Sessions To Be Switched with N2 SM Information, List of PDU Sessions that failed to be established with the failure cause given in the N2 SM information element, UE Location Information)
	The Target NG-RAN sends an N2 Path Switch Request message to an AMF to inform that the UE has moved to a new target cell and provides a List Of PDU Sessions To Be Switched. AN Tunnel Info for each PDU Session to be switched is included in the N2 SM Information.
	If redundant transmission is performed for one or more QoS Flows in the PDU Session, two AN Tunnel Info are provided by the Target NG-RAN and the Target NG-RAN indicates to the SMF one of the AN Tunnel Info is used as the redundancy tunnel of the PDU Session as described in clause 5.33.2.2 of TS 23.501 [2]. If only one AN Tunnel Info is provided by the Target NG-RAN for the PDU session, the SMF shall release these QoS Flows by triggering PDU Session Modification procedure as specified in clause 4.3.3 after the handover procedure.
	The selected PLMN ID (or PLMN ID and NID, see TS 23.501 [2], clause 5.30) is included in the message. The target NG-RAN shall include the PDU Session in the PDU Sessions Rejected list:
-	If none of the QoS Flows of a PDU Session are accepted by the Target NG-RAN; or
-	If the corresponding network slice is not supported in the Target NG-RAN; or
-	When the NG-RAN cannot set up user plane resources fulfilling the User Plane Security Enforcement with a value Required, the NG-RAN rejects the establishment of user plane resources for the PDU Session.
	If the NG-RAN cannot set up user plane resources fulfilling the User Plane Security Enforcement with a value Preferred, the NG-RAN establishes the user plane resources for the PDU session and shall include the PDU Session in the PDU Sessions Modified list.
	PDU Sessions Rejected contains an indication of whether the PDU session was rejected because User Plane Security Enforcement is not supported in the Target NG-RAN. Depending on the type of target cell, the Target NG-RAN includes appropriate information in this message.
	For the PDU Sessions to be switched to the Target NG-RAN, the N2 Path Switch Request message shall include the list of accepted QoS Flows.
[bookmark: _Toc20204040]4.9.1.3	Inter NG-RAN node N2 based handover
[bookmark: _Toc20204041]4.9.1.3.1 General
Clause 4.9.1.3 includes details regarding the inter NG-RAN node N2 based handover without Xn interface.
The source NG-RAN decides to initiate an N2-based handover to the target NG-RAN. This can be triggered, for example, due to new radio conditions or load balancing, if there is no Xn connectivity to the target NG-RAN, an error indication from the target NG-RAN after an unsuccessful Xn-based handover (i.e. no IP connectivity between T-RAN and S-UPF), or based on dynamic information learnt by the S-RAN.
The availability of a direct forwarding path is determined in the source NG-RAN and indicated to the SMFs. If IP connectivity is available between the source and target NG-RAN and security association(s) is in place between them, a direct forwarding path is available.
If a direct forwarding path is not available, indirect forwarding may be used. The SMFs use the indication from the source NG-RAN to determine whether to apply indirect forwarding.
In the case of handover to a shared network, the source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [2]. The source NG-RAN shall indicate the selected PLMN ID (or PLMN ID and NID, see TS 23.501 [2], clause 5.30) to be used in the target network to the AMF as part of the Tracking Area sent in the HO Required message.
If the AMF generates the N2 downlink signalling during the ongoing handover and receives a rejection to a N2 interface procedure (e.g. DL NAS message transfer; Location reporting control; etc.) from the NG-RAN with an indication that an Inter NG-RAN node handover procedure is in progress, the AMF may reattempt the same N2 interface procedure either when the handover is complete or the handover is deemed to have failed if the AMF is still the serving AMF, when possible. If the Inter NG-RAN node handover changes the serving AMF, the source AMF shall terminate any other ongoing N2 interface procedures except the handover procedure.
In order to minimize the number of procedures rejected by NG-RAN, the AMF should pause non-handover related N2 interface procedures (e.g. DL NAS message transfer, Location Report Control, etc.) while a handover is ongoing (i.e. from the time that a Handover Required has been received until either the Handover procedure has succeeded (Handover Notify) or failed (Handover Failure)) and continue them once the Handover procedure has completed if the AMF is still the serving AMF.
If during the handover procedure the AMF detects that the AMF needs be changed, the AMF shall reject any SMF initiated N2 request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress.
Upon reception for an SMF initiated N1 and/or N2 request(s) with an indication either from the NG-RAN (via N2 SM Info) or AMF that the request has been temporarily rejected due to handover procedure in progress, the SMF starts a locally configured guard timer. The SMF should hold any signalling messages targeted towards AMF for a given UE during the handover preparation phase unless it detects that the handover execution is completed or handover has failed/cancelled. The SMF may re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.
In the case of home routed roaming scenario, the SMF in the Inter NG-RAN node N2 based handover procedure (Figure 4.9.1.3.2-1 and Figure 4.9.1.3.3-1) interacting with the S-UPF, T-UPF, S-AMF and T-AMF is the V-SMF, and the SMF (Figure 4.9.1.3.3-1) interacting with the UPF (PSA) is the H-SMF.
[bookmark: _Toc20204042]4.9.1.3.2	Preparation phase


Figure 4.9.1.3.2-1: Inter NG-RAN node N2 based handover, Preparation phase
1.	S-RAN to S-AMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU Session IDs, intra system handover indication).
	Source to Target transparent container includes NG-RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GC. It also contains for each PDU session the corresponding User Plane Security Enforcement information, QoS flows /DRBs information subject to data forwarding.
	All PDU Sessions handled by S-RAN (i.e. all existing PDU Sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU Session(s) are requested by S-RAN to handover. The SM N2 info includes Direct Forwarding Path Availability if direct data forwarding is available.
	Direct Forwarding Path Availability indicates whether direct forwarding is available from the S-RAN to the T-RAN. This indication from S-RAN can be based on e.g. the presence of IP connectivity and security association(s) between the S-RAN and the T-RAN.
	If the source NG RAN and target NG RAN support RACS as defined in TS 23.501 [2], the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio access capabilities.
2.	T-AMF Selection: When the S-AMF can't serve the UE anymore, the S-AMF selects the T-AMF as described in clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2].
[bookmark: _Toc19172017]X2 based handover and S1 based handover in TS23.401
[bookmark: _Toc19172013]5.5.1.1	X2-based handover
[bookmark: _Toc19172014]5.5.1.1.1 General
These procedures are used to hand over a UE from a source eNodeB to a target eNodeB using the X2 reference point. In these procedures the MME is unchanged. Two procedures are defined depending on whether the Serving GW is unchanged or is relocated. In addition to the X2 reference point between the source and target eNodeB, the procedures rely on the presence of S1-MME reference point between the MME and the source eNodeB as well as between the MME and the target eNodeB.
The handover preparation and execution phases are performed as specified in TS 36.300 [5]. If emergency bearer services are ongoing for the UE handover to the target eNodeB is performed independent of the Handover Restriction List. The MME checks, as part of the Tracking Area Update in the execution phase, if the handover is to a restricted area and if so MME releases the non-emergency bearers as specified in clause 5.10.3.
If the serving PLMN changes during X2-based handover, the source eNodeB shall indicate to the target eNodeB (in the Handover Restriction List) the PLMN selected to be the new Serving PLMN.
When the UE receives the handover command it will remove any EPS bearers for which it did not receive the corresponding EPS radio bearers in the target cell. As part of handover execution, downlink and optionally also uplink packets are forwarded from the source eNodeB to the target eNodeB. When the UE has arrived to the target eNodeB, downlink data forwarded from the source eNodeB can be sent to it. Uplink data from the UE can be delivered via the (source) Serving GW to the PDN GW or optionally forwarded from the source eNodeB to the target eNodeB. Only the handover completion phase is affected by a potential change of the Serving GW, the handover preparation and execution phases are identical.
If the MME receives a rejection to a NAS procedure (e.g. dedicated bearer establishment/modification/release; location reporting control; NAS message transfer; etc.) from the eNodeB with an indication that an X2 handover is in progress (see TS 36.300 [5]), the MME shall reattempt the same NAS procedure either when the handover is complete or the handover is deemed to have failed, except in case of Serving GW relocation. The failure is known by expiry of the timer guarding the NAS procedure.
If the X2 handover includes the Serving GW relocation, and if the MME receives a rejection to a NAS message transfer for a Downlink NAS Transport or Downlink Generic NAS Transport message from the eNodeB with an indication that an X2 handover is in progress, the MME should resend the corresponding message to the target eNodeB when either the handover is complete or to the source eNodeB when the handover is deemed to have failed if the MME is still the serving MME.
If the MME receives a rejection to a NAS message transfer for a CS Service Notification or to a UE Context Modification Request message with a CS Fallback indicator from the eNodeB with an indication that an X2 handover is in progress, the MME shall resend the corresponding message to the target eNodeB when the handover is complete or to the source eNodeB when the handover is deemed to have failed.
If during the handover procedure the MME detects that the Serving GW needs be relocated, the MME shall reject any PDN GW initiated EPS bearer(s) request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress. The rejection is forwarded by the Serving GW to the PDN GW, with the indication that the request has been temporarily rejected.
Upon reception of a rejection for an EPS bearer(s) PDN GW initiated procedure with an indication that the request has been temporarily rejected due to handover procedure in progress, the PDN GW start a locally configured guard timer. The PDN GW shall re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.
If the source eNodeB and target eNodeB support RACS as defined in clause 5.11.3a, the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio capabilities. If the target eNodeB does not have mapping between the specific UE Radio Capability ID and the UE radio capabilities, it shall use the procedure described in TS 36.413 [36] to retrieve the mapping from the Core Network.
5.5.1.2	S1-based handover
[bookmark: _Toc19172018]5.5.1.2.1 General
The S1-based handover procedure is used when the X2-based handover cannot be used. The source eNodeB initiates a handover by sending Handover Required message over the S1-MME reference point. This procedure may relocate the MME and/or the Serving GW. The source MME selects the target MME. The MME should not be relocated during inter-eNodeB handover unless the UE leaves the MME Pool Area where the UE is served. The MME (target MME for MME relocation) determines if the Serving GW needs to be relocated. If the Serving GW needs to be relocated the MME selects the target Serving GW, as specified in clause 4.3.8.2 on Serving GW selection function.
The source eNodeB decides which of the EPS bearers are subject for forwarding of downlink and optionally also uplink data packets from the source eNodeB to the target eNodeB. The EPC does not change the decisions taken by the RAN node. Packet forwarding can take place either directly from the source eNodeB to the target eNodeB, or indirectly from the source eNodeB to the target eNodeB via the source and target Serving GWs (or if the Serving GW is not relocated, only the single Serving GW).
The availability of a direct forwarding path is determined in the source eNodeB and indicated to the source MME. If X2 connectivity is available between the source and target eNodeBs, a direct forwarding path is available.
If a direct forwarding path is not available, indirect forwarding may be used. The source MME uses the indication from the source eNodeB to determine whether to apply indirect forwarding. The source MME indicates to the target MME whether indirect forwarding should apply. Based on this indication, the target MME determines whether it applies indirect forwarding.
If the MME receives a rejection to an S1 interface procedure (e.g. dedicated bearer establishment/modification/release; location reporting control; NAS message transfer; etc.) from the eNodeB with an indication that an S1 handover is in progress (see TS 36.300 [5]), the MME shall reattempt the same S1 interface procedure when either the handover is complete or is deemed to have failed if the MME is still the serving MME, except in case of Serving GW relocation. If the S1 handover changes the serving MME, the source MME shall terminate any other ongoing S1 interface procedures except the handover procedure.
If the S1 handover includes the Serving GW relocation, and if the MME receives a rejection to a NAS message transfer for a Downlink NAS Transport or Downlink Generic NAS Transport message from the eNodeB with an indication that an S1 handover is in progress, the MME should resend the corresponding message to the target eNodeB when either the handover is complete or to the source eNodeB when the handover is deemed to have failed if the MME is still the serving MME.
If the MME receives a rejection to a NAS message transfer for a CS Service Notification or to a UE Context modification Request message with a CS Fallback indication from the eNodeB with an indication that an S1 handover is in progress, the MME shall resend the corresponding message to the target eNodeB when either the handover is complete or to the source eNodeB when the handover is deemed to have failed if the MME is still the serving MME.
In order to minimise the number of procedures rejected by the eNodeB, the MME should pause non-handover related S1 interface procedures (e.g. downlink NAS message transfer, E-RAB Setup/Modify/Release, etc.) while a handover is ongoing (i.e. from the time that a Handover Required has been received until either the Handover procedure has succeeded (Handover Notify) or failed (Handover Failure)) and continue them once the Handover procedure has completed if the MME is still the serving MME, except in case of Serving GW relocation.
If during the handover procedure the MME detects that the Serving GW or/and the MME needs be relocated, the MME shall reject any PDN GW initiated EPS bearer(s) request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress. The rejection is forwarded by the Serving GW to the PDN GW, with the indication that the request has been temporarily rejected.
Upon reception of a rejection for an EPS bearer(s) PDN GW initiated procedure with an indication that the request has been temporarily rejected due to handover procedure in progress, the PDN GW start a locally configured guard timer. The PDN GW shall re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.
If emergency bearer services are ongoing for the UE, handover to the target eNodeB is performed independent of the Handover Restriction List. The MME checks, as part of the Tracking Area Update in the execution phase, if the handover is to a restricted area and if so MME releases the non-emergency bearers as specified in clause 5.10.3.
If emergency bearer services are ongoing for the UE, handover to the target CSG cell is performed independent of the UE's CSG subscription. If the handover is to a CSG cell that the UE is not subscribed, the target eNodeB only accepts the emergency bearers and the target MME releases the non-emergency PDN connections that were not accepted by the target eNodeB as specified in clause 5.10.3.
For inter-PLMN handover to a CSG cell, if the source MME has the CSG-ID list of the target PLMN, the source MME shall use it to validate the CSG membership of the UE in the target CSG cell. Otherwise, based on operator's configuration the source MME may allow the handover by validating the CSG membership of the UE in the target CSG cell using the CSG-ID list of the registered PLMN-ID. If neither the CSG-ID list of the target PLMN nor the operator's configuration permits the handover,the source MME shall reject the handover due to no CSG membership information of the target PLMN-ID.
As specified in clause 4.3.8.3, with regard to CIoT EPS Optimisations, the source MME attempts to perform handover to a target MME that can support the UE's Preferred Network Behaviour. For a UE that is using a Non-IP connection to a PDN Gateway, or a PDN connection to a SCEF, if these bearers cannot be supported by the target MME, the source MME does not attempt to handover those bearers, but instead releases them upon successful completion of the handover. If the MME does not have any bearer for the UE that can be transferred, then the MME sends an S1-AP Handover Preparation Failure message to the source eNB.
For PDN connection of Ethernet Type, if the target MME does not support Ethernet PDN Type, the source MME does not attempt to handover those bearers, but instead releases them upon successful completion of the handover.
NOTE:	Inter-PLMN handover to a CSG cell in a PLMN which is not an equivalent PLMN for the UE is not supported.
If the source eNodeB and target eNodeB support RACS as defined in clause 5.11.3a, the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio capabilities. If the target eNodeB does not have mapping between the specific UE Radio Capability ID and the UE radio capabilities, it shall use the procedure described in TS 36.413 [36] to retrieve the mapping from the Core Network.
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