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1 Introduction

In the last RAN2 meeting, we discussed the email discussion [1] to address the RLF handling. And we came to the following agreement. 
· R2 confirm that when the IAB-node is not configured with DC, it applies for BH RLF handling the same mechanisms and procedures as UE’s RLF handling currently specified in TS 38.331 (including e.g. detection and recovery). FFS on need of additional enhancements.
· When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.
· The following is agreed as working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16. 

· For an IAB-node not configured with DC, it initiates  RRC reestablishment when it receives downstream notification “Recovery Failure”
· For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.

· R2 assumes that RLF notification “recovery failure” would be triggered when RRC reestablishment has failed. FFS whether this need to be specified
· BAP layer is used to transmit BH RLF notification(s).
· R2 assumes that Upstream BH RLF notification to Donor CU via current F1-AP signalling is supported.

This paper will further discuss the controversial issues of IAB backhaul RLF handling. 
2 Discussion 
2.1 IAB node behavior upon detection of RLF
According to TS 38.331, UE’s behaviour upon detection of RLF is as the following. 
	After RLF is declared, the UE:

-
stays in RRC_CONNECTED;

-
selects a suitable cell and then initiates RRC re-establishment;

-
enters RRC_IDLE if a suitable cell was not found within a certain time after RLF was declared.


As we agreed that when the IAB-node is not configured with DC, it applies for BH RLF handling the same mechanisms and procedures as UE’s RLF handling currently specified in TS 38.331 (including e.g. detection and recovery). So in this case, it may be possible that after the RRCRestablishment fails, the IAB node losses connection to the IAB donor.

Observation 1: there may be a risk that in case DC is not configured, after the RRC reestablishment fails, the IAB node losses connection to IAB donor.
If an IAB node losses connection to IAB donor, then this IAB node is a dead end. So in this case, this IAB node should stop service for its child node. And we have agreed in the last meeting, that the child node IAB2 should initiate RRC reestablishment, but due to the RLF notification reported from its parent node, it can’t connect to its IAB donor via its parent node-IAB4, the RRC reestablishment is destined to be failed. It will re-establish the RRC connection towards another IAB node-IAB3. 
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Figure 1: RLF notification and RRC Re-establishment scenario
Then as we agreed in RAN2#107 meeting, the last unchanged node will re-route the buffered packet. So some of the UL RLC PDU were sent from IAB2 to IAB4. After the confirmation from RLC status report, IAB2 will remove these RLC PDUs. And then, when IAB4 is trying to forward these PDUs to it’s parent node IAB donor, the BH encounters RLF. In this case, the dead island IAB node should find another parent node to forward.
Observation 2: the child node of the RLF hop, which is not configured with DC, should search another path to forward the packets from its child node. 
So when IAB4 can’t reconnect to IAB donor, which is his parent node, it should reselect another cell for RRC Reestablishment. But IAB4 may not be able to search another cell as a parent node, other than IAB2, which was its child node. But this has a pre-condition that upon the reception of RLF notification, if IAB2 failed re-establishing the RRC connection towards IAB3, namely IAB2 can’t find another parent node, IAB2 should send RLF notification towards IAB1. 
Proposal 1: upon reception of RLF notification, if the IAB node can’t re-establish RRC connection to a new parent IAB node, it should consider itself RLF, and trigger the transmission of RLF notification to its child node. 
On the contrary, if IAB2 successfully connected to IAB3, then IAB2 can keep in service. But since IAB4 can’t find any new parent node, it has to stop service as an IAB node, and re-establish the RRC connection to IAB2. 
Proposal 2: If an IAB node can’t re-establish RRC connection to other IAB node as a parent node, it can stop the service as an IAB, and then reconnect its child node, in order to forward the buffered packet. 
As we agreed, in case of RLF, the IAB node should send downlink RLF notification to its child node. In addition, if the IAB MT can’t re-connect to another redundant path, the DU shall stop working, and re-direct these UEs to other IAB node/gNB. Since IAB node doesn’t have RRC function, so we can leave to network implementation how to shut down the DU and the re-direct the anchored UEs. 
All in all, we should not preclude other IAB behaviours other than the standard UE behaviour, upon detection of RLF. 
Proposal 3: it is proposed that when the child IAB-node is not configured with DC, IAB behavior other than standard UE behavior, e.g. quick redundant path recovery, DU module shut down should not be precluded. 
2.1.1 downstream IAB node behavior upon reception of RLF notification
In [1], it is proposed to have the following options to implement the RLF notification message:

· Type 1 – “Plain” notification: Indication that BH link RLF is detected by the child IAB-node.
· Type 2 – “Trying to recover”: Indication that BH link RLF is detected, and the child IAB-node is attempting to recover from it. 

· Type 3 – “BH link recovered”: Indication that the BH link successfully recovers from RLF.
· Type 4 – “Recovery failure”: Indication that the BH link RLF recovery failure occurs. 

· Type 4x – “Indicating child nodes to perform RLF procedure”: it is implementation when the parent sending this indication, and the child node should perform RLF related procedure when receiving this indication. 

Also, in the last meeting, during the online discussion of the email discussion, we discussed the type of the RLF notification. Among these 5 types of RLF notifications, the first type covers all conditions of the rest 4 types of notification. If we use only type 1 notification, then, the IAB node behavior will be: upon the reception of RLF notification, the IAB node-IAB2 should stop transmission towards this parent IAB node-IAB4. But we have no solution to resume the link between IAB2 and IAB4, if the BH link is recovered. 
An implementation solution of type 1 is to shut down the DU module after sending the RLF notification. In this way, IAB2 will loss connect to IAB4. But after the BH link is recovered between IAB4 and Donor IAB, IAB4 can restart the DU module, then IAB2 can re-establish the connection to IAB4. 
Observation 3: “Plain” notification requires the IAB node to shut down the DU module, and then restart the DU after its parent link is recovered. 

Another options is to adopt the combination of “BH link recovered” and “Recovery failure”. This option is very clear: when IAB4 detects the RLF between IAB donor, it sends RLF notification with type “Recovery failure” to IAB2, then IAB2 will assume IAB4 is a RLF link, in resulting stop transmission towards IAB4; and then when IAB4 recovers the link, it will send RLF notification with type of “BH link recovered” to IAB2, in order to resume the link with its child node. 
Observation 4: with RLF notification type “BH link recovered” and “Recovery failure”, the RLF notification can suspend the UL transmission from its child node, and recovery the transmission when the RLF recovers. 

So with the above discussion, we may conclude that the with two RLF notification type “BH link recovered” and “Recovery failure”, it would be more clear to suspend and recover the transmission of it child node. But with “Plain” notification, network implementation can also ensure the suspension and recovery of transmission from child node. So RAN2 is asked to discuss and down-select from one of the options:

Proposal 4: RAN2 is asked to discuss and down-select from one of the options:

· Option 1 – “Plain” notification: Indication that BH link RLF is detected by the child IAB-node.
· Option 2:

– “BH link recovered”: Indication that the BH link successfully recovers from RLF.
–“Recovery failure”: Indication that the BH link RLF recovery failure occurs.
3 Conclusion

This contribution has described issues related to backhaul link RLF notification, regarding when to send RLF notification and what the IAB node should do upon reception of RLF notification. Our observations and proposal are listed below.

Observation 1: there may be a risk that in case DC is not configured, after the RRC reestablishment fails, the IAB node losses connection to IAB donor.

Observation 2: the child node of the RLF hop, which is not configured with DC, should search another path to forward the packets from its child node. 
Observation 3: “Plain” notification requires the IAB node to shut down the DU module, and then restart the DU after its parent link is recovered. 

Observation 4: with RLF notification type “BH link recovered” and “Recovery failure”, the RLF notification can suspend the UL transmission from its child node, and recovery the transmission when the RLF recovers. 

Proposal 1: upon reception of RLF notification, if the IAB node can’t re-establish RRC connection to a new parent IAB node, it should consider itself RLF, and trigger the transmission of RLF notification to its child node. 
Proposal 2: If an IAB node can’t re-establish RRC connection to other IAB node as a parent node, it can stop the service as an IAB, and then reconnect its child node, in order to forward the buffered packet. 
Proposal 3: it is proposed that when the child IAB-node is not configured with DC, IAB behavior other than standard UE behavior, e.g. quick redundant path recovery, DU module shut down should not be precluded. 
Proposal 4: RAN2 is asked to discuss and down-select from one of the options:

· Option 1 – “Plain” notification: Indication that BH link RLF is detected by the child IAB-node.
· Option 2:

– “BH link recovered”: Indication that the BH link successfully recovers from RLF.
–“Recovery failure”: Indication that the BH link RLF recovery failure occurs.
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