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1. [bookmark: _Ref165266342]Introduction
In last RAN2 meetings, some conclusions about PC5 L2 protocols in NR V2X were agreed and some remaining issues are left. The related agreements are as follows.
Agreements on SL RLC: 
2:	RLC functionalities defined for NR Uu are reused for SL RLC design. FFS on the need of RLC reestablishment.
3:	For NR SL unicast, RLC TX side and RX side establishment/release is triggered by upper layer request. FFS the case for RLC TX side re-establishment.
4:	For NR SL groupcast/broadcast, RLC TX side establishment/release is triggered by upper layer request. FFS the case for RLC TX side re-establishment. RLC RX side establishment is triggered by the reception of first PDU where there is not yet a corresponding receiving RLC entity. FFS the case for RLC RX side re-establishment. RLC RX side release is up to UE implementation.
6:	One bi-directional SLRB based RLC AM is taken as the baseline for SL RLC design. FFS possible enhancements.
Agreements on SL PDCP: 
5:	The following questions and understandings will be asked to SA3:
	- Support of AS ciphering and deciphering for data?
	- Support of AS integrity protection and integrity verification for SL unicast data?
	- Support of AS integrity protection and integrity verification for SL groupcast data?
	- RAN2 understanding of no support of AS integrity protection and integrity verification for SL broadcast data (to be confirmed by SA3)
	- Any concern to reuse 18bits Uu PDCP-SN-Size for SL? Note feasibility to reuse 12bits Uu PDCP-SN-Size for SL is FFS. Also note RAN2 assumes only 18bits is used for groupcast and broadcast cases. 
8:	PDCP out-of-order delivery can be supported for SL unicast types. FFS for groupcast and broadcast.
18:	IP and non-IP types field are needed. FFS for ARP and PC5 Signalling Protocol.
20:	For unicast, PDCP control PDU and D/C field is necessary. FFS for the need of D/C field for groupcast and broadcast.


In this contribution, we will discuss left issues on NR SL RLC and PDCP including the followings:
· Whether RLC re-establishment is needed or not?
· To address SLRB RLC mode mis-matching issue;
· PDCP SN size options;
· Whether out-of-order delivery is supported for groupcast and broadcast?
· Does SDU type still support ARP and PC5 signaling protocol?
· Is D/C field supported for groupcast and broadcast?
2. RLC issues 
2.1 Whether RLC re-establishment is needed
In NR Uu, RLC re-establishment occurs mainly due to handover procedure or PDCP data recovery procedure etc. In these procedures there are two characteristics: 1) anchor node changing or RLC entity restarting due to PDCP entity refreshing, e.g. ROHC reset or security update; 2) Network indicates UE to re-establish RLC entity synchronously with the peer entity in network side.
For NR sidelink, the first question is whether RLC re-establishment is needed or not. Considering from the following aspects:
· PC5 Link update: PC5 link is a loose connection. There is no handover case for a PC5 link itself. When TX UE changing or a unicast link changing, a new PC5 link is established. From the RX UE perspective, it is simple and reasonable to establish a new entity when newly join a groupcast/broadcast and release the entity after leaving this groupcast/broadcast. There is no requirement of RLC re-establishment from the point of PC5 link update.
· Function refreshing within the lifetime of an entity: it is not very clear whether PDCP security update or ROHC reset will occur within the lifetime of a RLC entity. Even if there are such cases, RLC release/establish can also be used.
· Other requirements: DC case or duplication case may have RLC re-establishment requirement. But these features are not supported in Rel-16.
Observation 1: From the perspective of requirements and scenarios, there is no need to support RLC re-establishment.
The second question is the feasibility of supporting RLC-establishment. In unicast case, there is PC5 RRC procedure to trigger and synchronize RLC re-establishment between the peer RLC eneities in TX and RX. Unlike Uu interface with RACH procedure and synchronous reconfiguration procedure, synchronized RLC re-estalishment in PC5 link peer nodes may need further enhancement. And for groupcast and broadcast case, it is difficult to inform and synchronize RLC re-establishment between TX side and RX sides.
Observation 2: For groupcast and broadcast, RLC re-establishment cannot be easily informed and synchronized between TX side and RX sides.
From the above analysis, we propose that:
Proposal 1: RLC re-establishment is not needed, at least in Rel-16.
2.2 To address SLRB RLC mode mis-matching issue
According to current meetings agreements, RLC transmission mode will be configured by TX side in unicast. But RLC AM entity is bi-directional. When two TX sides have different RLC mode configuration for same SLRB, there will be some problems. In our understanding, it is too costly to enhance AM model, e.g. change AM to uni-directional operation or else, because there will be high specification efforts and future proof issue since current AM operation has been proven to work well in many releases.
In unicast, configuration procedure can be a two-step process, e.g. the first step is to decide and transfer configuration signalling from TX side to RX side and the second step is to deliver accept or reject response from RX side to TX side. If collision exists, optional recommended value from RX side/reconfiguration from TX side will occur in succession. In this way, the configuration parameters can be negotiated between TX side and RX side to achieve unified RLC mode and RLC AM SN size configuration, etc. 
Furthermore, when the peer UE in RRC_CONNECTED receives an SLRB configuration with RLC AM from the initiating UE via PC5 RRC, the peer UE report LCID, RLC mode and PC5 QoS profiles indicated by the initiating UE via PC5 RRC, to gNB for the need to provide an SLRB configuration with RLC AM for the reported PC5 QoS profile for the RLC ARQ transmission. About how to guarantee the two UEs will have the non-collision SLRB configuration, e,g, RLC mode and RLC SN size, for the same LCID, static or semi-static configuration mechanisms are efficient but not flexible. For example, LCID values used for RLC AM and SN-size are specified or configured in the whole V2X area.
Proposal 2: Static or semi-static parameters configuration mechanism can be considered for unified RLC mode and RLC AM SN size configuration in unicast.

3. PDCP issues 
3.1 PDCP SN size options
In LTE V2X, SA3 studied and decided security mechanisms for one-to-one communication and one-to-many communication. In TS36.323, SLRB related ciphering function has following description:
For SLRB used for one-to-many communication, the ciphering function includes both ciphering and deciphering and is performed in PDCP as defined in TS 33.303. The data unit that is ciphered is the data part of the PDCP PDU (see subclause 6.3.3). The ciphering function as specified in TS 33.401 is applied with KEY (PEK), COUNT (derived from PTK Identity and PDCP SN as specified in TS 33.303), BEARER and DIRECTION (set to 0) as input. The ciphering function is configured by ProSe Function.


Figure 6.2.10.1: PDCP Data PDU format for SLRB used for one-to-many communication
For SLRB used for one-to-one communication, the ciphering function includes both ciphering and deciphering and is performed in PDCP of SLRB that needs ciphering and deciphering as defined in TS 33.303. The data unit that is ciphered is the data part of the PDCP PDU (see subclause 6.3.3). The ciphering function as specified in TS 33.401 is applied with KEY (PEK), COUNT (derived from KD-sess Identity and PDCP SN as specified in TS 33.303), BEARER and DIRECTION (which value shall be set is specified in TS 33.303) as input.


Figure 6.2.10.2: PDCP Data PDU format for SLRB used for one-to-one communication
In TS 33.303, SLRB ciphering function has the following description:
********************************** ********TS 33.303*******************************
[bookmark: _Toc454462974]6.5.6.3	Confidentiality protection
ProSe enabled Public Safety UEs shall implement EEA0, 128-EEA1 and 128-EEA2 and may implement 128-EEA3 for ciphering of one-to-one traffic.
The LTE ciphering algorithms (see TS 33.401) are used with the following modifications;
-	The key used in PEK;
-	Direction is set as for integrity protection (see 6.5.6.2);
-	Bearer[0] to Bearer[4] are set to LCID; 
-	COUNT[0] to COUNT[15] are set to KD-sess ID;
-	Counter is input into COUNT[16] to COUNT[31].
********************************** ********TS 33.303*******************************
From the above related specifications, LTE V2X security mechanism has a big difference from Uu interface: 32-bits COUNT value is divided into two parts which are maintained by RAN side and higher layer respectively. In Uu interface, the whole 32-bits COUNT is controlled by RAN side, i.e. PDCP layer. But in LTE V2X, only 16-bits SN is controlled by RAN side and the rest 16-bits part of COUNT is up to higher layer. In our understanding, NR V2X security will have similar rule with LTE V2X, e.g. key distribution and derivation and COUNT value component. From RAN2 perspective, different PDCP SN size will have flexibility and benefits from overhead reduction. SA3 had discussed RAN2's LS about 12-bit and 18-bit PDCP SN sizes and no obvious issues are foreseen from SA3 perspective. Hence we can wait for further progress in SA3 on detailed security mechanism and PDCP header requirements for NR V2X, e.g. to support both 12 bit PDCP SN and 18 bit PDCP SN.
Proposal 3: Wait further progress in SA3 on detailed security mechanism and PDCP header requirements for NR V2X, e.g. to support both 12 bit PDCP SN and 18 bit PDCP SN.

3.2 Out-of-order delivery for groupcast and broadcast
In the NR release 15, out-of-order delivery function had been introduced in Uu interface, which is from service requirements, e.g. service latency and characteristics. In NR V2X, similar service requirements also exist, e.g. ultra-latency requirements and sequence tolerate. Hence it is better to support out-of-order delivery function.
Observation 3: From service requirements perspective, it is better to support out-of-order delivery function.
For V2X unicast, there is PC5 RRC procedure to easily support out-of-order delivery configuration. But for groupcast and broadcast, without PC5 RRC procedure, it needs to study new methods to inform out-of-order delivery configuration to RX side. Some (pre)configuration methods about out-or-order delivery, e.g. via SIB or in-band signalling, can be considered further.
Proposal 4: RAN2 agrees to support out-of-order delivery function for groupcast and broadcast.
3.3 Does SDU type still support ARP and PC5 signaling protocol?
In LTE V2X, header compression is applicable to IP SDU but not ARP SDU and Non-IP SDU. Similar ROHC rule can be also applied for NR V2X if ARP is also supported in NR V2X. 
According to the last RAN2 meeting agreement, the SL-SRB is used to carry PC5-S signaling and the SL-SRB carrying PC5-S signaling is separated from the SL-SRB carrying PC5-RRC messages. Hence there is no need for PC5 signaling code in SDU type for NR V2X.
Proposal 5: SDU type code may need ARP if ARP is supported but not need PC5 signaling protocol in NR V2X.
3.4 Is D/C field supported for groupcast and broadcast?
D/C field in PDCP PDU format is used to differentiate user data and PDCP control PDU, which includes ROHC feedback and PDCP status PDU. For groupcast and broadcast, ROHC is uni-directional and without feedback and status PDU is not needed because of not supporting RLC AM mode. Hence D/C field is useless for groupcast and broadcast.
For a PDCP entity, it will always need to differentiate unicast PDU and non-unicast PDU if one-to-one communication and one-to-many communication have different PDU format because of different security mechanisms and parameters. Hence it is meaningless to support common D/C field between unicast PDU and non-unicast PDU.
Proposal 6: D/C field is not supported for groupcast and broadcast.

4. Conclusions
Based on the discussions given above, we have the following observations and proposals：
Observation 1: From the perspective of requirements and scenarios, there is no need to support RLC re-establishment.
Observation 2: For groupcast and broadcast, RLC re-establishment cannot be easily informed and synchronized between TX side and RX sides.
Observation 3: From service requirements perspective, it is better to support out-of-order delivery function.
Hence we propose:
Proposal 1: RLC re-establishment is not needed, at least in Rel-16.
Proposal 2: Static or semi-static parameters configuration mechanism can be considered for unified RLC mode and RLC AM SN size configuration in unicast.
Proposal 3: Wait further progress in SA3 on detailed security mechanism and PDCP header requirements for NR V2X, e.g. to support both 12 bit PDCP SN and 18 bit PDCP SN.
Proposal 4: RAN2 agrees to support out-of-order delivery function for groupcast and broadcast.
[bookmark: _GoBack]Proposal 5: SDU type code may need ARP if ARP is supported but not need PC5 signaling protocol in NR V2X.
Proposal 6: D/C field is not supported for groupcast and broadcast.
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