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Introduction
In RAN2#107bis meeting, following was agreed on Ethernet header compression:
	The EHC function is in PDCP
The EHC header is located after the SDAP header, and it is ciphered 
The EHC can removes the following fields: SOURCE/DESTINATION ADDRESS, TYPE, and EHC do not support multiple formats
FFS: Pad removal 
For context establishment the compressor send the full header and the context ID via PDCP data PDU
[bookmark: _Hlk23777025]ROHC and EHC are independent, e.g. from specification point of view they could both be configured for a DRB.
FFS if for context establishment the explicit feedback is sent via PDCP control PDU.
For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 
For context establishment the explicit feedback includes the “Context ID”.
When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted. 
FFS if EHC is allowed to be configured for a unidirectional link. 



In this contribution, we discuss further details on Ethernet header compression.
Discussion
Type of Ethernet frames to be supported
Before discussing the detailed compression scheme, it is necessary to conclude on which Ethernet frames to support. The Length/Type field in Ethernet header has two different interpretations. 
· Length interpretation: if value of the field <= 1500, the field indicates the number of MAC Client Data octets. 
· Type interpretation: if value of the field >=1536, the field indicates the protocol type of Ethernet payload. These are Ethernet II frames, which are most popular Ethernet frames. IEEE 802.1Q tags rely on the type interpretation, therefore Ethernet frames carrying IEEE 802.1Q tags are Ethernet II frames.
Supporting more types of Ethernet frames potentially makes the Ethernet header compression (EHC) scheme more appealing, but this comes at the cost of lower compression efficiency and increased complexity. Supporting length interpretation means that an additional mechanism is needed to handle the dynamic Length/Type field. In TS 24.501 [5] clause 6.2.2, for Ethernet type PDU session, only “EtherType as defined in IEEE 802.3” is supported. IEEE 802.3 defines that “Ethertype: A 2 octet value that indicates the nature of the MAC client protocol”. Therefore, according to TS 24.501 [5], only Type interpretation is supported. Considering that the main use case for Ethernet header compression is industrial IoT, and there are other means to handle length interpretation frames (e.g. classifying length interpretation frames and Ethernet II frames into different QoS flows therefore different DRBs), it is proposed to only consider Ethernet II frames for header compression.
[bookmark: Proposal_Frame]Proposal 1: Only Ethernet II frame (i.e. type interpretation of Length/Type field) is considered for Ethernet header compression.
EHC header format
RAN2 has agreed that “EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID”. RAN2#107bis meeting agreed that “EHC do not support multiple formats”, which excludes the field of profile ID. It can be derived that EHC header only contains Context ID and format indication (to differentiate between full header and compressed header).
[bookmark: Proposal_EHC_Header]Proposal 2: EHC header only contains Context ID and format indication (to differentiate between full header and compressed header).
In the following discussion, “Type” field is used as format indication to differentiate between full and compressed Ethernet headers. Given that Type field is 1 bit, we investigate the length of Context ID field. ROHC is taken as a reference here. Maximum number of ROHC context sessions supported by the UE can be up to 16384 (IE maxNumberROHC-ContextSessions, with one context reserved for the uncompressed flows). Considering two bytes for EHC header, the Context ID field can be up to 15 bits, which can indicate 215=32768 contexts. Since EHC operation is relatively simple compared to ROHC, doubling the number of maximum contexts in EHC operation looks acceptable. On the other hand, one may question whether 32768 contexts are enough. Ethernet header addresses can be used as filtering for QoS flows (clause 5.7.6.3 of TS 23.501[4]), so more DRBs/QoS flows can be established to support more than 32768 contexts. Another question is whether to support a smaller length Context ID field e.g. 7 bits. Our preference is to only have one length for Context ID for specification simplicity.
[bookmark: Proposal_ContextIDLen]Proposal 3: The length of Context ID field is 15 bits.
An example PDCP PDU format for full and compressed header is shown in Figure 1 below. 



 
           Full Ethernet header                    Compressed Ethernet header
[bookmark: Fig_Header_uncompressed]Figure 1: Example PDCP PDU formats with compressed and uncompressed Ethernet headers
[bookmark: Proposal_ROHC]Feedback
Regarding “FFS if for context establishment the explicit feedback is sent via PDCP control PDU”, there are two options when transmitting EHC feedback: via PDCP control PDU vs. via PDCP data PDU. Transmitting EHC feedback via PDCP control PDU is straightforward and similar to the ROHC feedback mechanism. On the contrary, transmitting feedback via PDCP data PDU has the problem of delaying the feedback if there is no PDCP SDU available in the corresponding feedback direction. It is therefore proposed to transmit EHC feedback via PDCP control PDU.
[bookmark: Proposal_EHCFeedbackControl]Proposal 4: EHC feedback is transmitted via PDCP control PDU.
As to “FFS if EHC is allowed to be configured for a unidirectional link”, currently DRB can be unidirectional, e.g. one DRB can be associated with one RLC UM entity (UL or DL). If explicit EHC feedback is always required, then EHC cannot be configured on the unidirectional DRB. Since characteristics of DRB (unidirectional or bidirectional) and EHC are both configured by gNB, it is up to gNB implementation to configure a DRB as bidirectional DRB to carry EHC feedback even if there is no PDCP SDUs to be transmitted on the direction to carry feedback.

[bookmark: Proposal_EHC_NotOnUni][bookmark: _GoBack]Proposal 5: EHC is not configured on unidirectional DRB (i.e. DRB associated with one RLC UM entity). 

Relationship with ROHC
In RAN2#107bis meeting, it was agreed that “ROHC and EHC are independent, e.g. from specification point of view they could both be configured for a DRB.” In [7], a new PDCP level indicator has been proposed on whether the PDCP SDU is compressed by ROHC or Ethernet header compression. The underlying assumption of the proposal is that Ethernet packets and IP packets can be transmitted in the same DRB. However, according to TS 24.501 [5] clause 6.2.2, there are 5 types of PDU sessions: IPv4, IPv6, IPv4v6, Ethernet and Unstructured. Ethernet packets and IP packets belong to different PDU sessions, therefore cannot be multiplexed in the same DRB. For a PDU session of Ethernet packet and a DRB, if the payload of Ethernet packet is IP packet, and ROHC is configured, then it is expected that all the packets will have similar protocol stacks (the same as the case that there is IP packet only).
[bookmark: Proposal_NoInd]Proposal 6: No need identified to have PDCP level indication on whether the PDCP SDU is compressed by ROHC or Ethernet header compression.
Conclusion
In this contribution, we discuss how Ethernet header compression is performed, and propose the following:
Proposal 1: Only Ethernet II frame (i.e. type interpretation of Length/Type field) is considered for Ethernet header compression.
Proposal 2: EHC header only contains Context ID and format indication (to differentiate between full header and compressed header).
Proposal 3: The length of Context ID field is 15 bits.
Proposal 4: EHC feedback is transmitted via PDCP control PDU.
Proposal 5: EHC is not configured on unidirectional DRB (i.e. DRB associated with one RLC UM entity).
Proposal 6: No need identified to have PDCP level indication on whether the PDCP SDU is compressed by ROHC or Ethernet header compression.
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