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1	Introduction
In RAN2-107bis, the following agreements were reached as part of two e-mail discussions (CSG-aspects (R2-1912843) and SIB1 (R2-1913633)): 

Agreements:
1. no new mechanism is introduced to handle the priority of a frequency layer of a CAG cell on which the UE is camped (beyond what cellReselectionPriority provides in SIB4 and in RRCRelease).
2. the UE can optionally implement an autonomous search function of CAG cells. FFS on the relationship with dedicated priorities. 
3. reserving a PCI range for CAG cells is purely a deployment issue (does not need to be reflected in the spec)
4. the PCI list of CAG cells can optionally be signalled to UEs. FFS on details of the list
5. FFS whether proximity indication in CONNECTED mode is needed
6. no preliminary access check for CAG cells in CONNECTED mode. The Allowed CAG list is provided to the gNB by the AMF. 
7. no new mechanism is introduced to handle the priority of a frequency layer of an SNPN cell on which the UE is camped (beyond what cellReselectionPriority provides in SIB4 and in RRCRelease).
8. There is no autonomous search function of SNPN cells.
9. reserving a PCI range for SNPN cells is purely a deployment issue (does not need to be reflected in the spec)
10. FFS whether PCI range of SNPN cells can optionally be signalled to UEs. 
11. No proximity indication in CONNECTED mode is needed for SNPN.
12. no preliminary access check for SNPN cells in CONNECTED mode.


Agreements:
1. SIB1 of NPN-only cell prevents access attempts by Rel-15 UEs for normal services.
2. SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a SNPN-only cell for emergency services.
3. SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency services (this does not mean that access attempts by Rel-15 UEs for emergency services on CAG-only cell are always not allowed. This is still FFS.The feasibility of allowing emergency services on CAG-only for Rel-15 UEs will be discussed in the email discussion on RRC aspects/SIB1 design)
4. Access attempts by Rel-15 UEs for emergency services on SNPN-only cell are not allowed.
5. In a NPN-only cell, access attempts for normal services by Rel-16 UEs without support for NPN is not allowed.
6. In a SNPN-only cell, access attempts for emergency services by Rel-16 UEs without support for SNPNs is not allowed.
7. For a PLMN+NPN cell, Rel-15 UEs should be able to access PLMNs associated with the cell for normal and/or limited service.
8. A new Rel-16 IE is needed with a role similar to role of cellReservedForOtherUse for Rel-15 UEs (FFS whether this will be PLMN specific)
1. SIB1 allows indication of TAC, RANAC, cellIdentity per SNPN (per PLMN ID + NID). FFS on other IEs. FFS whether Rel-15 IEs or Rel-16 IEs are used for the indication.
2. SIB1 allows indication of TAC, RANAC, cellIdentity for each CAG. FFS on other IEs. The fields are indicated per PLMN-ID. FFS whether Rel-15 IEs or Rel-16 IEs are used for the indication.

Further, the following working assumptions were documented in the meeting report: 

Working assumptions:
1. NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell (the total number of network IDs is still 12)
2. Access attempts by Rel-15 UEs for emergency services on CAG-only cell could be allowed based on operator's preference

In this contribution we will address aspects of SIB1 that still requires to be addressed and that are noted as FFSs in the agreements from last meeting.
[bookmark: _Ref178064866]2	Discussion
2.1 General aspects
The discussion topics below are arranged such that general deployment-independent aspects of NPN is addressed in the section for general aspects (Subsection 2.1) whereas SNPN and cells with CAG ID/PNI-NPN specific aspects are addressed in subsection 2.2 and 2.3 respectively.
2.1.1 Clarification of a cell in sharing scenarios
In e-mail discussions as well as in contributions, statements relate to, e.g., CAG cells and non-CAG cells and SNPN cells and a UEs behaviour in respective cells. In some instances, this seems to refer to “logical cell” as represented by a specific cellIdentity and in some other instances it seems to refer to a more physical representation of a cell, e.g., a cell carrier or “all PLMN’s and their respective cells (if different) that are associated with a single SIB1 broadcast.
We propose use of the term logical cell as being identified within a network / PLMN with a cellIdentity. The logical cell is identified globally by the CGI. To denote the combination of all networks and cellIdentity values that are broadcast by the same SIB1, we propose to use the term physical cell. This will make it clearer what is meant. To only use the word “cell”, in particular in sharing scenarios, is ambiguous.

1. [bookmark: _Toc24062152]RAN2 to discuss whether there is a need for a clarification of the word “cell” in particular in connection to sharing scenario discussions. Consider using “logical cell” and “physical cell” in particular in connection to sharing scenarios. 
2.1.2 Separation into PLMN and NPN lists
As part of the output from last RAN2 meeting, it was stated that NPN information is outside PLMN IdentityInfoList as a new Rel 16 IE.
Working assumptions:
3. NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell (the total number of network IDs is still 12)

We propose to make an NPN-IdentityInfoList in addition to the already existing PLMN-IdentityInfoList. In this list, it should be possible to list both CAG ID’s and thereto associated PLMN’s, or it should be possible to list SNPNs or both SNPNs and CAG ID’s. The design of such a list could follow that of the existing PLMN-IdentityInfoList, with the exception that it also would need to include the NPN identification (NID and/or CAG ID)
1. [bookmark: _Toc24062153]Make a separate NPN-IdentityInfoList and include NPNs in SIB1
In the appended annex, there is a proposal of SIB1 design that, when agreed can be basis for a CR
1. [bookmark: _Toc24062154]Agree on appended SIB1-proposal

2.1.3 A generalized network index
The UE needs to signal the selected network to RAN at connection setup so that RAN can select the correct AMF. In the case of PLMNs, this is done by indicating the index of the selected PLMN from the PLMN list in SIB1 in the RRC setup complete message. The index is not explicitly signaled but is calculated by the UE from the SIB1 broadcast. We expect the same approach can be used for NPNs.
1. [bookmark: _Toc21000326][bookmark: _Toc24062155]The selected NPN is signalled from the UE to the RAN at connection setup by including the index of the selected NPN in the RRC setup complete message.

RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
    registeredAMF                       RegisteredAMF                                   OPTIONAL,
    guami-Type                          ENUMERATED {native, mapped}                     OPTIONAL,
    s-NSSAI-List                        SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
    dedicatedNAS-Message                DedicatedNAS-Message,
    ng-5G-S-TMSI-Value                  CHOICE {
        ng-5G-S-TMSI                        NG-5G-S-TMSI,
        ng-5G-S-TMSI-Part2                  BIT STRING (SIZE (9))
    }                                                                                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                      OPTIONAL
}

Similarly, for unified access control (UAC), the PLMN index is used to signal UAC-specific barring parameters. 

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList        SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList        UAC-BarringPerCatList
    }   OPTIONAL     -- Need S
}

Since there will be two network lists (one including PLMNs and one including NPNs), rules for how to calculate the index in the UE needs to be updated.
The rules should fulfil that it should be possible for the UE to represent selected PLMN or NPN with the index in a complete-message and it should be possible to set UAC barring parameters per PLMN.

The following guiding principles for such rules should be: 
· The method for calculating the index of PLMN-IdentityInfoList shall be the same as described for Release 15.
· The method for calculating the index in the NPN-IdentityInfoList shall be done according to the same principles as that for calculating the index in the PLMN-IdentityInfoList, with the exception of repeated PLMN’s. If the same PLMN ID value apply in the NPN-IdentityInfoList as was present in the PLMN-IdentityInfoList and this PLMN ID value is associated with one or more CAG ID in the NPN-IdentityInfoList, then the index value from the PLMN-IdentityInfoList shall be used when signaling selectedPLMN-Identity also for the NPN-IdentityInfoList. One reason for this handling is to easy associate the UAC-barring parameters for the PLMN also with the cells broadcasting a CAG ID.

The following is an example list to explain the principles of generalized index. (Note, the Index is not explicitly signalled)

[image: ]

Index 1..4 is used for PLMNs in the public PLMN (legacy) list
In the NPN list, PLMN1 is associated with CAG1..3, occurs in the Public PLMN list and according to the rules above, should then get the same index as in the public list.
PLMN6 and CAG4..5 does not have any corresponding entry in the public list and would therefore get an new index. PLMN7 have three NID values. Two of these are coordinated (e.g., NIDs associated to the same Private Enterprise Number) and are allocated the same cellIdentity. They still get two different indexes as it is two different SNPN ID’s.
1. [bookmark: _Toc21000327][bookmark: _Toc24062156]Introduce a generalized network index which spans across all network types. The public list (legacy list) index values are reused if same PLMN occur together with CAG IDs in the NPN list.
2.1.4	Need for cellReservedForOtherUse-R16
In Release 15, the topic of a future CSG-like functionality for NR was brought up and a cellReservedForOtherUse indication was introduced, applicable for all PLMNs/Cells, in any sharing scenario. This indication will be used to reserve cells that are, e.g., SNPN-only cells or CAG-only cells (no Public Network access) and thus, to make all UE’s not allowed to access SNPNs and CAG cells from attempting access. The “otherUse” part works as a reservation of a cell to be an NPN cell (SNPN cell or cell broadcasting a CAG ID). Release 16 NPN-capable UE’s need to ignore the cellReservedForOtherUse (i.e., not treat all the cells in the SIB1 as barred) to detect the NPN identities.
In a similar way, it is proposed to introduce a cellReservedForOtherUse-R16 to allow introduction of new cell types that may only be applicable to Release 17 UE’s or later. In the ongoing email-discussion (107bis#63, PRN) the preference was to make the cellReservedForOtherUse-R16 network specific. We believe that this is not necessary and that, unless there is a very specific future use case for which this parameter will be used, it would be sufficient to introduce in a way similar to that of Release 15, i.e., applicable for all networks/cells in the SIB1 broadcast. If, in the future new types need to be listed, it is feasible to work with list separation and globally applicable parameter. New cell types may then be listed separately from SNPN / CAG cell identities today and it would be enough to include cellReservedForOtherUse-R16 as applicable for the complete SIB1. The effect this parameter would have is that it would prevent NPN-capable UE’s from trying to access cells/networks that are listed in an NPN list.
1. [bookmark: _Toc24062157]Introduce a cellReservedForOtherUse-R16 IE that applies to all NWs/cells in the SIB1.

2.2 SNPN specific aspects
2.2.1 NID Size
With NPN and introduction of the NID, additional information is added to SIB1-broadcast. There was an LS from CT4 to RAN2 #107 inviting RAN groups to comment on the size of the NID (C4-194332/R2-1914178).

CT4 has agreed a NID size is 13 hexadecimal digits (52 bits)
One of the rationales for the size was to allow for a sufficiently large NID code (16 bits). Other proposals had NID codes of 2 hexadecimal digits (e.g., C4-194259) but a comment to this was that 256 NID code values under an IANA-administered Private Enterprise Number (PEN) was too few. 
There is a tradeoff between a large NID and the size of SIB1, in particular as there can be as many as 12 NIDs in a SIB1 transmission. While the limit of SIB1 is 2976 bits when broadcast in licensed spectrum, there is a desire to keep it down to about a third of that for SIB1 in unlicensed. This will be challenging, e.g., in various sharing scenarios. In previous discussions on SIB1 size, Unified Access Control barring parameters have also been brought up, as they may also multiply with number of networks, making it challenging to keep SIB1 small. Thus, in the light of minimizing the SIB-size, in particular for unlicensed, and in the light of that anything that is “per-network” multiplies and adds, we propose to return an LS to CT4, respectfully request them to further minimize the size of the NID if possible.
1. [bookmark: _Toc24062158]Return LS to CT4 requesting that they, in ambition to save space in SIB1 broadcast, to the extent possible minimize the size of the NID, e.g., with reduced NID code or assignment models. In particular, RAN2 can ask CT4 if the number of NID codes under the same PEN need to be 216 (>65000) or if e.g., 28 (256) or 212 (>4000) would be sufficient. Minimization of the NID is particularly important as it multiplies with the number of networks in sharing scenarios.

2.2.2	System Information validity
To enable the UE to re-use stored system information, SIBs in NR (except SIB1, SIB6, SIB7 or SIB8) are associated with a value tag. A stored SIB is considered valid if it was acquired less than 3 hours ago and the value tag matches the value tag provided for that SIB in SIB1. A SIB can additionally be associated with a validity area tag to allow the same SIB to be re-used in more than one cell – in this case the area id must also match the area id in SIB1 for the stored SIB to be considered valid.
When validating the value tag the UE must also check that the PLMN ID and, optionally (depending on if the SIB is cell specific), Cell ID of the stored SIB matches the PLMN ID and Cell ID broadcasted in SIB1. Comparing the PLMN ID is slightly problematic though since there may be multiple PLMN IDs associated with the cell due to RAN sharing. In Rel-15 this was solved by using the first PLMN ID broadcasted in SIB1 for the comparison.
[bookmark: _Hlk20228801]The UE shall:
1>	delete any stored version of a SIB after 3 hours from the moment it was successfully confirmed as valid;
1>	for each stored version of a SIB:
2>	if the areaScope is associated and its value for the stored version of the SIB is the same as the value received in the si-SchedulingInfo for that SIB from the serving cell:
3>	if the first PLMN-Identity included in the PLMN-IdentityInfoList, the systemInformationAreaID and the valueTag that are included in the si-SchedulingInfo for the SIB received from the serving cell are identical to the PLMN-Identity, the systemInformationAreaID and the valueTag associated with the stored version of that SIB:
4>	consider the stored SIB as valid for the cell;
2>	if the areaScope is not present for the stored version of the SIB and the areaScope value is not included in the si-SchedulingInfo for that SIB from the serving cell:
3>	if the first PLMN-Identity in the PLMN-IdentityInfoList, the cellIdentity and valueTag that are included in the si-SchedulingInfo for the SIB received from the serving cell are identical to the PLMN-Identity, the cellIdentity and the valueTag associated with the stored version of that SIB:
4>	consider the stored SIB as valid for the cell;

The fact that the first PLMN ID is used in the SI validation could potentially cause problems for SNPN-only cells. As mentioned in the section 2.3 there are two ways to indicate the PLMN IDs in SIB1:
· If the SNPNs are indicated in the legacy network list, the first PLMN ID may be a PLMN ID reserved for private use (e.g. MCC=999); and  
· If the SNPNs are provided in separate network list, the first PLMN ID may be set to a dummy value. 
In either case the PLMN ID will not be unique and hence there is a risk that the UE wrongly believes a stored SIB is valid. To solve this issue a UE operating in SNPN mode should use the first SNPN ID instead of the first PLMN ID when validating the SI.
1. [bookmark: _Toc21000330][bookmark: _Toc24062159]A UE operating in SNPN mode should verify the first SNPN ID instead of the first PLMN ID when validating stored SI.

2.3 Aspects related to cells broadcasting CAG ID/s
2.3.1	Support for emergency calls from Release 15 UE’s
In RAN2 #107bis, the following agreement was reached: 
3.SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency services (this does not mean that access attempts by Rel-15 UEs for emergency services on CAG-only cell are always not allowed. This is still FFS.The feasibility of allowing emergency services on CAG-only for Rel-15 UEs will be discussed in the email discussion on RRC aspects/SIB1 design)
This led to the following working assumption: 
1. Access attempts by Rel-15 UEs for emergency services on CAG-only cell could be allowed based on operator's preference

A simple and future-proof approach of making it possible to control the emergency support “in” NPN cells is to broadcast a “dummy” PLMN that is never considered a suitable cell by any UE. It would however be considered an acceptable cell.  By setting or not setting the ims-EmergencySupport flag it would be possible for the operator to control the emergency support level for all UEs.
Example SIB1: 
PLMN-list	“PLMN1”
NPN-list	NID1, PLMN2-CAG1, PLMN3-CAG2
PLMN1 is the dummy PLMN in this case. The dummy PLMN cell should not be a suitable cell to any UE but it should be possible to select as acceptable cell for all UE’s in PLMN access mode. 
UE’s that are not capable of NPN will not look in the NPN-list, and thus, it will only find the PLMN1 in the PLMN list. This is the same for both Rel-15 and Rel-16 UE’s that are not capable of NPN. 
UE’s that are capable of NPN will select their respective PLMN-CAG (or PLMN-NID) combination and if no such combination is suitable, it would enter a limited service state. 
There is no difference in handling between a Release 15 and a Release 16 UE not capable of NPN with this solution.
If operator does not want to or need to support emergency calls for other UE’s than their own, a dummy PLMN should be defined and then the cellReservedForOtherUse flag can be set, or alternatively, if the ETWS/CMAS is allowed, the cellReservedforOtherUse flag is not set, but the ims-EmergencySupport is not enabled. 
1. [bookmark: _Toc24062147]The solution for supporting emergency calls for non-NPN UE’s in cells broadcasting a CAG should be based on definition of a dummy PLMN cell. This cell is not suitable to any UE, but it can be an acceptable cell unless reserved.
1. [bookmark: _Toc24062160]An operator can control the emergency call support in NPN cells by 
8. [bookmark: _Toc24062161]definition of a dummy PLMN that is never a suitable cell
8. [bookmark: _Toc24062162]setting of cellReservedForOtherUse (e.g., in SNPN only case) and ims-EmergencySupport (if ETWS/CMAS allowed)

1. [bookmark: _Toc24062163]RAN2 should discuss whether a dummy PLMN code that is never categorized as a suitable cell should be standardized to support the solution options above. (A dummy PLMN is needed in any event, irrespective of the emergency support aspect.)


3	Conclusion
In the previous sections we made the following observations: 
Observation 1	The solution for supporting emergency calls for non-NPN UE’s in cells broadcasting a CAG should be based on definition of a dummy PLMN cell. This cell is not suitable to any UE, but it can be an acceptable cell unless reserved.


Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN2 to discuss whether there is a need for a clarification of the word “cell” in particular in connection to sharing scenario discussions. Consider using “logical cell” and “physical cell” in particular in connection to sharing scenarios.
Proposal 2	Make a separate NPN-IdentityInfoList and include NPNs in SIB1
Proposal 3	Agree on appended SIB1-proposal
Proposal 4	The selected NPN is signalled from the UE to the RAN at connection setup by including the index of the selected NPN in the RRC setup complete message.
Proposal 5	Introduce a generalized network index which spans across all network types. The public list (legacy list) index values are reused if same PLMN occur together with CAG IDs in the NPN list.
Proposal 6	Introduce a cellReservedForOtherUse-R16 IE that applies to all NWs/cells in the SIB1.
Proposal 7	Return LS to CT4 requesting that they, in ambition to save space in SIB1 broadcast, to the extent possible minimize the size of the NID, e.g., with reduced NID code or assignment models. In particular, RAN2 can ask CT4 if the number of NID codes under the same PEN need to be 216 (>65000) or if e.g., 28 (256) or 212 (>4000) would be sufficient. Minimization of the NID is particularly important as it multiplies with the number of networks in sharing scenarios.
Proposal 8	A UE operating in SNPN mode should verify the first SNPN ID instead of the first PLMN ID when validating stored SI.
Proposal 9	An operator can control the emergency call support in NPN cells by
a.	definition of a dummy PLMN that is never a suitable cell
b.	setting of cellReservedForOtherUse (e.g., in SNPN only case) and ims-EmergencySupport (if ETWS/CMAS allowed)
Proposal 10	RAN2 should discuss whether a dummy PLMN code that is never categorized as a suitable cell should be standardized to support the solution options above. (A dummy PLMN is needed in any event, irrespective of the emergency support aspect.)
[bookmark: _In-sequence_SDU_delivery]
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Annex
[bookmark: _Hlk504055217][bookmark: _Hlk504049857][bookmark: _Toc509405757][bookmark: _Toc500942635][bookmark: _Toc524434363]The text proposals below show how to provide the NPNs in SIB1: In the proposal below, the cellAccessRelatedInfo-NPN IE is added to SIB1 which in turn contains an NPN-IdentityInfoList IE with a list of NPN identifiers. The CellAccessRelatedInfo-NPN IE also contains a cellReservedForOtherUse-R16 indication which fills the same purpose as the legacy cellReservedForOtherUse indication but for the NPNs. 

START OF CHANGES
[bookmark: _Toc5285225]–	SIB1
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R

    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R

    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need N

    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
	nonCriticalExtension				SIB1-v16xy-IEs													OPTIONAL

}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

SIB1-v16xy-IEs::=	SEQUENCE {
    cellAccessRelatedInfo-NPN          CellAccessRelatedInfo-NPN 			OPTIONAL,
	nonCriticalExtension				SEQUENCE{}          	    		OPTIONAL 
}


-- TAG-SIB1-STOP
-- ASN1STOP

 (All text below is new text)
[bookmark: _Toc5285259]–	CellAccessRelatedInfo-NPN
The IE CellAccessRelatedInfo-NPN indicates cell access related information for this cell for UEs operating in NPN (SNPN or PNI-NPN using a CAG ID for access control) mode.
CellAccessRelatedInfo-NPN information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-NPN-START

CellAccessRelatedInfo-NPN   ::=      SEQUENCE {
    npn-IdentityList                   NPN-IdentityInfoList,
    cellReservedForOtherUse-R16             ENUMERATED {true}  OPTIONAL,            -- Need R
	...
}

-- TAG-CELLACCESSRELATEDINFO-NPN-STOP
-- ASN1STOP

[bookmark: _Toc5285353]–	NPN-IdentityInfoList
The IE NPN-IdentityInfoList includes a list of NPN identity information.
NPN-IdentityInfoList information element
-- ASN1START
-- TAG-NPN-IDENTITYINFOLIST-START

NPN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF NPN-IdentityInfo

NPN-IdentityInfo ::=                   SEQUENCE {
    npn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF NPN-Identity,
    trackingAreaCode                            TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...
}
-- TAG-NPN-IDENTITYINFOLIST-STOP
-- ASN1STOP

[bookmark: _Toc5285352]–	NPN-Identity
The IE NPN-Identity identifies a Non-Public Network. Further information regarding how to set the IE is specified in TS 23.003 [21].
NPN-Identity information element
-- ASN1START
-- TAG-NPN-IDENTITY-START

NPN-Identity ::=   CHOICE {
	pni-npn		SEQUENCE {
    		plmn-Identity		PLMN-Identity,
    		cag-Identity-List		 SEQUENCE (SIZE (0..maxPLMN)) OF CAG-Identity
	},
	snpn			SEQUENCE {
    		plmn-Identity		PLMN-Identity,
    		nid-List			SEQUENCE (SIZE (0..maxPLMN)) OF NID
	} 
}

CAG-Identity ::=  BIT STRING (TBD)
[bookmark: _GoBack]NID ::= BIT STRING (52)

-- TAG-NPN-IDENTITY-STOP
-- ASN1STOP

END OF CHANGES
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Index PLMN ID NID CAG-List CELL ID

Public List

1PLMN 1 cellIdentity 1

2PLMN 3 cellIdentity 2

3PLMN 4 cellIdentity 3

4PLMN 5 cellIdentity 4

NPN-LIST

1PLMN 1 CAG1, CAG2, CAG3 cellIdentity 5

5PLMN 6 CAG4, CAG5 cellIdentity 6

6PLMN 7 NID1 cellIdentity 7

7, 8PLMN 7 NID2, NID3 cellIdentity 8


image2.emf
 

 

 

Network Identifier

 

 

 

Assignment Model Indication

(Assignment model 0)

 

 

 

 

 

 

 

NID PEN

 

 

 

 

 

 

 

 

 

 

   

 

 

one hexadecimal digit 8 hexadecimal digits  

 

 

NID code

 

 

 

 

 

 

 

 

 

   

 

 

4 hexadecimal digits


Microsoft_Visio_2003-2010_Drawing21.vsd

