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1	Introduction
IAB BH RLF was discussed in RAN2 #107bis [1] and considerable progress was made. From the previous agreements and the email discussion status, we see some remaining open issues regarding BH RLF handling. In this contribution, we provide discussions aiming at closing the remaining open issues. 
2	Discussions
2.1 Closing the FFS from previous agreements
The agreements on BH RLF are listed below, where a few FFS exists and one working assumption that may be confirmed. 
	R2 confirm that when the IAB-node is not configured with DC, it applies for BH RLF handling the same mechanisms and procedures as UE’s RLF handling currently specified in TS 38.331 (including e.g. detection and recovery). FFS on need of additional enhancements.
When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.
The following is agreed as working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16. 
For an IAB-node not configured with DC, it initiates  RRC reestablishment when it receives downstream notification “Recovery Failure”
For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
R2 assumes that RLF notification “recovery failure” would be triggered when RRC reestablishment has failed. FFS whether this need to be specified
BAP layer is used to transmit BH RLF notification(s).
R2 assumes that Upstream BH RLF notification to Donor CU via current F1-AP signalling is supported.



On need of additional enhancements for the case without DC
In the email discussions [2], a few companies propose to leave the door open for further enhancements. 
Considering the following two reasons we propose to just reuse UE’s related procedure, and not to consider any enhancement to this release. 
· First of all for R16 IAB the backhaul RLF happens less frequently than Uu link, which means there is limited motivation to enhancement IAB RLF over Uu mechanism. 
· The potential enhancements according to previous discussions [2] may include mechanism similar to conditional HO, or to have certain restriction to re-establishment procedure so that intra-CU parent IAB node is selected. Although these are also possible directions to investigate, their potential benefits and extra complexity haven’t been well discussed. We do not foresee such discussions, if opened, will converge very quickly. Considering this is already late stage of R16, it is time to conclude RLF detection for BH link in the non-DC case. 
We therefore the have the following proposal.  
[bookmark: OLE_LINK1][bookmark: p1]Proposal 1	RAN2 confirm that no additional enhancements are introduced for BH RLF handling when DC is not configured for the IAB-node. 

On the working assumption of applying fast MCG recovery to IAB
We still have a working assumption to confirm, i.e., “BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16.” 
In the previous discussions [2][3] the main concern is that the fast MCG procedure has not be concluded in a separate WI LTE_NR_DC_CA_enh-Core. In RAN #107bis, the main issues with Fast MCG link Recovery procedure have been concluded and there seems to be no reason why the above working assumption does not work for IAB BH. 
We therefore propose the following.  
[bookmark: OLE_LINK2][bookmark: p2]Proposal 2	RAN2 confirm the following working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16.

On the trigger of RLF notification “recovery failure”
Another open issue is whether we specify the trigger that an IAB-node sends RLF notification “recovery failure”. 
In the previous discussions [2], some companies prefer to leave such trigger up to IAB-node implementation. However, in our view this is not a good way to go. In RAN2 #107bis, the BH RLF handling agreements basically treat “reception of BH RLF notification” the same as “detection of BH RLF”. More specifically the agreements are
· For an IAB-node not configured with DC, it initiates  RRC reestablishment when it receives downstream notification “Recovery Failure”
· For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
Since the RLF detection is clearly specified (as for Uu), in order for a clear IAB-node RLF handling procedure, it is important to specify the trigger of the above notification. Otherwise, we will have two scenarios (one clearly specified and one up to implementation) leading to the same behaviour. This is clearly not a reasonable way to go. 
We therefore have the following proposal. 
[bookmark: OLE_LINK3][bookmark: p3]Proposal 3	It is captured in the specification that RLF notification “recovery failure” is triggered when RRC reestablishment has failed.   

2.2 Format of RLF notification message
It has been agreed what the indication is for failure indication and it is transmitted via BAP layer. The detailed format of the notification message needs to be discussed and decided. 
From procedure point of view BAP layer needs to know the message is for RLF notification, and once this is determined by BAP it delivers this to upper layer (i.e., RRC). 
Although we haven’t decided detailed BAP header format, the following principles seem to be reasonable assumptions. 
· IAB-node is able to determine which BAP packet is for data and which is for control based on BAP header. 
· The RLF notification message is only between the transmitting IAB-node and the receiving IAB-node, and this message needs not forwarding. This means once an IAB-node receives a RLF notification message there is no ambiguity regarding which link this notification applies. 
We therefore have the following proposal. 
[bookmark: p4][bookmark: OLE_LINK4]Proposal 4	The control PDU for BH RLF notification does not contain BAP address or path ID. 
[bookmark: p5]Proposal 5	BAP sub-layer indicates to upper layer that the backhaul RLF indication has been received for the ingress link from which the Control PDU is received. 

3	Summary
Based on the discussions, we have the following proposals for RAN2’s consideration.
Proposal 1	RAN2 confirm that no additional enhancements are introduced for BH RLF handling when DC is not configured for the IAB-node. 
Proposal 2	RAN2 confirm the following working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16.
Proposal 3	It is captured in the specification that RLF notification “recovery failure” is triggered when RRC reestablishment has failed.   
Proposal 4	The control PDU for BH RLF notification does not contain BAP address or path ID. 
Proposal 5	BAP sub-layer indicates to upper layer that the backhaul RLF indication has been received for the ingress link from which the Control PDU is received. 
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