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1	Introduction
This document is being used for the following email discussion agreed during RAN2#107 meeting:
	[107#40][NR/NPN] SIB1 design (Qualcomm)
	Intended outcome: Report to next meeting
	Deadline:  Thursday 2019-10-03 



The questions included in this email discussion are related to basic aspects impacting SIB1 design and are based on papers [2]-[22] in RAN2#107. Other aspects such as the following also impact SIB1, though are perhaps better suited to be discussed later after converging on some of the issues raised in this email discussion:
· Enhancements to SIB1 to include UAC information,
· SIB1 signalling optimizations (e.g., not broadcasting full PLMN-ID).
Agreements from RAN2#107 on NPN, useful excerpts from SA2 LS [1], and some useful excerpts from TS 38.331 (e.g., SIB1) are included in Appendix (Section 7) for ease of reference.
2		SIB1 design objectives
This section focuses on questions aimed at establishing objectives for SIB1 design and the following section discusses how the objectives can be realized. 
Most questions in this section focus on objectives involving preventing access attempts by undesired set of UEs (e.g., preventing Rel-15 UEs from accessing NPNs). Allowing access to desired set of UEs (e.g., allowing access to Rel-16 supporting NPN features on NPNs) is also an important aspect of the design though this could be managed by appropriately defining rules for treating a cell as suitable/acceptable cell.
2.1 NPN-only cell: Access attempts by UEs without NPN support
This section focusses on a NPN-only cell which provides access only to NPNs (SNPNs/CAGs) and in particular does not provide access to a PLMN. 
The focus of this section is mostly (except in Questions 1d and 1e) on whether/how SIB1 design is used to prevent access attempts by UEs without NPN support (i.e., Rel-15 UEs and Rel-16 UEs without NPN support). Note that such prevention of access attempts is specified in TS 23.501 and related TS 23.501 excerpts for SNPN and CAG (from clause 5.30.3.4) are copied below:
	[bookmark: _Toc11137154]5.30.2.2	Broadcast system information
NG-RAN nodes which provide access to SNPNs broadcast the following information:
-	One or multiple PLMN IDs
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
NOTE 1:	It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].
NOTE°2:	The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.
-	Optionally a human-readable network name per NID.
NOTE 3:	The human-readable network name per NID is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].
-	Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks.



	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell (see TS 38.300 [27], TS 38.304 [50]);



2.1.1 Handling access attempts by Rel-15 UEs
Services provided to Rel-15 UEs by a NPN-only cell is going to be limited if any. Questions in this section discuss this.
2.1.1.1 Preventing access attempts by Rel-15 UEs for normal services
Question 1a discusses prevention of access attempts by Rel-15 UEs on NPN-only cell for normal services.
Question 1a: Do you agree that SIB1 design should aim to prevent access attempts by Rel-15 UEs on a NPN-only cell for normal services? If you disagree, please justify.
	Company
	Yes/No
	Comments

	Ericsson
	Yes
	

	Vodafone 
	Yes 
	

	Huawei
	Yes
	

	CATT
	Yes
	

	Qualcomm
	Yes
	

	CMCC
	Yes
	

	OPPO
	Yes 
	

	Intel
	Yes
	

	DOCOMO
	Yes
	

	Samsung
	Yes partially
	The question should not be restricted to SIB1 design but to the Minimum System Information which includes both MIB and SIB1

	SoftBank
	Yes
	

	III
	Yes
	

	Nokia
	Yes
	

	ZTE
	Yes
	

	NEC
	Yes
	

	Sony
	Yes
	

	vivo
	Yes
	



[bookmark: _Hlk20943803]Summary for responses to question 1a: 
· All companies answered yes. 
· One company proposed to consider MIB also as a solution option. Since this section focuses on design objectives (or requirements), it makes sense to not eliminate solutions (MIB in this case). Down-selection of solutions can be carried out in proposals discussed in Section 3.
· Following is a proposal based on views of substantial majority of companies.
Proposal 1a: SIB1/MIB of NPN-only cell prevents access attempts by Rel-15 UEs for normal services.

2.1.1.2 Emergency Services
Questions 1b-1e discuss access attempts by Rel-15 UEs on two types of NPN-only cells for emergency services.
As background, following is from TS 23.501 about emergency services in SNPNs and CAGs: 
· clause 5.30.2.3 of TS 23.501 states the “Emergency services are not supported in SNPN access mode”. 
· clause 5.30.3.5 states that “Emergency Services are supported in CAG cells, for UEs supporting CAG”, though it does not apply to Rel-15 UEs.
Questions 1b and 1c focus on supporting prevention of access attempts for emergency services on a SNPN-only cell (i.e., cell which provides access only to SNPNs) and CAG-only cell (i.e., cell which provides access only to CAGs) respectively. For prevention, note that Rel-15 already allows indicating that IMS emergency calls are not allowed in a cell in limited service mode by using ims-EmergencySupport IE in SIB1.
Question 1b: Do you agree that SIB1 design should support prevention of access attempts by Rel-15 UEs on a SNPN-only cell for emergency services? If yes, can this be realized using Rel-15 approach utilizing ims-EmergencySupport IE? 
	Company
	SIB1 design should support prevention of access attempts by Rel-15 UEs on a SNPN-only cell for emergency services?
Yes/No
	Can be realized using Rel-15 approach utilizing ims-EmergencySupport IE?
Yes/No
	Comments

	Ericsson
	Yes
	Yes
	Using ims-EmergencySupport is one way of achieving but it could also be achieved by using e.g. the cellReservedForOtherUse flag. In general, we prefer to first discuss the requirements and then discuss how to achieve those requirements.

	Vodafone 
	Yes , we should be able to control whether or not Rel15 UEs attempt access 

	As a R15 UE should only camp on a SNPN cell in limited service state, then ‘yes’.
	There will be some SNPN cells  that have emergency call capability and others that do not 

	Huawei
	Yes
	No
	We prefer to use cellReservedForOtherUse to be in line with 1c.

	CATT
	Yes
	No
	Prefer to use cellReservedForOtherUse

	Qualcomm
	Yes
	Yes, though may not be needed
	We may not even need to use ims-EmergencySupport IE if RAN2 agrees to treat SNPN-only cells as barred cells for Rel-15 UEs.

	CMCC
	Yes, as agreed in SA2, emergency services are not supported in SNPN mode
	No 
	[bookmark: OLE_LINK1]Prefer to use cellReservedForOtherUse for this purpose, which is an indicator defined to prevent legacy (Rel-15) UEs from camping on the cell.

	OPPO
	Yes 
	No 
	We prefer to use cellReservedForOtherUse.

	Intel
	Yes (existing Rel-15 SIB1 design)
	- 
	Since it is an NPN only cell, for Rel-15 UE, cellReservedForOtherUse being set to TRUE will bar the Rel-15 UE for accessing SNPN-only cell. 

	DOCOMO
	Yes
	No 
	Prefer to use cellReservedForOtherUse

	Samsung
	Yes as cited clause 5.30.2.3 of TS 23.501 states the “Emergency services are not supported in SNPN access mode”, so access attempt by Rel-15 UEs should be prevented
	
	Agree with Qualcomm view

	SoftBank
	Yes
	No 
	We prefer to use cellReservedForOtherUse.

	III
	Yes
	No
	As cited clause 5.30.2.3 of TS23.501 states that "Emergency services are not supported in SNPN access mode", so access attempt for emergency services by Rel-15 UEs on a SNPN-only cell should be prevented. The "cellReservedForOtherUse" flag can be used to bar Rel-15 UEs.

	Nokia
	Yes
	Yes, but see comment
	If the solution for Q1a is that the cell is barred for Rel-15 UEs then utilizing ims-EmergencySupport IE is not needed

	ZTE
	Yes, and we think that the Rel-16 non-SNPN UE shall also be prevented from the emergency service on a SNPN-only cell. We prefer to keep the same behavior for the Rel-15 and Rel-16 non-SNPN UE.
	Yes
	Agree with Ericsson

	NEC
	Yes
	No
	prefer to use other IE  cellReservedForOtherUse set to true

	Sony
	Yes
	Yes
	Agree with Qualcomm

	vivo
	Yes
	No
	cellReservedForOtherUse flag is a feasible solution to prevent R15 UE camping on SNPN-only cell.



Summary for responses to question 1b: 
· All companies answered yes to first question. 
· Considering answers to the second question and the majority view in answers for question 4a (in favour of treating NPN-only cell as a barred cell based on cellReservedForOtherUse), ims-EmergencySupport IE is not needed to support prevention of access attempts by Rel-15 UEs on a SNPN-only cell for emergency services
· Following is a proposal based on views of substantial majority of companies.
Proposal 1b: SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a SNPN-only cell for emergency services.
Question 1c: Do you agree that SIB1 design should support prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency services? If yes, can this be realized using Rel-15 approach utilizing ims-EmergencySupport IE?  
	Company
	SIB1 design should support prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency service?
Yes/No
	Can be realized using Rel-15 approach utilizing ims-EmergencySupport IE?
Yes/No
	Comments

	Ericsson
	Yes
	No 
	It would be desirable to support emergency access also for Rel-15 UEs but as this is difficult/complex we are fine to bar the Rel-15 UEs. See answer to question 1e.

Using ims-EmergencySupport doesn’t seem possible unless we introduce a new ims-EmergencySupport flag that is read by the CAG UEs.


	Vodafone
	Yes , we should be able to control whether or not Rel15 UEs attempt access for emergency calls

	As a R15 UE should only camp on a CAG cell in limited service state, then ‘yes’.
	There will be some CAG cells  that have emergency call capability and others that do not

	Huawei
	Yes
	No
	For a CAG-only cell, the cellReservedForOtherUse can be set to true. Thus, Rel-15 UE will consider this cell as barred and will not initiate emergency service on a barred cell. No other flag is needed.

	CATT
	Yes
	No
	SA2 only mentioned “Emergency Services are supported in CAG cells, for UEs supporting CAG”. R15 UEs do not support CAG, so R15 UE cannot access to the CAG-only cell for any services. CellReservedForOtherUse can be used to bar R15 UEs.

	Qualcomm
	Yes
	Yes, though may not be needed
	We may not even need to use ims-EmergencySupport IE if RAN2 agrees to treat CAG-only cells as barred cells for Rel-15 UEs.

	CMCC
	Yes
	No
	Prefer to use cellReservedForOtherUse for this purpose, which is an indicator defined to prevent legacy (Rel-15) UEs from camping on the cell.

	OPPO
	Yes 
	No 
	We prefer to use cellReservedForOtherUse.

	Intel
	Yes (existing Rel-15 SIB1 design)
	-
	For a CAG-only cell, the cellReservedForOtherUse will be set to TRUE and Rel-15 UE will be barred from the cell. This Rel-15 mechanism is sufficient to prevent Rel-15 UE from accessing the CAG only cell for emergency services.

	DOCOMO
	Yes
	No 
	We are fine to bar the Rel-15 UE by setting CellReservedForOtherUse to be"true".


	Samsung
	Yes as cited clause 5.30.3.5 states that “Emergency Services are supported in CAG cells, for UEs supporting CAG”, and since it does not apply to Rel-15 UEs, so access attempt by Rel-15 UEs should be prevented
	
	Agree with Qualcomm view

	SoftBank
	Yes
	No
	We prefer to use cellReservedForOtherUse.

	III
	Yes
	No
	As cited clause 5.30.3.5 of TS23.501 states that "Emergency Services are supported in CAG cells, for UEs supporting CAG", though it does not apply to Rel-15 UEs. The access attempt for emergency services by Rel-15 UEs on a CAG-only cell should be prevented. The "cellReservedForOtherUse" flag can be used to bar Rel-15 UEs.

	Nokia
	Yes
	Yes, but see comment
	If the solution for Q1a is that the cell is barred for Rel-15 UEs then utilizing ims-EmergencySupport IE is not needed

	ZTE
	Agree with Vodafone, R16 non-NPN UE can access the CAG-Only cell for the emergency service, we think we shall keep the same behavior for the Rel15 UE

	Agree with Vodafone that“As a R15 UE should only camp on a CAG cell in limited service state, then ‘yes’.”
	As Ericsson comment “It would be desirable to support emergency access also for Rel-15 UEs” and the main concern is about the complexity of SIB1 design. 

However, we find that it would be helpful for SIB1 design if we keep the same behaviour for the Rel15 and Rel-16 non-NPN UE.

In our SIB1 design, there would be legacy PLMN list, SNPN list and CAG list. 
For the Rel15/Rel16 normal UE, it can only focus on the legacy Rel-15 PLMN list. 
For the CAG-only cell, the PLMN in the legacy PLMN list can be set to reserved value, then the Rel15/Rel16 normal UE will try to camp on this cell only in limited service state, and check the ims-EmergencySupport to decide whether emergency service is available.

	NEC
	Yes
	No
	similar to 1b, can use cellReservedForOtherUse set to true for barring Rel-15 UEs

	Sony
	Yes
	Yes
	Same view as Qualcomm

	vivo
	Yes
	No
	SA2 has concluded that Emergency Services are supported in CAG cells for UEs supporting CAG. For R15 UE, it is better to prevent achieving emergency service from a CAG-only cell.



Summary for responses to question 1c: 
· All companies answered yes to first question. 
· Considering answers to the second question and the majority view in answers for question 4a (in favour of treating NPN-only cell as a barred cell based on cellReservedForOtherUse), ims-EmergencySupport IE is not needed to support prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency services. 
· Companies are encouraged to jointly consider this summary and summary for responses to question 1e. 
· Following is a proposal based on views of substantial majority of companies.
Proposal 1c: SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency services.
Unlike Questions 1b and 1c which considered support for prevention of access attempts, following Questions 1d and 1e consider support for allowing of access attempts by Rel-15 UEs for emergency services. Please note that the rest of the sections do not explicitly discuss design required for allowing of such access attempts. So, if your answer is yes for Q1d or Q1e below, please elaborate and describe your views on solution(s). 
Question 1d: Should SIB1 design support allowing access attempts by Rel-15 UEs on a SNPN-only cell for emergency services? Supporting emergency calls in this scenario may need SA2/CT1 input.
	Company
	Yes/No
	Comments

	Ericsson
	No
	There is no requirement to support this. 

	Vodafone
	Yes 


	A private network on an isolated mine may have its own emergency service.  There is a general requirement on any network that provides a voice services to also provide emergency services 

	Huawei
	No
	No requirement.

	CATT
	No
	No requirement from SA2/CT1

	Qualcomm
	No
	We generally prefer to enable as many practically relevant use cases as possible with reasonable complexity.

In this case, a clean solution for a SNPN-only cell may be complex. Also, note that TS 23.501 states that “Emergency services are not supported in SNPN access mode”.

Still, if there is interest in this use case, there is an alternative solution where an SNPN operator interested in offering emergency services uses a PLMN+SNPN cell (i.e., scenario RS1 in SA2 LS S2-1906814) where Rel-15 UEs can use PLMN part to access emergency services and UAC configuration can be used to limit the use of PLMN part only to emergency services. We can consider Rel-15 UEs support for scenario RS1 as design progresses in RAN2.


	CMCC
	No
	According to SA2 conclusion, emergency services are not supported in SNPN mode and it is also noted that voice support with emergency services in SNPN access mode is not specified in this release. Hence, this limitation includes Rel-15 UEs as well from our point of view. If SA2 or CT1 had updated the requirement, we can re-consider it.

	OPPO
	No 
	We didn’t see the requirement since SA2 has agreed that emergency services are not supported in SNPN access mode.

	Intel
	No
	According to SA2, emergency services are not supported for SNPN. 

	DOCOMO
	No
	No requirement from SA2. 

	Samsung
	No
	Agree with others there is no requirement to support this

	SoftBank
	No
	No requirement.

	III
	No
	There is no requirement from SA2/CT1.

	Nokia
	No
	According to 23.501 emergency services are not supported in SNPNs

	ZTE
	No
	For the SNPN network, the emergence service may be supported by R17. However, to keep simplicity, we prefer that the SNPN network can only be accessed by the UE operating in SNPN mode. Thus neither the Rel15 UE nor the Rel-16 non-SNPN UE can access the SNPN-Only cell even for the emergency service.

	NEC
	No
	same as above, no requirement is seen so far.

	Sony
	No
	

	vivo
	No
	SA2 has concluded that emergency services are not supported for SNPN. Based on our understanding, SNPN-only cell does not provide emergency service.



Summary for responses to question 1d: 
· All companies answer no except one. 
· The company answering yes justified stating that isolated private networks (e.g., isolated mine) may have its own emergency service and that there is a general requirement on any network that provides a voice services to also provide emergency services.
· Many companies answering no justified noting that there is no requirement.
· Given majority of companies do not support allowing access attempts by Rel-15 UEs on a SNPN-only cell for emergency services and support proposal 1b, following is proposed (which is a stronger version of proposal 1b).
· Following is a proposal based on views of substantial majority of companies.
Proposal 1d: Access attempts by Rel-15 UEs for emergency services on SNPN-only cell are not allowed.

Question 1e considers access attempts for emergency services on a CAG-only cell providing access to CAG(s) (and is based on a discussion in [20]). The question is relevant in scenarios such as a CAG-only cell providing access to CAG of PLMN1, and network operator (e.g., MNO) uses PLMN1 for subscriptions of Rel-15 UEs in addition to Rel-16 UEs. 
Question 1e: Should SIB1 design support allowing access attempts by Rel-15 UEs on a CAG-only cell for emergency services? Supporting emergency calls in this scenario may need SA2/CT1 input. 
	Company
	Yes/No
	Comments

	Ericsson
	No
	It’s difficult to design SIB1 to allow Rel-15 UE in limited service mode to access the CAG-only cell and at the same time bar Rel-15 UEs in normal service mode.  

	Vodafone
	Yes 


	A private network on an isolated mine may have its own emergency service.  There is a general requirement on any network that provides a voice services to also provide emergency services 

	Huawei
	No
	RAN2 only agreed to allow R16 UEs (regardless of whether the UE supports the CAG feature or not) to camp on CAG cells for emergency service.

	CATT
	No
	SA2 only mentioned “Emergency Services are supported in CAG cells, for UEs supporting CAG”. R15 UEs do not support CAG, so R15 UE cannot access to the CAG-only cell for any services.

	Qualcomm
	No
	Like for the setting in Question 1d, a clean solution for CAG-only cells appears to be complex. 

Still, if there is interest in this use case, there is an alternative solution where CAG operator interested in offering emergency services to Rel-15 UEs can consider using a PLMN+CAG cell (i.e., scenario RS3 in SA2 LS S2-1906814) where Rel-15 UEs can use PLMN part to access emergency services and UAC configuration can be used to limit the use of PLMN part only to emergency services. We can consider Rel-15 UEs support for scenario RS3 as design progresses in RAN2.

	CMCC
	Yes
	According to SA2 conclusion, emergency Services are supported in CAG cells, for UEs supporting CAG. And RAN2 agreed that Rel-16 UEs not supporting the CAG feature can camp on a CAG cell as an acceptable cell to obtain limited service. From technical point of view, Whether the emergency service is supported in a cell is mainly depends on whether the hosting PLMN supports emergency services from technical perspective. Hence, we prefer that emergency Services are supported in CAG cells, even for Rel-15 UEs.

	OPPO
	No 
	Currently, RAN2 only agreed that Rel-16 UEs not supporting the CAG feature can camp on a CAG cell as an acceptable cell to obtain limited service. 

	Intel
	No
	For a CAG-only cell, the cellReservedForOtherUse will be set to TRUE and Rel-15 UE will be barred from the cell and thus emergency service is also not possible.

	DOCOMO
	No
	It would be good to support but share the same view with Ericsson on the difficulty.  

	Samsung
	No
	There is no requirement for Rel-15 UEs to support this

	SoftBank
	No
	No requirement to support Rel-15 UE.

	III
	No
	There is no requirement for Rel-15 UEs.

	Nokia
	No
	SA2's assumption is that this is not supported

	ZTE
	Yes
	As described in 1c, we think we shall keep the same behavior for the Rel-15 and Rel-16 normal UE. Thus both the Rel-15 and the Rel-16 non-CAG UE can access the CAG-only cell for the emergency service. Considering that it may impact the performance of the CAG UEs, it should be possible to control
Emergency accessing by ims-EmergencySupport IE or something like that in SIB1.


	NEC
	No
	No requirement seen and agree with Ericsson 

	Sony
	No
	There is no requirement for Rel-15 UE to support emergency service in CAG cell.



Summary for responses to question 1e: 
· All companies answered no except for three.
· Some companies answering no 
· pointed out that solution is complex even though the objective (ie, allowing access attempts by Rel-15 UEs on a CAG-only cell for emergency services) is desirable.
· note that there is no requirement related to the objective for Rel-15 UEs, and some pointed to SA2’s “Emergency Services are supported in CAG cells, for UEs supporting CAG”.
· Companies answering yes
· ZTE points out (in answers to question 1c, 1e and 4a) that the objective can be realized using an approach which does not use cellReservedForOtherUse for CAG-only cells, and the approach also shares some similarities with alternative involving PLMN+CAG RAN sharing discussed by Qualcomm. ZTE further noted that impact on UEs served by CAG cell can be limited by using ims-EmergencySupport IE.
· CMCC noted that RAN2 went beyond SA2 view (that emergency services are supported in CAG cells, for UEs supporting CAG) when RAN2 agreed that Rel-16 UEs not supporting the CAG feature can camp on CAG cell for limited service, and added that support for emergency service mainly depends on whether the hosting PLMN supports emergency services.
· Vodafone noted that isolated private networks (e.g., isolated mine) may have its own emergency service and that there is a general requirement on any network that provides a voice services to also provide emergency services.
· Following is a proposal based on views of substantial majority of companies.
Proposal 1e: Access attempts by Rel-15 UEs for emergency services on CAG-only cell are not allowed.

2.1.2 Preventing access attempts by Rel-16 UEs without support for NPN
This section focuses on preventing access attempts by Rel-16 UEs without support for NPN. 
Question 2a: In a NPN-only cell, do you agree that Rel-16 UEs without support for NPN should be prevented from access attempts on the cell for normal services? If you disagree, please justify.
	 Company
	Yes/No
	Comments

	Ericsson
	Yes
	

	Vodafone 
	Yes
	

	Huawei
	Yes
	

	CATT
	Yes
	

	Qualcomm
	Yes
	

	CMCC
	Yes
	

	OPPO
	Yes 
	

	Intel
	Yes
	

	DOCOMO
	Yes
	

	Samsung
	Yes
	

	SoftBank
	Yes
	

	III
	Yes
	

	Nokia
	Yes
	

	ZTE
	Yes
	

	NEC
	Yes
	

	Sony
	Yes
	

	vivo
	Yes
	



Summary for responses to question 2a: 
· All companies answered yes.
· Following is a proposal based on views of all companies.
Proposal 2a: In a NPN-only cell, access attempts for normal services by Rel-16 UEs without support for NPN is not allowed.
Next question is a variation of above question considering access attempts for emergency services. It focuses on a SNPN-only cell since RAN2#107 made the following agreement applicable to CAGs.
	(Regarding question E2) Rel-16 UEs not supporting the CAG feature can camp on a CAG cell as an acceptable cell to obtain limited service


Note that clause 5.30.2.3 of TS 23.501 states that “Emergency services are not supported in SNPN access mode”.
Question 2b: In a SNPN-only cell, do you agree that Rel-16 UEs without support for SNPNs should be prevented from access attempts on the cell for emergency services? If you disagree, please justify.
	 Company
	Yes/No
	Comments

	Ericsson
	Yes
	See comment to Question 1d.

	Vodafone
	No
	For a UE supporting voice services, and standalone network configuration, emergency services access should be controllable   

	Huawei
	Yes
	SA2 has concluded that emergency services are not supported for SNPN cells.

	CATT
	Yes
	Emergency services are not supported for SNPN cells from SA2 spec.

	Qualcomm
	Yes
	Similar to answers to Question 1d, an SNPN operator interested in offering emergency services can consider using a PLMN+SNPN cell where Rel-16 UEs can use PLMN part to access emergency services and UAC configuration can be used to limit the use of PLMN part only to emergency services. 


	CMCC
	Yes 
	According to SA2 conclusion, emergency services are not supported in SNPN mode and it is also noted that voice support with emergency services in SNPN access mode is not specified in this release.

	OPPO
	Yes 
	SA2 has agreed that emergency services are not supported in SNPN access mode. 

	Intel
	Yes
	Same comment as Q1d

	DOCOMO
	Yes
	TS 23.501 says “Emergency services are not supported in SNPN access mode.”

	Samsung
	Yes
	Agree with others there is no requirement to support this

	SoftBank
	Yes
	Agree with most of companies above.

	III
	Yes
	As cited clause 5.30.2.3 of TS23.501 states that "Emergency services are not supported in SNPN access mode", so we don’t need to support this.

	Nokia
	Yes
	According to 23.501 emergency services are not supported in SNPNs

	ZTE
	Yes
	Similar to question 1d “For the SNPN network, the emergence service may be supported by R17. However, to keep simplicity, we prefer that the SNPN network can only be accessed by the UE operating in SNPN mode. Thus neither the Rel15 UE nor the Rel-16 non-SNPN UE can access the SNPN-Only cell even for the emergency service.”

	NEC
	Yes
	No requirement for this, either

	Sony
	Yes
	

	vivo
	Yes
	Same comment as Q1d



Summary for responses to question 2b: 
· All companies answered yes except for one.
· Several companies answering yes noted that there is no requirement for this.
· Company answer no stated that for a UE supporting voice services, and standalone network configuration, emergency services access should be controllable   
· Following is a proposal based on views of substantial majority of companies.
Proposal 2b: In a SNPN-only cell, access attempts for emergency services by Rel-16 UEs without support for SNPNs is not allowed.

2.2 PLMN+NPN cells: allowing PLMN access to Rel-15 UEs
This section discusses whether Rel-15 UEs should be able to access PLMN(s) associated with a PLMN+NPN cell, i.e., a cell providing access to PLMN(s) and NPN(s) (either CAG(s) or SNPN(s)). The PLMN(s) may be interested in serving Rel-15 UEs also. Note that SA2 LS [1] focused primarily on Rel-16 UEs and included scenario RS1 involving RAN sharing between a PLMN and an SNPN. It was agreed in RAN2#107 that there is no issue identified to support RS1 for Rel-16 UEs. 

Question 3: For a PLMN+NPN cell, should SIB1 design aim to allow Rel-15 UEs to access PLMNs associated with the cell for normal and/or limited service?

	Company
	Normal service (Yes/No)
	Limited service (Yes/No)
	Comments

	Ericsson
	Yes
	Yes
	

	Vodafone
	Yes
	Yes
	

	Huawei
	Yes
	Yes
	

	CATT
	Yes
	Yes
	

	Qualcomm
	Yes
	Yes
	Rel-15 UEs with subscription to the PLMNs should be able to access the PLMNs. Not allowing it will seriously limit the service the PLMN operator is able to provide to its subscribers via such a shared cell.

	CMCC
	Yes 
	Yes
	

	OPPO
	Yes
	Yes 
	

	Intel
	Yes
	Yes
	

	DOCOMO
	Yes
	Yes
	

	Samsung
	Yes
	Yes
	

	SoftBank
	Yes
	Yes
	

	III
	Yes
	Yes
	

	Nokia
	Yes
	Yes
	

	ZTE
	Yes
	Yes
	

	NEC
	Yes
	Yes
	

	Sony
	Yes
	Yes
	

	vivo
	Yes
	Yes
	


Summary for responses to question 3: 
· All companies answered yes for both normal and limited service
· Following is a proposal based on views of all companies.
Proposal 3: For a PLMN+NPN cell, Rel-15 UEs should be able to access PLMNs associated with the cell for normal and/or limited service.
3	SIB1 design
This section focuses on how SIB1 design can realize objectives from the previous section.
3.1 Preventing access attempts by Rel-15 UEs
The first question of this section focuses on how to prevent access attempts for normal services on a NPN-only cell by Rel-15 UEs while still being able to allow access attempts by certain Rel-16 UEs. Many papers discussed this problem:
· Several papers (e.g., [2], [3], [4], [7], [9], [10], [11], [17], [20]) discussed an option of using cellReservedForOtherUse IE. 
· Papers [7] and [18] discussed the option of using of cellReservedForOperatorUse pointing out its advantages (e.g., that it is PLMN-specific) and disadvantages (e.g., it does not prevent UEs of with Access Identity 11 or 15). 
· Papers [7] and [22] discussed the option of using cellBarred (in MIB), pointing out that this option allows Rel-15 UEs to not attempt access without reading SIB1. 
[7] provides a useful analysis of three options and it is copied below for ease of reference:
	Solution 1: Using the cellBarred indicator
The cellBarred indicator is in the MIB and common for all PLMN indicated in SIB1. 
The advantage of using this indicator is:
· The UE will discover that the cell is barred at reading the MIB and no need to check SIB1.
The disadvantages of using this indicator are:
· As this indicator is in the MIB, it is desired that the new indicator with similar functionality to be introduced in MIB as well. As the size of the MIB is strongly limited, adding a new barring information element for NPNs may prevent essential MIB extensions in the future.
· UEs in SNPN mode will read SIB1 of normal PLMN cells even if this indicator is set to barred, which is a completely different UE behavior regarding to the cellbarred flag.
· If a cell is shared between a PLMN and a SNPN then this solution cannot be used as this indicator is not PLMN specific. (It is set to barred then non-NPN UEs cannot select the cell.)
Solution 2: Using the cellReservedForOperatorUse indicator
The cellReservedForOperatorUse indicator is in the SIB1 and PLMN specific. 
The advantages of using this indicator are: 
· As this indicator is in SIB1, there is no need to modify MIB.
· This solution can be used when a cell is shared between a PLMN and a SNPN, as this indicator is PLMN specific. (If the indicator is set to reserved for the PLMN ID of the SNPN and not set to reserved for the PLMN ID of the PLMN, then non-NPN UEs that selected/registered the PLMN can still select the cell.)
The disadvantages of using this indicator are:
· If a PLMN ID of a PLMN operator is used in the SNPN then UEs of that PLMN with Access Identity 11 or 15 may select the cell in PLMN access mode as well.
Solution 3: Using the cellReservedForOtherUse indicator
The cellReservedForOtherUse indicator is in the SIB1 and common for all PLMNs. 
The advantage of using this indicator is:
· As this indicator is in SIB1, there is no need to modify MIB.
The disadvantages of using this indicator are:
· If a cell is shared between a PLMN and a SNPN then this solution cannot be used as this indicator is not PLMN specific. (It is set to true then non-NPN UEs cannot select the cell.)



Question 4a: In a NPN-only cell, how should SIB1/MIB design prevent access attempts for normal services on the cell by Rel-15 UEs while still being able to allow access attempts by certain Rel-16 UEs? Please indicate preferred option(s) from among the following:
1. Set cellReservedForOtherUse to true in SIB1 for the cell, and specify a new (compared to Rel-15) behaviour for Rel-16 UEs for this setting of cellReservedForOtherUse.
2. [bookmark: _Hlk19084242]Set cellReservedForOperatorUse to reserved in each PLMN-IdentityInfo broadcast in SIB1 by the cell, and specify a new (compared to Rel-15) behaviour for Rel-16 UEs for this setting of cellReservedForOperatorUse.
3. Set cellBarred to barred for the cell (in MIB), and specify a new (compared to Rel-15) behaviour for certain Rel-16 UEs for this setting of cellBarred.
4.  Not needed or others. Please elaborate in comments.
	Company
	Preferred option(s)
	Comments

	Ericsson
	1
	

	Vodafone
	2
	Network sharing needs to be supported and Option 1 cellReservedForOtherUse seems to be applied to all PLMNs sharing the cells. 
Therefore cellReservedForOperatorUse I.E should be used for this application. 

	Huawei
	1
	This is an NPN-only scenario, so Option 1 is workable and simple. 

	CATT
	1
	Simple

	Qualcomm
	1
	Option 1 is a natural choice given cellReservedForOtherUse IE was designed keeping Rel-16 features like NPN in mind.

Options 2 and 3 involves overloading Rel-15 IEs.  cellReservedForOperatorUse. We don’t see any major benefits of using this option over option 1. 

	CMCC
	1
	

	OPPO
	1
	This is the natural way for NPN-only cell to prevent access attempts from R15 UE.

	Intel
	1
	

	DOCOMO
	1
	Simple and it still allows the RS1 in S2-1906814 for Rel.16 UEs.

	Samsung
	3
	For preventing Rel-15 UEs from access attempt on NPN-only cell, the existing bit in the MIB can be reused. It is not desirable for Rel-15 UEs to unnecessarily acquire SIB1 for this purpose and affect the UE power consumption. On one hand we are finding new opportunities for UE power saving in Rel-16 enhancement but when UE power can be saved with existing toolkit we are wondering why this is not explored. Further with Option 3, there is no need for Rel-16 extension of cellReservedForOtherUse IE in SIB1. This saves 1 bit is SIB1 and we should be careful of adding bits to SIB1.

We would like to ask the proponents preferring Option 1, what is added advantage and benefits compared to Option 3 ?

	SoftBank
	1
	Option 1 is simple and natural.
Option 2 doesn’t meet the requirements since it cannot prevent access attempts from the UE with Access Identity 11 and 15. For Option 3, we think if the NW allows to access attempts for particular UEs, cellReservedForOtherUse IE should be used instead of cellBarred IE. 

	III
	1
	Option 1 is a simple way to support this.

	Nokia
	2, but 1 is also acceptable
	Option 2 is preferred as cellReservedForOperatorUse is PLMN specific and thus enables the easy support of network sharing scenarios.

	ZTE
	4
	The NPN-only cell can either be a SNPN only cell or a CAG only cell. With regarding to the setting of the cellReservedForOperatorUse, different handling is quired for the two different types of cells.

For a SNPN only cell, as we responded in Q1d and Q2b, Rel-15 UE and normal Rel-16 UE should not camp on such a cell for normal service or emergency services. In this case, the cellReservedForOperatorUse should be set to “reserved”, Rel-15 UE and Rel-16 normal UE will treat this cell as barred and will not try to camp on.
For a CAG only cell, as we responded in Q1c, we would like to keep the same behavior for Rel-15 UE and Rel-16 normal UE that they are both allowed to camp on a CAG only cell for emergency services. In this way, the cellReservedForOperatorUse should not be set to “reserved” so that the Rel-15 UE and Rel-16 normal UE will not treat it as a barred cell and can still try to camp for emergency services.

In our SIB1 design, there would be legacy PLMN list, SNPN list and CAG list. For the Rel-15/Rel-16 normal UE, it can only focus on the legacy Rel-15 PLMN list. For the CAG-only cell, the PLMN in the legacy PLMN list can be set to reserved value, then the Rel15/Rel16 normal UE will try to camp on this cell only in limited service state, and check the ims-EmergencySupport to decide whether emergency service is available.


	NEC
	1
	Since the cell is the NPN-only use, this option is the simplest way.

	Sony
	1 or 3
	We think that this question also relates to another email discussion on CSG and if there is no PCI range reserved or similar for UE power saving then we prefer solution 3. Otherwise, if a PCI range or blacklist/whitelist is used to ignore not the allowed NPN cells then we are fine with option 1. RAN2 should avoid unnecessary reading of SIB1 for not allowed UEs.

	vivo
	1
	This is a simple and feasible way.



Summary for responses to question 4a: 
· A substantial majority of the companies support option 1 (using cellReservedForOtherUse).
· Companies supporting option 2 (using cellReservedForOperatorUse) point out that it enables easier network sharing.
· Companies supporting option 3 (using cellBarred) point out that it reduces SIB1 reading and has lesser UE power consumption. 
· ZTE supports use of a reserved value of PLMN-ID for CAG-only cells highlighting that this allows providing of emergency services to Rel-15 UEs in CAG-only cells if desired.
· Following is a proposal based on views of substantial majority of companies.
Proposal 4a: In a NPN-only cell, cellReservedForOtherUse can be set to true to prevent access attempts for normal services on the cell by Rel-15 UEs. Rel-16 UEs can attempt access on a cell with cellReservedForOtherUse set to true under certain conditions, and the conditions are FFS.

[7] points out that if RAN2 decides to use a Rel-15 IE (i.e., options 1, 2 or 3) to address the question in Q4a, a new Rel-16 IE should be defined to perform the role of the used Rel-15 IE. For instance, if RAN2 agrees to use cellReservedForOtherUse to prevent Rel-15 UEs from accessing the cell while allowing access by Rel-16 UEs, a new Rel-16 IE could be introduced to allow preventing Rel-16 UEs from access a cell. This could be useful if certain cells within an NPN need to be reserved in Rel-16 in a manner similar to cells within a PLMN being reserved in Rel-15, e.g. to enable new functionalities in later releases that are not applicable to Rel-16 UEs.

Question 4b: If RAN2 decides to use a Rel-15 IE to address issues in Question 4a (i.e., options 1, 2 or 3), is there need for a new Rel-16 IE (applicable to Rel-16 UEs) to perform the role of the used Rel-15 IE? Please indicate a preferred option from the following:
1. Yes,
2. No,
3. Others (e.g., FFS).

	Company
	Preferred option
	Comments

	Ericsson
	Yes
	We understand the question to mean whether we need to introduce a “cellReservedForOtherUse-rel16” flag (or similar IE depending on what option we choose in Question 4a). Since the Rel-16 UEs ignores/overrides the old flag we should consider replacing it with a new one for future extensibility.  

	Vodafone 
	Yes 
	A new IE for Rel16 UEs should be developed to bar Release 16 UEs from  accessing the private/closed cell that they are not a member of, we suggest something like : 
cellReservedForOperatorUse_rel16

	Huawei
	Yes
	If the R15 cellReservedForOtherUse is employed for NPN access control purposes, then a new field is needed to indicate whether the cell is reserved for other use or not.

	CATT
	Yes
	Since in Q4a we agree specify a new (compared to Rel-15) behaviour for Rel-16 UEs for this setting of cellReservedForOtherUse, it’s nature to introduce a new cellReservedForOtherUse IE to bar all R16 UEs like what we do for R15 UEs.

	Qualcomm
	Yes
	If cellReservedForOtherUse is used, we recommend that any replacement should be PLMN-specific (instead of being applicable to all PLMNs like in the case of Rel-15 IE cellReservedForOtherUse).

	CMCC
	Yes
	It is preferred that a Rel-16 UEs have different interpretion on the indication from the Rel-15 UE. 

	OPPO
	Yes 
	If cellReservedForOtherUse for R15 is used, a new one for R16 is required to allow access attempts for R16 UEs.

	Intel
	Yes 
	Agree with Ericsson.

	DOCOMO
	Yes
	We agree that if cellReservedForOtherUse is used to prevent Rel-15 UEs from accessing the cell while allowing access by Rel-16 UEs, a new Rel-16 IE should be introduced to allow preventing Rel-16 UEs from access a cell.

	Samsung
	No
	As commented in 4a, if cellBarred indicator in the MIB is used, then Rel-16 UEs NPN/CAG UEs will override while Rel-16 UEs not supporting NPN/CAG will follow existing behaviour. 

If it is desired that Rel-16 NPN/CAG UEs the access to the cell is prevented then the existing cellReservedForOtherUse is reused and there is no need to introduce the Rel-16 extension

	SoftBank
	Yes
	Assuming Rel-16 UEs may ignore the existing cellReservedForOtherUse IE, new Rel-16 IE should be introduced per PLMN.

	III
	Yes
	If RAN2 agrees to use a Rel-15 IE for barring Rel-16 UEs, a new IE should be introduced.

	Nokia
	Yes
	Agree with Ericsson; no functionality should be lost for Rel-16 UEs

	ZTE
	Yes only if RAN2 decides to use a Rel-15 IE to address issues in Question 4a.
	Agree with Ericsson.

	NEC
	Yes
	We do not see any specific use for the new IE now, but this is for future proof.

	Sony
	Yes
	If cellReservedForOtherUse is used then a new IE will be required

	vivo
	Yes
	Agreed with CMCC



Summary for responses to question 4b: 
· All companies answered yes except for one.
· Companies answering yes noted that new IE can help play a role for Rel-16 UEs that is similar to role of cellReservedForOtherUse for Rel-15 UEs, and can be useful in future releases.
· Company answering no points out that no new IE is needed if option 3 in question 4a is used.
· Some companies argued that the replacement for cellReservedForOtherUse should be per-PLMN.
· Following is a proposal based on views of substantial majority of companies.
Proposal 4b: A new Rel-16 IE is needed with a role similar to role of cellReservedForOtherUse for Rel-15 UEs.

3.2 Broadcasting NPN information in SIB1
This section focuses on how NPN information (i.e., information like identifiers related to NPN) is broadcast in SIB1.

In RAN2#107, following agreements were made regarding broadcasted NPN information:
The SNPNs (identified by PLMN ID + NID) are broadcasted in SIB1, 
FFS whether this is achieved by extending the legacy network list or by introducing a new SNPN specific network list or both.

The PNI-NPNs (identified by PLMN ID + CAG ID) are broadcasted in SIB1
FFS whether this is achieved by extending the legacy network list or by introducing a new PNI-NPN specific network list or both

The above agreements mention options of including NPN information inside and/or outside “legacy network list” (i.e., PLMN-IdentityInfoList). This section is an attempt to downselect from the options.

Question 5a discusses how NPN information is broadcast in a NPN-only cell and Question 5b considers the same in a PLMN+NPN cell. Question 5a, Question 5b and Question 4a are inter-related as they deal with similar objectives like preventing access attempts by Rel-15 UEs on NPNs and ensuring that only Rel-16 Ues with appropriate upper layer configuration (comprising subscription for SNPN, or Allowed CAG list) can access the cell.

Option 1 for Question 5a involves placing NPN information outside PLMN-IdentityInfoList ([2], [3], [9] discuss this option). An additional consideration for Question 5a (considering NPN-only cell) is that Rel-15 backwards compatibility requires that each broadcasted PLMN-IdentityInfo includes at least one PLMN-Identity. PLMN-IdentityInfo is specified in TS 38.331 as shown below this paragraph, where note that each cell has to broadcast at least one PLMN-IdentityInfo IE including at least one PLMN-Identity. Companies supporting option 1 are encouraged to share their views on how this backwards-compatibility issue can be addressed. This for instance could be addressed by broadcasting dummy/reserved/invalid PLMN ID (e.g. using MCC = 999) in PLMN-IdentityInfo IE as discussed in [4], [9].
	PLMN-IdentityInfoList information element
-- ASN1START
-- TAG-PLMN-IDENTITYINFOLIST-START

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                       SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                        TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                   RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                            CellIdentity,
    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved},
    ...
}
-- TAG-PLMN-IDENTITYINFOLIST-STOP
-- ASN1STOP



Option 2 below was suggested in papers like [6] and involves adding NIDs and CAG identifiers to PLMN-IdentityInfoList, by extending PLMN-IdentityInfo with NIDs and CAG Identifiers.

Question 5a: In a NPN-only cell, how should NPN information be included in SIB1 while ensuring that only Rel-16 Ues with appropriate upper layer configuration can access the cell? Note that Rel-15 backwards compatibility requires that each broadcasted PLMN-IdentityInfo includes at least one PLMN-Identity. Also, note that this question is related to questions 4a and 5b. Please indicate preferred options from the following list:
1. NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE. 
2. NPN information is inside a Rel-16 extension to PLMN-IdentityInfo. 
3. Others (please elaborate in comments)
	Company
	Preferred option(s)
	Comments

	Ericsson
	1
	

	Vodafone
	2
	Network Sharing needs to be supported

	Huawei
	2
	Option 2 is simpler and can reduce overhead in SIB1. Question 5a and 5b can be considered jointly.
a) For NPN-only cases, cellReservedForOtherUse can be set to true to prevent the access from unintended users. (As an alternative, it is also feasible to set the cellReservedForOperatorUse of each PLMN to true.) 
b) For PLMN+NPN cases, cellReservedForOperatorUse is workable because it is PLMN-specific. Even though Ues with Access Identities 11 or 15 can still access the cell, this scenario is rather uncommon and we don’t see a problem of allowing access attempts of high priority Ues. If most companies have concern on the Access Identities 11/15 issue, we suggest to differentiate the NPN-only case and PLMN+NPN case, i.e. NPN-only case uses the list inside PLMN list and PLMN+NPN case uses the list outside PLMN list. The NPN information (whether inside or outside) is optional, and some signalling overhead can be saved at least for NPN-only scenarios.

	CATT
	2
	We think this option can reduce overhead in SIB1.

	Qualcomm
	1
	Note that option 1 does not preclude any type of network sharing. In particular, following are supported:
· NPN-only cell: Rel-16 Ues can ignore contents of PLMN-IdentityInfoList if cellReservedForOperatorUse is true.
· PLMN+NPN cell: Rel-15 Ues do not read the NPN information as it is in a Rel-16 IE.

As Huawei and CATT noted, option 1 has extra overhead in NPN-only cells. In particular, it requires broadcasting PLMN-IdentityInfoList (including at least one PLMN-Identity, cellIdentity                            and cellReservedForOperatorUse) in NPN-only cells which UE is supposed to ignore. 

While option 2 also works, we prefer option 1 since 
· option 2 requires overriding Rel-15 IE cellReservedForOperatorUse with a clear use,
· and option 1 does have limitations for Ues with Access Identities 11 or 15.

We are also okay with using different solutions for NPN-only case and PLMN+NPN case ([20]), though we prefer option 1 as it is relatively simpler.

	CMCC
	1
	From my point of view, separate PLMN list for Rel-16 can support to limit the access to NPN-only cell in a simple way. 

	OPPO
	2
	For NPN-only cell, we prefer option 2 since option 1 requires extra overhead for SIB1.

	Intel
	1
	We should keep the existing PLMN-IdentityInfoList purely for the PLMN case. PNI-NPN and SNPN should have a separate list.  

As on the overhead in SIB1, we have kept it to 12 ‘mixed network’ within cell and thus we do not see it as a big issue.

	DOCOMO
	2
	Option 2 is preferred to reduce the SIB1 overhead.

	Samsung
	2
	We do have concerns on the SIB1 overhead which we had expressed on the floor discussion when the agreement was made at RAN2#107. Rel-16 onwards new functionalities start getting added on top of Rel-15 SIB1 framework, so it is quite obvious new information will start getting introduced in SIB1. If companies prefer a clean option 1 then we would suggest RAN2 to reconsider the agreement from RAN2#107.

	SoftBank
	
	No strong opinion.

	III
	2
	In a NPN-only cell, NPN information is applicable to Rel-16 UEs. Option 2 can be used to support network sharing scenario and can require lower overhead.

	Nokia
	Option 1 in case of option 1 or 3 of Q4a
Option 2 in case of option 2 of Q4a
	In case of option 1 and 3 dummy values (e.g. MCC=999) should be advertised in the legacy list as those values will never be used

	ZTE
	1
	In our SIB1 design, the whole structure would be as follows:

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList              		 PLMN-IdentityInfoList,
	cellReservedForOtherUse        		 ENUMERATED {true}  OPTIONAL,     -- Need R		 
	privateNetwork-InfoList       		 PrivateNetwork-InfoList     optional
	...
}

PrivateNetwork-InfoList ::=         SEQUENCE (SIZE (1..maxPLMN)) OF PrivateNetwork-Info
PrivateNetwork-Info ::=             SEQUENCE {
	cellInfo CHOICE{
		cellInformaiton                  CellInformation,
		plmn-Index                   	 INTEGER (1..maxPLMN)//Set to the PLMN index in the plmn-IdentityList with the same cell information (TAC/RANAC/cellIdentity) 
  },
	snpn-InfoList                    SEQUENCE (SIZE (1..maxSNPN)) OF SNPN-Info, -- Cond SNPN
	cag-InfoList                     SEQUENCE (SIZE (1..maxCAG)) OF CAG-Info -- Cond CAG
...
}

CellInformation::=         SEQUENCE {
	trackingAreaCode                  TrackingAreaCode         OPTIONAL,       -- Need R
    ranac                             RAN-AreaCode             OPTIONAL,       -- Need R
    cellIdentity                      CellIdentity,             
	cellReservedForOperatorUse        ENUMERATED {reserved, notReserved}
...
}

snpn-IdentityInfoList 	SEQUENCE (SIZE (1..maxNPN)) OF SNPN-IdentityInfo, -- Cond SNPN
cag-IdentityInfoList  	SEQUENCE (SIZE (1..maxNPN)) OF CAG-IdentityInfo, -- Cond CAG

SNPN-IdentityInfo ::=	SEQUENCE {   
	plmn-Identity  PLMN-Identity, 
	snpn-IDInfoList   SEQUENCE (SIZE (1..maxNPN))OF SNPNInfo
}

CAG-IdentityInfo ::=  SEQUENCE {   
	plmn-Identity    PLMN-Identity,
	cag-IDInfoList   SEQUENCE (SIZE (1..maxNPN))OF CAGInfo,
}


SNPNInfo ::=      SEQUENCE {   
		snpn-ID       SNPN-ID
}
CAGInfo ::=    SEQUENCE {   
		cag-ID      CAG-ID
}

For a SNPN only cell, the cellReservedForOtherUse should be set to “reserved” so that Rel-15 UE and non-SNPN Rel-16 UE will not camp either for normal service or emergency service. One reserved PLMN ID will be filled in the plmn-IdentityList as it is mandatory present. Rel-16 SNPN UE will check the PLMN ID+SNPN ID  the PrivateNetwork-InfoList to see whether this cell is a suitable cell or not.
For a CAG only cell, the cellReservedForOtherUse should not be set to “reserved” so that Rel-15 UE and non-CAG Rel-16 UE will not be barred and still have the chance to camp for emergency service. Similarly, one reserved PLMN ID will be filled in the plmn-IdentityList as it is mandatory present. Rel-15 UE and non-CAG Rel-16 UE is aware that this is a CAG only cell after seeing the reserved PLMN ID and will then check the ims-EmergencySupport to decide whether emergency service is available or not. Rel-16 CAG UE UE will check the PLMN ID+CAG ID  the PrivateNetwork-InfoList to see whether this cell is a suitable cell or not.
For a PLMN+NPN cell, there would be plmn-IdentityList and privateNetwork-InfoList (including SNPN list or CAG list or both). The cellInfo structure is introduced to reduce the signalling overhead when the same cell information (TAC/RANAC/cellIdentity) is duplicated in PLMN/SNPN/CAG.
cellInfo CHOICE{
		cellInformaiton                  CellInformation,
		plmn-Index                   	 INTEGER (1..maxPLMN)//Set to the PLMN index in the plmn-IdentityList with the same cell information (TAC/RANAC/cellIdentity) 
  },


	NEC
	2
	Our preference is option 2 to keep the SIB1 size smaller, while we are open for further discussion for option 1 with Intel comments, i.e. to keep totally up to 12 mixed network in a cell.

	Sony
	Slightly prefer option 1
	We slightly prefer option 1

	vivo
	2
	 Option 2 has less overhead than Option 1.



Summary for responses to question 5a: 
· No option received support from a substantial majority of companies (10 support option 2, 7 support option 1).
· Companies supporting option 2 (NPN information is inside a Rel-16 extension to PLMN-IdentityInfo) noted the following:
· Option 2 has lesser overhead
· Option 2 is more suitable for network sharing
· Option 2 is simpler
· Companies supporting option 1 (NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE) noted the following:
· Option 1 ensures that PLMN-IdentityInfoList is used only for PLMNs
· Option 1 is simple
· Option 1’s overhead increase is not substantial or can be reduced 
· Option 1 does not require overriding of cellReservedForOperatorUse IE which has a Rel-15 use
· Option 1 does not have limitations related to UEs with access identities 11 or 15.
· Some companies also supported using option 2 for NPN-only cell and option 1 for PLMN+NPN cell  noting that it inherits benefits of options 1 and 2 though it adds complexity. One company expressed this view in answer to question 5b also.
· A proposal for down-selection based on responses to questions 5a and 5b is given below.
Proposal 5: Down-select from the following options:
1. NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell. 
2. NPN information is inside a Rel-16 extension to PLMN-IdentityInfo for NPN-only cell and PLMN+NPN cell. 
3. NPN information is inside a Rel-16 extension to PLMN-IdentityInfo for NPN-only cell and NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for PLMN+NPN cell. 


Question 5b: In a PLMN+NPN cell, how should NPN information be included in SIB1 while ensuring that Rel-15 Ues and Rel-16 Ues can access PLMNs associated with the cell and NPNs associated with the cell can only be accessed by Rel-16 Ues with appropriate upper layer configuration (for normal and/or emergency services)? Note that question is also related to questions 4a and 5a. Please indicate preferred options from the following list:
1. Same answer as for question 5a.
2. Different answer from that for question 5a. Please elaborate.
3. Others (please elaborate in comments)
	Company
	Preferred option(s)
	Comments

	Ericsson
	1
	

	Vodafone 
	1 
	Network Sharing needs to be supported

	Huawei
	1
	See Question 5a.

	CATT
	1
	

	Qualcomm
	1
	

	CMCC
	1
	

	OPPO
	2
	For PLMN+NPN cell, option 1(NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE) is preferred. If NPN information is inside the PLMN-IdentityInfoList, cellReservedForOperatorUse will be used since it is PLMN specific, which may lead UE with access Identity 11 or 15 select the cell as well.

	Intel
	1
	By having separate lists for PLMNs, SNPNs and PNI-NPNs in a cell, it allows the different kind of Ues to access the cell

In a PLMN + NPN cell” the legacy Rel-15 Ues should be able access the PLMN. The PLMNs that Rel-15 Ues are allowed to access should be included in the existing PLMN list. SNPNs and PNI-NPNs should be included in a separate lists such that the PLMN code associated to the SNPN/PNI-NPN is not visible to the Rel-15 Ues. Rel-16 Ues would be able to access the cell using SNPNs and PNI-NPNs from the new list or by PLMNs in the legacy list.

	DOCOMO
	1
	

	Samsung
	1
	

	SoftBank
	
	No strong opinion.

	III
	1
	

	Nokia
	1
	

	ZTE
	1
	

	NEC
	1
	

	Sony
	1
	

	vivo
	1
	



Summary for responses to question 5b: 
· All companies except for one prefer to use same option for NPN-only cell and PLMN+NPN cell.
· A proposal based on responses to questions 5a and 5b is given below question 5a.
3.3 Preventing access attempts for normal service by Rel-16 Ues without support for NPN
In this section, we discuss support for prevention of access attempts on a NPN-only cell for normal services by Rel-16 Ues without support for NPN.
One option to realize this is by appropriately specifying (Rel-16) rules for determining if a cell is suitable cell (e.g., see [16], [21]). For instance, the rules can be defined in such a way that a Rel-16 UE with empty Allowed CAG list and not in SNPN mode never finds an NPN-only cell to be suitable. It can also be realized using same method as that used for preventing access attempts for normal services by Rel-15 UEs which was discussed in Question 4a (see [7] for a discussion).
Question 6: In a NPN-only cell, can Rel-16 rules for determining suitable cells be used to prevent access attempts for normal services to the cell by Rel-16 UEs without support for NPN, while still being able to allow access for Rel-16 UEs with support for NPN? If not, please describe preferred alternative.
	Company
	Yes/No
	Comments

	Ericsson
	Yes
	For rel-16 UEs we are not bound by backwards compatibility so we can define the cell suitability criterion in whatever way we want.

	Vodafone 
	Yes
	Assume this covers both the cases Rel16 UEs not supporting NPN and Rel16 UEs supporting NPN but not a member of that private network  

	Huawei
	Yes
	The rule needs to be further discussed. At least the NPN ID needs to be matched. 

	CATT
	Yes
	The details can be discussed further.

	Qualcomm
	Yes
	

	CMCC
	Yes 
	

	OPPO
	Yes 
	

	Intel
	Yes
	The existing Rel-15 suitability criteria can be extended to ensure appropriate suitability criteria is added for Rel-16 UE accessing NPN only cell.

	DOCOMO
	Yes
	

	Samsung
	Yes
	This needs further discussion on how the cell suitability criteria is defined for Rel-16 UEs

	SoftBank
	Yes
	

	III
	Yes
	

	Nokia
	Yes
	

	ZTE
	Yes
	

	NEC
	Yes
	

	Sony
	Yes
	

	vivo
	Yes
	



Summary for responses to question 6: 
· All companies answered yes. 
· Some companies pointed out that details need more discussion.
· Following is a proposal based on views of all companies.
Proposal 6: In a NPN-only cell, Rel-16 rules for determining suitable cells are used to prevent access attempts for normal services to the cell by Rel-16 UEs without support for NPN. Details of the rules FFS.

4 Other issues
Following questions deal with issues which may be easier to discuss after converging on questions in previous sections and may also need input from RAN3/SA2. Anyway, some papers discussed related issues ([4]) and it may be worth starting this discussion.

Next two questions explore what fields should be broadcast for each SNPN/CAG. Note that RAN2 has already made the following agreements and following questions are about additional fields: 
The SNPNs (identified by PLMN ID + NID) are broadcasted in SIB1, 

The PNI-NPNs (identified by PLMN ID + CAG ID) are broadcasted in SIB1

Question 7a: For each SNPN, which of the following fields should be included in SIB1 in addition to PLMN-ID and NID? Companies may indicate yes/no in columns corresponding to the fields.
	Company
	FFS. Need further progress in RAN3 /SA2
	TAC
	RANAC
	cellIdentity                            
	cellReservedForOperatorUse              
	Others 
	Comments

	Ericsson
	
	Yes
	Yes
	Yes
	Yes
	
	

	Vodafone
	
	Yes
	Yes
	Yes
	Yes
	
	

	Huawei
	
	Yes
	Yes
	Yes
	Yes
	
	Currently, the TAC is unique within one PLMN-ID (it is the same with RANAC and cell ID). The rule should be maintained for SNPN. Since SNPN has its own PLMN, so TAC, RANAC and cell ID are actually SNPN specific.

	CATT
	
	Yes
	Yes
	Yes
	Yes
	
	

	Qualcomm
	
	Yes
	Yes
	Yes
	Yes
	
	It will be good to check these with SA2 and RAN3 (e.g., for views on whether multiple TACs  can be allowed in a SNPN).

	CMCC
	
	Yes
	Yes
	Yes
	Yes
	
	

	OPPO
	
	Yes
	Yes
	Yes
	Yes
	
	

	Intel
	
	Yes
	Yes
	Yes
	Yes
	
	

	DOCOMO
	
	Yes
	Yes
	Yes
	Yes
	
	

	Samsung
	
	??
	??
	??
	??
	
	The question is not clear to us. These field are already present in SIB1. Is the question that Rel-16 extension of the field additionally included in SIB1 ?

	SoftBank
	
	Yes
	Yes
	Yes
	Yes
	
	

	III
	
	Yes
	Yes
	Yes
	Yes
	
	

	Nokia
	
	Yes
	Yes
	Yes
	Yes
	
	

	ZTE
	
	Yes
	Yes
	Yes
	Yes
	
	

	NEC
	
	Yes
	Yes
	Yes
	Yes?
	
	For cellReservedFrOperatorUse, not sure how to use this, but probably for testing?

	Sony
	
	Yes
	Yes
	Yes
	Yes
	
	

	vivo
	
	Yes
	Yes
	Yes
	Yes
	
	



Summary of responses to question 7a: 
· All but two companies supported inclusion of the fields TAC, RANAC, cellIdentity and cellReservedForOperatorUse in SIB1. 
· Huawei noted it is preferable that TAC is unique within one PLMN-ID.
· Qualcomm noted that collect views on SA2 and RAN3 about the outcome of this proposal.
· Samsung wanted clarity on whether the fields are broadcast using Rel-15 IEs or using new Rel-16 IEs.
· NEC pointed out that use of cellReservedFrOperatorUse is not clear.
Proposal 7a: SIB1 allows indication of TAC, RANAC, cellIdentity and cellReservedForOperatorUse for each SNPN. FFS whether Rel-15 IEs or Rel-16 IEs are used for the indication.

Question 7b: For each CAG, which of the following fields should be included in SIB1 in addition to PLMN-ID and CAG-ID? Companies may indicate yes/no in columns corresponding to the fields.
	Company
	FFS. Need further progress in RAN3 /SA2
	TAC
	RANAC
	cellIdentity                            
	cellReservedForOperatorUse              
	Others 
	Comments

	Ericsson
	
	Yes
	Yes
	Yes
	Yes
	
	

	Vodafone 
	
	Yes
	Yes
	Yes
	Yes
	
	

	Huawei
	
	Yes
	Yes
	Yes
	Yes
	
	As stated in 7a, TAC/RANAC/cell ID are needed but they should be configured per PLMN, not per CAG ID.

	CATT
	
	Yes
	Yes
	Yes
	Yes
	
	

	Qualcomm
	
	Yes
	Yes
	Yes
	Yes
	
	

	CMCC
	
	Yes
	Yes
	Yes
	Yes
	
	

	OPPO
	
	Yes
	Yes
	Yes
	Yes
	
	

	Intel
	
	Yes
	Yes
	Yes
	Yes
	
	

	DOCOMO
	
	Yes
	Yes
	Yes
	Yes
	
	

	Samsung
	
	??
	??
	??
	??
	
	The question is not clear to us. These field are already present in SIB1. Is the question that Rel-16 extension of the field additionally included in SIB1 ?

	SoftBank
	
	Yes
	Yes
	Yes
	Yes
	
	

	III
	
	Yes
	Yes
	Yes
	Yes
	
	

	Nokia
	
	No
	No
	No
	No
	
	Our view is that CAG cells are part of the PLMN and there is no need to have CAG ID specific IDs for the CAG cells. (Per PLMN ID configuration should be still possible as in Rel-15.)

	ZTE
	
	Yes
	Yes
	Yes
	Yes
	
	

	NEC
	
	Yes
	Yes
	Yes
	Yes
	
	

	Sony
	
	Yes
	Yes
	Yes
	Yes
	
	

	vivo
	
	Yes
	Yes
	Yes
	Yes
	
	



[bookmark: _Hlk19076815]Summary of responses to question 7b: 
· All but two companies supported inclusion of the fields TAC, RANAC, cellIdentity and cellReservedForOperatorUse in SIB1. 
· Huawei and Nokia noted the fields should be configured per PLMN-ID and not per CAG-ID
· Samsung wanted clarity on whether fields are broadcast using Rel-15 IEs or using new Rel-16 IEs.
Proposal 7b: SIB1 allows indication of TAC, RANAC, cellIdentity and cellReservedForOperatorUse for each CAG. FFS whether the fields are indicated per PLMN-ID or per CAG ID. FFS whether Rel-15 IEs or Rel-16 IEs are used for the indication. 
Companies may use the next table to raise any issues that were not adequately addressed in the previous questions. Please restrict any raised issued to ones that impact SIB1 design, and also try to focus on basic issues.
	Issue #
	Company
	Issue 
	Comments

	1
	Samsung
	With respect to Q4a, we would like to understand the UE behaviour i.e. for Rel-15 UEs, Rel-16 UEs not supporting NPN/CAG functionality and Rel-16 UEs supporting NPN/CAG functionality if the selected solution is a) Option 1 and if the selected solution is Option 3
	As proponents of Option 3 we can explain as follows.
The NPN only cell set the cellBarred bit in MIB as barred then:
1. Rel-15 UEs are prevented access from the NPN only cell  Meets the requirement in Q1a, Q1b, Q1c, Q1d and Q1e to which almost everyone agrees on the requirement
2. Rel-16 UEs not supporting NPN/CAG functionality are prevented access from the NPN only cell  Meets the requirement in Q2a and Q2b to which almost agrees on the requirement
3. Rel-16 UEs supporting NPN/CAG functionality should be allowed access to the NPN only cell  The cellbarred bit is over riden

To meet the requirement in Q3 for Rel-15 UEs to allow access on the PLMN+NPN cell the cellbarred bit in MIB is set to notbarred .

Based on above UE behaviour it is clear that Rel-15 UEs and Rel-16 UEs not supporting NPN/CAG functionality do not have acquire and decode SIB1 to prevent access on NPN only cell, thus saving UE power.

Since Rel-16 UEs supporting NPN/CAG functionality override the MIB bit but it is desired that some NPN/CAG UEs should be prevented from accessing the cell. This can be achieved without introducing any new extension but based on how the new suitability criteria is defined for which almost everyone agrees in Q6.

Samsung would request the rapporteur to attempt to build clear common understanding on the options on the table, the pros and cons analysis. We suggest to keep this issue open for floor discussion if there is no common understanding on the UE behaviour.

	2
	Samsung
	If NPN only cells are deployed on the entire frequency layer then we would like to understand how Option 1 works for barring the entire frequency for Rel-15 UEs, Rel-16 UEs not supporting NPN/CAG functionality
	For Option 3 the existing UE behaviour in TS 38.304 applies with the usage of IFRI bit in MIB.

For Option 1 there is no way that Rel-15 UEs can be bar the entire frequency. For Rel-16 UEs not supporting NPN/CAG functionality either new information in SIB1 or changes to TS 38.304 need to be introduced.

	3
	ZTE
	Emergency service support or not
	Whether the UE operating in the SNPN mode can access the normal PLMN or CAG for the emergency service shall also be clarified in RAN2.

We think the SNPN mode UE can only access the SNPN network for emergency service (R17) as described in 23.501 “When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.”




Rapporteur’s views: It is hard to develop proposals based on the issues above given that only one company has commented on each issue. Companies are encouraged to evaluate the issues discussed above.

5	Report
[bookmark: _Hlk6406644]To be completed after email discussion deadlineBelow is a list of proposals based on input collected during the email discussion.
Proposal 1a: SIB1/MIB of NPN-only cell prevents access attempts by Rel-15 UEs for normal services.
Proposal 1b: SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a SNPN-only cell for emergency services.
Proposal 1c: SIB1/MIB supports prevention of access attempts by Rel-15 UEs on a CAG-only cell for emergency services.
Proposal 1d: Access attempts by Rel-15 UEs for emergency services on SNPN-only cell are not allowed.
Proposal 1e: Access attempts by Rel-15 UEs for emergency services on CAG-only cell are not allowed.
Proposal 2a: In a NPN-only cell, access attempts for normal services by Rel-16 UEs without support for NPN is not allowed.
Proposal 2b: In a SNPN-only cell, access attempts for emergency services by Rel-16 UEs without support for SNPNs is not allowed.
Proposal 3: For a PLMN+NPN cell, Rel-15 UEs should be able to access PLMNs associated with the cell for normal and/or limited service.

Proposal 4a: In a NPN-only cell, cellReservedForOtherUse can be set to true to prevent access attempts for normal services on the cell by Rel-15 UEs. Rel-16 UEs can attempt access on a cell with cellReservedForOtherUse set to true under certain conditions, and the conditions are FFS.
Proposal 4b: A new Rel-16 IE is needed with a role similar to role of cellReservedForOtherUse for Rel-15 UEs.
Proposal 5: Down-select from the following options:
1. NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for NPN-only cell and PLMN+NPN cell. 
2. NPN information is inside a Rel-16 extension to PLMN-IdentityInfo for NPN-only cell and PLMN+NPN cell. 
3. NPN information is inside a Rel-16 extension to PLMN-IdentityInfo for NPN-only cell and NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE for PLMN+NPN cell. 

Proposal 6: In a NPN-only cell, Rel-16 rules for determining suitable cells are used to prevent access attempts for normal services to the cell by Rel-16 UEs without support for NPN. Details of the rules FFS.

Proposal 7a: SIB1 allows indication of TAC, RANAC, cellIdentity and cellReservedForOperatorUse for each SNPN. FFS whether Rel-15 IEs or Rel-16 IEs are used for the indication.
Proposal 7b: SIB1 allows indication of TAC, RANAC, cellIdentity and cellReservedForOperatorUse for each CAG. FFS whether the fields are indicated per PLMN-ID or per CAG ID. FFS whether Rel-15 IEs or Rel-16 IEs are used for the indication. 
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7	Appendix 
7.1 Agreements from RAN2#107
Agreements
1	The SNPNs (identified by PLMN ID + NID) are broadcasted in SIB1, 
FFS whether this is achieved by extending the legacy network list or by introducing a new SNPN specific network list or both.
2	The size and format of the NID will not be discussed in RAN2 (we will be informed by other groups)
3	Up to 12 different SNPNs can be broadcasted in a cell.
4	If “mixed” network sharing is allowed (i.e. a cell can contain both PLMNs and NPNs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12.
5	If HRNN are broadcast then the HRNN should a be broadcasted in a separate SIB (i.e. different from SIB1).
6	SNPN selection functions similar to normal PLMN selection: AS reports the found SNPNs (identified by PLMN ID + NID) to NAS which selects the network. In case of manual selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
7	Once the UE has selected an SNPN, cell selection/re-selection is only performed within the SNPN, i.e. a cell is only considered suitable if the broadcasted SNPN identifier matches the selected SNPN.


Agreements
1	The PNI-NPNs (identified by PLMN ID + CAG ID) are broadcasted in SIB1
FFS whether this is achieved by extending the legacy network list or by introducing a new PNI-NPN specific network list or both
2	The size and format of the CAG ID will not be discussed in RAN2 (we will be informed by other groups)
3	Up to 12 different PNI-NPNs can be broadcasted in a cell.
4	If HRNN are broadcast then the HRNN should a be broadcasted in a separate SIB (i.e. different from SIB1).
5	Network selection is triggered by NAS whereby AS reports the available PNI-NPNs (identified by PLMN ID + CAG ID) to NAS which selects the network to use. In case of manual network selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
6	The Allowed CAG list and “CAG only” indication received from upper layers are taken into account in the cell suitability check during cell selection/re-reselection.


Agreements
1	There is no issue identified to support E1 for Rel-16 UEs. 
2	(Regarding question E2) Rel-16 UEs not supporting the CAG feature can camp on a CAG cell as an acceptable cell to obtain limited service 
3	There is no issue identified to support RS1 for Rel-16 UEs
4	RS2 and RS3 can be supported from RAN2 point of view

Excerpt from SA2 LS S2-1906814 [1] describing scenarios E1-E2 and RS1-RS3 mentioned in the above agreements are copied below:
	SA2 discussed support of the following features for Rel-16 UEs:

1.	Support for Emergency services in CAG cells.
2.	RAN sharing between PLMNs and Non-Public Networks, including both Standalone NPNs (SNPNs) and Public Network Integrated Non-Public Networks (PNI-NPNs).

Regarding Emergency service in CAG cells:

E1:	SA2 concluded that the UE should be allowed to camp for Emergency services for the case where UE supports the CAG feature, but is not authorized for any of the advertised CAG IDs.
E2:	SA2 could not conclude whether Rel-16 UEs not supporting the CAG feature should be allowed to camp in a CAG cell in limited service state. There is no SA2 consensus to support this scenario.

Regarding RAN sharing:

RS1:	SA2 concluded that the system architecture should support RAN sharing between a PLMN and an SNPN. This feature should be applicable to Rel-16 UEs that do not support the SNPN feature.
RS2:	SA2 discussed support for RAN sharing between a PNI-NPN (with CAG) and an SNPN. This feature would be applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both. However, concerns were raised about the additional complexity in the access stratum to support this scenario. 
RS3:	SA2 could not conclude whether the system architecture should support RAN sharing between a PLMN and a PNI-NPN with CAG i.e. RAN sharing in a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2. There is no SA2 consensus to support this scenario.




7.2 Useful excerpts from TS 38.331, v15.6.0
	MIB
-- ASN1START
-- TAG-MIB-START

MIB ::=                             SEQUENCE {
    systemFrameNumber                   BIT STRING (SIZE (6)),
    subCarrierSpacingCommon             ENUMERATED {scs15or60, scs30or120},
    ssb-SubcarrierOffset                INTEGER (0..15),
    dmrs-TypeA-Position                 ENUMERATED {pos2, pos3},
    pdcch-ConfigSIB1                    PDCCH-ConfigSIB1,
    cellBarred                          ENUMERATED {barred, notBarred},
    intraFreqReselection                ENUMERATED {allowed, notAllowed},
    spare                               BIT STRING (SIZE (1))
}

-- TAG-MIB-STOP
-- ASN1STOP



	SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R

    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R

    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need N

    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                                      OPTIONAL
}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

-- TAG-SIB1-STOP
-- ASN1STOP



	CellAccessRelatedInfo information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-START

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...
}

-- TAG-CELLACCESSRELATEDINFO-STOP
-- ASN1STOP



	PLMN-IdentityInfoList information element
-- ASN1START
-- TAG-PLMN-IDENTITYINFOLIST-START

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                       SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                        TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                   RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                            CellIdentity,
    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved},
    ...
}
-- TAG-PLMN-IDENTITYINFOLIST-STOP
-- ASN1STOP







