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In the RAN2 #105 meeting [1], several agreements were reached regarding RLF in IAB networks:
	· R2 assumes there is a RLF notification at BH Link RLF, at least to downstream node(s)
· Alternate Routes and/or Dual Connectivity (if agreed) could be utilised at recovery at a failure of a BH link.
· Current UE RLF detection and recovery is reused as baseline
· FFS whether other indications are needed, e.g. when link has recovered, or when recovery is in progress



Furthermore, RAN2 is discussing a fast MCG link recovery mechanism the DC/CA enhancements topic, and following agreements were achieved in RAN2#105bis [2]. This topic was further progressed in RAN2#106 and RAN2#107.
	Agreements for MCG fast recovery:
0	MCG fast recovery targets all MRDC architecture options
1:	When MCG failure occurs, UE follows SCG failure-like procedure:
i.	UE does not trigger RRC connection re-establishment. 
ii.	UE triggers an MCG failure procedure in which a failure information message is transmitted to the network via SCG.
2: 	MCG fast recovery targets the following use cases MCG leg RLF
FFS: Other uses cases. Can consider in future whether the mechanism can be also be applied in the case of other MCG failures. 
3	MCG fast recovery can only be triggered after AS security has been activated and the SRB2 and at least one DRB have been setup 
4	MCG failure indication should include:
i.	Available measurement results of MCG
ii.	MCG link failure cause
iii.	Available measurement results of SCG
iv.	Available measurement results of non-serving cells
5: 	For MCG failure indication, new RRC message in introduced, e.g. MCGFailureInformation.
6: 	SCG leg of the split SRB1 can be used for MCG fast recovery. 
FFS: If configured, SRB3 can be used for MCG fast recovery. Priority is to complete the solution based on split SRB1
7:	New SRB is not introduced for MCG fast recovery.



In this paper, we will provide further discussion on backhaul RLF recovery procedures and RLF notifications for IAB.
Discussion
2.1 RLF Recovery procedure for IAB nodes
As discussed in the introduction section, RAN2 previously agreed that the IAB node MT should reuse the existing UE RLF detection and recovery mechanisms as baseline. This means that in the case of IAB node multi-connectivity, if the IAB node experiences RLF for the SCG, it can report the SCG failure information via the MCG link. On the other hand, as mentioned in the introduction, RAN2 is also discussing mechanisms to extend this approach to achieve fast MCG link recovery, as well. Assuming that the DC/CA enhancements topic will standardize mechanisms for fast MCG link recovery in Rel. 16, we see no reason why fast MCG link recovery could not also be used for RLF recovery of an IAB node. Therefore, we have the following proposal:
Proposal 1: The fast MCG link recovery mechanism being defined by RAN2 in the DC/CA enhancements topic should also apply to a dual-connected IAB node experiencing RLF of the MCG link. Whether any enhancements specific to IAB dual-connectivity are needed is FFS.
As in the case of a regular UE, if the MT of IAB node experiences RLF, and the IAB node is not configured for dual-connectivity, then the MT should initiate RRC re-establishment procedure. The IAB node MT should first perform cell selection in order to find and select a suitable cell. In the case of IAB, a cell may be suitable from purely an RF perspective, however this does not guarantee that it is necessarily suitable from a network topology perspective. For example, the IAB node MT may select a cell of one of its child IAB nodes or a descendant node. In the case of a tree IAB network topology, it would not make much sense for the IAB node experiencing RLF to attempt an RRC re-establishment via a descendent node, as all of these nodes have no other path towards the IAB donor (as illustrated in Figure 1 below). In Figure 1 we can observe that IAB node 2 can provide a valid routing path for IAB node 1 back to the IAB donor. However, neither IAB node 3 or 4 could provide such a valid routing path, and hence would not be suitable targets for RLF recovery of IAB node 1.  
IAB node1 should not attempt re-establishment via descendant node (e.g. IAB node3) in tree topology
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Figure 1. RLF recovery in tree topology

However, if the child node (or a descendent node) has dual-connectivity, then it may be perfectly acceptable to select and attempt RRC re-establishment via a cell of this node (as illustrated in Figure 2). In Figure 2, IAB nodes 3 & 4 are descendants of IAB node 1 in the current topology (before the RLF). However, as IAB node 4 is dual connected via IAB node 2 as well as IAB node 3, IAB node 4 could provide a valid routing path from IAB node 1 back to the IAB donor (via IAB node 2). Hence, IAB node 1 may attempt RLF recovery via either IAB node 2 or IAB node 4.
re-establishment of IAB node1 via non-descendent node (IAB node2) is viable
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Figure 2. RLF recovery with dual-connectivity (DAG topology)

Which cells would be acceptable candidates for cell selection in the case of an IAB node could vary based on the specifics of the IAB network topology and deployment. It would be difficult to enumerate all possible scenarios that may arise and capture these in the standard. Alternatively, as the operator is aware of the topology of their IAB network, it seems reasonable for the network to configure an IAB node MT so as to constrain the set of cells it should consider as candidates for RRC re-establishment following a RLF. This could be achieved via appropriate signaling to the IAB node, during or after IAB node integration.
Proposal 2: An IAB node MT can be configured by the network with a set of cells it should consider as candidates for RLF recovery.
[bookmark: _GoBack]2.2 BH RLF notification
As indicated in the introduction, RAN2 has previously agreed that an IAB node should transmit a RLF notification to indicate BH Link RLF, at least towards downstream nodes. In RAN2#106, an e-mail discussion was agreed on IAB BH RLF [106#43] in order to pave the way for further on-line agreements [3]. In this section, we will try to highlight some key points regarding this discussion.
One question addressed in the discussion was: When should an IAB node send a notification of RLF? In other words, what does a RLF notification actually indicate to another node that receives it? Another point of discussion was: What action (if any) should the node that receives a RLF indication take in response to the reception of a RLF indication from another node? 
In the e-mail discussion [106#43] a majority of companies believed that the RLF indication should signify that the node transmitting the notification had experienced a RLF, tried to recover from the RLF, and the recovery had failed. Furthermore, a majority of companies believed that the node receiving a RLF indication should then initiate a BH RLF recovery procedure itself. This approach seems reasonable, as the key point of the RLF indication is to tell a child node that the parent IAB node has lost its connectivity to the network, and hence the child should no longer attempt to route traffic via this parent node. If the child node has dual connectivity via another parent node, it may simply route traffic via the alternative route [4] and send a ‘failure information message’ to the donor-CU to inform it of the RLF. On the other hand, if child node was not dual connected, reception of the RLF indication from its parent node should trigger a cell selection and RRC re-establishment. 
Observation: The key point of the RLF indication is to tell a child node that the parent IAB node has lost its connectivity to the network, and hence the child should no longer attempt to route traffic via this parent node.
Proposal 3: Upon reception of a BH RLF notification from a parent node, an IAB node should trigger a RLF and perform the appropriate RLF recovery procedure (e.g. RRC re-establishment, or fast link recovery procedure in the case of IAB dual-connectivity).
Another point discussed in the e-mail discussion on IAB BH RLF [106#43] was: Which protocol layer should convey the RLF notification? Both BAP and MAC were considered as possible candidates, with opinions roughly split on this question. In general, both BAP and MAC are possible candidates for BH RLF indication. However, as agreed in the SI phase, the BAP layer is above RLC in the IAB protocol stack. Whereas, a RLF would impact all BH RLC channels transported over the BH link. If the BAP layer is used to transmit the BH RLF indication to child nodes, should the RLF indication be duplicated across all BH RLC channels? Or should a specific BH RLC channel convey the RLF indication to a child node? Furthermore, some companies have indicated that the RLF indication need not be restricted to only child IAB nodes but could also be transmitted to Rel. 16 UEs as well. However, a UE would not implement the BAP layer. Hence, it seems simpler and more appropriate that the RLF indication should be transmitted to child nodes using the MAC layer.
Proposal 4: the BH RLF notification should be conveyed to child nodes using the MAC layer.
Conclusion
In this paper, we further discussed backhaul RLF recovery procedures and RLF notifications for IAB. We have the following observations and proposals:
Observation: The key point of the RLF indication is to tell a child node that the parent IAB node has lost its connectivity to the network, and hence the child should no longer attempt to route traffic via this parent node.
Proposal 1: The fast MCG link recovery mechanism being defined by RAN2 in the DC/CA enhancements topic should also apply to a dual-connected IAB node experiencing RLF of the MCG link. Whether any enhancements specific to IAB dual-connectivity are needed is FFS.
Proposal 2: An IAB node MT can be configured by the network with a set of cells it should consider as candidates for RLF recovery.
Proposal 3: Upon reception of a BH RLF notification from a parent node, an IAB node should trigger a RLF and perform the appropriate RLF recovery procedure (e.g. RRC re-establishment, or fast link recovery procedure in the case of IAB dual-connectivity)
Proposal 4: the BH RLF notification should be conveyed to child nodes using the MAC layer.
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