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1
Introduction
In RAN2#107 meeting, following was agreed regarding DAPS:

Agreements

Reconfirm the following understanding on DAPS

1
For DAPS DL transmission/reception operation:

•
The source eNB and the target eNB perform header compression, ciphering and add PDCP header separately;

•
UE performs deciphering and header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order.

2
single UL new PUSCH data transmission as baseline and UE switches UL data transmission (new and unacknowledged PDCP SDUs) to target gNB upon reception of the first UL grant for data transmission from the target gNB after RA procedure towards the target gNB is successfully completed.

3 As described in single UL new data transmission solution: For the DL data transmission, the UE continues to provide HARQ ACK/NACK, other CSI kind of feedback, ARQ ACK/NACK to the source eNB before release of the source cell connection.

FFS whether UL HARQ retransmissions continue

FFS whether RoHC feedback is needed

4     We do not restrict UP specifications without clear reason (e.g. BSR, PHR, etc.)

Following agreements were made for general UL handling:

Agreements

1 UE shall be able to send UL PUSCH user plane data to source eNB until the point when the message including RRC Connection Reconfiguration Complete has been successfully transmitted to target eNB.

2 Rel-15 PDCP duplication via DC (from HRLLC WID) is not supported in combination with DAPS during HO.

3
For UL transmission operation during DAPS based HO.  

•
UE maintains PDCP SN for UL PDCP PDUs in the common SN allocation function throughout the HO procedure; 

•
Performs header compression and ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target eNB); 

•
Adds PDCP header and submits the PDCP date PDU to the lower layers associated to the destination of the PDU (source or target eNB); 

•
FFS on whether security and ROHC are modelled as separate functions or not.
In this contribution, we will discuss the handling of PDCP details for DAPS.
2
Discussion
Compared with legacy HO, DAPS involves two security keys/configurations for source cell and target cell. Because the UE could differentiate the data packets from/to which cell, there is no security confusion about the security keys/configurations. Thus, UE could maintain the source and target security keys/configurations at the same time. 

Observation 1: There is no security confusion about the security keys/configurations from UE aspect.
In RAN2#105bis meeting, it is agreed that a single PDCP entity is modelled at UE side. For the UL data transmission, both ROHC and security functions are needed for source and target cell. At RAN2#107 meeting, whether security and ROHC are modelled as separate functions or not is FFS. We think there is no problem for UE to differentiate the packets from/to source and target cell, so it is better for the single PDCP entity to be modelled as separate security/ROHC functions.
Proposal 1: For the single PDCP entity, separate security/ROHC functions exist for source and target cell.
During RUDI HO with DAPS, UE will switch to target cell as long as the UL grant from target cell for data transmission. However, the source cell does not know the exact time when UE switch to target for UL data transmission. Thus, source cell does not know when to stop the UL scheduling and send the ‘SN status transfer’ for UL data to the target cell. In our opinion, the target cell needs to send indication to the source cell when UE accesses successfully. Upon receiving the indication from the target cell, the source cell stops UL scheduling. PDCP SDUs received in-sequence are sent to the SGW/UPF from the source cell. PDCP SDUs which are out-of-order are sent to the target cell. Then the target cell performs UL PDCP retransmission for out-of-order PDCP SDUs.
Proposal 2: Send LS to RAN3 to discuss whether the target cell needs to send indication to the source cell when UE performs UL switch.
Since there is no simultaneous data transmission in UL, the reordering function of PDCP is used in DL data transmission at UE side. In-order PDCP PDU is needed for header decompression and PDCP layer needs to deliver in-order SDU to upper layer.  In LTE, PDCP reordering is performed after header decompression since RLM could ensure in-order PDCP PDU delivery to PDCP layer. However, only PDCP layer has the reordering function in NR, one solution is to introduce two reordering functions in PDCP, one locates before header decompression the other one ensures in-order delivery after header decompression. That solution will increase the complexity of specification. We prefer to reuse current PDCP reordering function, which is performed after header decompression, and left to UE implementation to realize the in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer.
Proposal 3: Both for LTE and NR, the PDCP entity performs header decompression before PDCP reordering.
3
Conclusions
In this paper, we discuss the details of PDCP for DAPS and have following observations and proposals: 
Observation 1: There is no security confusion about the security keys/configurations from UE aspect.
Proposal 2: For the single PDCP entity, separate security/ROHC functions exist for source and target cell.
Proposal 2: Send LS to RAN3 to discuss whether the target cell needs to send indication to the source cell when UE performs UL switch.
Proposal 3: Both for LTE and NR, the PDCP entity performs header decompression before PDCP reordering.
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