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1 Introduction

In the RAN2#105 meeting, it was agreed that
Agreements on V2X unicast:
1: PC5-RRC is used to exchange UE capability and AS-layer configuration at least.

2: PC5-RRC based UE capability transfer procedure is triggered during or after PC5-S signalling for direct link setup. Further details can be discussed in WI stage.

3: PC5-RRC based UE capability transfer can be done in either one-way or two-way manner. Further details can be discussed in WI stage.

4: Further details on which UE to send out its own capability information can be discussed in WI stage.

5: PC5-RRC based AS-layer configuration procedure is triggered during or after PC5-S signalling for direct link setup. Further details can be discussed in WI stage.

6: PC5-RRC based AS-layer configuration can be done in a two-way manner. Further details can be discussed in WI stage.

7: Further details on which UE to send out PC5-RRC based AS-layer configuration can be discussed in WI stage.
In RAN2#105bis, the following is agreed

Agreements on PC5-RRC message exchange: 
1: 
PC5-RRC connection is needed to establish SL UE context. Synchronization of SL UE context between two UEs is supported by the concept of PC5-RRC connection.


- Need for PC5-RRC state is FFS.


> Option 1: Define PC5-RRC state for unicast operation.



> Option 2: Refer to PC5-S state for unicast operation

- SL UE context may include at least SL UE capability of the destination UE.


> FFS whether AS configuration information can be also stored in SL UE context.

- UE context is per destination UE.



> It is considered that UE may store UE capability of the destination UE for a newly 


coming service between UEs in unicast.


> It may depend on SA2 discussion related to layer-2 ID allocation. RAN2 will come 


back if there is a problem based on SA2 progress.

- FFS whether explicit PC5-RRC connection establishment procedure is needed or not.
2: 
Security aspect comes back after SA3 progress (if there is any issue/problem).

Agreements on PC5-RRC signalling flow: 
1: 
Separate RRC messages are defined capability transfer and for AS-layer configuration. FFS on whether the two messages can be transmitted together in the same MAC PDU.

2:
Set the following 2a, 2b and 2c as RAN2 working assumption:

2a:
Do not encapsulate PC5-S message related to link setup into PC5-RRC message for AS-layer configuration.

2b:
PC5-RRC message for AS-layer configuration is not to be sent unprotected, so is not to be sent together with PC5-S messages like Direct Communication Request.

2c:
Do not encapsulate PC5-S message related to link setup into PC5-RRC message for capability information.
In RAN2#106, it was agreed that

Agreements on PC5-RRC: 
1: 
Need bi-directional procedure for capability transfer procedure for bi-directional SL traffic.

2:
Working assumption: both bi-directional one-way procedure and two-way procedure for capability transfer are allowed. FFS on how to support in details.

3:
Need bi-directional procedure for AS-layer configuration procedure for bi-directional SL traffic.

4:
Apply the two-way procedure to bi-directional AS-layer configuration, but no need for figure in RRC specification correspondingly.

5:
Need to handle failure case for AS-layer configuration. Explicit failure message is used as baseline. Timer-based solution is also needed on top of explicit failure message.

In this contribution, we discuss the left issues on PC5-RRC for unicast SL.
2 Discussion
2.1 Issue-1: RLF handling

2.1.1 AS recovery after T310 expiry
For Uu interface, when RLF happens, the UE would try to 

1. L1 recovery: Recover AS on the same node first, which is performed at AS layer via Qin metric

2. L2 recovery: Recover AS on other node, which is performed at AS layer via RRC re-establishment procedure; 

3. L3 recovery: Release AS connection and recover NAS, i.e., start from setup once again. 
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Figure 1 3-step recovery in LTE

Firstly, it is obvious that only step 1 and step 3 are meaningful for sidelink, i.e., it is not motivated to adopt step 2 of RRC re-establishment like procedure since 

· The Uu re-establishment procedure helps the newly establishment node to acquire the UE context from the old node, but it is not needed for sidelink since the UE can never recover on a UE other than the peer UE of the unicast service.

· The Uu re-establishment procedure is also used to reconfigure the SRB1 and security parameter, but is not needed for sidelink either, considering sidelink may not have a differentiation between SRB0 and SRB1, and PC5-S rekeying procedure already exists.

Observation 1 L2 RRC re-establishment procedure is used for recovery at another network node, SRB1 and security reconfiguration, which is however not needed for sidelink.

In other words, since the AS recovery would always for the same peer UE, even if a recovery procedure is utilized, it does nothing more than just allowing the two UEs to continue the unicast service – for which no new RRC message is needed. In other words, it is more like a false alarm of RLF, and one can just rely on step-1 above, i.e., adjusting the RLF detection metric to avoid such false alarm issue, resource reselection and etc.
Observation 2 False alarm RLF can be avoided by L1 recovery procedure, instead of relying on L2 recovery procedure.

Therefore, only L1 recovery and L3 recovery are needed, i.e., firstly recover at the same node via PHY layer, and then if step-1 fails, release the connection. For the latter one, one can rely on the upper layer, i.e., PC5-S layer, to perform the direct link release operation, via PC5-S signalling.

Proposal 1 RAN2 not pursue AS-layer recovery after T310-like timer expiry.
2.1.2 UL report to network
For the motivation of UL report:

· If it is for SL link recovery, it is obviously not reasonable, i.e., two faraway UEs cannot be close to each other again due to network reconfiguration;

· Or if it is for SL related resource clear-up, it is reasonable to avoid resource waste;

Therefore, there is no need for a subsequent DL signalling, since the RLF cannot be recovered by network configuration, and thus no need to wait for a permission from network.

Observation 3 UL report on sidelink RLF is motivated to allow network to clear-up SL-related resources.
In this case, one has two choice for the UL report, either sidelinkUEInformation or FailureInformation. Considering SUI report is anyway needed because the destination index is to be update based on the SUI report, the report via FailureInformation is thus redundant.

AS-layer context release can be triggered

· Either by PC5-S layer via pro-active disconnect. In this case, the AS-layer handling is after command from PC5-S layer;

· Or by AS-layer, e.g., RLF, AS-configuration failure;

In both cases above, UL report is needed for network to be aware of the link release.
Proposal 2 RRC_CONNECTED UE reports disconnected unicast link to network using SidelinkUEInformation. RAN2 not purse SL RLF report via FailureInformation message.
2.2 Issue-2: PC5-RRC link establishment / release procedure
One left issue for PC5-RRC is the need of additional link establishment / release procedure


- FFS whether explicit PC5-RRC connection establishment procedure is needed or not.
2.2.1 PC5-RRC link establishment

According to the WA as follows

1: 
Separate RRC messages are defined capability transfer and for AS-layer configuration. FFS on whether the two messages can be transmitted together in the same MAC PDU.

Considering the main content of the “PC5-RRC link establishment”, if there is any, is used to carry the capability information, there is no need for such RRC message if there is no PC5-S message encapsulation, and the procedure for capability is already there.

Proposal 3 No need for PC5-RRC link establishment procedure in addition to PC5-RRC capability transfer procedure.

2.2.2 PC5-RRC link release

According to RAN2#105 agreement

4: The AS level link status (e.g., failure) should be informed to upper layer. The detailed information exchanged between layers should be decided together with SA2.

And furthermore, SA2 has already define the link release procedure via PC5-S

6.3.3.3
Layer-2 link release over PC5 reference point

Figure 6.3.3.3-1 shows the layer-2 link release procedure over PC5 reference point.
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Figure 6.3.3.3-1: Layer-2 link release procedure

0.
UE-1 and UE-2 have a unicast link established as described in clause 6.3.3.1.
1.
UE-1 sends a Disconnect Request message to UE-2 in order to release the layer-2 link and deletes all context data associated with the layer-2 link.

2.
Upon reception of the Disconnect Request message UE-2 may respond with a Disconnect Response message and deletes all context data associated with the layer-2 link.

Since there is no use case that:

· PC5-S connection is released, but PC5-RRC link is kept;

· PC5-RRC link is released, but PC5-S connection is kept;

We can fully rely on PC5-S procedure to handle PC5-RRC procedure, i.e., PC5-RRC is released if related PC5-S connection is released.

Proposal 4 No need for PC5-RRC link release procedure in addition to PC5-S link release procedure.
2.3 Issue-3: Single or multiple PC5-RRC connection

According to the SA progress as captured in TS 23.287:

5.2.1.4
Unicast mode communication over PC5 reference point

Unicast mode of communication is only supported over NR based PC5 reference point. Figure 5.2.1.4-1 illustrates an example granularity of PC5 unicast link. 
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Figure 5.2.1.4-1: Granularity of PC5 Unicast Link
The following principles apply when the V2X communication is carried over PC5 unicast link:

The granularity of the PC5 unicast link is the same as the pair of Application Layer IDs for both UEs. Therefore, one PC5 unicast link supports one or more V2X services (e.g. PSIDs or ITS-AIDs) if the V2X services are associated with a same pair of Application Layer IDs. For example, as illustrated in Figure 5.2.1.4-1, UE A has one PC5 unicast link with a peer UE which is identified by Application Layer ID 2 and another PC5 unicast link with a peer UE which is identified by Application Layer ID 4. 

NOTE: From UE A's point of view, UE A may not know that Application Layer IDs provided by a peer UE belong to the same UE. In that case UE A doesn't have to know that multiple PC5 Unicast links are associated to the same peer UE. 
<Text Removed>

5.6.1.4
Identifiers for unicast mode V2X communication over PC5 reference point
For unicast mode of V2X communication over PC5 reference point, the destination Layer-2 ID used depends on the communication peer, which is discovered during the establishment of the unicast link. The initial signalling for the establishment of the unicast link may use a default destination Layer-2 ID associated with the service type (e.g. PSID/ITS-AID) configured for unicast link establishment, as specified in clause 5.1.2.1. During the unicast link establishment procedure, Layer-2 IDs are exchanged, and should be used for future communication between the two UEs, as specified in clause 6.3.3.1.

The Application Layer ID is associated with one or more V2X applications within the UE. If UE has more than one Application Layer IDs, each Application Layer ID of the same UE may be seen as different UE's Application Layer ID from the peer UE's perspective.
The UE needs to maintain a mapping between the Application Layer IDs and the source Layer-2 IDs used for the unicast links, as the V2X application layer does not use the Layer-2 IDs. This allows the change of source Layer-2 ID without interrupting the V2X applications.
When Application Layer IDs change, the source Layer-2 ID(s) of the unicast link(s) shall be changed if the link(s) was used for V2X communication with the changed Application Layer IDs.

A UE may establish multiple unicast links with a peer UE and use the same or different source Layer-2 IDs for these unicast links.

Editor's note:
Further updates of the identifier description may be required based on RAN WG feedback.
Which means that there is a one-to-one mapping between APP-layer ID and Layer-2 ID, and if a same physical UE uses multiple APP-layer ID, they should be seen as APP-layer ID of different UE, and it is not required for the counterpart UE to know the different APP-layer IDs are for the same physical UE.

Observation 4 According to SA2, there is a one-to-one mapping between APP-layer ID and Layer-2 ID.

Observation 5 According to SA2, if a same physical UE uses multiple APP-layer ID, they should be seen as APP-layer ID of different UE.

Observation 6 According to SA2, it is not required for the counterpart UE to know the different APP-layer IDs are for the same physical UE.
So following SA2 conclusion, there is no need for RAN to progress on the issue.

Proposal 5 RAN2 not pursue further optimization for different L2 ID (mapped to different APP-layer ID) associated with the same UE.

If the proposal above is not agreeable, this contribution further address the detailed issues on whether / how the redundancy issue is handled.
2.3.1 What is redundant if multiple Layer-2 ID?

In [2], the problem was raised, i.e., for the different services of different Layer-2 ID running on the same UE pair, it may cause multiple L2 and L1 procedure, which might be redundant.  
So the first issue is to identify what is the “redundancy” that should be saved:

· For SLRB configuration: Considering the different Layer-2 ID means different MAC PDU, and thus separated LCH/SLRB, the SLRB configuration for different Layer-2 ID is for different LCHs / SLRBs, so there is no redundancy there.

· For Capability: When the UE is involved in multiple unicast links, one can hardly assume the available AS-layer capability for each link is exactly the same, e.g., if considering MAC/PHY capability like frequency band, MIMO capability, L2 buffer and etc. But on the other hand, the RLC/PDCP/SDAP capability (if any can be identified) might be the same for different links. One solution is that we differentiate the two, i.e., link-dependent and link-independent capability types, and handle them separately, i.e., only the link-independent capability needs to be saved for the redundant links. However, 

· On the one hand, the items of link-independent capability (e.g., RLC/PDCP/SDAP capability) is much fewer than link-dependent capability (e.g., MAC/PHY capability), the benefit from saving link-independent capability is not fully justified.

· On the other hand, to reach the differentiation, this would cause further stage-3 work on the capability IE design, and PC5-RRC procedure design.

· For measurement report: For measurement report like RSRP (i.e., L2) and CSI/RI (i.e., L1), they are redundant at least for the same frequency band, so the benefit from that can be clear.

Observation 7 For different L2 ID, AS-layer configuration are for different SLRB, so little redundancy can be identified.

Observation 8 For different L2 ID, redundancy for capability transfer only comes from the link-independent, but the benefit from saving that does not justify the specification impact / effort.

Observation 9 For different L2 ID, the redundancy for L1/L2 measurement is clear.

Proposal 6 If RAN2 decides to solve the redundancy issue, RAN2 confirms the redundancy is mainly about L1/L2 measurement procedure.
2.3.2 Is Single Layer-2 feasible?

In [2], one solution is proposed, i.e., to use a single Layer-2 ID. However, SA2 has ruled it out according to the latest result from conference call meeting:

If a UE initiating unicast communication for some service with other UE can know/decide whether it has a PC5 unicast link with the target UE already based on e.g. the target UE's Application Layer ID (e.g. Station ID), the UE uses the existing PC5 unicast link instead of establishing a new PC5 unicast link with the target UE.

There may be the case that one UE have more than one Application Layer IDs (e.g. StationID#1 for some applications and StationID#2 for some other applications). In this case, using same PC5 unicast link for different Application Layer IDs is not pursued which means separate PC5 unicast links should be established and used.
In more details, it is not feasible for the following reasons:

· If the L2 ID is a static ID, it violates the security requirement. According to the privacy requirement for V2X, e.g., according to TS 33.185

The identifiers in the V2X messages should minimize the risk of leaking the UE or user permanent identities.

UE pseudonymity should be provided to conceal personal data from attackers.

The application layer UE identity in the V2X messages should be protected from eavesdropping. 
The L2 ID becomes UE permanent ID, so that violates the security requirement in TS 33.185.

· Or if the L2 ID is time-varying, it would cause too much service interruption. According to TS 23.786, 

5.6.1.4
Identifiers for unicast mode V2X communication over PC5 reference point
<Text Removed>

The UE needs to maintain a mapping between the application layer identifiers and the source Layer-2 IDs used for the unicast links, as the V2X application layer does not use the Layer-2 IDs. This allows the change of source Layer-2 ID without interrupting the V2X applications.

When application layer identifiers changes, the source Layer-2 ID(s) of the unicast link(s) shall be changed if the link(s) was used for V2X communication with the changed application layer identifiers.

The reason that SA2 apply this one-to-one mapping between upper layer ID and L2 ID, is that when the upper layer changes, the L2 ID has to be changed accordingly, which is due to security requirement from TS 33.185, so separate L2 ID for different service can help to avoid interruption for all service. A single L2 ID would cause that as long as one upper layer ID changes, the L2 ID has to change, i.e., causing interruption to all on-going services.
Furthermore, as analysed above, there are still link-dependent AS-layer configuration and capability transfer that needs to be done for each Layer-2 ID. A single L2 ID would cause further effort on solving the link-dependent part.
Observation 10 According to the latest result from SA2 conference call meeting, the single L2 ID solution tends to be ruled out.
Observation 11 A static single L2 ID violates the security requirement in TS 33.185.

Observation 12 A time-varying single L2 ID would cause more frequent interruption to all on-going V2X services.

Observation 13 There are still link-dependent capability transfer and AS-layer configuration that needs to be handled separately for each L2 ID.

Considering all the issues above, and to avoid SA2 impact on this issue, we suggest to keep the current upper layer ID to L2 ID mapping framework.
2.3.3 How to avoid redundancy for multiple Layer-2 ID

Under the framework multiple L2 ID, the redundancy avoidance can be further studied within RAN2 scope.

As analysed above for issue-0, the main redundancy is the measurement part. If there are two L2 links established between two UEs (UE-A and UE-B), e.g., based on L2ID-1 and L2ID-2, 

· The redundancy is caused if the UE-B does not know L2ID-2 are for the same UE-A, for which L2ID-1 is being used;

· To avoid redundant measurement, each UE has to know the measurement result (RSRP, CSI and RI) received on L2ID-1 can be used for L2ID-2. In more details, when UE-A establish the second link within UE-B base on L2ID-2, it also notify UE-B on the L2 ID of the existing link, i.e. L2ID-1. In this way, the redundant measurement report can be saved.

Observation 14 The reason for L2 link redundancy is because a UE does not know the multiple L2 ID belongs the same counterpart UE.

There could be different solutions for the counterpart UE to be aware of the L2 ID:

· Either one extends the usage of the PC5-S based link identified update procedure, so that it is not only for ID update, but also to indicate the ID of the same UE but of other service / APP.

· Or given the L2 ID as a more AS-layer information, it is also feasible to transfer this via the PC5-RRC procedure, e.g., to incorporate the information into capability transfer or AS-layer configuration procedure, so that it can avoid specifying more PC5-RRC procedures.

Proposal 7 If RAN2 decides to solve the redundancy issue, RAN2 not pursue single L2 ID solution, but discuss how for a UE to be aware of the L2 ID of counterpart UE which is being used.

In RAN1#96, the agreement is

Agreements:

· For unicast RX UEs, SL-RSRP is reported to TX UE 

· For sidelink open loop power control for unicast for the TX UE, TX UE derives pathloss estimation 

· Revisit during the WI phase w.r.t. whether or not there is a need regarding how to handle pathloss estimation for OLPC before SL-RSRP is available for a RX UE 
Therefore, RAN1 has already agreed on the RRM procedure for open-loop power control, for unicast SL. Related work in RAN2 is needed to reflect the RAN1 agreement.

2.4 Issue-4: SL-RSRP report

2.4.1 What message to carry SL-RSRP report?

The first issue is what message is used for the RSRP report on sidelink, either RRC message or MAC CE. Considering the existing RRC design in Uu, RRC-based mechanism may help to save further specification effort, compared to the MAC CE mechanism which needs to start from scratch.

However, if RRC-based mechanism is selected, it would cause impact to PC5-RRC procedure design, including configuration (i.e., as a part of AS-layer configuration procedure) and report (i.e., introduce a new SL measurement report message on PC5-RRC) of SL RSRP measurement.

Proposal 8 Carry the SL-RSRP report in a new PC5-RRC message.
2.4.2 When to trigger the SL-RSRP report?

For the triggering issue, since the report is mainly used for the power control, the triggering has to be designed to benefit the power adjustment as much as possible. In general, there could be two directions:

· Timer based, i.e., periodical report, which is already in the report triggering procedure for Uu interface;

· Event based. Although is already in the report triggering procedure for Uu interface, the only applicable event is A1 and A2, since the others are all related to neighbouring cell, which however does not exist in the scenario here. However, the reason for an event-based scheme is to save signalling overhead, when the RSRP measurement does not change too much, which cannot be satisfied by A1/A2.

Observation 15 Existing event-based triggering in Uu does not help the power control procedure, i.e., it cannot be used to save signalling overhead when SL path-loss does not change.

On the other hand, timer/event-based triggering depends on RAN1 decision on which UE to perform the filtering of RSRP value, since the TX UE may adjust the TX power dynamically

· In case of TX UE to perform the filtering, it implies that the RX UE has no information of the TX power value when the RSRP is measured, so the RX UE cannot judge whether the path-loss is changing based on the measured RSRP. In this case, periodical report of RSRP is necessary, i.e., causing high signalling overhead;

· In case of RX UE to perform the filtering, it implies that the RX UE has information of TX power and thus can trigger the report only when the path-loss is changing. But the premise here is that the TX power deliver the TX power information to RX UE implicitly / explicitly.

Therefore, with timer-based triggering on the table, the further work is needed for event-based triggering, i.e., to define a trigger for RSRP report when the change of path-loss is above a threshold, which is somehow similar to the PHR triggering below

phr-ProhibitTimer expires or has expired and the path loss has changed more than phr-Tx-PowerFactorChange dB for at least one activated Serving Cell of any MAC entity which is used as a pathloss reference since the last transmission of a PHR in this MAC entity when the MAC entity has UL resources for new transmission;
Proposal 9 Allow timer-based triggering for SL-RSRP report of SL unicast. 

Proposal 10 If RAN1 allows RSRP filtering at RX UE, allow event-based triggering for SL-RSRP reporting of SL unicast, i.e., SL-RSRP is reported when the derived pathloss has changed more than a configured threshold.
3 Conclusion
Based on the discussion in section 2, we observe

Observation 1
L2 RRC re-establishment procedure is used for recovery at another network node, SRB1 and security reconfiguration, which is however not needed for sidelink.
Observation 2
False alarm RLF can be avoided by L1 recovery procedure, instead of relying on L2 recovery procedure.
Observation 3
UL report on sidelink RLF is motivated to allow network to clear-up SL-related resources.
Observation 4
According to SA2, there is a one-to-one mapping between APP-layer ID and Layer-2 ID.
Observation 5
According to SA2, if a same physical UE uses multiple APP-layer ID, they should be seen as APP-layer ID of different UE.
Observation 6
According to SA2, it is not required for the counterpart UE to know the different APP-layer IDs are for the same physical UE.
Observation 7
For different L2 ID, AS-layer configuration are for different SLRB, so little redundancy can be identified.
Observation 8
For different L2 ID, redundancy for capability transfer only comes from the link-independent, but the benefit from saving that does not justify the specification impact / effort.
Observation 9
For different L2 ID, the redundancy for L1/L2 measurement is clear.
Observation 10
According to the latest result from SA2 conference call meeting, the single L2 ID solution tends to be ruled out.
Observation 11
A static single L2 ID violates the security requirement in TS 33.185.
Observation 12
A time-varying single L2 ID would cause more frequent interruption to all on-going V2X services.
Observation 13
There are still link-dependent capability transfer and AS-layer configuration that needs to be handled separately for each L2 ID.
Observation 14
The reason for L2 link redundancy is because a UE does not know the multiple L2 ID belongs the same counterpart UE.
Observation 15
Existing event-based triggering in Uu does not help the power control procedure, i.e., it cannot be used to save signalling overhead when SL path-loss does not change.


And thus we propose:
Proposal 1
RAN2 not pursue AS-layer recovery after T310-like timer expiry.
Proposal 2
RRC_CONNECTED UE reports disconnected unicast link to network using SidelinkUEInformation. RAN2 not purse SL RLF report via FailureInformation message.
Proposal 3
No need for PC5-RRC link establishment procedure in addition to PC5-RRC capability transfer procedure.
Proposal 4
No need for PC5-RRC link release procedure in addition to PC5-S link release procedure.
Proposal 5
RAN2 not pursue further optimization for different L2 ID (mapped to different APP-layer ID) associated with the same UE.
Proposal 6
If RAN2 decides to solve the redundancy issue, RAN2 confirms the redundancy is mainly about L1/L2 measurement procedure.
Proposal 7
If RAN2 decides to solve the redundancy issue, RAN2 not pursue single L2 ID solution, but discuss how for a UE to be aware of the L2 ID of counterpart UE which is being used.
Proposal 8
Carry the SL-RSRP report in a new PC5-RRC message.
Proposal 9
Allow timer-based triggering for SL-RSRP report of SL unicast.
Proposal 10
If RAN1 allows RSRP filtering at RX UE, allow event-based triggering for SL-RSRP reporting of SL unicast, i.e., SL-RSRP is reported when the derived pathloss has changed more than a configured threshold.
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