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Introduction
[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]As described in TR 38.874, an IAB node can follow the same initial access procedure as an UE, including cell search, SI acquisition, and random access, in order to initially set up a connection to a parent IAB-node or a IAB-donor. In addition, we think that the IAB node connected to a parent/donor node may detect connection failure and so immediately perform re-access for connection recovery after suddenly going to RRC_IDLE. When the IAB node perform initial access or re-access, the network should be able to prioritize or de-prioritize initial access/re-access from the IAB node over other accesses from normal UEs in congestion. In this document, we propose to provide the network with means to properly control initial access/re-access from the IAB node in congestion.
Discussion
 Access control is used to regulate traffic arrivals into communication systems so that access control helps to stabilize the system. Access control is realized by allocating different access priorities to different access attempts. In NR system, there are several mechanisms for access priority differentiation as follows:
· 1) Unified Access Control (UAC): UE applies different barring factor and barring time before initiating connection setup. 
· 2) Random access priority differentiation via scaling random backoff indicator (BI): UE scales down random backoff time to increase the chance of access to the medium. 
· 3) RRC connection admission control via cause value: UE includes connection establishment cause in RRC setup so that gNB decides whether to admit the connection request or not. 

Unified Access Control  
In REL-15 NR, UE is configured with Access Categories. gNB can control access attempts from UE by configuring different barring parameters for different Access Categories. The Access Categories are applied to all RRC state, i.e. RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED. In our view, IAB nodes also need to apply UAC and perform access barring check as part of UAC. 
If we want to differentiate access priority of IAB nodes during UAC, we need to allocate new Access Categories for access from IAB nodes. Then, gNB needs to properly set barring factor/time to Access Categories, so that access attempts from IAB nodes are controlled. Note, if the new Access Categories for IAB access are assigned from the range of operator-defined ACs, no further standardization efforts are required from RAN2 point of view. 
Proposal 1: New Access Categories are allocated to prioritize or de-prioritize access attempts from an IAB node with operator-defined ACs.

RRC connection admission control via cause value 
An IAB node needs to perform RRC connection establishment when initially joining IAB networks. In addition, the IAB node may also perform RRC connection establishment to re-connect to the IAB networks after failure of RRC re-establishment. Upon receiving RRC connection setup request, gNB decides whether to accept or reject the RRC Setup Request based on the establishmentCause in the RRCSetupRequest message. To allow gNB to selective prioritize IAB access over UE access during RRC connection establishment, we need to introduce a new establishmentCause value. Currently we have 6 spare values in EstablishmentCause IE as shown below:
EstablishmentCause ::=              ENUMERATED {
                                        emergency, highPriorityAccess, mt-Access, mo-Signalling,
                                        mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, mps-PriorityAccess, mcs-PriorityAccess,
                                        spare6, spare5, spare4, spare3, spare2, spare1}

Proposal 2: One spare bit of the establishmentCause of the RRCSetupRequest is used to indicate access from an IAB node.
One remark: Prioritized IAB access during re-establishment is also important. For prioritized IAB access during re-establishment, no new cause is needed since gNB can already identify if the access is from IAB or not, by referring to ue-Identify field included in the RRCReestablishmentRequest.
Other differentiation mechanisms
Differentiated access priority for random access is also possible by allocating different RA resources or by allowing different backoff times for attempted accesses. In our view, necessity of prioritizing IAB nodes for random access is not strong because the chance of random access due to beam failure or radio link failure is relatively low, given no mobility of IAB nodes.  Hence we propose: 
Proposal 3: Do not consider a mechanism for (de-)prioritizing RA attempts from IAB nodes over normal UEs, such as separate RACH resources and/or scaling of backoff indicator dedicated for IAB nodes. 
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In conclusion, we propose to agree the following proposals:
Proposal 1: New Access Categories are allocated to prioritize or de-prioritize access attempts from an IAB node with operator-defined ACs.
Proposal 2: One spare bit in the establishmentCause of the RRCSetupRequest is used to indicate access from an IAB node.
Proposal 3: Do not consider any mechanism for (de-)prioritizing RA attempts from IAB nodes over normal UEs, such as separate RACH resources and/or scaling of backoff times dedicated for IAB nodes. 


