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1. Introduction
In RAN Plenary #83, a new Work Item on private network was approved [1] with the following objectives:
	· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intro-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]


In which the topic on the “CAG/SNPN relevant parameter broadcast from SIB” has been discussed in the last meeting and an email discussion was also triggered to discuss the SIB1 design. In this paper, we just focus on the remaining idle/Inactive state issues of the private network, e.g. CAG/SNPN relevant parameter broadcast from SIB and CAG/SNPN cell access control. 
2. Discussion
In this chapter, we first analyze the private network impact on the definition of suitable cell, and then discuss the UE’s action when there is no suitable SNPN/CAG cell, at last we focus on the Access Control related issues.
2.1 Suitable cell definition 
According to [2], the NPN was divided into the following two types:
-	a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
-	a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.
And for the Public network integrated NPN, a CAG can be optionally used in order to prevent UEs not allowed to access a public network integrated NPN from accessing the public network integrated NPN. 
For the CAG, besides the “allowed CAG list”, an indication may also be provided to indicate that the UE is only allowed to access 5GS via CAG cells, which also means that if not provided, the UE can access the network though either the normal cells or the CAG cells. Thus, we can get the following observation:
Observation 1: There would be three different settings from the UE side:
Setting 1: The UE can only access the network through cells with the matched SNPN ID. 
Setting 2: The UE can only access the 5Gs via CAG cells.
Setting 3: The UE can access the 5Gs though either the normal cells or the CAG cells.
Besides, in the last meeting it has been agreed that
	1,Once the UE has selected an SNPN, cell selection/re-selection is only performed within the SNPN, i.e. a cell is only considered suitable if the broadcasted SNPN identifier matches the selected SNPN.
2,The Allowed CAG list and “CAG only” indication received from upper layers are taken into account in the cell suitability check during cell selection/re-reselection.


Obviously the definition of suitable cell in the 38.304 shall be changed to include above NPN scenarios. For the setting 1, we shall enhance that the cell belongs to the selected SNPN ID. For the setting 2, the cell shall belong to the allowed CAG list. For the setting 3, the cell shall belong to the allowed CAG list if the cell is a CAG cell.
Observation 2: On the suitable cell definition, if the UE is set to the SNPN mode, the cell shall belongs to the selected SNPN, else if UE is only allowed to access 5GS via CAG cells or the cell is a CAG cell, the cell shall belongs to the allowed CAG list.
Proposal 1: Based on the observaision2, the following description on the suitable cell definition can be taken as baseline for further discussions.
	A cell is considered as suitable if the following conditions are fulfilled:
-	if set to the SNPN mode, 
the cell belongs to the selected SNPN
else if UE is only allowed to access 5GS via CAG cells or the cell is a CAG cell
the cell belongs to the allowed CAG list
else
The cell is part of either the selected PLMN or the registered PLMN or PLMN of the Equivalent PLMN list; 
-	The cell selection criteria are fulfilled, see clause 5.2.3.2.
According to the latest information provided by NAS:
-	The cell is not barred, see clause 5.3.1; 
-	The cell is part of at least one TA that is not part of the list of "Forbidden Tracking Areas" (TS 22.261 [12]), which belongs to a PLMN or SNPN that fulfills the first bullet above.


2.2 UE’s action when no suitable cell
In this chapter, we discuss the UE’s action when there is no suitable NPN cell. For the PLMN selection, the UE will camp on an acceptable cell and enter into the “camped on any cell” state. However, when it comes to the SNPN, as described in [2]:
“When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4. Emergency services are not supported in SNPN access mode.”
Once the UE set to the SNPN mode, it can only camp on the SNPN cells, it can’t select any PLMN cells even there is no SNPN cell. Thus we get the following proposals:
Proposal 2: If the UE set to the SNPN mode, the UE can only camp on a SNPN cell. 
Proposal 2.1: If there is no suitable SNPN cell, the UE shall try to camp on any SNPN cell and enter into the “Camped on any cell” state.
Proposal 2.2: If there is no SNPN cell, the UE shall enter into the “Any cell selection” state.
When the UE camp on any SNPN cell and enter into the “Camped on any cell” state, the UE can’t initiate an emergency call for that the SNPN network doesn’t support emergency service in the current release version. Thus, the definition on “acceptable cell” shall be modified for the SNPN network.
Observation 3: Emergency services are not supported in SNPN access mode.
Proposal 3: Delete the emergency call related limitation in the “acceptable cell” definition for the SNPN network. The following modification can be taken as a baseline for further discussion.
	acceptable cell:
An "acceptable cell" is a cell on which the UE may camp to obtain limited service (originate emergency calls and receive ETWS and CMAS notifications). Such a cell shall fulfil the following requirements, which is the minimum set of requirements to initiate an emergency call and to receive ETWS and CMAS notification in an NR network:
-	The cell is not barred, see clause 5.3.1;
-	The cell selection criteria are fulfilled, see clause 5.2.3.2.
Note: For the SNPN cell, the emergency call may not be required.


For the CAG, there are two settings according to the observation 1 in chapter 2.1:
1: The UE can only access the 5Gs via CAG cells.
2: The UE can access the 5Gs though either the normal cells or the CAG cells.
For the second setting, obviously, the UE can select CAG cells or the normal cells for the limited service when there is no suitable cell. For the first setting, to keep consistence to the second setting, we think besides the CAG cells, the normal cell can also be camped to get limited service. By this method, we don’t need to change the current “States and state transitions in RRC_IDLE state and RRC_INACTIVE state” in 5.2.2 of 38.304 for the CAG.
Proposal 4: For all of the CAG scenarios, the UE can select CAG cells or the normal cells when there is no suitable cell.
2.3 Access control
In this chapter, we discuss the Unified Access Control for the SNPN network and CAG respectively. For the PLMN network, the unified access control is adopted and the uac-BarringInfo is defined per PLMN in SIB1 as follow:
	    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                     OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                 OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                  SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo     }    OPTIONAL    -- Need S
    }                                                             OPTIONAL,   -- Need R


For the SNPN network, the network is identified by the SNPN ID. Considering that the SNPN network is deployed by the operator individually, and that the NG-RAN may be shared by multiple SNPNs, the uac-BarringInfo for the SNPN shall also be defined per SNPN ID.
Proposal 5: The UAC of the SNPN shall be defined per SNPN ID for the network sharing scenario.
For the PLMN Network, the Access Category and the Access Identity are mainly determined by the NAS layer based on the UE access attempt and the USIM Information (or the network configuration). To make it clear, in [2] a separate chapter was added to introduce the determination of Access Identity and the Access Category for the SNPN network. When it comes to the CAG, according to [2], a CAG cell broadcasts one or multiple CAG Identifiers per PLMN, then the question is whether per CAG ID Access control is needed or not. Different from the SNPN, the different CAG IDs under the same PLMN are deployed by the same operator. Furthermore, as noted in [2], the CAG is not used for the AMF or the Network Slice selection.
	NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.


Besides in [2], it also said in the Annex D.2 that
	In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI used for an NPN.


[bookmark: _GoBack]Thus, there is no need to support CAG ID level access control. 
Proposal 6: CAG ID level access control is not supported, the UE execute the access control for the CAG cell based on the related PLMN.
3. Conclusion and proposals
With the above analysis, we have the following proposals:
Observation 1: There would be three different settings from the UE side:
Setting 1: The UE can only access the network through cells with the matched SNPN ID. 
Setting 2: The UE can only access the 5Gs via CAG cells.
Setting 3: The UE can access the 5Gs though either the normal cells or the CAG cells.
Observation 2: On the suitable cell definition, if the UE is set to the SNPN mode, the cell shall belongs to the selected SNPN, else if UE is only allowed to access 5GS via CAG cells or the cell is a CAG cell, the cell shall belongs to the allowed CAG list.
Proposal 1: Based on the observation 2, the following description on the suitable cell definition can be taken as baseline for further discussions.
	A cell is considered as suitable if the following conditions are fulfilled:
-	if set to the SNPN mode, 
the cell belongs to the selected SNPN
else if UE is only allowed to access 5GS via CAG cells or the cell is a CAG cell
the cell belongs to the allowed CAG list
else
The cell is part of either the selected PLMN or the registered PLMN or PLMN of the Equivalent PLMN list; 
-	The cell selection criteria are fulfilled, see clause 5.2.3.2.
According to the latest information provided by NAS:
-	The cell is not barred, see clause 5.3.1; 
-	The cell is part of at least one TA that is not part of the list of "Forbidden Tracking Areas" (TS 22.261 [12]), which belongs to a PLMN or SNPN that fulfils the first bullet above.


Proposal 2: If the UE set to the SNPN mode, the UE can only camp on a SNPN cell. 
Proposal 2.1: If there is no suitable SNPN cell, the UE shall try to camp on any SNPN cell and enter into the “Camped on any cell” state.
Proposal 2.2: If there is no SNPN cell, the UE shall enter into the “Any cell selection” state.
Observation 3: Emergency services are not supported in SNPN access mode.
Proposal 3: Delete the emergency call related limitation in the “acceptable cell” definition for the SNPN network. The following modification can be taken as a baseline for further discussion.
	acceptable cell:
An "acceptable cell" is a cell on which the UE may camp to obtain limited service (originate emergency calls and receive ETWS and CMAS notifications). Such a cell shall fulfil the following requirements, which is the minimum set of requirements to initiate an emergency call and to receive ETWS and CMAS notification in an NR network:
-	The cell is not barred, see clause 5.3.1;
-	The cell selection criteria are fulfilled, see clause 5.2.3.2.
Note: For the SNPN cell, the emergency call may not be required.


Proposal 4: For all of the CAG scenarios, the UE can select CAG cells or the normal cells when there is no suitable cell.
Proposal 5: The UAC of the SNPN shall be defined per SNPN ID for the network sharing scenario.
Proposal 6: CAG ID level access control is not supported, the UE execute the access control for the CAG cell based on the related PLMN.
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