Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 Meeting #107bis 
R2-1912508
Chongqing, China, 14th Oct. – 18th Oct 2019
Agenda Item:
6.18.2
Source: 
OPPO
Title:  
Discussion on SIB1 design for NPN
Document for:
Discussion and Decision

1 Introduction
3GPP SA agreed the WI "5GS Enhanced support of Vertical and LAN Services" in Rel-16. The WI includes the objective to specify "Enhancements to the 5G system to support Non-Public Network". And two new identifiers were introduced (Non-public network ID (NID) and Closed Access Group (CAG) ID in SA2 feasibility study.

In WID [1] Private Network Support for NG-RAN, RAN is object to implement these private network functions with the following features/functions, such as non-public network identification, discovery, selection/reselection and access control, the non-public network related enhancements to mobility restrictions, the non-public network related enhancements to Xn and NG interfaces as below:

The objective of this work item is to support non-public network (NPN) for NG-RAN with the following functionality, in line with NPN functionality as defined by SA2:

· Support NPN functionality in NG-RAN:


 - CAG/SNPN relevant parameter broadcast from SIB [RAN2]

 - CAG/SNPN cell selection/reselection [RAN2]

 - CAG/SNPN cell access control [RAN2/3]

 - For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 


 - The connected mode mobility support within SNPN[RAN2/3]
· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]

· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

Note: a common solution for CAG and SNPN is not precluded.
In this contribution, we will discuss the issue on SIB 1 design for both SNPN and CAG.
2 Discussion  
For NPN study, one open issue is that how to prevent normal UEs from accessing NPN cell (including SNPN and CAG cell). And during last meeting, we have agreed that:

1. The SNPNs (identified by PLMN ID + NID) are broadcasted in SIB1, 

2. FFS whether this is achieved by extending the legacy network list or by introducing a new SNPN specific network list or both.
3. The PNI-NPNs (identified by PLMN ID + CAG ID) are broadcasted in SIB1

4. FFS whether this is achieved by extending the legacy network list or by introducing a new PNI-NPN specific network list or both

As mentioned by the FFS, there are two ways to broadcast the NPN related information through SIB 1, e.g. extending the legacy network list or by introducing a new NPN specific network list or both.

· Alt 1: Extending the legacy network list

For NPN-only cell, the cell should be considered as barred for all normal UEs including R15 UEs and R16 UEs not supporting NPN feature which can be achieved by setting cellReservedForOtherUse to “True”. And extending the legacy network list (PLMN-IdentityInfoList information element) could save the overhead of SIB1. While for a cell support RAN sharing, normal UE cannot be recognized since cellReservedForOtherUse is common for all PLMN list. Furthermore if we use cellReservedForOperaterUse to prevent normal UEs, those UE with access categories 11-15 may select the cell without limitations.

Observation 1 Extending the legacy PLMN-IdentityInfoList works well for NPN-only cell. 

Observation 2 Alt 1 could save the overhead of SIB1.
· Alt 2: Introducing a new NPN list

Another alternative is to introduce a new NPN list, i.e. similar as PLMN-IdentityInfoList for R16. This approach may lead to slightly more complex SIB1 since the PLMN ID is required to broadcast twice due to backwards compatibility. While introducing a new NPN list works better for network sharing scenario, e.g. R15 UEs will not read the PLMN-IdentityInfoList for R16 UEs and R15 UEs can access to the PLMN based on PLMN-IdentityInfoList for R15.
Observation 3 Introducing a new NPN list works better for network sharing scenario.

Observation 4 Alt 2 brings extra overhead for SIB1 due to backwards compatibility.
· Alt 3: Separate solutions for NPN-only cell and network sharing cell
Based on the discussion for Alt 1 and Alt 2, we can see that both two options have pros and cons. For NPN-only cell, the NPN information broadcasted by extending the legacy network list brings benefits on SIB overhead reduction. For network sharing cell, separate PLMN-IdentityInfoLists for R15 and R16 allows R15 UE to access PLMN.
Observation 5 For NPN-only cell, the NPN information broadcasted by extending the legacy network list brings benefits on SIB1 overhead reduction. 
Observation 6 For network sharing cell, separate PLMN-IdentityInfoList for R15 and R16 allows R15 UE to access PLMN.
Proposal 1 For NPN-only cell, the NPN information are broadcasted by extending the legacy network list.
Proposal 2 For network sharing cell, separate PLMN-IdentityInfoLists for R15 and R16 are broadcasted.
3 Conclusion
Based on the discussion in section 2 we have following observations:
Observation 1
Extending the legacy PLMN-IdentityInfoList works well for NPN-only cell.
Observation 2
Alt 1 could save the overhead of SIB1.
Observation 3
Introducing a new NPN list works better for network sharing scenario.
Observation 4
Alt 2 brings extra overhead for SIB1 due to backwards compatibility.
Observation 5
For NPN-only cell, the NPN information broadcasted by extending the legacy network list brings benefits on SIB1 overhead reduction.
Observation 6
For network sharing cell, separate PLMN-IdentityInfoList for R15 and R16 allows R15 UE to access PLMN.


Based on the observations, we propose:
Proposal 1
For NPN-only cell, the NPN information are broadcasted by extending the legacy network list.
Proposal 2
For network sharing cell, separate PLMN-IdentityInfoLists for R15 and R16 are broadcasted.
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