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1	Introduction
RAN2#107 was the start of the work on Private Network support for NG-RAN, including two different types of private network solutions (aka Non-Public Networks) known as Stand-Alone Non-Public Networks (SNPN) and Public Network-Integrated Non-Public Networks (PNI NPN). In this contribution focus will be on SNPN.
In RAN2#107, the following agreements were reached for this private network type:
Agreements
1	The SNPNs (identified by PLMN ID + NID) are broadcasted in SIB1, 
FFS whether this is achieved by extending the legacy network list or by introducing a new SNPN specific network list or both.
2	The size and format of the NID will not be discussed in RAN2 (we will be informed by other groups)
3	Up to 12 different SNPNs can be broadcasted in a cell.
4	If “mixed” network sharing is allowed (i.e. a cell can contain both PLMNs and NPNs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12.
5	If HRNN are broadcast then the HRNN should a be broadcasted in a separate SIB (i.e. different from SIB1).
6	SNPN selection functions similar to normal PLMN selection: AS reports the found SNPNs (identified by PLMN ID + NID) to NAS which selects the network. In case of manual selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
7	Once the UE has selected an SNPN, cell selection/re-selection is only performed within the SNPN, i.e. a cell is only considered suitable if the broadcasted SNPN identifier matches the selected SNPN.

In addition, following RAN2#107, two email discussions ([2], [3]) were organized to discuss the SIB1 design for NPNs and the LTE CSG functionality to be ported to NPN in NR, respectively.
In this paper, we address various topics on which agreements has not been reached and that are not part of ongoing e-mail-discussions.
[bookmark: _Ref178064866]2	Discussion
2.1	Indicating selected network during RRC connection setup/resume
The UE needs to signal the selected network to RAN at connection setup so that RAN can select the correct AMF. In the case of PLMNs, this is done by indicating the index of the selected PLMN from the PLMN list in SIB1 in the RRC setup complete message. We expect the same approach will be used for SNPNs.
[bookmark: _Toc21000326]The selected SNPN is signalled from the UE to the RAN at connection setup by including the index of the selected SNPN in the RRC setup complete message.
As can be seen from the excerpt below, the selected PLMN is indicated via the index field selectedPLMN-Identity field whose value ranges from 1 to 12. We can re-use this field also for SNPNs provided we extend the meaning of this field to indicate the selected network rather than the selected PLMN. To this end, a common network index should be defined that spans over all network types indicated in SIB1. For example, PLMNs can be indexed from 1 to n and the SNPNs can be indexed from n+1 to m, where n ≤ m ≤ 12. Introducing this generalized network index will also prove useful when we consider SNPN specific UAC parameters later in section 2.3.
RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
    registeredAMF                       RegisteredAMF                                   OPTIONAL,
    guami-Type                          ENUMERATED {native, mapped}                     OPTIONAL,
    s-NSSAI-List                        SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
    dedicatedNAS-Message                DedicatedNAS-Message,
    ng-5G-S-TMSI-Value                  CHOICE {
        ng-5G-S-TMSI                        NG-5G-S-TMSI,
        ng-5G-S-TMSI-Part2                  BIT STRING (SIZE (9))
    }                                                                                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                      OPTIONAL
}

[bookmark: _Toc21000327]Introduce a generalized network index which spans across all network types, e.g. PLMNs can be indexed from 1 to n and the SNPNs are indexed from n+1 to m, where n ≤ m ≤ 12.
If the UE is already registered with the network at the time of connection setup, the UE will also include the identity of the AMF (registeredAMF) where it is registered in the RRC setup complete message (see above). The registered AMF is identified by its GUAMI which is comprised of a PLMN ID and an AMF Identifier. However, as the selected PLMN ID is already provided in the RRC setup complete message, the PLMN ID part of the GUAMI can typically be omitted in the RRC setup complete message. The only exception is if the UE has entered an equivalent PLMN which causes the selected PLMN ID and the PLMN ID in the GUAMI to differ. If the PLMN ID part of the GUAMI is omitted the network assumes that the PLMN ID is the same as the selected PLMN ID.
RegisteredAMF ::=                   SEQUENCE {
    plmn-Identity                       PLMN-Identity                                   OPTIONAL,
    amf-Identifier                      AMF-Identifier
}
For SNPNs, it is expected that the PLMN ID part of the GUAMI will be replaced by the SNPN ID (i.e. PLMN ID + NID). However, according to 23.501, there is no equivalent network concept for SNPNs, and hence the SNPN ID part of the GUAMI will always be the same as the selected SNPN ID. Hence, there is no need to indicate the SNPN ID in the registeredAMF field in the RRC connection setup complete message.
[bookmark: _Toc21000323]Since equivalent SNPNs is not supported, the SNPN ID does not need to be provided in the registeredAMF field in the RRC connection setup complete message.
The fact that we have equivalent PLMNs is also the reason why the PLMN ID needs to be indicated in the RRC resume complete message instead of using the PLMN ID stored in the UE context. As there are no equivalent SNPNs, there is no need to indicate the selected SNPN ID in the RRC resume complete message.
[bookmark: _Toc21000324]Since equivalent SNPNs is not supported, the selected SNPN ID does not need to be provided in the RRC resume complete message.
2.2	RNA configuration for RRC_INACTIVE UEs
In order to support RAN paging for UEs in RRC_INACTIVE, the RAN configures the UE with a RAN notification area (RNA) when it suspends the UE.  The RNA is either comprised of list of cells or a list of RAN areas. Furthermore, an RNA can span across multiple (equivalent) PLMNs, and therefore multiple cell lists or RAN area lists may need to be provided to the UE. In this case a PLMN ID is also provided to indicate which PLMN the cell list or RAN area list belongs to. If the PLMN ID is absent, the UE assumes that the PLMN ID is the same as the registered PLMN.
RAN-NotificationAreaInfo ::=        CHOICE {
    cellList                            PLMN-RAN-AreaCellList,
    ran-AreaConfigList                  PLMN-RAN-AreaConfigList,
    ...
}

PLMN-RAN-AreaCellList ::=           SEQUENCE (SIZE (1.. maxPLMNIdentities)) OF PLMN-RAN-AreaCell

PLMN-RAN-AreaCell ::=               SEQUENCE {
    plmn-Identity                       PLMN-Identity                       OPTIONAL,   -- Need S
    ran-AreaCells                       SEQUENCE (SIZE (1..32)) OF  CellIdentity
}

PLMN-RAN-AreaConfigList ::=         SEQUENCE (SIZE (1..maxPLMNIdentities)) OF PLMN-RAN-AreaConfig

PLMN-RAN-AreaConfig ::=             SEQUENCE {
    plmn-Identity                       PLMN-Identity                       OPTIONAL,   -- Need S
    ran-Area                            SEQUENCE (SIZE (1..16)) OF  RAN-AreaConfig
}

RAN-AreaConfig ::=                  SEQUENCE {
    trackingAreaCode            TrackingAreaCode,
    ran-AreaCodeList            SEQUENCE (SIZE (1..32)) OF  RAN-AreaCode     OPTIONAL    -- Need R
}


For SNPNs there is no concept of equivalent SNPNs and the configured RNA will therefore only contain a single cell list or RAN area list belonging to the registered SNPN. There is therefore no need to signal the SNPN ID when configuring the RNA.
[bookmark: _Toc21000325]Since equivalent SNPNs is not supported, the SNPN ID does not need to be provided in the RNA configuration.
2.3	Unified Access Control (UAC)
The UAC framework allows the network to configure different access barring parameters per PLMN.  This is done by providing several UAC configurations in SIB1 and indicating the index of the associated PLMN.

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList        SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList        UAC-BarringPerCatList
    }   OPTIONAL     -- Need S
}
If we replace the PLMN index with the generalized network index proposed in section 2.1, it is possible to provide different access barring parameters also for SNPNs without changing the existing signalling.
[bookmark: _Toc21000328]UAC can be configured per SNPN by providing a list of UAC configuration and indicating the associated network index.
2.4	Automatic Neighbour Relations (ANR)
To support ANR the RAN can instruct the UE to report the Cell Global Identity (CGI) of neighbouring cells. CGI reporting is configured similar to normal measurements used for handovers: the network indicates the PCI of the cells to measure in the measurement configuration and the UE then reads SIB1 in the cell and reports the CGI in a measurement report. Due to RAN sharing, a cell may in fact be associated with multiple CGIs (up to one per PLMN). The UE therefore includes the whole plmn-IdentityInfoList from SIB1 in the CGI report.
MeasResultNR ::=                        SEQUENCE {
    physCellId                              PhysCellId                 OPTIONAL,
    measResult                              SEQUENCE {
        cellResults                             SEQUENCE{
            resultsSSB-Cell                         MeasQuantityResults    OPTIONAL,
            resultsCSI-RS-Cell                      MeasQuantityResults    OPTIONAL
        },
        rsIndexResults                          SEQUENCE{
            resultsSSB-Indexes                      ResultsPerSSB-IndexList     OPTIONAL,
            resultsCSI-RS-Indexes                   ResultsPerCSI-RS-IndexList   OPTIONAL
        }       OPTIONAL
    },
    ...,
    [[
    cgi-Info                                CGI-InfoNR      OPTIONAL
    ]]
}

CGI-InfoNR ::=                    SEQUENCE {
    plmn-IdentityInfoList               PLMN-IdentityInfoList               OPTIONAL,
    frequencyBandList                   MultiFrequencyBandListNR            OPTIONAL,
    noSIB1                              SEQUENCE {
        ssb-SubcarrierOffset                INTEGER (0..15),
        pdcch-ConfigSIB1                    PDCCH-ConfigSIB1
    }                                                                       OPTIONAL,
    ...
}
As discussed in the email discussion [2] and as further detailed in the Annex, there are essentially two ways to signal the SNPNs in SIB1:
· The SNPNs are indicated in the legacy network list (plmn-IdentityInfoList) in SIB1 by extending the list entry with a NID; or
· The SNPNs are indicated in a SNPN specific network list which is added to SIB1 and which only the SNPN UEs read.
If we go with first approach, then nothing needs to be done to support CGI reporting for SNPNs as the plmn-IdentityInfoList from SIB1 already included in the CGI report. However, if we go with the second approach then the new list also needs to be added to the CGI report.
[bookmark: _Toc21000329]A UE supporting SNPN shall also report SNPN related info (e.g. SNPN ID, Cell ID, TAC) in the CGI report.
2.5	System Information validity
To enable the UE to re-use stored system information, SIBs in NR (except SIB1, SIB6, SIB7 or SIB8) are associated with a value tag. A stored SIB is considered valid if it was acquired less than 3 hours ago and the value tag matches the value tag provided for that SIB in SIB1. A SIB can additionally be associated with a validity area tag to allow the same SIB to be re-used in more than one cell – in this case the area id must also match the area id in SIB1 for the stored SIB to be considered valid.
When validating the value tag the UE must also check that the PLMN ID and, optionally (depending on if the SIB is cell specific), Cell ID of the stored SIB matches the PLMN ID and Cell ID broadcasted in SIB1. Comparing the PLMN ID is slightly problematic though since there may be multiple PLMN IDs associated with the cell due to RAN sharing. In Rel-15 this was solved by using the first PLMN ID broadcasted in SIB1 for the comparison.
[bookmark: _Hlk20228801]The UE shall:
1>	delete any stored version of a SIB after 3 hours from the moment it was successfully confirmed as valid;
1>	for each stored version of a SIB:
2>	if the areaScope is associated and its value for the stored version of the SIB is the same as the value received in the si-SchedulingInfo for that SIB from the serving cell:
3>	if the first PLMN-Identity included in the PLMN-IdentityInfoList, the systemInformationAreaID and the valueTag that are included in the si-SchedulingInfo for the SIB received from the serving cell are identical to the PLMN-Identity, the systemInformationAreaID and the valueTag associated with the stored version of that SIB:
4>	consider the stored SIB as valid for the cell;
2>	if the areaScope is not present for the stored version of the SIB and the areaScope value is not included in the si-SchedulingInfo for that SIB from the serving cell:
3>	if the first PLMN-Identity in the PLMN-IdentityInfoList, the cellIdentity and valueTag that are included in the si-SchedulingInfo for the SIB received from the serving cell are identical to the PLMN-Identity, the cellIdentity and the valueTag associated with the stored version of that SIB:
4>	consider the stored SIB as valid for the cell;

The fact that the first PLMN ID is used in the SI validation could potentially cause problems for SNPN-only cells. As mentioned in the section 2.3 there are two ways to indicate the PLMN IDs in SIB1:
· If the SNPNs are indicated in the legacy network list, the first PLMN ID may be a PLMN ID reserved for private use (e.g. MCC=999); and  
· If the SNPNs are provided in separate network list, the first PLMN ID may be set to a dummy value. 
In either case the PLMN ID will not be unique and hence there is a risk that the UE wrongly believes a stored SIB is valid. To solve this issue a UE operating in SNPN mode should use the first SNPN ID instead of the first PLMN ID when validating the SI.
[bookmark: _Toc21000330]A UE operating in SNPN mode should verify the first SNPN ID instead of the first PLMN ID when validating stored SI.
2.2	Human Readable Network Name (HRNN)
According to TS 23.501 a human readable network name (HRNN) for an SNPN can be provided by the network to assist the user in case of manual network selection. However, as described in our previous contribution [4],  based on the description of the manual SNPN selection procedure in TS 23.122, there does not appear to be any use case when the UE is trying to access an SNPN for which it does not already have a pre-provisioned SNPN ID.  In connection to such provisioning, it seems easy to also add a connection to a HRNN, i.e., to provision the SNPN ID-to-HRNN mapping and then display the HRNN when doing manual selection, if a network is found. This would then make the broadcast of HRNN avoidable.
In light of the above, we propose to send a LS to SA2 to clarify the use case for the HRNN.
[bookmark: _Toc20909709][bookmark: _Toc21000331][bookmark: _GoBack]Send an LS to SA2 requesting clarification of use case for when HRNN broadcast is needed and if it is not sufficient to pre-provision such information to the UE, together with the SNPN ID.
3	Conclusion
In the previous sections we made the following observations: 
Observation 1	Since equivalent SNPNs is not supported, the SNPN ID does not need to be provided in the registeredAMF field in the RRC connection setup complete message.
Observation 2	Since equivalent SNPNs is not supported, the selected SNPN ID does not need to be provided in the RRC resume complete message.
Observation 3	Since equivalent SNPNs is not supported, the SNPN ID does not need to be provided in the RNA configuration.

Based on the discussion in the previous sections we propose the following:
Proposal 1	The selected SNPN is signalled from the UE to the RAN at connection setup by including the index of the selected SNPN in the RRC setup complete message.
Proposal 2	Introduce a generalized network index which spans across all network types, e.g. PLMNs can be indexed from 1 to n and the SNPNs are indexed from n+1 to m, where n ≤ m ≤ 12.
Proposal 3	UAC can be configured per SNPN by providing a list of UAC configuration and indicating the associated network index.
Proposal 4	A UE supporting SNPN shall also report SNPN related info (e.g. SNPN ID, Cell ID, TAC) in the CGI report.
Proposal 5	A UE operating in SNPN mode should verify the first SNPN ID instead of the first PLMN ID when validating stored SI.
Proposal 6	Send an LS to SA2 requesting clarification of use case for when HRNN broadcast is needed and if it is not sufficient to pre-provision such information to the UE, together with the SNPN ID.
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3	Annex
The text proposals below show two ways of providing the SNPNs in SIB1: either by extending the legacy network list or by introducing an SNPN specific network list.
[bookmark: _Toc500942635][bookmark: _Toc509405757][bookmark: _Hlk504049857][bookmark: _Hlk504055217][bookmark: _Toc524434363]3.1	Alt.1: Extending legacy network list in SIB1 with NID
In this example the PLMNIdentityInfoList IE in the CellAccessRelatedInfo IE in SIB1 is extended with a list of NIDs. The i:th entry in the NID list is associated with the i:th entry in the PLMN ID list, and thus the NID list can have up to 12 entries. The NID list can contain fewer entries than the PLMN ID list, and in that case the remaining PLMN IDs are public PLMNs.
START OF CHANGES
[bookmark: _Toc12718203]–	SIB1
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R

    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R

    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need N

    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                                      OPTIONAL
}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

-- TAG-SIB1-STOP
-- ASN1STOP
[bookmark: _Toc12718238]
–	CellAccessRelatedInfo
The IE CellAccessRelatedInfo indicates cell access related information for this cell.
CellAccessRelatedInfo information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-START

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...
}

-- TAG-CELLACCESSRELATEDINFO-STOP
-- ASN1STOP

[bookmark: _Toc12718336]–	PLMN-IdentityInfoList
The IE PLMN-IdentityInfoList includes a list of PLMN identity information.
PLMN-IdentityInfoList information element
-- ASN1START
-- TAG-PLMN-IDENTITYINFOLIST-START

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                       SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                        TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                   RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                            CellIdentity,
    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved},
    ...,
	[[	nidList-r16							SEQUENCE (SIZE (1..maxPLMN)) OF NID							OPTIONAL
	]]	
}

NID ::=                             	TBD

-- TAG-PLMN-IDENTITYINFOLIST-STOP
-- ASN1STOP


END OF CHANGES
3.2	Alt.2: Adding new SNPN list in SIB1
In this example a CellAccessRelatedInfo-SNPN IE is added to SIB1 which in turn contains a SNPN-IdentityInfoList IE with a list of the SNPN identifiers (i.e. PLMN ID + NID). The CellAccessRelatedInfo-SNPN IE also contains a cellReservedForOtherUse indication which fills the same purpose as the legacy cellReservedForOtherUse indication but for the SNPN UEs. 
START OF CHANGES
[bookmark: _Toc5285225]–	SIB1
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R

    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R

    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need N

    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
	nonCriticalExtension				SIB1-v16xy-IEs													OPTIONAL

}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

SIB1-v16xy-IEs::=	SEQUENCE {
    cellAccessRelatedInfo-SNPN          CellAccessRelatedInfo-SNPN 			OPTIONAL,
	nonCriticalExtension				SEQUENCE{}          	    		OPTIONAL 
}


-- TAG-SIB1-STOP
-- ASN1STOP

 (All text below is new text)
[bookmark: _Toc5285259]–	CellAccessRelatedInfo-SNPN
The IE CellAccessRelatedInfo-SNPN indicates cell access related information for this cell for UEs operating in SNPN mode.
CellAccessRelatedInfo-SNPN information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-SNPN-START

CellAccessRelatedInfo-SNPN   ::=      SEQUENCE {
    snpn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
	...
}

-- TAG-CELLACCESSRELATEDINFO-SNPN-STOP
-- ASN1STOP

[bookmark: _Toc5285353]–	SNPN-IdentityInfoList
The IE SNPN-IdentityInfoList includes a list of SNPN identity information.
SNPN-IdentityInfoList information element
-- ASN1START
-- TAG-SNPN-IDENTITYINFOLIST-START

SNPN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF SNPN-IdentityInfo

SNPN-IdentityInfo ::=                   SEQUENCE {
    snpn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF SNPN-Identity,
    trackingAreaCode                            TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...
}
-- TAG-SNPN-IDENTITYINFOLIST-STOP
-- ASN1STOP

[bookmark: _Toc5285352]–	SNPN-Identity
The IE SNPN-Identity identifies a Stand-alone Non-Public Network. Further information regarding how to set the IE is specified in TS 23.003 [21].
SNPN-Identity information element
-- ASN1START
-- TAG-SNPN-IDENTITY-START

SNPN-Identity ::=                   SEQUENCE {
    plmn-Identity                      	PLMN-Identity,
    nid                                 NID
}

NID ::=                             TBD


-- TAG-SNPN-IDENTITY-STOP
-- ASN1STOP

END OF CHANGES


