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The following email discussion was agreed in RAN2#107 with the intention to progress header fields and feedback mechanism for EHC. 
[107#54][NR IIOT] EHC (Vivo)
	Intended outcome: Progress header fields, feedback mechanisms (pave the way for decisions, whether to have one etc)
	Deadline: Thursday 2019-10-03
The questions given below are to guide us through the open issues in this topic as outlined by companies’ contributions submitted to RAN2#107. 
Discussion
In this email discussion, we first discuss the location of the EHC (Ethernet Header Compression) function. And then we discuss which Ethernet header fields can be removed. In this discussion, we assume that compressing an Ethernet header field means that the compressor removes the corresponding header field. At last we discuss the procedure for EHC, including context establishment, context reestablishment and context removal.
In RAN2#106 meeting, the following agreement has been achieved.
	EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID



Based on the agreement in RAN2 #106 meeting, Context ID, and Indication of header format (i.e. full header and compressed header) will be included in the EHC header, and FFS other fields.

Location of the EHC function
According to 3GPP TR 38.825 [21], the EHC function is considered to be located in the PDCP layer. Here we consider that RAN2 should firstly confirm the understanding as given in the study item phase.
Question 1: Can company confirm that the EHC function is in PDCP? 
	Company name
	Answer
	Comments

	vivo
	Yes
	

	Ericsson 
	Yes
	

	LG
	Yes
	

	Intel
	Yes
	

	ZTE
	Yes
	

	MediaTek
	Yes
	

	CATT
	Yes
	

	Huawei
	Yes
	

	Sony
	Yes
	

	Nokia
	Yes
	

	Samsung
	Yes
	

	OPPO
	Yes
	

	Sharp
	Yes
	

	Qualcomm
	Yes
	

	DOCOMO
	Yes
	



	Summary:
All companies agree that the EHC function is in PDCP.
Proposal 1: The EHC function is in PDCP


According to [7][12], the EHC header (e.g. from the compressor to the de-compressor) could be placed before (i.e. between the SDAP header and the PDCP header) the SDAP header or after the SDAP header.
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Figure 1: Location of the EHC header [7]


Figure 2: Location of the EHC header [12]
Question 2: Where is the EHC header located?
· Option 1: Before the SDAP header (i.e. Figure 1)
· Option 2: After the SDAP header (i.e. Figure 2)
	Company name
	Answer
	Comments

	vivo
	Slightly prefer Option 1
	From our understanding, both Options can work. For ROHC, the SDAP header is not part of the ROHC header compression. For EHC, the SDAP header should not be part of the EHC compression as well. However if we consider that the EHC function as a PDCP function, it is better to place the EHC header immediately after the legacy PDCP header.

	Ericsson
	Option 1
	According to the protocol architecture, SDAP header is part of the PDCP payload, and PDCP header is before PDCP payload. Given that EHC header should be included in PDCP header, it must be before the SDAP header.

	LG
	Option 2
	The PDCP SDU is composed of SDAP header, IP header, and IP payload. The ROHC compresses IP header, and placed in the same location as IP header. Therefore, the compressed PDCP PDU is composed of PDCP header, SDAP header, compressed IP header, and IP payload. Note that the ciphering is not applied to PDCP header and SDAP header.
We think similar approach should be applied to EHC. If the EHC header is located in front of the SDAP header, it would be difficult to apply ciphering because SDAP header should not be ciphered.

	Intel
	Slightly prefer Option 2
	We think both options can work. Given that EHC is not applicable to SDAP header, we slightly prefer to put SDAP header before EHC header. This option also makes ciphering operation slightly easier since SDAP header is not ciphered but EHC header is ciphered.

	ZTE
	Prefer Option 2
	We think the EHC would not be applicable to the SDAP header and the SDAP Control PDU. The EHC is only applicable to the Data fields of the SDAP Data PDU (e.g. only the Data field of the SDAP is compressed or de-compressed). Then it is simpler that EHC packet is included in the Data fields of SDAP Data PDU and the EHC header should be adjacent with the EHC payload. With this option 2, both of the EHC header and payload are after SDAP header.
Anyway, in order to locate the Ethernet header, the compressor and de-compressor should aware of the SDAP header before EHC is performed. So, we are also ok for Option 1 (e.g. the SDAP header is placed between the EHC header and the EHC payload).
Moreover, as the PDCP header is outside the SDAP Data PDU, we don’t think EHC header should be included in PDCP header. We prefer EHC frame structure to be independent of the PDCP and not to change PDCP header in order to make specification changes as small as possible.

	MediaTek
	Option 2
	Agree with LG that to enable ciphering, the EHC header should be placed after the SDAP header.

	CATT
	Option 2
	Since ciphering is not applied to PDCP header and SDAP header, to make it simpler, it is better to put EHC header after the SDAP header.

	Huawei
	Option 2
	SDAP header shall be before EHC header, i.e. directly after PDCP header such that SDAP header is NOT ciphered.

	Sony
	Slightly prefer option 2
	Agree with LGE and Intel view.

	Nokia
	Option 2
	We think similar approach as for RoHC should be applied, which would correspond to option 2 in our understanding, i.e. EHC header should be placed on top of compressed Ethernet header. 

	Samsung
	Option 2 
	In general, the header generated in a certain layer should be added in the front of SDU. However, we think that the placement of EHC header is related with the ciphering thereof. Note that we have not discussed whether to cipher EHC header or not. If we agree to cipher EHC header, then Option 2 would be better. Otherwise, we are fine with Option 1.

	OPPO
	Option 2
	According to legacy spec architecture, SDAP header is located before IP header, and PDCP header is located before SDAP header. PDCP layer can pass SDAP header directly and compress IP header by using RoHC functionality. All compression related information are located together, after SDAP header. From our point of view, there is no much difference here for EHC, just replacing the location of IP header by Ethernet frame header. Thus, we propose to follow current design, i.e. EHC header is located after SDAP header.

	Sharp
	Option 1
	Slightly prefer option 1.

	Qualcomm
	Prefer Option 2
	In Rel-15 it is agreed that the first octet(s) following a PDCP header is the SDAP header, and that the SDAP header is excluded from encryption. We would like to continue this design approach for ECH also.
Hence, option 2 is suitable. In RoHC also, the RoHC header is after the SDAP header. EHC can continue the same approach.

	DOCOMO
	Slightly Option2
	As several companies say, we also think both Options can work. But we also think Option2 is a little bit easier to cipher than Option1. When considering header compression method only when PDU session type is Ethernet, Ethernet header is placed after SDAP header because Ethernet header is included as U-plane payload. On the other hand, we wonder that whether Option2 is a little more difficult to de-capsule.



	Summary:
3 companies support Option 1.
12 companies support Option 2.
Proposal 2: The EHC header is located after the SDAP header.



Ethernet field to be removed
As an overview, an example of a single tagged EtherType-encoded frame format abstracted from IEEE 802.1Q (2014) is shown as following.
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Figure 3: Example of IEEE 802.3 MAC frame format – 802.1Q (2014)
In the 3GPP TS 23.501[22], it states for the Ethernet PDU session type as following:
	Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:
-	For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.
-	For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.


Therefore the fields of PREAMBLE, SFD and FRAME CHECK SEQUENCE which are not transmitted via the Uu interface are not included in this email discussion. According to the contributions (e.g. [1][2][7][14]) submitted to the RAN2#107 meeting, the following fields are proposed to be removed in the EHC:
· SOURCE/DESTINATION ADDRESS
· Q-TAG
· LENGTH
· TYPE
· R-TAG
· PAD
Regarding the fields to be removed, the conclusions for the EHC in the I-IOT SI in the 3GPP TR 38.825[21] are quoted in the Annex A. 
Question 3: Can the SOURCE/DESTINATION ADDRESS field be removed for EHC? 
	Company name
	Answer
	Comments

	vivo
	Yes
	These fields are static, and can be removed.

	Ericsson
	Yes
	

	LG
	Yes
	Only static field should be considered as a compression field.

	Intel
	Yes
	

	ZTE
	Yes
	These fields are static, which can be compressed.

	MediaTek
	Yes
	

	CATT
	Yes
	

	Huawei
	Yes 
	This should be the main part to be compressed.

	Sony
	Yes
	

	Nokia
	Yes
	We are wondering why we are even re-discussing the fields to be removed. This was already discussed during the SI phase (see e-mail discussion summary in R2-1901369) with conclusions captured in TR 38.825:
“Ethernet header compression considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields), but no further fields of the Ethernet header for structure-aware compression solution.”
Unless there are any new issues identified, we should simply follow the agreements from SI phase and not re-discuss every field again. It is a very inefficient use of our time if we intend to discuss and re-agree every field separately again during the online session.

	Samsung
	Yes
	

	OPPO
	Yes
	These fields are static.

	Sharp
	Yes
	

	Qualcomm
	Yes
	These are the most natural fields to benefit from compression.

	DOCOMO
	Yes
	



	Summary:
All companies agree that the SOURCE/DESTINATION ADDRESS field can be removed for EHC



According to IEEE 802.3 (2015) Ethernet header format which can be also found in Annex B, the Ethernet header include a field which can be either LENGTH or TYPE field, depending on its numeric value as quoted below:
	-	If the value of this field is less than or equal to 1500 decimal (05DC hexadecimal), then the Length/Type field indicates the number of MAC client data octets contained in the subsequent MAC Client Data field of the basic frame (Length interpretation).
-	If the value of this field is greater than or equal to 1536 decimal (0600 hexadecimal), then the Length/Type field indicates the Ethertype of the MAC client protocol (Type interpretation). The Length and Type interpretations of this field are mutually exclusive.


Question 4: Can the TYPE field be removed for EHC? 
	Company name
	Answer
(Yes/No)
	Comments

	vivo
	No
	[bookmark: OLE_LINK2][bookmark: OLE_LINK1]When the TYPE field is used, the value of the TYPE may not be static. For example, the ARP packet uses the TYPE value “0806”, and the RARP packet uses the TYPE value “8035”. The IP DATA uses the TYPE value “0800”.
We consider that the EHC using TYPE field and the EHC using LENGTH field can use different context ID(s) to differentiate the compression between TYPE and LENGTH.

	Ericsson
	Yes
	For an Ethernet flow (e.g. packets related to same device/service), the value of this field will be static. Therefore, it should clearly be considered in EHC.

	LG
	No
	Same view as vivo

	Intel
	Yes
	Different TYPE fields can be handled by different context IDs, therefore can be removed.
Note that in TS 24.501 [4] clause 6.2.2, for Ethernet type PDU session, only “EtherType as defined in IEEE 802.3” is supported. So only Type interpretation is supported. 

	ZTE
	Yes
	Which type the field is used to indicate, LENGTH or TYPE, can be identified based on the stored full header in de-compressor. Moreover, if EHC de-compressor determines that the field is TYPE, we agree with Ericsson this field is static and easy to be obtained by de-compressor.

	MediaTek
	Yes
	Agree with Ericsson that this value will be static within a context and therefore can be removed.

	CATT
	Yes 
	The Ethertype will always be constant for a given flow.

	Huawei
	Yes
	ETHER TYPE field can be compressed as this field is regarded as static and won’t change often.

	Sony
	Yes
	

	Nokia
	Yes
	Same comment as above, this was already discussed and concluded in R2-1901369 and TR 38.825. In general, for different values of TYPE/LENGTH, different contexts should be used, so we are not sure about the concern from vivo.

	Samsung
	Yes
	Same view as other companies.

	OPPO
	No
	When EtherType interprets as Type, the value is changing.  
Usually, in one identified link, the first few packets are ARP packers with TYPE value “0806”, and the subsequent packets are IP packet with TYPE value “0800”. For Ethernet frame, the logic in IP packet transmission will be re-used, and Type value may not be static. 

	Qualcomm
	Yes
	The header compression should allow compression for a specific “flow/context” and it should be possible to include the TYPE in the definition of the flow/context. Hence the TYPE field can also be unchanging within a context and removed during EHC. 
Whether there is also a profile that allows TYPE to not be compressed and sent without compression is a separate issue that needs discussion.

	DOCOMO
	Yes
	For different values of TYPE, different contexts should be used. In our understanding, we have agreed it in high-level in R2-1906091. 



	Summary:
3 companies consider that the TYPE field cannot be removed.
11 companies consider that the TYPE field can be removed.



Question 5: Can the LENGTH field be removed for EHC? 
	Company name
	Answer (Yes/No)
	Comments

	vivo
	Yes
	The EHC de-compressor can recover the LENGTH field by calculating the data payload length.

	Ericsson
	Yes
	Same as Q4. In response to vivo: the field value is conveyed to receiver when  EHC for this context/flow is established, therefore there is no need to recover the field value based on other methods.

	LG
	No
	We think the value of the LENGTH field is static for an Ethernet flow. However, this field is also used as TYPE field if the value of this field is greater than or equal to 1536 decimal. Then, it would be complex to apply different EHC behaviour depending on the value of this field, i.e. remove TYPE field when the value is large and not remove LENGTH field when the value is small. Therefore, we want to have the same EHC behaviour to both TYPE and LENGTH fields.

	Intel
	N/A
	As in our reply for Question 4, we don’t think LENGTH interpretation is supported for Ethernet type PDU session, according to TS 24.501.

	ZTE
	No
	Which type the field is used to indicate, LENGTH or TYPE, can be identified based on the stored full header in de-compressor. But, we cannot assume LENGTH is static. Moreover, as the LENGTH is only reflect the length of Data field but no padding, the de-compressor cannot directly obtain the LENGTH by calculating the payload length since it cannot know how many padding bits here. Therefore, we think LENGTH field cannot be removed for EHC.

	MediaTek
	Yes
	While the length of a packet within an Ethernet flow may change over the course of time, the length of a PDCP SDU is known at the receiver. The purpose of EHC is to prevent the transmission of redundant information. Since the PDCP SDU (i.e. Ethernet packet) length is already known at the receiver, there is clearly no need to transport this information over the air.

	CATT
	No
	If we don't remove the padding, we won't be able to compute the size of the data load. In addition we agree with Intel that Ethernet frames with LENGTH field are very marginal in today’s IIoT networks. Therefore, Ethernet header with length field are best treated as exceptions and not compressed.

	Huawei
	No
	LENGTH shall be more “dynamic” than TYPE and it is not easy for decompressor to calculate data payload length if padding is used.

	Sony
	Yes
	Agree with Intel

	Nokia
	Yes
	There are two options:
· Either always remove Type/length field 
· Only remove Type/Length filed in case it denotes Type and keep it when it denotes length
In our opinion, the first case would be sufficient as this field in used mainly to indicate payload type in the contemporary Ethernet networks, especially in IIoT use cases and will rarely used to indicate length. In those rare cases, in IIoT, the length would be probably quite static anyway and for different length values, different contexts could be used.

	Samsung
	Yes
	If the transmitter implementation assumes this field as static, then it can compress the field after context establishment including its corresponding compression information. There seems no need to exclude this field.

	OPPO
	Yes
	Length filed can be compressed under some certain condition. For example，if Ethernet frame length is not less than 64 bytes, length field can be compressed. If Ethernet frame length is less than 64 bytes, whether length filed can be always compressed depends on padding field is removed or not.

	Qualcomm
	No 
	Even though in theory compression can be designed to remove this field, the length field is a legacy ethernet field that is not used in practice today. It is okay to not support compression for packets that use the length field.

	DOCOMO
	N/A
	We agree with Intel



	Summary:
7 companies consider that the LENGTH field can be removed.
7 companies consider that the LENGTH field can be removed.



Tagging (Q-Tags) is widely used in Ethernet networks for traffic separation and marking. During the forwarding various tags may be added to and removed from user data frames by the tag encoding and decoding functions of L2 nodes. The most common Q-Tags named explicitly for Ethernet header compression related contributions are:
-	C-Tag: Tag Protocol Identifier (TPID) and Tag Control Information (TCI) 
-	S-Tag: Tag Protocol Identifier (TPID) + Tag Control Information (TCI) 
These Q-Tags include not only a VLAN ID, but bits used for QoS purposes (e.g., PCP, DEI) as well.
Question 6: Which sub-fields of Q-TAG can be removed for EHC?
	Company name
	Answer 
	Comments

	vivo
	All
	From our understanding, all sub-fields of the Q-TAG are fixed for a given TSN flow. 

	Ericsson 
	All
	All fields can be removed. In some cases, TPID, TCI may be static, and thus can be removed; however PCP/DEI may be non-static. Therefore, as shown in Figure 1, it can be beneficial to allow partial removal/compression of the Q-TAG.

	LG
	All
	Same view as vivo

	Intel
	All
	

	ZTE
	All
	Taken into account that the priority field is used to indicate the priority of the user data-gram and the DEI is used to indicate the Drop Eligibility for S-TAG, both of these two items are static for a given QoS flow. Furthermore, the VLAN IDENTIFIER is used to indicate the Tag Protocol Identifier, which is also static for a QoS flow. So, all the subfields of Q-tag can be compressed.

	MediaTek
	All
	Same view as vivo

	CATT
	All 
	Same view as vivo

	Huawei
	All
	Q-Tags shall be considered for compression.

	Sony
	All
	Agree with Ericsson that PCP/DEI fields may not be static and partial compression of Q-TAG should be possible.

	Nokia
	All
	Same comment as above, this was already discussed and concluded in R2-1901369 and TR 38.825.

	Samsung
	All
	

	OPPO
	TPID and VID
	According to the Q-tag definition, TPID and VID are static field and can be stored for future decompression, while the PCP and DEI are more QoS related field, and is more dynamic field so hard to be compressed, like ToS and traffic class in RoHC. For simplicity, no compression for PCP and DEI is preferred.

	Qualcomm
	All
	Compression of C-Tag and S-Tag is high priority. These fields are extensively used in Ethernet.

	DOCOMO
	All 
	



	Summary:
13 companies consider that all sub-fields of Q-TAG can be removed.
1 company considers that only TPID and VID of Q-TAG can be removed.



The allowed minimum Ethernet frame length is 64 bytes. Padding will be used to fill up the payload field of the Ethernet frame for payload data sizes smaller than the allowed field sizes. Padding is redundant, and the transmission of PAD field will result in resource waste. Several contributions (e.g. [1][6][11][14][19][20]) submitted to RAN2#107 discussed whether the padding of the Ethernet frame needs to be removed. Companies are invited to provide their views on the handling of the PAD field. 
Question 7: Can the PAD field be removed?
	Company name
	Answer
	Comments

	vivo
	Yes
	The PAD field can be recovered based on the minimum frame size.

	Ericsson
	No
	Padding is not a field and not part of the Ethernet header. Padding removal is not possible for the compressor without significantly more complexity (higher layer protocol knowledge), as we explain in [6].

	LG
	No
	We are not sure how much gain can be achieved by removing the padding. This is because the padding field is contained only when the Ethernet packet length is smaller than 64 bytes. For example, if the Ethernet header is 14 bytes (minimum size for Ethernet header) and the MTU size is 20 bytes (minimum size for IIOT traffic), the gain of the removing padding is maximized. On the other hand, if the Ethernet header (at most 30 bytes) is larger than 14 bytes and the IP header (at most 60 bytes) is contained in the Ethernet payload, the padding may be only one or two bytes. In this case, there would be marginal gain of removing the padding while increasing UE complexity. With this reason, we do not prefer to consider the padding field as a compression field.

	Intel
	Yes (optional)
	We think padding removal can be up to transmitter implementation.

	ZTE
	No
	We have similar view as LG about the gain for padding removal. Taken into account that TCP/IP/UDP header etc may also be included in the Ethernet payload, and plus the Ethernet header and at least 20Bytes payload, the total size is easy to reach the 64Bytes, so the padding bits number is small, and the padding removal gain is small.
Furthermore, we have similar view as Ericsson, e.g., to remove the padding bits, the compressor should aware of the padding information (e.g. the padding bits number), which may cause additional complexity and impact the EHC efficiency. 

	MediaTek
	Yes
	Removal of the Pad field is useful as it reduces the impact of transmission of small data payloads on resource efficiency. Recovery of padding is a simple operation at the receiver. If the receiver gets a PDCP SDU sized < 64bytes in length, it appends padding bytes to make it 64 bytes in length.
Regarding the compressor complexity argument, this does not apply to a UE where both the Ethernet stack and the 3GPP stack are in the same device. We agree with Intel that this can be up to transmitter implementation.
We would also like to remind companies that EHC in the context of IIoT is aimed at small payloads in Industrial IoT networks that are Ethernet based (refer TR 38.825, section 6.6). As pointed out during the SI phase, the Ethernet payload does not contain IP/TCP/UDP headers in several cases.

	CATT
	No
	Length is not indicated in Ethernet header (at least vastly deployed Ethernet II), DPI, or length indication from lower layer is needed when padding is removed, which will eventually introduce unnecessary implementation complexity.

	Huawei
	Yes 
	Padding removal requires minimum effort when the LENGTH field is present (the parsing on LENGTH/TYPE needs to be done anyway)

	Nokia
	Yes
	We think this can be easily supported by allowing the compressor to remove padding by implementation (no need to specify) and only specifying adding padding bits on the decompressor side based on resulting frame length.
The complexity would be on compressor side, but it can be completely optional feature. The decompressor behaviour would not be complex at all. Considering frame sizes of 20 bytes are quite common for IIoT use cases, the additional gains would be significant.

	Samsung
	Yes
	Similar views as Intel and MediaTek. If TCP/IP header contributes the size of payload, ROHC can be configured with EHC together to make it small as much as possible. Note that the compressed TCP/IP header would be a small number of bytes.

	OPPO
	Yes
	If RAN2 agree to compress lentgh field in the case where Ethernet frame length is less than 64 bytes, PAD should be removed. Otherwise, PAD is not removed.

	Qualcomm
	No
	Removal of PAD field assumes that LENGTH field is being used. Our understanding is that LENGTH field is a legacy Ethernet usage that is no longer prevalent. Hence, no need to design 5G header compression for it.

	DOCOMO
	Yes
	We agree with MediaTek. Removal of the Pad field helps resource efficiency improve. And it is easy to recovery of padding at the receiver.



	Summary:
8 companies consider that the PAD field can be removed.
5 companies consider that the PAD field cannot be removed.



According to [2], if the compressor removes the LENGTH field but not the PAD field, the de-compressor cannot recover the LENGTH field (which indicates the data payload length), as the de-compressor cannot calculate the data payload length if the PAD field is not removed.
Question 8: Can the LENGTH field be removed without removing the PAD field?
	Company name
	Answer (Yes/No)
	Comments

	vivo
	No
	The de-compressor cannot calculate the data payload length if the PAD field is not removed

	Ericsson
	Yes
	This is not a problem. The value of the LENGTH field would be conveyed to receiver at EHC context/flow establishment. Thereafter the LENGTH field value is known for this context/flow.

	LG
	No
	The LENGTH field and the padding field should not be considered as a compression field.

	Intel
	N/A
	As in our reply to Question 4 and 5, we don’t think LENGTH interpretation is supported for Ethernet type PDU session, according to TS 24.501.

	ZTE
	No
	We also think the de-compressor cannot calculate the payload length if the PAD field is not removed. As we don’t think padding removal is needed, LENGTH cannot be removed for EHC.

	MediaTek
	No
	If the transmitter can remove the Pad field, the length field can also be compressed.

	CATT
	No
	Same view as vivo

	Huawei
	No
	Without removing padding for the “short” Ethernet frame, the length will be all the same.

	Nokia
	Yes
	As we indicated above, this field will be static in most of the cases. We do not have to consider length for padding removal.

	Samsung
	No
	

	OPPO
	No
	For Ethernet frame, length field may be chaning, and it cannot be inferred by RX if the received packet contains padding, i.e.,
· If TX-UE has performed the padding removing, length field can be always removed. Furthermore, the padding can be added by RX automatically if the length is judged to be less than 64-byte.
· If TX-UE do not perform the padding removing, the RX cannot ignore length field, when the length is less than 64-byte, since de-compressor cannot calculate the payload length if PAD field existing. 

	DOCOMO
	No
	Same view as Intel



	Summary:
9 companies consider that the LENGTH field cannot be removed without removing the PAD field.
2 companies consider that the LENGTH field can be removed without removing the PAD field.
1 company consider that the LENGTH field does not need to be considered in EHC.



According to [19], company proposes to have the padding remove function configurable. Then the network can decide whether to remove the PAD field or not based on its implementation complexity.
Question 9: If the answer to Question 7 is “Yes”，can the padding remove function be configurable?
	Company name
	Answer
	Comments

	vivo
	No strong view
	The padding removal function which saves lots of transmission overheads should be considered for EHC. Not sure if this increases too much complexity for the gNB.

	Intel
	Yes/No
	As in our reply to Question 7, we think padding removal can be up to transmitter implementation.

	MediaTek
	Yes/No
	Pad field removal can be up to transmitter implementation. 

	Huawei
	Yes
	Padding is not for majority Ethernet traffic however padding removal requires minimum effort when LENGTH is present. The gain of padding removal can be considerable/significant, compared with the gain from S/D address compression. A configurable padding removing could be based on the presence of LENGTH parameter. 

	Nokia
	
	Padding removal should be always optional for the compressor (either at gNB or UE side). For the decompressor, we find it fairly simple to implement adding padding bits for frames shorter than 64 bytes, so there should not be the need for capability indication.

	Samsung
	Yes/No
	The receiver should always perform the padding add function based on the size of payload if the padding remove function is introduced.

	OPPO
	No
	If RAN2 agrees to compress length field, the padding field should always be removed. Whether to remove the padding field depends on the configuration on the length field compression.

	Qualcomm
	Yes
	Though we dont not prefer it, if RAN2 decides to compress the length field, this should be done in a way that allows simple implementations where this legacy field is not being used. Hence, the configuration should be in such a way that both transmitter and receiver are free to not implement compression of the length field.

	DOCOMO
	No strong view
	Same view as vivo



	Summary:
2 companies have no strong preference on whether the padding removal function is configuration.
3 companies consider that the PAD removal can be up the transmitter implementation.
2 company considers that the PAD removal can be configurable.
1 company consider that the PAD removal should not be configurable.



According to the 3GPP TR 38.825[21] as quoted below, most companies consider that some other fields for certain uses cases (e.g. LLC and SNAP) are not useful for the EHC.
	38.825:
There may be further fields within the Ethernet header for certain use-cases, which were determined not to be useful to be considered in structure-aware header compression.


As mentioned in [7], Ethernet frame in IEEE 802.1 CB R-TAG has not been discussed during the I-IOT study item phase. In TS 23.501[22], one NOTE states that it is possible to rely on upper layer protocols (i.e. TSN FRER) to manage the replication and elimination of redundant packets/frames over the duplicated paths. Thus, it is possible that 5GS will receive the packets generated by TSN Frame Replication and Elimination for Reliability, which has the following Ethernet format shown in the following Figure 4.
	23.501:
NOTE 1:	It is out of scope of 3GPP how to make use of the duplicate paths for redundant traffic delivery end-to-end. It is possible to rely on upper layer protocols, such as the IEEE TSN (Time Sensitive Networking) FRER (Frame Replication and Elimination for Reliability) [83], to manage the replication and elimination of redundant packets/frames over the duplicate paths which can span both the 3GPP segments and possibly fixed network segments as well.



[image: ]
Figure 4: Example of Ethernet frame format – 802.1CB (2017)
Here we consider that RAN2 should decide if some other fields for certain uses cases (e.g. LLC, SNAP and IEEE 802.1 CB which includes the extra fields of R-TAG, Sequence number and Reserved) can be removed as well.
Question 10: Which of the other fields (i.e. not discussed in the above Questions) can be considered for EHC? 
	Company name
	Answer
	Comments

	vivo
	None 
	The EHC should focus on what we have discussed in the SI phase. Further fields for certain uses cases may be considered in the future release.

	Ericsson
	R-TAG
	The use-case of the IEEE 802.1 CB R-TAG matches the use-case of high reliability communication being addressed in NR-IIOT, therefore we think it should be considered here.

	LG
	None
	Only static fields should be considered as a compression field.

	Intel
	None
	Agree with vivo.

	ZTE
	None
	Same view as vivo. It has been agreed during SI stage that only the following fields are compressed: DESTINATION ADDRESS (6 octets) and SOURCE ADDRESS (6 octets), LENGTH/TYPE, Q-Tag.

	MediaTek
	None
	Agree with vivo

	CATT
	None
	Agree with vivo

	Huawei
	None
	We shall focus on fields identified in SI phase.

	Nokia
	None
	We agree R-TAG removal would be useful and relevant for IIoT. However, it is not a static field, so it would be non-trivial to handle it. It would require special handling in the new algorithm. Therefore, as commented above, we think we should not re-discuss conclusions from SI phase:
“Ethernet header compression considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields), but no further fields of the Ethernet header for structure-aware compression solution.”
It could be beneficial to consider it in future though.

	Samsung 
	None
	

	OPPO
	None
	Agree with vivo, in this stage we focus on the conclusion as given in the study item phase.

	Sharp
	None
	Agree with vivo.

	Qualcomm
	None
	Not needed in Rel-16.

	DOCOMO
	None
	Agree with vivo



	Summary:
13 companies consider that other field should not be considered for EHC.
1 company considers that R-TAG should be considered for EHC.



The proposals related to this section are listed as follows:
Proposal 3: The EHC can removes the following fields:
· SOURCE/DESTINATION ADDRESS
· TYPE
· All sub-fields of Q-TAG
· PAD
[bookmark: _GoBack]Proposal 4: RAN2 is kindly requested to discuss whether the LENGTH field can be removed.
Proposal 5: If RAN2 agrees to remove the LENGTH field, the LENGTH field can only be removed when the PAD field is removed.
Proposal 6: The PAD removal function is up to transmitter implementation.

Procedure of context establishment
In RAN2#106 meeting, the following agreement for compression context creation has been achieved.
	Compression is done with following principle:
- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
- After above, compressor starts transmits compressed packets. FFS if multiple  transmissions and/or feedback is needed.  




In RAN2#106 meeting, whether EHC compression context establishment is implemented through PDCP control PDU or PDCP data PDU has been discussed, and the final conclusion has not been achieved yet. According to the companies’ contributions submitted to RAN2#107, it seems that most companies prefer that the context information is transmitted along with the PDCP data PDU from the compressor to the de-compressor. In [14], it proposes the PDCP control PDU based solution to establish compression context considering that the PDCP data PDU based solution will result in complexity to the specification of data PDU format, e.g. how to perform the SN assignment for the context PDU. Companies are invited to provide their preference on how to establish EHC compression context. 
Question 11: How does the compressor send the full header and context ID for context establishment?
· Option 1: via PDCP data PDU
· Option 2: via PDCP control PDU
	Company name
	Answer
	Comments

	vivo
	Option 1
	Option 1 has less delay for data transmission than Option 2. For Option 2, it is not clear to us how to send the Ethernet full header in the PDCP Control PDU.

	Ericsson
	Option 1
	Full header and context ID establishment needs to happen strictly before compressed headers are used. PDCP data PDUs include sequence numbers and are re-ordered, while PDCP control PDUs are not. Therefore, PDCP data PDUs should be used.

	LG
	Option 1
	Considering that the PDCP data PDU contains all Ethernet headers, the PDCP data PDU can be used. 

	Intel
	Option 1
	Option 1 is straightforward. Option 2 might introduce unnecessary complexity for the control PDU design and reordering issue etc. 

	ZTE
	Option 1
	With the following consideration, we agree the above views that EHC payload should be carried via PDCP data PDU:
· The size of EHC payload (e.g. IIoT payload size) is variable and need to be transmitted in sequence (e.g. PDCP re-ordering is necessary).
· As agreed in NR IIoT SI, both the EHC and RoHC may be activated in the same time. Take into account that the RoHC payload is carried over PDCP data PDU, the EHC payload should also be carried over PDCP data PDU. 

	MediaTek
	Option 1
	

	CATT
	Option 2
	The PDCP control PDU would only include the static Ethernet header fields and the CID, no Ethernet payload. Use of PDCP control PDU along with a feedback mechanism as discussed in Q13 is the simplest and safest approach. Context ID establishment is a “control” procedure which should be naturally carried on control PDU. All what is needed from synchronization perspective is that 1) the compressor should be sure when it can start compressing 2) the decompressor should be aware of which packets are received uncompressed/compressed. The former is guaranteed by the feedback mechanism (see Q13). For the latter, it was already agreed that data PDUs should have an explicit indication whether they are compressed or uncompressed. Hence the CID setup can be asynchronous from the data flow and adds no delay to it. Note that when CID establishment is carried over data PDU, some kind of explicit signalling is needed anyways to let decompressor know this packet is not a “regular” packet, but carries CID setup.

	Huawei
	Option 1
	Using PDCP data PDU for context establishment instead of using PDCP control PDU can avoid wasting resource in transmitting full Ethernet header in both PDUs. Or if the compressor waits to compress and send the Ethernet packet until the associated context information is actually established in the de-compressor, an unpredictable delay might occur.

	Sony
	Option 1
	

	Nokia
	Option 1
	

	Samsung
	Option 1
	

	OPPO
	Option 1
	If Option2 is selected, at the beginning of packet transmission for one flow, the RX operation for the recived PDCP data PDU will be delayed, since RX side can not deal with the received PDCP data PDU until/unless receivng PDCP control PDU with context information. And it is unnecessary and complex to design a new PDCP control PDU for context transmission.

	Sharp
	Option 1
	

	Qualcomm
	Option 1
	In case PDCP Control PDU is used, the existing RAN2 agreement of sending “at least one packet with full header and context id” will map to sending the Ethernet payload also over PDCP Control, which effectively causes a data over control procedure. This is unneeded complexity.
The PDCP Control PDU also does not benefit from sequence numbering and out-of-order reception is possible.
Hence PDCP data PDU is preferred.

	DOCOMO
	Option1
	



	Summary:
14 companies selects Option 1.
1 company selects Option 2.



Regarding the information needed for the context establishment from the compressor to the de-compressor, according to companies’ proposals, we could have the following fields:
· Context ID
· Indication of header format (i.e. full header and compressed header)
· Profile ID
· CRC
Question 12: Which other fields (except for “Context ID” and “Indication of header format (i.e. full header and compressed header)”) are indicated from the compressor to the de-compressor during/after the context establishment?
	Company name
	Answer
	Comments

	vivo
	None
	Regarding the Profile ID, we think that for a specific Ethernet frame structure, the compression format should be fixed. Then the de-compressor can derive the Ethernet protocol by inspecting the packet and the to-be-compressed fields without transmitting profiled ID.
Regarding the CRC field, we consider that the PHY CRC detection mechanism is enough to guarantee transmission reliability over Uu.

	Ericsson
	Profile ID 
	As illustrated in Figure 1, and [7], bit-flags constituting the profile ID, should be included in the uncompressed format, to indicate which Ethernet headers are non-static for the flow, and are as such included in the compressed format. If one would assume that all Ethernet header fields are static in a flow, one would need to establish a new flow for each combination of static values for all fields, which would lead to an infeasible high number of flows.

	LG
	Profile ID

	The profile ID is useful to determine the header structure when the multiple Ethernet flows are mapped with one DRB if each Ethernet flow has different Ethernet header format.
For CRC, it may be used to check error check as in ROHC. However, we also think that PHY CRC mechanism is enough to guarantee the reliability of the EHC packet. 

	Intel
	None
	We don’t think it is necessary to transmit Profile ID or CRC field. 
As discussed in our contribution R2-1909388 [4], we can use the context ID to represent a unique combination of Ethernet header fields: destination address, source address, type/length, and 802.1Q tags. Hence there is no need to use profile IDs to differentiate whether 802.1Q tag is present or not.
Regarding CRC, the underlying radio channel is very reliable, and multiple transmissions of uncompressed Ethernet header ensure reliable transmission of Ethernet header. Therefore, there is no need to transmit CRC in the compressed header.

	ZTE
	· Profile ID
· CRC
	· Profile ID: We agree with some above comments. The profile ID is used to determine the header structure, e.g., to indicate which fields are compressed. Moreover, Context ID is used to identify the contents for the compressed fields. With Profile ID, it’s helpful to control the value range of Context ID. 
· CRC: CRC is used for the EHC error check for achieving more robustness. Here CRC is different from PHY CRC mechanism. PHY CRC mechanism is mainly used for error check for a compressed Ethernet packet while this CRC is mainly used for error check for the complete Ethernet packet after de-compressing the Ethernet header.

	MediaTek
	None
	As discussed in our contribution [16], the context ID is sufficient to identify the combination of source/destination address fields, Type/Length field and Q-tags. There is no need for a profile ID (EHC only addresses Ethernet headers) or a CRC (physical layer CRC check meets the reliability requirements of IIoT traffic).

	CATT
	None 
	There is no need to identify which Ethernet header fields are compressed/not compressed since such fields are well known and captured in specification. Hence we agree with Intel that one CID characterizes one flow i.e. one set of static values for such fields. And the number of flows will simply correspond to the flows carried in this DRB, which should be manageable.

	Huawei
	Profile ID
	Profile ID can be used to represent actual combination of to-be-compressed fields and their relative positions in Ethernet header. Before the header compression starts, sending profile ID over to the decompressor can help context establishment in unambiguous manner.

	Sony
	Profile ID
	We think it could be part of RRC signalling as well i.e. static profile per DRB

	Nokia
	Profile ID
	Even though initially there may be only a single profile for Ethernet header compression, to be more future-proof we should have a profile ID field to account for, e.g. joint IP and Ethernet header compression in future or support of additional fields (e.g. R-TAG).

	Samsung
	None
	We have some sympathy with the motivation for Profile ID but Context ID is enough. 

	OPPO
	Profile ID, CRC
	Regarding profile ID: from our point of view, different types of Ethernet frame can be mapped into one DRB if the QoS requirement is similar. Thus, multiple profiles may be configured in one DRB for different Ethernet packets. In order to differentiate multiple Ethernet frame formats, e.g. Ethernet II, 802.3, with/without Q-Tag, profile ID should be included. As we understood, context ID is unique across multiple prolifes in one DRB, similar as ROHC. Thus, profile ID is only needed in full EHC header. 
Regarding CRC: As we understood, both available-feedback-link case and no-feedback-link case exist in 5G system. No-feedback-link can be applied to support the scenarios including e.g. uni-directional UM RLC link, multi-cast, sidelink. If RAN2 agrees on the case with no feedback link in EHC, we need to introduce non-feedback based trigger to initiate compressed header. Accordingly, CRC in compressed header is need for the de-compressor decompress failure detection.

	Qualcomm
	ProfileID
	During context establishment: 
-Profile ID can be signalled and it allows more flexibility in future releases if more profiles are added. Also the cost of signalling the profile ID during establishment is quite low.
For compressed packets:
- Profile ID need not be signalled on a per-packet level after a CID is created. The ProfileID is implicitly part of the compression context.

	DOCOMO
	Profile ID
But not strong view
	As we explain in [8], If we specify header structure in the future i.e.Rel16 or later, this should be included from the initial release to avoid multiple protocol formats as much as possible. So we think necessity of Profile ID depends on the number of header structure which are specified in Rel16 or later.



	Summary:
9 companies consider that the “Profile ID” is indicated from the compressor to the de-compressor during/after the context establishment.
2 companies consider that the CRC is indicated from the compressor to the de-compressor during/after the context establishment.
5 companies consider that no extra field needs to be indicated.



According to the contributions submitted to RAN2#107 (e.g.[2][5][10][13][14][15]), companies proposed that the explicit feedback mechanism (i.e. send ACK/NACK) can be used to notify the compressor whether the compression context has been established successfully in the de-compressor. According to [16], in case that the compressor only sends a single uncompressed packet before transmitting the compressed packets, the de-compressor may be unable to perform decompression if it receives packets out of order, which is caused by HARQ retransmission. Other companies propose to use the multiple transmission to ensure the establishment of the compression context [4][9][11].
Question 13: How can the EHC compressor know that the EHC compression context is established at the EHC de-compressor?
· Option 1: An explicit feedback for the initial context establishment
· Option 2: Multiple transmissions of uncompressed format during the initial context establishment
· Option 3: Both Option 1 and Option 2 [16]
	Company name
	Answer
	Comments

	vivo
	Option 1
	Regarding Option 2, we consider that it is difficult for the compressor to guarantee that the context is established at the de-compressor. Then if the decompression fails, we would need an extra mechanism to handle the decompression failure.
Regarding Option 3, if the explicit indication is anyway needed, we are not sure if RAN2 needs to specify anything for the multiple transmission. For Option 1, our understanding is that the compressor shall only compress the header after the reception of the feedback.

	Ericsson
	None
or Option 2
	There is no need for feedback (see also [8]). EHC is designed for URLLC transmissions, which are ultra-reliable per definition. If it is necessary to go beyond single transmission reliability simply multiple repeated transmissions (of EHC establishment, not data) can be employed. Feedback on the other hand comes with additional complexity, overhead and latency before EHC transmissions can be started. 

	LG
	Option 2
	Considering that the reliable transmission is supported in IIOT, the feedback mechanism is not needed in EHC. 

	Intel
	Option 2
	We think the main use case for Ethernet header compression is IIoT, where reliability requirement for one transmission of a packet is very low e.g. 1-10-5 (TR 38.913 clause 7.9 for URLLC). To further improve the robustness of EHC, network can configure the number of transmissions of uncompressed packets based on service requirements and channel condition. 
Option 1 (feedback) incurs additional complexity regarding feedback design, and causes additional overhead especially for unidirectional DRB, where an additional RLC UM entity only for feedback should be established (which turns the unidirectional DRB into bidirectional DRB).

	ZTE
	Option 1
	The EHC feedback is mainly used to maintain the EHC state or trigger the EHC state transition. The explicit feedback is more efficient for the EHC state transition as full-header transmission only needs once. Multiple transmissions scheme is less resource efficient.

	MediaTek
	Option 3
	We prefer to leave this to NW implementation. 
For deployments where reliability is paramount, a handshake between the compressor and the decompressor (option 1) is necessary and can be configured by the NW. This is especially important in case of context modification. For deployments with lower reliability requirements, option 2 can be configured by the NW.

	CATT
	Option 1 
	The argument of high reliability not justifying a feedback is not sufficient because:
1) even if it happens infrequently, packet losses will still occur in RLC UM and if it happens on a context establishment packet, many consecutive packets will fail for this flow which should be avoided for URLLC packets
2) it should be allowed to also use EHC for non-URLLC Ethernet flows
The delay argument is not so strong either because no URLLC packets are ever delayed with Option 1, only compression start point is delayed for a given flow, which is not a big deal. On the contrary, multiple repeated transmissions (if sequential) will introduce delay on the URLLC packets.
Finally, with option 1, the feedback mechanism can ensure that the decompressor receives the context establishment packet first and then the compressed packet.

	Huawei 
	Option 1
	1) In RoHC, multiple transmissions of packets are only used in U-mode, where bidirectional channels are unavailable. For O-mode and R-mode where bidirectional channels are available, feedback based mechanism is applied. EHC can use the same principle. For IIoT services, bidirectional and reliable transmission can always be undertook by lower layers of the network. 
2) Feedback based mechanism is more resource efficient than multiple transmissions because an optimal number of multiple transmissions is difficult to determine such that overprovisioning is necessary. 
3) If there exists residual error even after multiple transmissions, consecutive decompression failures could be caused. 
4) Further, one explicit feedback message is more robust than counting transmission times during ambiguous situations. 

	Sony
	Option 1
	We think that reliability aspect is considered in each module/protocol design of IIOT and simply relying on repetitions is not sufficient. Compressor and decompressor state synchronisation with explicit signalling should be desirable. 

	Nokia
	Option 1
	In case the decompressor successfully receives the uncompressed frame, then it sends a simple ACK to compressor. Thanks to that we may actually start sending compressed frames quicker in case a single frame is sufficient to establish a context. With option 2 we would have to always send multiple frames “just in case”, so the latency and overhead of establishing the context would be actually higher. Afterwards compressed frames are sent. This seems to be a very simple mechanism to us and we are not sure what the complexity concerns refer to. On the other hand, in case the context is not established successfully and compressed frames are sent, then the consequences may be severe for URLLC application. 

	Samsung
	Option 1
	We agree that the reliability requirement for IIoT is very high. However, in reality, the requirement may be another story. Nobody can assure that there would be no data loss. If the packet with full header is lost, then the decompression failure propagation will happen, which is a very danger option in reality. That’s why most algorithms have a close-loop mechanism with feedback. 

	OPPO
	At least for Option 2.
Further consider option 1 if feedback link is available.
	As we mentioned in Q12, to support the case with no feedback link, RAN2 needs to introduce non-feedback based trigger to initiate compressed header for EHC, i.e. the compressor considers the context is estiblished, once multiple uncompressed packets are delivered. Thus, at least option 2 should be supported. In the case where the feedback link is available, RAN2 can further consider the compressed packet based feedback in EHC for EHC robustness.

	Sharp
	Option 1
	Agree with vivo.

	Qualcomm
	Option 1
	We prefer to have proper and robust state machine design with feedback. The compressor should only start sending compressed packets after ack is received. This is particularly important as expect IIoT traffic to commonly use UM flows due to latency/jitter constraints.
In addition to robustness problems, as Nokia notes, Option 2 is less efficient as it sends multiple copies of the context creation packet, and also causes delay in the start of compression procedures. 

	DOCOMO
	None
	As we explain in [8]. both options are not needed since lower layer needs anyway guarantee the sufficient reliability. In addition, transmission of full header is guaranteed with HARQ function. To introduce Option1 causes additional complexity and we need much time to specify.



	Summary:
10 companies consider that an explicit feedback from the decompression to compressor is needed for initial context establishment.
2 companies consider that there is no need to specify anything for the compressor to know whether the context is established by the de-compressor.
4 companies consider that the compressor can have multiple transmissions of uncompressed format to ensure the context is established by the de-compressor.
1 company consider that we can have both Option 1 and Option 2, and leave this to NW implementation.



According to [4][9][11], it is proposed that the compressor transmits multiple packets with uncompressed header to establish context in the de-compressor without introducing the feedback mechanism. In order to guarantee the reliability of Ethernet header compression for the uplink, the number of transmission of uncompressed header can be configured by network.
Question 14: For the Option of supporting multiple transmissions of uncompressed format, is the number of transmissions with uncompressed Ethernet header (i.e. UL) configured by the network？
	Company name
	Answer
	Comments

	vivo
	No
	Even for the Option of supporting multiple transmissions of uncompressed format, we think that the multiple transmissions in the UL can still rely on the UE implementation. A smart UE implementation would send sufficient number of the uncompressed format.

	Ericsson
	Yes
	While this would be implementation specific for DL, for UL the number of repeated transmissions should be configurable by network, as network knows both required reliability for EHC establishment as well as single-transmission reliability.

	LG
	No
	It should be UE implementation. 

	Intel
	Yes
	Agree with Ericsson. The number of transmissions for DL is up to network implementation. For uplink, we think it is better for the network to have the flexibility to configure the number of transmissions of uncompressed packets based on service requirements and channel condition.

	ZTE
	No
	As our comments for Question 13, we suggest to use explicit feedback mechanism to indicate the EHC compression context has been established.

	MediaTek
	Yes
	Agree with Ericsson that this can be configured by the NW.

	CATT
	Yes
	For UL, The number of uncompressed packet transmissions can be flexibly configured on the network side according to the network and channel conditions

	Huawei
	Yes but
	Network may need to decide for DL and for UL however it is difficult to determine an optimal number of transmissions. Explicit feedback shall be used instead. 

	Nokia
	
	We do not think this is sufficient mechanism to ensure proper context establishment.

	Samsung
	No
	In reality, the network cannot assure 100% that there would be no data loss for the packet with full header.  

	OPPO
	No
	Up to UE implementation. 

	DOCOMO
	Yes but
	As in our reply for Question 13, we think feedback isn’t needed. 



	Summary:
5 companies consider that for the Option of supporting multiple transmissions of uncompressed format, the number of transmissions is not configurable.
6 companies consider that for the Option of supporting multiple transmissions of uncompressed format, the number of transmissions is configurable.



Several contributions (i.e. [3][5][13][17]) discussed the issue that how to convey an EHC feedback. Most companies suggest to convey EHC feedback via PDCP control PDU. In [3], it is proposed to convey the EHC feedback via PDCP data PDU with no data as considering that it is robust to out of order delivery due to retransmission.
Question 15: For the Option of supporting an explicit feedback for the initial context establishment, how to convey the EHC feedback？
· Option 1: PDCP control PDU
· Option 2: PDCP data PDU with no data
	Company name
	Answer
	Comments

	vivo
	Option 1
	The PDCP SN included in the PDCP data PDU seems not needed for the feedback. Not sure whether the out of order delivery causes any problem, as the compressor would anyway send the compressed packet after the reception of the feedback indication.

	LG
	Option 1
	If the feedback is introduced, using the PDCP Control PDU is a clear solution. 

	Intel
	Option 1
	Although we prefer not to transmit explicit feedback, if RAN2 goes with the direction of supporting feedback, we slightly prefer to go with PDCP control PDU approach.

	ZTE
	Option 1
	With the following considerations, we also think EHC feedback should be carried via PDCP control PDU:
· The size of EHC feedback frame is fixed and does not need to be transmitted in sequence (e.g. PDCP SN is not necessary). 
· As agreed in NR IIoT SI, both the EHC and RoHC may be activated in the same time. Take into account that the RoHC feedback frame is carried over PDCP Control PDU (e.g. PDCP Control PDU for interspersed RoHC feedback), the EHC feedback frame should also be carried over PDCP Control PDU. 

	MediaTek
	Option 1
	We have a slight preference for PDCP control PDU usage for EHC feedback

	CATT
	Option 1
	Control PDU is simple in structure and easy to design.

	Huawei
	Option 1
	Feedback for context establishment is one positive confirmation and compressor will act on the first correctly received feedback. Out of order delivery of feedback message may not be an issue.

	Sony
	Option 1
	

	Nokia
	Option 1
	This is a simple option already utilized by RoHC.

	Samsung
	Option 1
	

	OPPO
	Option 1
	PDCP Control PDU is a clear and simple solution for feedback mechanism.

	Sharp
	Option 1
	Option 1 is simpler and more efficient than option 2.

	QC
	Soft preference for Option 2
	Data PDU benefits from increased reliability if PDCP duplication is configured. It is also beneficial (though not critical) to have in-order delivery for scenarios where multiple operations for the same CID are done in quick sequence, such as CID creation followed by deletion.



	Summary:
1 company slightly prefers Option 2.
12 companies prefer Option 1.



For EHC feedback packet format, [5] proposes to support the concatenation of more than one feedback element in a packet like ROHC, and then “the length is also necessary for EHC feedback to support piggybacking of feedback or the concatenation of more than one feedback element in a packet”. For the following Question 16, companies are invited to choose the header fields included in the EHC feedback packet. The potential fields of the explicit feedback packet could include:
· Context ID
· Profile ID
· Explicit ACK indication
· Explicit NACK indication
· Length [5]
Question 16: For the Option supporting the explicit feedback for context establishment, which fields are included in an EHC feedback?
	Company name
	Answer
	Comments

	vivo
	Only Context ID 
	From our understanding, the de-compressor only needs to send the feedback when it successfully establishes the compression context. Then there is no need to explicitly indicate the ACK/NACK for the context establishment. 
Regarding the Length field, if we have separate PDCP Control PDU for each feedback indication (e.g. for different Ethernet flow), then the Length field is not needed as the MAC already supports multiplexing. The benefit of introducing Length field is not very clear to us. 

	Intel
	Only Context ID
	Although we prefer not to transmit explicit feedback, if RAN2 goes with the direction of supporting feedback, we prefer to only transmit Context ID in the feedback.

	ZTE
	· Context ID
· Profile ID
· Explicit ACK or NACK indication

	· Context ID and Profile ID can be used to identify the EHC flow uniquely.
· Explicit ACK/NACK indication is used to explicitly indicate ACK or NACK for the EHC context. E.g. if full-header is received for the CID, ACK indication can be included in the EHC feedback to acknowledge the EHC context establishment. If full-header has not been received but EHC packet with the CID is received, NACK indication can be included in the EHC feedback, which can trigger full-header transmission again. 
· Considering that there has no clear requirement for concatenation of more than one EHC feedback element in a packet, the Length information is not needed.

	MediaTek
	Context ID and ACK/NACK indication
	The context ID is necessary to identify the context the feedback applies to. The ACK indication would be sent by the decompressor if it receives an uncompressed packet for a new or modified context ID. The NACK indication would be sent by the decompressor if it receives a compressed packet with an unknown context ID.

	CATT
	Only Context ID
	CID damage does not occur during the data transfer, so NACK is not required. The decompression only needs to send a simple feedback that the compressor has successfully received the full packet.

	Huawei
	Only Context ID
	Feedback for context establishment is one positive confirmation and no ACK/NACK is needed, also multiple feedback/concatenation would be rare case. 

	Sony
	Context ID and single bit to indicate sync status between compressor and decompressor
	

	Nokia
	Only context ID
	We only need to indicate a context ID for which the ACK is sent.

	Samsung
	Only Context ID
	Same views with other companies.

	OPPO
	Context ID 
	Context ID can be used by the compressor to distinguish the path for different Ethernet packets in one DRB. If decompression failure is detected, the de-compressor will send the feedback, otherwise no need for feedback. Accordingly, ACK/NACK is not needed.

	Sharp
	Only Context ID
	Feedback with Context ID is used to confirm that the corresponding context has been established.

	Qualcomm
	Only Context ID
	Other fields do not improve robustness or efficiency.



	Summary:
12 companies consider that the Context ID is include in the explicit feedback.
1 company considers that the Profile ID is included in the explicit feedback.
2 companies consider that the explicit ACK/NACK is included in the explicit feedback.
1 company considers that the explicit feedback needs a single bit to indicate sync status between compressor and de-compressor.



The proposals related to this section are listed as follows:
Proposal 7: For context establishment the compressor send the full header and the context ID via PDCP data PDU.
Proposal 8: For context establishment the compressor also indicates the “Profile ID”.
Proposal 9: For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context.
Proposal 10: For context establishment the explicit feedback is sent via PDCP control PDU.
Proposal 11: For context establishment the explicit feedback only includes the “Context ID”.


Procedure of context re-establishment
One issue mentioned by several companies is whether the transmitter needs to transmit packet with full Ethernet header after the context has been established and maintained in de-compressor (i.e. state transition from compressed state to uncompressed state). Several contributions (e.g. [5][14][16]) discussed this issue and proposed that a feedback needs to be sent to trigger the context re-establishment whenever the decompression fails (e.g. CRC check failure). In [8], it is proposed that the feedback is not needed considering that the reliable channel for IIOT is always available and no transition back to lower compressor state is required.
Question 17: Is feedback (e.g. for decompression failure) needed to trigger the compressor to transmit packet(s) with full Ethernet header again after the context is established in the de-compressor?
	Company name
	Answer
	Comments

	vivo
	No
	Once the context has been established and maintained in de-compressor, context damage will not happen as only the static fields are compressed, and the PHY CRC mechanism is enough to guarantee that the packets delivered to PDCP layer are correctly transmitted over Uu. Thus, transmitting packets with full Ethernet header again after context establishment is not needed.

	Ericsson
	No
	Agree with Vivo. See also [8].

	LG
	No
	Same view as vivo.

	Intel
	No
	Agree with vivo.

	ZTE
	Yes
	Although EHC is usually used in IIoT system with high reliability and EHC decompression failure will seldom happen, robustness and error compatibility should still be considered. In some cases after the context is established in the de-compressor, if decompression failure is detected by CRC check, NACK can be included in the EHC feedback. It will trigger the compressor to transmit packet(s) with full Ethernet header.

	MediaTek
	No
	Agree with vivo

	CATT
	No
	Agree with vivo.

	Huawei
	No
	We can reply upon low layer “error correction” mechanism. 

	Sony
	Yes
	If decompression failure occurs then there should be a possibility to revert back to full header

	Nokia
	No
	Agree with vivo et. al.

	Samsung
	No
	

	OPPO
	No
	Agree with vivo. 
In addition, in the case where the context is not ready in the de-compressor, we propose compressed packet based feedback in EHC to inform the compressor the context has not been established, when the feedback link is available. Such feedback mechanism can help the de-compressor inform the compressor the context has not be established and the compressor can re-send full packets for context establishment.

	Sharp
	No
	Agree with vivo.

	Qualcomm
	No
	With robust state machine design for context management, decompression failure should be ruled out. Hence, there is no need for feedback. Reception of a non-decompressible packet by the receiver can be treated as an error case.

	DOCOMO
	No
	We agree with vivo.



	Summary:
12 companies consider that there is no decompression failure in the EHC.
2 companies consider that the decompression failure requires a feedback from the de-compressor to the compressor to trigger the compressor to transmit packet(s) with full Ethernet header again.



Question 18: If the answer to Question 17 is “Yes”, how to convey the feedback?
· Option 1: PDCP control PDU
· Option 2: PDCP data PDU with no data
	Company name
	Answer
	Comments

	LG
	Option 1
	We don’t think any feedback is needed, but if it is introduced, using PDCP control PDU is a clear solution.

	ZTE
	Option 1
	See our comments for Question 15.

	Sony
	Option 1
	Same as Q15



	Summary:
3 companies consider that the feedback for the decompression failure is via PDCP Control PDU



Question 19: If the answer to Question 17 is “Yes”, what fields/information need to be indicated in the feedback (e.g. for decompression failure) triggering the compressor to transmit packet with full Ethernet header again after the context is established in de-compressor?
	Company name
	Answer
	Comments

	ZTE
	· Context ID
· Profile ID
· Explicit NACK indication
	Context ID and Profile ID can be used to identify the EHC flow uniquely. Explicit NACK indication is used to indicate decompression failure and trigger the compressor to transmit packet with full Ethernet header again for the EHC flow. 

	Sony
	Context ID and single bit to indicate sync status between compressor and decompressor
	




	Summary:
2 companies consider that the feedback for the decompression failure includes Context ID.
1 company considers that the feedback for decompression failure includes Profile ID and explicit ACK/NACK.
1 company considers that the feedback for decompression failure includes a single bit to indicate sync status between compressor and de-compressor.



The proposals and observations related to this section are listed as follows:
Observation 1: No decompression failure needs to be resolved.

Procedure of context removal
According to [3], it pointed out that there may be a case that after some time the compressor realizes that a certain Context ID is not seeing any traffic, and the compressor may want to reuse the Context ID to compress a different flow. The following approaches are mentioned to realize the context ID reuse.
(1) Send a context create packet with a new compression context for an existing Context ID, with the receiver interpreting this create packet as replacing the old compression context.
(2) First delete the compression context for that Context ID and subsequently create a compression context for the Context ID
In [3], it is mentioned that the first approach places additional burden on the de-compressor, e.g. the de-compressor has to be prepared that any incoming packet will replace an existing compression context which adds complexity to the receive path for established Context IDs. Thus, it proposes to use a context delete procedure to removal the context which does not have data transmission. In addition, it proposes that the de-compressor sends an EHC context removal feedback to the compressor via PDCP data PDU with no data, considering that it is robust to out of order delivery due to RLC retransmissions and HARQ delays.  
Companies are invited to provide their views on the context delete procedure, i.e. compressor sends a Context Delete packet and the de-compressor sends a Context Delete Feedback packet.
Question 20: Do we need to introduce the context delete procedure (i.e. compressor sends a Context Delete packet and the de-compressor sends a Context Delete Feedback packet [3]) for modifying a context ID which is already in use?
	Company name
	Answer
	Comments

	vivo
	No
	We think that the value range for the context ID for a certain DRB should be sufficient if we allow sufficient bits (e.g. 7/15) context ID in the PDCP PDU. If some companies consider that the value range of the context ID may not be sufficient in some rare case(s), we think that the context ID modification can be realized by the release + addition of the EHC function.

	Ericsson
	No
	Not useful. Context can simply be overridden by new context establishment. Complexity for decompressor is the same for overriding context or deletion and new establishment of context.

	LG
	No
	We think that the context establishment procedure is enough. If the compressor wants to replace the Ethernet header context, the compressor can update the Ethernet header context using the context establishment procedure.

	Intel
	No
	We don’t think context release is needed. If context ID is to be reused, the transmitter can simply send uncompressed packet(s) with the same context ID.

	ZTE
	No
	We agree with Ericsson that CID overwriting mechanism as that in RoHC is enough. No new context delete procedure is needed.
We think the CID overwriting mechanism has less impacts on specification and is more radio resource efficient. Moreover, CID overwriting will not happen frequently if the CID value range is suitable.

	MediaTek
	No
	Agree with Ericsson that context establishment overrides a previous context

	CATT
	No
	We share the same view as Ericsson/Intel.

	Huawei
	No
	The replace option “Send a context create packet with a new compression context for an existing Context ID” would be sufficient. 

	Sony
	No
	

	Nokia
	No
	We agree with others that we can override the old context by using context establishment procedure. 

	Samsung
	No
	

	OPPO
	No
	The benefit is unclear.

	Sharp
	No
	

	Qualcomm
	yes
	Having an explicit context delete procedure with explicit ack is desirable. 
Once a context has been created, and compressed packets start flowing, the decompressor should not have to look for context modifications that cause it to change its decompression state. This can cause problems for packets that are still undergoing decompression.
It is easier for the decompressor to perform a delete and subsequent create, which creates an additional step in the context modification procedure, and properly clears the state for decompressor.

	DOCOMO
	No
	



	Summary:
14 companies consider that the context removal procedure is not needed.
1 companies consider that the context removal procedure is needed.



Question 21: If the answer to Question 20 is “Yes”, how to convey the context removal information from the compressor to the de-compressor?
· Option 1: via PDCP data PDU
· Option 2: via PDCP control PDU
	Company name
	Answer
	Comments

	Qualcomm
	Same as Q15
	Same feedback method as ACK for context creation (Question 15)

	
	
	



Question 22: If the answer to Question 20 is “Yes”, which fields need to be indicated from the compressor to the de-compressor for the context removal?
	Company name
	Answer
	Comments

	Qualcomm
	Context ID
	Context ID is sufficient to identify the context being removed

	
	
	



Question 23: If the answer to Question 20 is “Yes”, how to convey the feedback for the context removal？
· Option 1: PDCP control PDU
· Option 2: PDCP data PDU with no data
	Company name
	Answer
	Comments

	Qualcomm
	Same as Q15
	Same feedback method as ACK for context creation (Question 15)

	
	
	



Question 24: If the answer to Question 20 is “Yes”, which fields need to be indicated in the feedback from the de-compressor to the compressor for the context removal?
	Company name
	Answer
	Comments

	Qualcomm
	Context ID
	Context ID is sufficient to identify the context being removed

	
	
	



	Summary:
One company provides the detailed information which is used for the context removal procedure.



The proposals and observations related to this section are listed as follows:
Observation 2: Context removal procedure is not needed.

Other issue(s)
This section is to allow companies to raise other issues which could be relevant to this email discussion but not fully covered by the above discussions.
As explained in [8], following PDCP re-establishment, re-transmitted PDUs may be discarded in receiver before decompression if already received before PDCP re-establishment. If one of the discarded packets was an uncompressed PDU for EHC context establishment, subsequent compressed PDUs for this context cannot be decompressed. A simple approach to solve this issue is to disallow sending compressed PDUs until after the PDCP re-establishment.  
Question x: Shall uncompressed PDUs be mandated for PDCP re-transmissions?
	Company name
	Answer
	Comments

	Ericsson 
	Yes
	See above.

	LG
	Yes
	It would be simple and safe to send Full header packet after PDCP re-establishment.

	ZTE
	Yes
	Agree with Ericsson and LG.

	MediaTek
	
	There is no issue to solve if feedback is used.

	Huawei
	Yes or no
	If feedback is used for the context establishment instead of multiple transmission of uncompressed PDU, this might not be an issue. 

	Sony
	
	Agree with MediaTek and Huawei

	Nokia
	No
	This issue does not exist in case we introduce explicit feedback.

	Samsung
	
	There would be no issue if the feedback is introduced. Simply, the transmitter sends the packet with full header until the reception of feedback. The above issue happens only if the transmitter just starts Ethernet header compression after the transmission of the packet with full header.

	Qualcomm
	
	Agree with Huawei and Mediatek that with feedback for establishment, this problem goes away (with the natural assumption that compressor sends uncompressed packets until it gets the feedback).

	DOCOMO
	Yes
	

	vivo
	
	There is no issue to solve if feedback is used.



	Summary:
4 companies consider that the uncompressed PDU shall be mandated for PDCP retransmission.
7 companies consider that with explicit feedback, there is no issue for PDCP re-establishment.



Observation 3: With the explicit feedback, mandating the uncompressed PDU for PDCP retransmission is not needed.
Question x:  Shall joint EHC + RoHC operation be supported?
	Company name
	Answer
	Comments

	Nokia
	Yes
	We think one advantage of having a separate algorithm for Ethernet header compression is that join Ethernet + IP header compression can be achieved with little additional effort as EHC and RoHC operation could be kept virtually independent.

	Samsung
	Yes
	See the answer for Q7. This can resolve the concerns on the padding removal and improve its gain.

	vivo
	Yes
	



Proposal 12: RAN2 is kindly requested to discuss whether the joint EHC + RoHC operation can be supported.

Conclusions
15 companies joined the email discussion. The summary for company feedbacks can be found under each question. The following proposals are based on the majority views from the email discussion.
Observation 1: No decompression failure needs to be resolved.
Observation 2: Context removal procedure is not needed.
Observation 3: With the explicit feedback, mandating the uncompressed PDU for PDCP retransmission is not needed.
Proposal 1: The EHC function is in PDCP
Proposal 2: The EHC header is located after the SDAP header.
Proposal 3: The EHC can removes the following fields:
· SOURCE/DESTINATION ADDRESS
· TYPE
· All sub-fields of Q-TAG
· PAD
Proposal 4: RAN2 is kindly requested to discuss whether the LENGTH field can be removed.
Proposal 5: If RAN2 agrees to remove the LENGTH field, the LENGTH field can only be removed when the PAD field is removed.
Proposal 6: The PAD removal function is up to transmitter implementation.
Proposal 7: For context establishment the compressor send the full header and the context ID via PDCP data PDU.
Proposal 8: For context establishment the compressor also indicates the “Profile ID”.
Proposal 9: For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context.
Proposal 10: For context establishment the explicit feedback is sent via PDCP control PDU.
Proposal 11: For context establishment the explicit feedback only includes the “Context ID”.
Proposal 12: RAN2 is kindly requested to discuss whether the joint EHC + RoHC operation can be supported.
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Annex A
The following texts are extracted from [19]:
	Furthermore, the DESTINATION ADDRESS (6 octets) and SOURCE ADDRESS (6 octets) fields provide the basic identifies of a station within the Ethernet layer. These fields may be static among subsequent packets, which can be exploited for compression.
The LENGTH/TYPE (2 octets) field may be used for length information or to define the 802.1QTagType, and can be used in compression. In most case where this is a TYPE-field the value would be static.
Tagging (Q-Tags) is widely used in Ethernet networks for traffic separation and marking. During forwarding various tags may be added to and removed from user data frames by the tag encoding and decoding functions of L2 nodes. The most common Q-Tags named explicitly for Ethernet header compression related contributions are:
-	C-Tag: Tag Protocol Identifier (TPID) and Tag Control Information (TCI)
-	S-Tag: Tag Protocol Identifier (TPID) + Tag Control Information (TCI)
These Q-Tags include not only a VLAN IDENTIFIER, but bits used for QoS purposes (e.g., PCP, DEI) as well. Compression may not consider for example those QoS related bits.
Q-TAGs and all their sub-fields may be static, which can be used in compression.



Annex B
The following figure gives the examples of different Ethernet frame format: 


Figure 5: Ethernet Frame Format
The following figure illustrates an example of the detailed Ethernet frame format of Ethernet V2:
[image: ]
Figure 6: Ethernet V2
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