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1. Introduction
In RAN2’s reply LS to SA3 [1], it is mentioned that:
	Regarding to whether the PC5-S message is transmitted over control plane or user plane is still under discussion in RAN2, and RAN2 will keep SA3 up to date if any further agreements are achieved.


As the PC5-S messages was transmitted over user plane in LTE but SCCH and PC5-RRC is introduced in NR, it should be further discussed about the PC5-S messages transmission about e.g. whether it is transmitted on SRB or DRB.
Besides, RAN2 also have the working assumption in RAN2 #105bis meeting that [2]:

	Working assumption:

2a:
Do not encapsulate PC5-S message related to link setup into PC5-RRC message for AS-layer configuration.

2b:
PC5-RRC message for AS-layer configuration is not to be sent unprotected, so is not to be sent together with PC5-S messages like Direct Communication Request.

2c:
Do not encapsulate PC5-S message related to link setup into PC5-RRC message for capability information.


It is still unclear that for other PC5-S messages besides those related to link setup, whether they should be carried in PC5-RRC messages. And although it is agreed to separate PC5-RRC messages and PC5-S messages, it should be further discussed if these two kinds of messages should/can be transmitted in one MAC PDU.
This contribution will discuss the left issues about PC5-S messages, such as the radio bearer used to transmit PC5-S message, the relationship between PC5-S message transmission and PC5-RRC message transmission, and so on.
2. Discussion
2.1 Logical channel and SLRB

The first issue is about the logical channel and SLRB used for transmission of PC5-S messages.

In LTE, the PC5-S protocol stack is as follows [3] :
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Figure 5.1.1.5.3-1: PC5 Signalling Protocol stack

In LTE, there are only logical channels of SBCCH and STCH. Thus, the PC5-S messages are transmitted on STCH and dedicated LCIDs are assigned for PC5-S messages:
Table 6.2.4-1 Values of LCID for SL-SCH

	Index
	LCID values

	00000
	Reserved

	00001-01010
	Identity of the logical channel

	01011-10100
	Identity of the logical channel which is used for duplication

	10101-11011
	Reserved

	11100
	PC5-S messages that are not protected

	11101
	PC5-S messages "Direct Security Mode Command" and "Direct Security Mode Complete"

	11110
	Other PC5-S messages that are protected

	11111
	Padding


In NR, it is agreed in RAN2 #104 that “New logical channel (SCCH: SL Control Channel) in addition to STCH (SL Traffic Channel) will be also introduced. SCCH carriers PC5-RRC messages.” AS the PC5-S messages are more related to e.g. PC5 link setup and maintenance, TMGI monitoring, and remote UE information request in relay scenario, it is rational to separate them from the normal user plane service data. 
Observation 1: PC5-S messages are more related to e.g. PC5 link setup and maintenance, TMGI monitoring, and remote UE information request in relay scenario in LTE, which is much different from normal user plane service data.
Moreover, SDAP sublayer will be supported to perform QoS flow to SLRB mapping for data transmission in NR SL unicast, groupcast and broadcast. But PC5-S messages do not need SDAP function. Hence it is better to use a separate logical channel to carry PC5-S messages.

Observation 2: PC5-S messages do not need SDAP sublayer which is supported for data transmission.
Proposal 1: PC5-S messages are carried on Sidelink control channel (SCCH). 
Furthermore, as PC5-RRC messages are also carried on SCCH, it can be further considered if we need separate SRBs for PC5-RRC messages and PC5-S messages, such as we have SRB0, SRB1 and SRB2 in Uu. In our understanding, the initial PC5-S messages and PC5-RRC messages can only be transmitted on a default SRB, but the following PC5-S and PC5-RRC messages may be carried in dedicated SRBs, which can be configured by PC5-RRC procedures and are security activated. Whether the PC5-RRC messages can have higher priority over PC5-S messages, just like we prioritize SRB1 (carrying RRC messages) over SRB2 (carrying NAS message) in Uu case, can be discussed later.
Moreover, as it is still not clear that if there can be dedicated SRBs for groupcast and broadcast, it can be discussed first for the unicast case.
Proposal 2: For unicast, both protected PC5-S messages and protected PC5-RRC messages are transmitted on dedicated SL SRBs with security activation. FFS for groupcast and broadcast. 

Proposal 3: RAN2 to discuss whether SL SRBs of different priorities are needed for PC5-RRC messages and PC5-S messages.
2.2 PC5-S and PC5-RRC messages 

a. PC5-S and PC5-RRC messages in one MAC PDU
Another issue is that, although RAN2 agreed to not encapsulate PC5-S message related to link setup into PC5-RRC message for AS-layer configuration and capability information, there is still a left issue about whether PC5-S message related to link setup can be transmitted together with AS information, e.g. capability information, in one MAC PDU, to avoid the TX-RX capability mismatch problem. This mismatch problem is identified in previous meeting, which means that the UE pair may establish the upper layer PC5-S link successfully but only result in a quick link release due to the AS-level failure, e.g. due to TX-RX capability mismatch.as the Because the mismatch problem involves with the security issue, an LS was sent to SA3, and their response is as follows [4]:

	Q1: RAN2 would like to ask SA3 whether or not ciphering and integrity protection should be applied to PC5-RRC messages for NR V2X unicast Sidelink Communication

A1: SA3 considers that in principle, ciphering and integrity protection should be applied to RRC messages, but it depends on information conveyed in PC5-RRC messages. To decide when and how ciphering and integrity protection should be applied to PC5-RRC messages for NR V2X unicast Sidelink Communication, SA3 would like to request additional information from RAN2 as soon as it is available on the specific information to be exchanged in the PC5 RRC messages.

<text omitted…>
Q4: RAN2 would like to ask SA3 whether or not the following PC5-RRC messages can be sent without protection before PC5 security association as in the answer for above Q1.

a) PC5-RRC message carrying UE Capability

b) PC5-RRC message carrying AS Configuration

A4: SA3 considers that it depends on the information included in the UE Capability and AS configuration whether or not PC5-RRC messages carrying UE Capability and/or AS configuration can be sent without protection. SA3 would like to request additional information from RAN2 as soon as it is available on the specific information to be included in UE Capability and AS configuration messages.


In our opinion, the PC5-S message related to link setup, for example, PC5 direct communication request, should be transmitted together with PC5-RRC capability information to solve the TX-RX capability mismatch problem. RAN2 can further confirm the information included in the UE Capability to figure out if it can be sent without protection, and if the answer is yes, it is better that PC5 direct communication request is transmitted together with PC5-RRC capability information. By this method, the mismatch problem can be well handled. Regarding the concrete UE capability information, it is analyzed in another contribution of ours in [5]. Basically, we do not foresee any security concerns, but this should of course be left to SA3 decision.
As for AS-configuration message, as it may not be transmitted without security activated, it may not be transmitted together with PC5 direct communication request. Therefore,
Proposal 4: PC5 direct communication request is transmitted together with AS UE Capability information (e.g. in one MAC PDU), if no security concerns from SA3.
b. PC5-S and PC5-RRC messages encapsulation.

For PC5-S messages, the previous working assumption is that “Do not encapsulate PC5-S message related to link setup into PC5-RRC message for AS-layer configuration”. This working assumption can be confirmed later after we discussed about whether PC5-S and PC5-RRC messages can be multiplexed in one MAC PDU. E.g. if the answer for multiplexing is yes, it may be fine to confirm that working assumption as we do not rely on encapsulation of PC5-S messages in PC5-RRC messages to solve the TX-RX mismatch problem.
On the other hand, the PC5-S message that are not related to link setup should also be discussed. If we introduce SRBs of different priorities for PC5-S messages and PC5-RRC messages based on requirements, there is no need to discuss this encapsulation issue.
Observation 3: If SL SRBs of different priorities for PC5-S messages and PC5-RRC messages are introduced, there is no need to discuss whether PC5-S messages that are not related to link setup should be encapsulated in PC5-RRC messages.
However, even there is only one SLRB, as the PC5-S messages are more related to e.g. PC5 maintenance, TMGI monitoring, and remote UE information request in relay scenario in LTE, it seems no motivation to encapsulate them in PC5-RRC messages.

Proposal 5: PC5-S messages that are not related to link setup are not encapsulated in PC5-RRC messages.
3. Conclusion
In this contribution, we discussed further about PC5-S messages such as the logical channel and SLRB of PC5-S messages, and the relationship between PC5-S and PC5-RRC messages. And we have the following observations and proposals:
Observation 1: PC5-S messages are more related to e.g. PC5 link setup and maintenance, TMGI monitoring, and remote UE information request in relay scenario in LTE, which is much different from normal user plane service data.
Observation 2: PC5-S messages do not need SDAP sublayer which is supported for data transmission.
Observation 3: If SL SRBs of different priorities for PC5-S messages and PC5-RRC messages are introduced, there is no need to discuss whether PC5-S messages that are not related to link setup should be encapsulated in PC5-RRC messages.
Proposal 1: PC5-S messages are carried on Sidelink control channel (SCCH).
Proposal 2: For unicast, PC5-S messages which are protected and PC5-RRC messages which are protected are both transmitted on dedicated SL SRBs with security activated. FFS for groupcast and broadcast.
Proposal 3: RAN2 to discuss whether SL SRBs of different priorities are needed for PC5-RRC messages and PC5-S messages.
Proposal 4: PC5 direct communication request is transmitted together with AS UE Capability information (e.g. in one MAC PDU), if no security concerns from SA3.
Proposal 5: PC5-S messages that are not related to link setup are not encapsulated in PC5-RRC messages.
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