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	Reason for change:
	In RAN2#106, the Editor’s note regarding the usage of the term “handover” in 8.3 was replaced with the following note:

NOTE 1: 	In this subclause the term "handover" refers to a synchronous reconfiguration not necessarily implying a PCell and/or PSCell change.

However, this clarification still leaves ambiguity as to whether security key change is implied or not. The text in 8.3 was originally written for EN-DC, in which case “handover“ always implies security key change. For MR-DC, it is not so clear anymore what the term “handover” refers to. Even with the new note, it could mean synchronous reconfiguration with or without security key change.

Furthermore, the term “reconfiguration with sync” is only defined for NR, so it is unclear what it refers to in case of E-UTRA cell groups. In order to work for all MR-DC options, the text should preferably be RAT agnostic by avoiding those terms.

The terms “MCG PDCP” and “SCG PDCP” are ambiguous, as it is the termination point (MN/SN) that matters in the text and not the cell group (MCG/SCG). 


	
	

	Summary of change:
	Section 8.3 is updated to clarify the different cases by 
· removing the term “handover”. Instead, the “MN security key change” is used, which works for both NR and E-UTRA cell groups, as the protocol actions are dependent on whether the security key is changed or not.
· removing the terms MCG/SCG PDCP. Instead MN/SN terminated PDCP is used.

	
	

	Consequences if not approved:
	The specification will be unclear since the term handover could mean synchronous reconfiguration with or without security key change. Furthermore, the term “reconfiguration with sync” is only defined for NR, so it will be unclear what it refers to in case of E-UTRA cell groups.
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START OF CHANGES
[bookmark: _Toc517228520]
[bookmark: _Toc5705153][bookmark: _Hlk517742]8.3	Bearer type change		
In MR-DC, all the possible bearer type change options are supported:
-	MCG bearer to/from split bearer;
-	MCG bearer to/from SCG bearer;
-	SCG bearer to/from split bearer.
Bearer termination point change is supported for all bearer types, and can be performed with or without bearer type change:
-	MN terminated bearer to/from SN terminated bearer.
For MR-DC:
-	when the security key is changed for a bearer, the associated PDCP and RLC entities areentity is re-established, while RLC entity and MAC behavior might depend on the solution selected by the network, e.g. MAC reset, change of LCID, etc. (see Annex A);
-	for MCG bearer, split bearer and SCG bearer, during handover MN security key change the MCG/SCG PDCP and RLC are re-established and MCG/SCG MAC is reset;
-	if a bearer type change happens through handover proceduretogether with MN security key change then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC are re-established and MCG/SCG MAC is reset;
NOTE 1: 	In this subclause the term "handover" refers to an E-UTRA handover or to an NR a synchronous reconfiguration not necessarily implying a PCell and/or PSCell change with or without security key change.
[bookmark: _GoBack]-	if a bearer type change happens through SN change procedure, then SN terminated PDCP /and SCG RLC are re-established and SCG MAC is reset. MCG RLC/MAC behavior depends on the solution selected by the network, see Annex A;
-	one step (direct) bearer type change between MN terminated bearer types without using the handover procedure is supported;
-	one step (direct) bearer type change between SN terminated bearer types without using the handover or SN change procedure is supported;
-	one step (direct) bearer type change from/to MN terminated bearer to/from SN terminated bearer without using the handover procedure is supported;
-	PDCP version change for DRB (only applicable for EN-DC) or PDCP SN length change for an AM DRB or RLC mode change for DRB is performed using a release and add of the DRBs (in a single message) or full configuration;
-	One step (direct) bearer type change with PDCP version change (only applicable for EN-DC) is supported.
NOTE 2:	L2 handling for bearer type change in MR-DC is also summarized in Annex A (the table does not consider the cases that PDCP SN length is changed and avoiding reuse of COUNT).
END OF CHANGES

