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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
In the RAN#83 meeting, a new work item on private network support for NG-RAN is approved. One of the objects is abstracted as following:
· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
In this contribution, we will focus on SNPN/CAG identifying information broadcast by RAN.
2. Discussion
As described in TS 23.501, a Non-Public Network for non-public use can be supported via 5GS. An NPN may be deployed as:
- a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
- a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN. 
2.1. [bookmark: OLE_LINK21][bookmark: OLE_LINK31][bookmark: OLE_LINK29][bookmark: OLE_LINK24][bookmark: OLE_LINK28][bookmark: OLE_LINK22][bookmark: OLE_LINK30][bookmark: OLE_LINK23]Stand-alone Non-Public Network
A stand-alone NPN is identified by the combination of the PLMN ID and NID (network identifier). According to TS 23.501 NG-RAN nodes which provide access to SNPNs broadcast the following information:
-	One or multiple PLMN IDs
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
-	Optionally a human-readable network name per NID.
Based on these information, it implies that NG-RAN can be shared by multiple SNPNs (each identified by PLMN ID and NID). Similar with RAN sharing in NR which a PLMN list shall be carried in the SIB1 of the sharing cell, a NPN identifier list shall be broadcast by the cell shared by multiple SNPNs. 
As the above identifying information of SNPN is related to network selection and access control, it is reasonable to reuse NR principle to carry this information in SIB1 as a part of access control information.
In the NOTE 3 as below in TS 23.501, human-readable network name per NID is only used for manual SNPN selection. Moreover, based on SA2’ assumption that an NG-RAN node supports broadcasting a total of twelve NIDs, it is better to carry human readable network in a separate SIB rather than SIB1 like CSG in LTE.
NOTE 3:	The human-readable network name per NID is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].
Proposal 1: For the cell providing access to SNPN, a NPN identifier list in which each entry comprises of a PLMN ID and a list of NIDs is carried in SIB1.
Proposal 2: The human readable per NID for SNPN is included in a new SIB.
In a NOTE in TS 23.501, it states as following：
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.
Based on the above description, PLMN IDs reserved for use by private networks can be used for non-public networks (e.g.MCC 999). From the view of reducing broadcast overhead, it is reasonable that RAN2 to discuss whether the full PLMN ID identifying non-public networks always needs to be broadcast.
Proposal 3: RAN2 is kindly requested to discuss whether the MCC part of NPN identifier is always broadcast.
According to TS 23.501, the combination of a PLMN ID and Network identifier (NID) identifies an SNPN. The NID shall support two assignment models:
-	Locally managed NIDs are assumed to be self-managed by SNPNs (i.e. chosen individually by SNPNs) at deployment time (and may therefore not be unique) but use a different numbering space than the universally managed NIDs as defined in TS 23.003 [19].
-	Universally managed NIDs are assumed to be globally unique.
Based on our understanding, there may exist a case that different SNPNs use the same SNPN identifier (combination of PLMN ID and NID). As the identifying information of SNPN will impact the network selection and sequence cell selection, it is worth to discuss whether the SNPN identifier conflict caused by locally managed NID between different SNPNs should be resolved.
Proposal 4: RAN2 is kindly requested to discuss whether the SNPN identifier conflict caused by locally managed NID(s) between different SNPNs should be resolved.
2.2.  Public network integrated NPN
Based on TS 23.501, the following is required for identifying a Public network integrated NPN:
-	A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;
-	A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;
-	A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:
Based on the SA2’ conclusion, CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). It is reasonable that these identifying information of Public network integrated NPN is carried in SIB1 as part of the cell access control information.
For human-readable network name per CAG identifier which is only used for presentation to user when user requests a manual CAG selection, it is better to be carried in a separate SIB rather than SIB1 like human readable name of CSG in LTE.
Proposal 5:  For a cell providing CAG access, a list of CAG identifiers is provided per PLMN in SIB1.
Proposal 6:  Human-readable network name per CAG identifier is carried in a new SIB.
3. Conclusion
In this contribution, we discuss SNPN/CAG related parameters broadcast by RAN, and the related observations and proposals are as following:
Proposal 1: For the cell providing access to SNPN, a NPN identifier list in which each entry comprises of a PLMN ID and a list of NIDs is carried in SIB1.
Proposal 2:  Human-readable network name of NID for SNPN is carried in a new SIB.
Proposal 3: RAN2 is kindly requested to discuss whether the MCC part of NPN identifier is always broadcast.
Proposal 4: RAN2 is kindly requested to discuss whether the SNPN identifier conflict caused by locally managed NID(s) between different SNPNs should be resolved.
Proposal 5:  For a cell providing CAG access, a list of CAG identifiers is provided per PLMN in SIB1.
Proposal 6:  Human-readable network name of CAG identifier is carried in a new SIB.
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