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1
Introduction
RAN2#105 reached the following agreement on configuration of BAP layer [1]:

	· RAN2 assumes that IAB-donor CU configures the adaptation layer.


RAN2#105bis reached the following agreement on UL mapping to BH RLC channels [2]:
	· For user plane, The UL mapping in the IAB access node to BH RLC channels should be based on the knowledge about UE bearers (identified with GTP TEID) 

· For control plane (F1-C messages) The UL mapping in the IAB access node to BH RLC channels should be based on F1-C message type. FFS if per UE.


RAN3#104 achieved the following agreement [2]:
	· F1AP signaling is used to configure DL forwarding; FFS whether UE-associated or non-UE-associated

· After DU has been set up, F1AP is used to configure BAP layer of the DU of an IAB node (regardless of whether IAB includes one or two BAP entities)

· Different BH RLC channels may be used for the different SCTP streams on which F1AP is transported


RAN2#106 reached the following agreements on BAP routing [3]:

	· The BAP routing id (carried in the BAP header) consists of BAP address and BAP path ID. Encoding of the path ID in the header is FFS.

· Each BAP address defines a unique destination (unique for IAB network of one Donor, either an IAB access node, or the IAB donor)

· Each BAP address can have one or multiple entries in the routing table to enable local route selection. Multiple entries are for load balancing, re-routing at RLF. For load balancing still FFS what is decided locally and/or decided by the Donor.

· …


RAN2#106 achieved the following agreements on BAP functions [4]:

	The below lists the functions of BAP (initial, might not be complete)


F1: Retrieve packets from ingress RLC layer

F2: Deliver packets to egress RLC layer

F3: Retrieve packets from upper layer

F4: Deliver packets to upper layer


F5: Differentiate traffic to be delivered to upper layers from traffic to be delivered to egress RLC layer


F6: Perform bearer mapping and routing for packets delivered to egress RLC layer


F7: Selection/addition of BAP identifiers for packets received from upper layer


This paper discusses the information to be configured on IAB-nodes and IAB-donor DU to enable next-hop forwarding on BAP layer. 
2
Discussion
Packets arrive at the BAP layer either from upper layers or from BH RLC channels. This paper concerns with the forwarding of these packets to next hop BH links. The paper does not concern with packets that have reached their BAP destination and are therefore forwarded to upper layers. 
For packets arriving from upper layers, the BAP inserts a BAP routing header with a BAP routing ID, and it selects the next-hop link, referred to as egress link, as well as the egress RLC channel (Figure 1a). For these packets, the determination of the BAP header information as well as the selection of egress link and LCID is based on upper layer information, and it needs to be configured by the CU. 
For packets arriving on the RLC channel of an ingress BH link, the BAP layer selects egress link and RLC channel based on information carried on the packet, such as the ingress LCID, ingress BH link and BAP-header information (Figure 1b). This selection also needs to be configured by the CU.
The following discussion captures the configuration necessary to accomplish each of these forwarding tasks. 

Observation 1: The IAB-donor CU needs to provide a separate BAP configuration for the forwarding of packets from upper layers than for the forwarding of packets arriving on an ingress BH link.
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Figure 1: BAP-layer operations. 1a: for packets arriving form upper layer. 1b: for packets arriving from ingress BH link.

Forwarding of packets from upper layers
The BAP layer at the IAB-node receives upstream packets from upper layers for the following traffic types:

· F1-U packets from local access links.

· F1-C packets with the DU’s non-UE-associated signalling.

· F1-C packets with UE-associated signalling for local access links.

· Non-F1 packets such as for OAM support.

The BAP layer at the IAB-donor receives downstream packets from upper layers with the same traffic types. The IAB-donor-internal configuration of packet forwarding, however, is handled by RAN3 and therefore not considered in this paper.
For upstream packets, the configuration by the IAB-donor needs to capture all traffic types in the bulleted list above. Further, for each traffic type, a traffic identifier needs to be provided whose space is unique to the traffic type (e.g. GTP-U TEID is unique for F1-U). Table 1 shows how the resulting mapping that needs to be configured by the CU. In this mapping table, traffic type and traffic identifier together is referred to as traffic specifier. Table two shows two options on how traffic identifiers can be defined for all traffic types.
Table 1: Mapping for packets arriving from upper layers
	Traffic specifier
	BAP routing ID
	Egress

	Traffic type
	Traffic ID
	BAP address
	BAP path ID
	Link
	LCID

	…
	…
	…
	…
	…
	…


Table 2: Options to define traffic identifiers for each type
	Traffic type
	Traffic ID 

- Option a - 
	Traffic ID 

- Option b -

	F1-U
	GTP-U TEID
	GTP-U TEID

	Non-UE associated F1-C
	SCTP stream ID
	gNB-DU ID (in F1-AP)

	UE-associated F1-C
	
	gNB-DU F1AP UE ID

	Non-F1
	FFS
	FFS


Proposal 1: The configuration of BAP forwarding for packets from upper layers should include a traffic type (such as F1-U, etc.), a traffic-type-specific traffic identifier (such as GTP-U TEID for F1-U), the BAP routing ID, egress BH link and egress LCID.
Forwarding of packets from ingress BH links
For the forwarding of packets arriving from ingress BH links, the IAB-donor CU has to configure the mapping from ingress BH link, ingress RLC channel and BAP header information to egress BH link and egress RLC channel.
The configuration depends on the support of “bearer remapping”, which allows different aggregation of traffic to RLC channels on ingress link than on egress link (Figure 2).
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Figure 2: Example for forwarding with and without “bearer remapping” at node B (no pun intended)
The following distinction has to be made:
Bearer remapping is not supported:
If bearer remapping is not supported, only the BAP routing ID, ingress link and ingress LCID are necessary to determine egress link and egress LCID (Table 3).
Bearer remapping is supported:
If bearer remapping is supported, the mapping also requires knowledge of the traffic specifier which needs to be included in the BAP header in addition to the BAP routing ID (Table 4).

Table 3: Mapping for packets arriving from ingress BH link – without “bearer remapping”
	Ingress
	BAP header information
	Egress

	
	BAP routing ID
	

	Link
	LCID
	BAP address
	BAP path ID
	Link
	LCID

	…
	…
	…
	…
	…
	…


Table 4: Mapping for packets arriving from ingress BH link – with “bearer remapping”
	Ingress
	BAP header information
	Egress

	
	Traffic specifier
	BAP routing ID
	

	Link
	LCID
	Traffic type
	Traffic ID
	BAP address
	BAP path ID
	Link
	LCID

	…
	…
	…
	…
	…
	…
	…
	…


Proposal 2: The configuration of BAP forwarding for packets from ingress BH links should include ingress BH link, ingress LCID, BAP routing ID, egress BH link and egress LCID.
Proposal 3: In case “bearer remapping” is supported, the configuration of BAP forwarding for packets from ingress backhaul links should also include the traffic type and traffic-type-specific identifier.

3
Conclusion
This paper discussed the information to be configured on IAB-nodes and IAB-donor DU to enable next-hop forwarding on BAP layer. The following proposals have been made: 

Observation 1: The IAB-donor CU needs to provide a separate BAP configuration for the forwarding of packets from upper layers than for the forwarding of packets arriving on an ingress BH link.

Proposal 1: The configuration of BAP forwarding for packets from upper layers should include a traffic type (such as F1-U, etc.), a traffic-type-specific traffic identifier (such as GTP-U TEID for F1-U), the BAP routing ID, egress BH link and egress LCID.
Proposal 2: The configuration of BAP forwarding for packets from ingress BH links should include ingress BH link, ingress LCID, BAP routing ID, egress BH link and egress LCID.
Proposal 3: In case “bearer remapping” is supported, the configuration of BAP forwarding for packets from ingress backhaul links should also include the traffic type and traffic-type-specific traffic identifier.
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