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1. Introduction
In RAN Plenary #83, a new Work Item on private network was approved [1] with the following objectives:
	· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]


In this contribution, we focus on the “CAG/SNPN relevant parameter broadcast from SIB”.
2. Discussion
In this chapter, we first give a brief introduction of the SNPN/CAG relevant parameters, then analyze the impact of the network sharing to the system Information, at last we give a short description on how to indicate the selected SNPN ID/CAG ID to the network.
2.1 Parameters for the SNPN/CAG Identifier
As required in [2], to identifier the SNPN network, the following information shall be broadcasted.
	-	One or multiple PLMN IDs
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
-	Optionally a human-readable network name per NID.
-	Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks.


For the CAG, the following is required for identification:
	-	A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;
-	A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;
-	A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:


Obviously, the SNPN/CAG Identity Information can be divided into two parts:
· Part 1: Cell Access related Info which shall be contained in the SIB1.
· Part 2: Human-readable name which shall be broadcasted in a separate system Information just like the SIB9 in the LTE. 
For the convenience, it’s better to discuss the part 2 separately, thus in this paper we only focus on the part 1. For the part 1, either the SNPN IDs or the CAG IDs are defined per PLMN, and a cell can broadcast one or more PLMNs for the SNPN network or the CAG, therefore the SNPN/CAG ID information can be expressed as follow:
Observation 1: Based on the SA2’s requirements, the SNPN/CAG ID information can be expressed as follow:
snpn-InfoList                 SEQUENCE (SIZE (1..maxSNPN)) OF SNPN-Info, -- Cond SNPN
SNPN-Info ::=                   SEQUENCE {   
plmn-Identity                            PLMN-Identity,
	snpn-IDInfoList                          SEQUENCE (SIZE (1..maxSNPN))OF SNPNID,
}
cag-InfoList                 SEQUENCE (SIZE (1..maxCAG)) OF CAG-Info, -- Cond CAG
CAG-Info ::=                 SEQUENCE {   
plmn-Identity                           PLMN-Identity,
	cag-IDInfoList                          SEQUENCE (SIZE (1..maxCAG))OF CAGID,
}
2.2 Network sharing impact
For the Public Network, the RAN-Node can be shared by different PLMNs. When it comes to the private network, the network sharing are also supported according to [2]:
	5G MOCN also supports the following sharing scenarios involving stand-alone non-public networks (SNPNs):
-	NG-RAN is shared by multiple SNPNs (each identified by PLMN ID and NID);
-	NG-RAN is shared by one or multiple SNPNs and one or multiple PLMNs.


Besides, for the SNPN network, there is a note as follow:
	NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]).


We can get the following observation:
Observation 2: For the network sharing, the SNPN shall not share the same PLMN with CAG or the legacy PLMN.
For the CAG, as described in [2]:
	-	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell
NOTE:	The above also implies that cells are either CAG cells or normal PLMN cells.


Obviously, it’s different from the CSG. In the CSG, there is a hybrid mode, which means that both the CSG member UE and the normal UE can access this cell. However, for the CAG, if the cell is set to a CAG cell for a certain PLMN, it can’t be accessed by the normal UE under this PLMN. Thus we can get the third observation:
Observation 3: For the network sharing, per PLMN, if a cell belongs to a CAG, it shall not be accessed by the normal UE.
Based on the observation 2 and observation 3, we get our first proposal:
Proposal 1: For the network sharing, per PLMN, only one service type shall be supported: SNPN, CAG or normal PLMN service (which is supported by the legacy PLMN).
Based on the proposal 1, the network Identifiers can be divided into 3 types: Legacy PLMN list which support normal PLMN service, SNPN Identifier list and CAG Identifier list. 
Proposal 1.1: For the network sharing, the network Identifiers can be divided into 3 types: Legacy PLMN list which support normal PLMN service, SNPN Identifier list and CAG Identifier list, the PLMNs in these lists shall not overlap.
For public network sharing, a total number of the PLMNs does not exceed 12, similarly, for the private network, it also assumed that the maximum number is 12 for the CAG/SNPN IDs.
	NOTE 1:	It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers. Further details are defined in TS 38.331 [28].
NOTE 2:	It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].


Then if a cell is shared by both the public network and the private network, to keep consistence, the total number of the PLMNs, SNPN NIDs and the CAG IDs shall also not exceed 12.
Proposal 2: For the network sharing, the total number of the PLMNs, SNPN NIDs and the CAG IDs shall not exceed 12.
Furthermore, in the current CellAccessRelatedInfo of the SIB1, the PLMNs that share the same TAC/RANAC/CellIdentity/ cellReservedForOperatorUse are put into the same PLMN-IdentityInfo element, by this method, the ASN.1 coding bits can be reduced significantly. Therefore, the SNPN/CAG that share the same TAC/RANAC/CellIdentity/ cellReservedForOperatorUse as the legacy PLMN shall also be put into the same PLMN-IdentityInfo as shown in Figure 1. 
[image: ]
Fig1: Asn.1 structure for the cell access related Info
Proposal 3: The SNPNs/CAGs that share the same TAC/RANAC/CellIdentity/ cellReservedForOperatorUse as the legacy PLMN shall be put into the same PLMN-IdentityInfo element, e.g.
PLMN-IdentityInfo ::=              SEQUENCE {
    plmn-IdentityList                  SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                   TrackingAreaCode         OPTIONAL,       -- Need R
    ranac                              RAN-AreaCode             OPTIONAL,       -- Need R
    cellIdentity                       CellIdentity,
cellReservedForOperatorUse         ENUMERATED {reserved, notReserved},
snpn-InfoList                           SEQUENCE (SIZE (1..maxSNPN)) OF SNPN-Info, -- Cond SNPN
cag-InfoList                       SEQUENCE (SIZE (1..maxCAG)) OF CAG-Info, -- Cond CAG
    ...}
To keep the backward compatibility, the legacy UE shall be able to indicate the right PLMN index to the network, so the PLMN-IdentityInfo that has valid Legacy Plmn list shall always put before the ones that doesn’t have, and in the following chapter we will give more detail on this. Besides, if a TAC/RANAC/CellIdentity/ cellReservedForOperatorUse group is only used for the private network (SNPN or CAG), for this PLMN-IdentityInfo element the PLMN Identity in the Legacy Plmn list shall be set to invalid/Reserved value, and the cellReservedForOtherUse shall be set to TRUE to prevent normal UE from accessing.
Proposal 3.1: If a TAC/RANAC/CellIdentity/ cellReservedForOperatorUse group is only used for the private network (SNPN or CAG), for this PLMN-IdentityInfo element the PLMN Identity in the Legacy PLMN list shall be set to invalid/reserved value, and the cellReservedForOtherUse shall be set to TRUE.
2.3 Selected Network Identifier Indication
In this chapter, we further discuss the last question that how to indicate the selected CAG/SNPN Identifier to the network as required in [2].
	-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:
-  When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.


For the PLMN network sharing, the selected PLMN is indicated by an Index in the RRCSetupComplete msg:
RRCSetupComplete-IEs ::=            SEQUENCE {
selectedPLMN-Identity               INTEGER (1..maxPLMN),	
...
}
Obviously, the index scheme shall also be adopted for the private network, then the problem is how to index the network Identifier for the Public and Private network sharing scenarios. As mentioned above, to keep the backward compatibility, the legacy UE shall be able to indicate the right PLMN index to the network even it can’t see the snpn-IdentityInfoList/ cag-IdentityInfoList, therefore the legacy PLMN IDs shall be always indexed first.
Proposal 4: To keep the backward compatibility, the legacy PLMN IDs shall be always indexed first, then index the SNPN IDs and CAG IDs.
Furthermore, as described in the proposal 3.1, “If a TAC/RANAC/CellIdentity/ cellReservedForOperatorUse group is only used for the private network (SNPN or CAG), for this PLMN-IdentityInfo element the PLMN Identity in the Legacy Plmn list shall be set to invalid/Reserved value”, to avoid the confusion caused by these Plmns with the invalid/Reserved value, it’s better to put the PLMN-IdentityInfo that has valid Legacy Plmn list before the ones that doesn’t have
[bookmark: _GoBack]Proposal 4.1: Put the PLMN-IdentityInfo that has valid Legacy PLMN list before the ones that only used by the private network.
Based on proposal 4 and 4.1, we give an example as shown in Fig 2.
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Fig 2: Selected Network Identifier Indication
The index for each network Identifier in Fig 2 can be expressed as follow:
Table 1: Index for the network Identifier
	Index
	Network Identifier
	Index
	Network Identifier

	0
	Plmn1 of legacy Plmn list 1
	6
	Plmn 7+SNPN ID 1 of SNPN ID list 2

	1
	Plmn2 of legacy Plmn list 1
	7
	Plmn 9+SNPN ID 1 of SNPN ID list 3

	2
	Plmn5 of legacy Plmn list 2
	8
	Plmn 4+CAG ID 1 of CAG ID list 1

	3
	Plmn6 of legacy Plmn list 2
	9
	Plmn 4+CAG ID 2 of CAG ID list 1

	4
	Plmn 3+SNPN ID 1 of SNPN ID list 1
	10
	Plmn 8+CAG ID 1 of CAG ID list 2

	5
	Plmn 3+SNPN ID 2 of SNPN ID list 1
	11
	Plmn 10+CAG ID 1 of CAG ID list 3


Then we can reuse the selectedPLMN-Identity in the current RRCSetupComplete/RRCResumeComplete massage, we only need to change the description field.
Proposal 5: Reuse the selectedPLMN-Identity in the current RRCSetupComplete/RRCResumeComplete massage to indicate the selected Network Identifier for both private network and public network.
3. Conclusion and proposals
With the above analysis, we have the following proposals:
Observation 1: Based on the SA2’s requirements, the SNPN/CAG ID information can be expressed as follow:
snpn-InfoList                 SEQUENCE (SIZE (1..maxSNPN)) OF SNPN-Info, -- Cond SNPN
SNPN-Info ::=                   SEQUENCE {   
plmn-Identity                            PLMN-Identity,
	snpn-IDInfoList                          SEQUENCE (SIZE (1..maxSNPN))OF SNPNID,
}
cag-InfoList                 SEQUENCE (SIZE (1..maxCAG)) OF CAG-Info, -- Cond CAG
CAG-Info ::=                 SEQUENCE {   
plmn-Identity                           PLMN-Identity,
	cag-IDInfoList                          SEQUENCE (SIZE (1..maxCAG))OF CAGID,
}
Observation 2: For the network sharing, the SNPN shall not share the same PLMN with CAG or the legacy PLMN.
Observation 3: For the network sharing, per PLMN, if a cell belongs to a CAG, it shall not be accessed by the normal UE.
Proposal 1: For the network sharing, per PLMN, only one service type shall be supported: SNPN, CAG or normal PLMN service (which is supported by the legacy PLMN).
Proposal 1.1: For the network sharing, the network Identifiers can be divided into 3 types: Legacy PLMN list which support normal PLMN service, SNPN Identifier list and CAG Identifier list, the PLMNs in these lists shall not overlap.
Proposal 2: For the network sharing, the total number of the PLMNs, SNPN NIDs and the CAG IDs shall not exceed 12.
Proposal 3: The SNPNs/CAGs that share the same TAC/RANAC/CellIdentity/ cellReservedForOperatorUse as the legacy PLMN shall be put into the same PLMN-IdentityInfo element, e.g.
PLMN-IdentityInfo ::=              SEQUENCE {
    plmn-IdentityList                  SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                   TrackingAreaCode         OPTIONAL,       -- Need R
    ranac                              RAN-AreaCode             OPTIONAL,       -- Need R
    cellIdentity                       CellIdentity,
cellReservedForOperatorUse         ENUMERATED {reserved, notReserved},
snpn-InfoList                           SEQUENCE (SIZE (1..maxSNPN)) OF SNPN-Info, -- Cond SNPN
cag-InfoList                       SEQUENCE (SIZE (1..maxCAG)) OF CAG-Info, -- Cond CAG
    ...}
Proposal 3.1: If a TAC/RANAC/CellIdentity/ cellReservedForOperatorUse group is only used for the private network (SNPN or CAG), for this PLMN-IdentityInfo element the PLMN Identity in the Legacy PLMN list shall be set to invalid/reserved value, and the cellReservedForOtherUse shall be set to TRUE.
Proposal 4: To keep the backward compatibility, the legacy PLMN IDs shall be always indexed first, then index the SNPN IDs and CAG IDs.
Proposal 4.1: Put the PLMN-IdentityInfo that has valid Legacy PLMN list before the ones that only used by the private network.
Proposal 5: Reuse the selectedPLMN-Identity in the current RRCSetupComplete/RRCResumeComplete massage to indicate the selected Network Identifier for both private network and public network.
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