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1. Overall Description:

SA1 thanks RAN2 for their LS related to the support of UAC for NB-IoT connected to 5GC.
After discussing the specific RAN2 queries, SA1 can provide the following answers and comments:

1) Whether UAC should be supported for NB-IoT connected to 5GC.

[Answer]: Yes; UAC is the only access control in 5GC.
2) RAN2 understands that there is no access category in the table in 22.261 which corresponds to the establishment cause “mo-ExceptionData” and would like to ask SA1 whether it is necessary to introduce a new access category for this purpose, in the range 9-31 (reserved standardized access categories). 
[Answer]:  SA1 would like to ask RAN2 to provide further clarification on the need to introduce a new access category for mo-ExceptionData, instead of using existing UAC categories (e.g. access category 7).
3) Whether up to 64 access categories need to be defined for support of UAC, given the currently supported establishment causes and necessity for operator defined categories and potential future extension.
[Answer]: Yes, current requirements should also apply to NB-IOT connected to 5GC.
4) Whether access class 0-9 is applicable for UAC and whether access class 0-9 access attempts are mapped to access identity 0.
[Answer]: Access classes 0-9 are not used by UAC. UAC has the concept of access identity where a UE that is not configured to be of any special type of access identity (e.g. 1, 2, 11-15) will be of access category 0. There is no direct mapping between Access Classes 0-9 and UAC access identity 0.
5) Whether barring bits for access identities 1, 2, 11 to 15 are common for all access categories or independently controlled for different access categories.

[Answer]: Current UAC requirements and signalling assume that both Access IDs and Access Categories are independent concepts.
2. Actions:

To RAN2
ACTION: 
SA1 asks RAN2 to take the above answers into account, and to provide the clarification requested regarding question 2:
SA1 would like to ask RAN2 to provide further clarification on the need to introduce a new access category for mo-ExceptionData, instead of using existing UAC categories (e.g. access category 7).
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