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1 Introduction
SA2 has introduced support for non-public networks (NPNs) in Rel-16 (see clause 5.30 of TS 23.501), which may be deployed as 

· Standalone NPN (SNPN), not relying on functions provided by a PLMN, and
· Public network integrated NPN (PNI-NPN). PNI-NPN may be deployed with closed access group (CAG) to limit access to a desired set of group of subscribers.
This paper discusses RAN2 aspects for support of SNPNs and CAGs including system information broadcast and idle mode behaviors.
2 Background
2.1 About SNPNs (from TS 23.501)

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN. Emergency services are not supported in SNPN access mode.
Following are SNPN related requirements from TS 23.501 relevant to RAN2 work:

1. Broadcast related

a. Broadcast list of NIDs per PLMN-ID

i. It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs

b. Optionally broadcast human-readable network name per NID

c. Optionally information to prevent UEs not supporting SNPNs from accessing the cell

2. SNPN access mode: An SNPN-enabled UE supports the SNPN access mode.

a. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu

b. If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs.  

3. When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.
4. In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, Unified Access Control information is configured per non-public network

2.2 About CAGs (from TS 23.501)

A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).

A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID. 

To support CAG, the UE may be configured with the following CAG information, included in the subscription as part of the Mobility Restrictions:

1. an Allowed CAG list 
2. optionally, a CAG-only indication whether the UE is only allowed to access 5GS via CAG cells
Following are CAG related requirements from TS 23.501 relevant to RAN2 work:

1. Broadcast related

a. A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;
i. It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers.

b. A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:
c. Shall broadcast information such that only UEs supporting CAG are accessing the cell

2. During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF

3. During connected mode mobility procedures: Based on the Mobility Restrictions received from the AMF:

a. Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;

b. Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;

4. Emergency Services are supported in CAG cells, for UEs supporting CAG, whether normally registered or emergency registered.
3 RAN sharing use cases

In this section, we focus on following RAN sharing scenarios (which are relatively more important based on previous SA2 discussions/agreements):

· Cell shared by SNPNs only (see Section 3.1.1)
· Cell shared by CAGs only (see Section 3.1.2)
· Cell shared by SNPNs and PLMNs (see Section 3.1.3)
We also discuss other RAN-sharing use cases in Section 3.1.4.

Cell shared by SNPNs only (i.e., one or more SNPNs) is an important RAN sharing scenario and following excerpt from clause 5.30.2.2 of TS 23.501 considers this scenario.
	Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks.


A cell shared only by CAGs (i.e., one or more CAGs) is also an important RAN sharing scneario and is covered by following excerpts from clause 5.30.3 of TS 23.501.
	-
A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers. Further details are defined in TS 38.331 [28].


	CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).


A cell shared by PLMNs and SNPNs is also an important RAN sharing scenario and it enables access for public network UEs (e.g., UEs of employees at a factory deploying a private network) via RAN used for NPNs. Note that SA2 LS S2-1906814 mentions that 
     “SA2 concluded that the system architecture should support RAN sharing between a PLMN and an SNPN”.
Observation 1: Following RAN-sharing scenarios should be supported:

· Cell shared by SNPNs only,
· Cell shared by CAGs only,
· Cell shared by SNPNs and PLMNs.
3.1.1 SNPNs-only

Here, RAN is shared between one or more SNPNs (see figure below).. For a cell shared by SNPNs only, RAN2 solutions (e.g., for broadcasted system information) should help ensure that

· Rel-16 UEs with subscription to the SNPNs are able access the cell,

· Rel-15 UEs do not attempt to access the cell, to prevent unnecessary signaling and consumption of radio resources by such UEs.

Proposal 1: For a cell shared by SNPNs only, broadcasted system information should help ensure that
· Rel-16 UEs with subscription to the SNPNs are able access the cell, and
· Rel-15 UEs do not attempt to access the cell.
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3.1.2 CAGs only

Here, RAN is shared between one or more CAGs (see figure below). For a cell shared by CAGs only, RAN2 solutions (e.g., for broadcasted system information) should help ensure that

· Rel-16 UEs with subscription to the CAGs should be able access the cell,

· Rel-15 UEs do not attempt to access the cell, to prevent unnecessary signaling and consumption of radio resources by such UEs.

Proposal 2: For a cell shared by CAGs only, broadcasted system information should help ensure that 
· Rel-16 UEs with subscription to the CAGs are able access the cell, and
· Rel-15 UEs do not attempt to access the cell for normal services.
Allowing access for emergency services by Rel-15 UEs in such a cell needs more discussion (see Section 4.3.1.3).
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3.1.3 PLMNs + SNPNs

Here, RAN is shared between one or more PLMNs and one or more SNPNs (see figure below).. 
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For a RAN shared by PLMNs and SNPNs, 
· Rel-16 UEs with subscription to the SNPNs should be able to access the cell,
· Rel-15 UEs with subscription to the PLMNs should be able to access the PLMNs. Not allowing it will seriously limit the service the PLMN operator is able to provide to its subscribers via such a shared cell,

· Rel-15 UEs should not attempt to access SNPNs for emergency services.

Proposal 3: For a cell shared by PLMNs and SNPNs, broadcasted system information should help ensure that 
· Rel-16 UEs with subscription to the SNPNs are able access the cell,

· Rel-15 UEs with subscription to the PLMNs are able to access the PLMNs, and
· Rel-15 UEs do not attempt to access SNPNs for emergency services.

3.1.4 Other use cases

Following RAN sharing scenarios are also possible (and are further dicsussed in the next section):

1. SNPNs+CAGs: RAN is shared by SNPNs and CAGs. In such a cell, Rel-15 UEs should not be allowed acces for normal services and Rel-16 UEs with SNPN/CAG subscription should be able access. 
2. PLMNs + CAGs: RAN is shared between one or more PLMNs and one or more CAGs. Given PLMNs are sharing the RAN, Rel-15 UEs with appropriate subscription also need to be admitted. 
3. PLMNs + SNPNs + CAGs: RAN is shared between PLMNs, SNPNs and CAGs.
4 System Information Broadcast
NPN information is required for cell selection and reselection, and hence it should be included in SIB1. In this section, we argue that for enabling SNPN+PLMN RAN sharing scenario and NPN-only RAN sharing scenarios, we need a SIB1 design which allows to include NPN information inside or outside Rel-15 IE plmn-IdentityList of SIB1.
4.1 Inclusion of NPN information outside Rel-15 IE plmn-IdentityList
For a RAN shared by PLMNs and SNPNs, including SNPN information in a Rel-16 IE of SIB1 outside Rel-15 IE plmn-IdentityList allows access to PLMNs for Rel-15 UEs with subscription to the PLMNs, while preventing access attempts by Rel-15 UEs to SNPNs (this is aligned with proposal 3).
	CellAccessRelatedInfo   ::=         SEQUENCE {

    plmn-IdentityList                   PLMN-IdentityInfoList,

    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R

    ...

}


Observation 2: For a RAN shared by PLMNs and SNPNs, including SNPN information in a Rel-16 IE of SIB1 outside Rel-15 IE plmn-IdentityList allows access to PLMNs for Rel-15 UEs with appropriate subscription, while preventing access attempts by Rel-15 UEs to SNPNs.

Based on the above observation, we propose the following:

Proposal 4: It should be possible to include NPN information in a Rel-16 IE of SIB1 outside Rel-15 IE plmn-IdentityList.
Note that the above proposes to also be able to include CAG information in the new Rel-16 IE outside plmn-IdentityList and this is useful for RAN sharing between PLMNs and CAGs (discussed in Section 4.3.16). 
4.2 Inclusion of NPN information outside Rel-15 IE plmn-IdentityList 
Due to Rel-15 SIB1 design, at least one PLMN identity has to be included in Rel-15 IE plmn-IdentityList of SIB1 even in Rel-16.
	PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {

    plmn-IdentityList                       SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,

    trackingAreaCode                        TrackingAreaCode                                            OPTIONAL,       -- Need R

    ranac                                   RAN-AreaCode                                                OPTIONAL,       -- Need R

    cellIdentity                            CellIdentity,

    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved},

    ...

}


Observation 3: Due to Rel-15 SIB1 design, at least one PLMN identity has to be included in Rel-15 IE plmn-IdentityList of SIB1 even in Rel-16.

To support SNPNs-only and CAGs-only RAN-sharing use cases, it should be possible to include SNPN information or CAG information in Rel-15 IE plmn-IdentityList of SIB1. 
Such a cell can be barred for Rel-15 UEs by setting cellReservedForOtherUse = true since a cell broadcasting cellReservedForOtherUse = true is treated as barred by Rel-15 UEs. Related 38.304 excerpt is copied below:
	When cell status is indicated as "true" for other use,

-
The UE shall treat this cell as if cell status is "barred".


Observation 4: To support SNPNs-only and CAGs-only RAN-sharing use cases, it should be possible to include SNPN information or CAG information in Rel-15 IE plmn-IdentityList of SIB1. Such cells can be barred for Rel-15 UEs by setting cellReservedForOtherUse = true.
We propose the following based on the above observation:

Proposal 5: It should be possible to include SNPN information or CAG information in Rel-15 IE plmn-IdentityList of SIB1. 
4.3 SIB structure proposal
Below is a SIB structure that can realize proposals 4 and 5. It allows to include NPN information inside or outside Rel-15 IE plmn-IdentityList of SIB1 using NPNInformatoin_part1 or NPNInformatoin_part2 respectively. It requires introduction of Rel-16 IEs which are shown in red. 
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Both NPNInformatoin_part1 and NPNInformatoin_part2 include information about SNPNs and/or CAGs associated with the cell (e.g., SNPN-ID, CAG-ID). When including NPN information in NPNInformatoin_part1, existing fields of PLMN-IdentityList like plmn-IdentityList can be reused for NPNs.
Note that the proposed SIB structure above requires that PLMN-IdentityInfo and CellAccessRelatedInfo can be extended, and they are extensible.
4.3.1 Examples

In this section, we present examples illustrating how the SIB structure proposed earlier in this section can be used for various RAN-sharing scenarios.
4.3.1.1 Single SNPN

For RAN providing access to a single SNPN (SNPN1), the proposed SIB structure is used as shown in figure below. The field cellReservedForOtherUse is set to true to prevent access attempts by Rel-15 UEs (see proposal 1).
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4.3.1.2 RAN shared by SNPNs

For RAN providing access to a SNPNs only, the proposed SIB structure is used as shown in the figure below. The field  cellReservedForOtherUse is set to true to prevent access attempts by Rel-15 UEs (see proposal 1).
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4.3.1.3 RAN shared by CAGs
For RAN providing access to CAGs only, the proposed SIB structure is used as shown in the figure below. 
The field cellReservedForOtherUse is set to true to prevent access attempts by Rel-15 UEs (see proposal 2). However, note that this also prevents such UEs from attempting to access the cell for emergency services. Such cells could potentially allow emergency services for Rel-15 UEs by setting cellReservedForOtherUse to false, though this setting allows Rel-15 UEs (e.g., with a subscription for PLMN broadcast in PLMN-IdentityList) to attempt access for normal services. Hence, there is a tradeoff involved between allowing emergency services and preventing access for normal services for Rel-15 UEs.
Observation 5: For a cell providing access only to CAGs, Rel-15 UEs cannot receive emergency services via CAGs if cellReservedForOtherUse is set to true and Rel-15 UEs may attempt access for normal services if cellReservedForOtherUse is not set to true. 
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4.3.1.4 RAN shared by SNPNs and PLMNs
For RAN shared by SNPNs and PLMNs, the proposed SIB structure can be used as shown in figure below. The field  cellReservedForOtherUse is set to false in this case to allow access to PLMNs for Rel-15 UEs (see proposal 3). As discussed in Section 4.1, SNPN information is outside Rel-15 IE plmn-IdentityList of SIB1 to prevent access attempts by Rel-15 UEs to SNPNs.
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4.3.1.5 RAN shared by SNPNs and CAGs
For RAN shared by SNPNs and CAGs, the proposed SIB structure can be used as shown in the figure below. The field  cellReservedForOtherUse is set to true to prevent access attempts by Rel-15 UEs (aligned with the general intent of proposals 1 and 2).. 
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4.3.1.6 RAN shared by PLMNs and CAGs

For RAN shared by PLMNs and CAGs, the proposed SIB structure can be used as shown in figure below. The field cellReservedForOtherUse is set to false in this case to allow access to PLMNs for Rel-15 UEs  and CAG information is outside Rel-15 IE plmn-IdentityList of SIB1 to prevent access attempts by Rel-15 UEs to CAGs (similar to RAN shared by PLMNs and SNPNs).
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4.3.1.7 Summary of examples

Examples in this section illustrate that proposed SIB structure supports a wide range of RAN-sharing scenarios.

Observation 6: SIB1 design can be enhanced in Rel-16 to support a wide range of NPN RAN-sharing scenarios.
5 Idle mode behaviour: acceptable/barred cell and emergency services
In this section, we discuss some aspects of idle mode behavior for NPNs focusing on modifications to determination of whether a cell used for NPNs is acceptable/barred and its implications on emergency services. 

Suitable cell determination is not addressed in this paper, though it should generally be an extension of Rel-15 behavior accounting for NPN subscriptions and also considering aspects like CAG-only indication.
5.1 Ignoring cellReservedForOtherUse in NPN cells
As discussed in previous section, cells providing access only to NPNs may set cellReservedForOtherUse = true to prevent access attempts by Rel-15 UEs.
Observation 7: Cells providing access only to NPNs may set cellReservedForOtherUse = true to prevent access attempts by Rel-15 UEs.

For Rel-16 UEs to be able to access a cell providing access only to NPNs (with cellReservedForOtherUse = true), Rel-16 UEs should be able to ignore broadcasted cellReservedForOtherUse.

Observation 8: For Rel-16 UEs to be able to access cells providing access only to NPNs which set cellReservedForOtherUse = true, Rel-16 UEs should be able to ignore broadcasted cellReservedForOtherUse.
Hence, we propose the following.

Proposal 6: Rel-16 UEs ignore cellReservedForOtherUse when determining if a cell is barred if the cell provides access to an NPN.
5.2 UE in SNPN access mode: barred/acceptable cells
Consider the following from TS 23.501:
	An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.


Further, TS 23.122 states the following in clause 4.4.1:

	4.4.1
Introduction

There are two modes for PLMN selection, automatic and manual. These are described in subclauses 4.4.3 below and illustrated in figures 2a to 2b in clause 5.

The MS not operating in SNPN access mode shall perform PLMN selection process.

The MS operating in SNPN access mode shall not perform PLMN selection process.


and the following in clause 2:
	If the MS is unable to find a suitable cell to camp on, or the SIM is not inserted, or if it receives certain responses to an LR request (e.g., "illegal MS"), it attempts to camp on a cell irrespective of the PLMN identity or the SNPN identity, and enters a "limited service" state in which it can only attempt to make emergency calls or to access RLOS. An MS operating in NB-S1 mode, never attempts to make emergency calls or to access RLOS. An MS operating in SNPN access mode never attempts to make emergency calls.


Observation 9: An UE in SNPN access mode does not perform PLMN selection and never attempts to make emergency calls.

Given the above, we don’t see a strong reason for allowing a cell providing access to no SNPNs to be considered as an acceptable cell given UE in SNPN access mode anyway cannot attempt emergency calls (see O3).
Proposal 7: For a UE in SNPN AM, a cell providing access to no SNPNs is treated as a barred cell.

Given below is an excerpt from TS 23.122 which states that UEs in SNPN access mode may camp on an acceptable cell including last statement indicates that such a cell is expected to provide access to an SNPN.

	For the items a and d, if the MS operates in SNPN access mode and the UE has a valid entry in the "list of subscriber data", the MS shall search for available and allowable SNPNs in the manner described in subclause 4.9.3.1. If the MS operates in SNPN access mode and the UE does not have any valid entry in the "list of subscriber data", the MS attempts to camp on an acceptable cell. When in the limited service state, no LR requests are made until a valid entry of the "list of subscriber data" is present and either a suitable cell is found or a manual network reselection is performed. In the limited service state the presence of the MS need not be known to the SNPN on whose cell it has camped.


Based on the above excerpt, we propose that a cell providing access to an SNPN can be an acceptable cell for a UE in SNPN access mode.

Proposal 8: For a UE in SNPN AM, a cell providing access to an SNPN can be an acceptable cell.
5.3 UE not in SNPN access mode: barred/acceptable cells
Rel-16 UEs not in SNPN access mode, like a public network UEs, should not camp on SNPN-only cells in limited service state since emergency services are not supported in SNPN-only cells. Hence, we propose the following.
Proposal 9: For a Rel-16 UE not in SNPN AM, SNPN-only cell is treated as a barred cell.

For a Rel-16 UE like a public network UE that is not in SNPN access mode, a cell providing access to PLMNs clearly should be allowed to be an acceptable cell so that the UE can obtain emergency services on such a cell.
Proposal 10: For a Rel-16 UE not in SNPN AM, cell providing access to PLMNs can be an acceptable cell.
Next, we consider a cell providing access to CAGs. 
We start by noting that for a Rel-16 UE not in SNPN access mode and that supports CAG feature, it should be possible for a cell providing access to CAGs to be an acceptable cell since this allows emergency services for such UEs. This is the expected behaviour based on TS 23.501 clause copied below:
	5.30.3.5
Support of emergency services in CAG cells

Emergency Services are supported in CAG cells, for UEs supporting CAG, whether normally registered or emergency registered as described in clause 5.16.4 and TS 23.502 [3] clause 4.13.4.

A UE supporting CAG may camp on an acceptable CAG cell in limited service state as specified in TS 23.122 [17] and TS 38.304 [50].

NOTE:
Support for Emergency services requires the cell to only be connected to AMFs that supports emergency services.

During handover to a CAG cell, if the UE is not authorized to access the target CAG cell and has emergency services, the target NG-RAN node only accepts the emergency PDU sessions and the target AMF releases the non-emergency PDU connections that were not accepted by the NG-RAN node. Upon completion of handover the UE behave as emergency registered.


It is also worth exploring desired behaviour for a UE that does not support CAG feature. For AS procedures, RAN2 should aim to have same behaviour of a Rel-16 UE that supports CAG but has empty allowed CAG list, and a Rel-16 UE that does not support CAG feature. This is what LTE did for CSG, and this results in fewer combinations of UE behaviours in the deployments which is good. There may be differences at NAS layer. Nevertheless, from AS perspective, procedures should only care about whether allowed CAG list is empty or not. 
Proposal 11: For AS procedures, RAN2 should aim to have same behaviour of a Rel-16 UE that supports CAG but has empty allowed CAG list, and a Rel-16 UE that does not support CAG feature.
Following is a related observation.
Observation 10: All Rel-16 UEs can read NPN information broadcast a cell.
Given there is an expectation that Rel-16 UE not in SNPN access mode and that supports CAG feature should be able to consider a cell providing access to CAGs as an acceptable cell, we conclude Rel-16 UE not in SNPN access mode and that does not support CAG feature should also do the same based on the principle outlined in proposal 11.
Proposal 12: For a Rel-16 UE not in SNPN access mode, cell providing access to CAGs can be an acceptable cell.
5.4 Summary of idle mode behavior discussion
The following table summarizes behavior of different UEs (1-3) in RAN sharing scenarios (A-E) based on the above proposals.
	
	A. SNPNs only
	B. CAGs only
	C. SNPNs + PLMNs

	Network configuration
	SNPNs’ information included in Rel-15 plmn-IdentityList IE 
cellReservedForOtherUse = true,
ims-EmergencySupport = false
	CAGs’ information included in Rel-15 plmn-IdentityList IE

cellReservedForOtherUse = true


	Public PLMN-ID included in Rel-15 plmn-IdentityList IE and all SNPNs indicated in Rel-16 IE outside plmn-IdentityList IE.

cellReservedForOtherUse = false (ie not broadcast)

	1. Rel-15 UE
	Barred cell, because cellReservedForOtherUse = true

UE does not camp in limited service state (and hence no emergency access)
	Cell can be suitable depending on PLMN-ID it broadcasts 

Cell can be acceptable cell (since cellReservedForOtherUse = false)

Emergency access only possible using public PLMN-ID, since Rel-15 UEs do not read NPN information

	2. Rel-16 UE, not in SNPN AM
	Treated as a barred cell, due to proposal 9.

	Cell can be suitable if it broadcasts a CAG in UE’s allowed CAG list.
Cell can be acceptable (see proposal 6 and proposal 12) 

If cell acceptable, UE may camp in limited service state and obtain emergency services.
	Cell can be suitable depending on the PLMN-IDs it broadcasts.

Cell can be suitable or acceptable (see proposal 11)

If cell acceptable, UE may camp in limited service state and obtain emergency services.

	3. Rel-16 UE in SNPN AM
	Cell can be suitable depending on SNPN-IDs broadcasted by cell. 

Cell can be acceptable (see proposal 6 and proposal 8)

If cell acceptable, UE may camp in limited service state. But, no emergency services (see observation 9). 
	Treated as a barred cell (see proposal 7).

	Cell can be acceptable (see proposal 8)

If cell acceptable, UE may camp in limited service state. But, no emergency services (see observation 9).




	
	D. SNPNs+CAGs
	E. CAG + PLMN

	Network configuration
	SNPNs’ and CAGs’ information included in Rel-15 plmn-IdentityList IE

cellReservedForOtherUse = true


	Public PLMN-ID included in Rel-15 plmn-IdentityList IE and all SNPNs indicated in Rel-16 IE outside plmn-IdentityList IE.

cellReservedForOtherUse = false (ie not broadcast)

	1. Rel-15 UE
	Treated as a barred cell, because cellReservedForOtherUse = true
	Cell can be suitable depending on PLMN-ID it broadcasts 

Cell can be acceptable cell (since cellReservedForOtherUse = false)

Emergency access only possible using public PLMN-ID, since Rel-15 UEs do not read NPN information

	2. Rel-16 UE, not in SNPN AM
	Cell can be suitable if it broadcasts a CAG in UE’s allowed CAG list.

Cell can be acceptable (see proposals 6 and 12) 

If cell acceptable, UE may camp in limited service state and obtain emergency services.
	Cell can be suitable depending on the PLMN-IDs and CAG-IDs it broadcasts.

Cell can be acceptable (see proposals 10 and 12)

If cell acceptable, UE may camp in limited service state and obtain emergency services.

	3. Rel-16 UE in SNPN AM
	Cell can be acceptable (see proposals 6 and 8)

If cell acceptable, UE may camp in limited service state. But, no emergency services (see observation 9).


	Treated as a barred cell (see proposal 7)



6 Conclusion and summary
The following summarizes the observations and proposals discussed in this paper.
Observation 1: Following RAN-sharing scenarios should be supported:

· Cell shared by SNPNs only,
· Cell shared by CAGs only,
· Cell shared by SNPNs and PLMNs.
Proposal 1: For a cell shared by SNPNs only, broadcasted system information should help ensure that
· Rel-16 UEs with subscription to the SNPNs are able access the cell,

· Rel-15 UEs do not attempt to access the cell.
Proposal 2: For a cell shared by CAGs only, broadcasted system information should help ensure that 
· Rel-16 UEs with subscription to the CAGs are able access the cell,

· Rel-15 UEs do not attempt to access the cell for normal services.
Proposal 3: For a cell shared by PLMNs and SNPNs, broadcasted system information should help ensure that 
· Rel-16 UEs with subscription to the SNPNs are able access the cell,

· Rel-15 UEs with subscription to the PLMNs are able to access the PLMNs.
· Rel-15 UEs should not attempt to access SNPNs for emergency services.

Observation 2: For a RAN shared by PLMNs and SNPNs, including SNPN information in a Rel-16 IE of SIB1 outside Rel-15 IE plmn-IdentityList allows access to PLMNs for Rel-15 UEs with appropriate subscription, while preventing access attempts by Rel-15 UEs to SNPNs.

Proposal 4: It should be possible to include NPN information in a Rel-16 IE of SIB1 outside Rel-15 IE plmn-IdentityList.

Observation 3: Due to Rel-15 SIB1 design, at least one PLMN identity has to be included in Rel-15 IE plmn-IdentityList of SIB1 even in Rel-16.

Observation 4: To support SNPNs-only and CAGs-only RAN-sharing use cases, it should be possible to include SNPN information or CAG information in Rel-15 IE plmn-IdentityList of SIB1. Such cells can be barred for Rel-15 UEs by setting cellReservedForOtherUse = true.

Proposal 5: It should be possible to include SNPN information or CAG information in Rel-15 IE plmn-IdentityList of SIB1. 
Observation 5: For a cell providing access only to CAGs, Rel-15 UEs cannot receive emergency services via CAGs if cellReservedForOtherUse is set to true and Rel-15 UEs may attempt access for normal services if cellReservedForOtherUse is not set to true. 

Observation 6: SIB1 design can be enhanced in Rel-16 to support a wide range of NPN RAN-sharing scenarios. 
Observation 7: Cells providing access only to NPNs may set cellReservedForOtherUse = true to prevent access attempts by Rel-15 UEs.

Observation 8: For Rel-16 UEs to be able to access cells providing access only to NPNs which set cellReservedForOtherUse = true, Rel-16 UEs should be able to ignore broadcasted cellReservedForOtherUse.
Proposal 6: Rel-16 UEs ignore cellReservedForOtherUse when determining if a cell is barred if the cell provides access to an NPN.
Observation 9: An UE in SNPN access mode does not perform PLMN selection and never attempts to make emergency calls.

Proposal 7: For a UE in SNPN AM, a cell providing access to no SNPNs is treated as a barred cell.

Proposal 8: For a UE in SNPN AM, a cell providing access to an SNPN can be an acceptable cell.
Proposal 9: For a Rel-16 UE not in SNPN AM, SNPN-only cell is treated as a barred cell.

Proposal 10: For a Rel-16 UE not in SNPN AM, cell providing access to PLMNs can be an acceptable cell.
Proposal 11: For AS procedures, RAN2 should aim to have same behaviour of a Rel-16 UE that supports CAG but has empty allowed CAG list, and a Rel-16 UE that does not support CAG feature.
Observation 10: All Rel-16 UEs can read NPN information broadcast a cell.
Proposal 12: For a Rel-16 UE not in SNPN access mode, cell providing access to CAGs can be an acceptable cell.
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