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1. Introduction
At RAN2#106, in the LTE mobility WI, DC based solution has been ruled out and a Non-DC based solution i.e., dual active protocol stack solution with specified capability coordination has been agreed with the following agreements:
	· We will not specify single active protocol stack solution (option 0/1/2).
· We will specify dual active with specified capability coordination that does not have to be utilized by the network. FFS how/whether we will specify the rules for UE when capability coordination is not utilized and UE capabilities are exceeded (we may leave this up to UE implementation).
· Simultaneous UL PUSCH transmission does not need to be supported for the HO interruption solution. 
· UL PUSCH switches from source to target after reception of the first UL grant from the target eNB.


Meanwhile, the following agreements were made for the NR mobility WI at RAN2#106:
	1	PDCP packet duplication does not need to be supported in combination with the HO interruption solution (but doesn't preclude that it might be possible to support it and it may be beneficial in some cases)
2	Simultaneous UL PUSCH transmission does not need to be supported for the HO interruption solution. 
3   There is a point in time where the UL PUSCH switches from source to target.


In our companion paper [1], we propose to take an aligned solution with LTE, i.e. specify a dual active protocol stack solution in which the UL PUSCH switches from source to target after reception of the first UL grant from the target gNB. Given this assumption, in this contribution, we try to figure out the detailed PDCP aspects for the DAPS solution (i.e. non-DC based solution), including the model of PDCP (i.e. the PDCP layer functional view), the ROHC handling and security handling etc. Note that the similar paper is also submitted for LTE mobility enhancement [2].
2. [bookmark: OLE_LINK1]Discussion
As analyzed in [1], we propose to take an aligned solution with LTE, i.e. specify a dual active protocol stack solution which allows the simultaneous DL transmission while not allowing simultaneous UL PUSCH transmission. Given that simultaneous UL PUSCH transmission is not allowed, it’s intrinsic that the current transmitting PDCP entity modeling can be reused. While to support the simultaneous DL transmission in the DAPS solution, it can be argued that we need to introduce some enhancement to the receiving PDCP entity modeling, e.g., to have parallel deciphering function, integrity verification function, header decompression function, etc. Fig.1 illustrates the possible PDCP layer functional view that someone may want to have for DL transmission.


Fig.1 A possible PDCP layer, functional view for DL transmission
Needless to say, the introduction of parallel deciphering, integrity verification and header decompression function would have a big standard impact and impose high processing requirement on the UE.
Observation 1. The introduction of parallel deciphering, integrity verification and header decompression function would have a big standard impact and impose high processing requirement on the UE.
Meanwhile, according to the analysis (observations 1~ 3) [footnoteRef:1] in our companion paper [1], in fact it’s not necessary or sometimes even impossible to continue simultaneous DL reception from the source cell and the target cell for a long time. So we propose to go for a UE based implicit DL reception switching instead of a NW based explicit switching. A possible UE based implicit DL reception switching approach is described in [1] and summarized by the following rules: [1:  Observation 1: In case the total scheduled DL-SCH bits from the source and target exceeds the maximum UE capability, it’s impossible for the UE to perform simultaneous DL reception.
Observation 2: If UL PUSCH switches from source to target after reception of the first UL grant from the target gNB, without the feedback of RLC ACK/NACK, it’s not useful to continue DL reception from the source cell for a long time.
Observation 3: Once the target link is ready for transmitting data for a particular DRB, the DL data received from the source cell for the same DRB is simply a duplicatation of what is received from the target. So it’s not necessary to continue DL reception from the source cell for the same DRB.] 

· For AM DRB, the PDCP configuration for DL reception is switched from the source PDCP configuration to the target PDCP configuration once the corresponding PDCP STATUS REPORT is generated or transmitted;
· For UM DRB, the PDCP configuration for DL reception is switched from the source PDCP configuration to the target PDCP configuration when the UE successfully completes the random access procedure on the target cell;
· DL reception (e.g., DL PDSCH) switches from source to target after the PDCP configurations of all the DRBs have been switched from the source PDCP configuration to the target PDCP configuration;
In this case there are separate switches of the PDCP configuration and of the physical layer DL reception. The PDCP configuration switching is handled on a DRB basis and the switching of the physical layer DL reception (or better, stopping of the reception in the source cell) is performed only after the PDCP configurations for all the DRBs have been switched to the target PDCP configuration For an AM DRB, the PDCP configuration for DL reception is switched from the source PDCP configuration to the target PDCP configuration once the corresponding PDCP STATUS REPORT is generated or transmitted. While for a UM DRB, the PDCP configuration for DL reception is switched from the source PDCP configuration to the target PDCP configuration when the UE successfully completes the random access procedure on the target cell. So there’s no need to specify parallel ROHC functions or security functions for the PDCP entity. In this approach, the physical layer reception is turned from the source to the target only after the PDCP configurations for all the DRBs are switched from the source to the target. So it’s possible that PDCP PDUs would be received from the source cell for a DRB whose PDCP configuration has been switched from the source to the target. In such a case, the DL data received from the source cell for this DRB are only duplicated copies; so the UE can simply discard these PDCP PDUs. 
Given the above, there’s not need to specify parallel ROHC functions or security functions for the DAPS based solution. With the reception of the HandoverCommand, the RRC generates the AS keys associated with the target cell (i.e. target AS keys) according to the security info received in the HandoverCommand, and configures the target AS keys to the PDCP entity. Similarly, the RRC configures the ROHC context associated with the target cell (i.e. target ROHC context) to the PDCP entity (if the drb-ContinueROHC is not flagged). With the target AS keys and ROHC context configured, the PDCP entity can prepare the ROHC function (i.e. header decompression function) and security function (i.e. deciphering function and integrity function) for the target in advance. However, the prepared ROHC function and security function for the target are taken into effect only after the PDCP configuration switches from the source to the target.   
Proposal 1: There’s no need to specify parallel ROHC functions or security functions for the DAPS based solution.
Proposal 2: With the reception of the HandoverCommand:
· The RRC generates the AS keys associated with the target cell (i.e. target AS keys) according to the security info received in the HandoverCommand, and configures the target AS keys to the PDCP entity.
· The RRC configures the ROHC context associated with the target cell (i.e. target ROHC context) to the PDCP entity (if the drb-ContinueROHC is not flagged).
Proposal 3: The prepared ROHC function and security function for the target are taken into effect only after the PDCP configuration switches from the source to the target.
Proposal 4: In case PDCP PDUs are received from the source cell for a DRB whose PDCP configuration has been switched from the source to the target, the UE discards these PDCP PDUs.
3. Conclusion and proposals
In this contribution, we share some views about the detail PDCP aspects for the DAPS solution with the following observations and proposals:
Observation 1. The introduction of parallel deciphering, integrity verification and header decompression function would have a big standard impact and impose high processing requirement on the UE.
Proposal 1: There’s no need to specify parallel ROHC functions or security functions for the DAPS based solution.
Proposal 2: With the reception of the HandoverCommand:
· The RRC generates the AS keys associated with the target cell (i.e. target AS keys) according to the security info received in the HandoverCommand, and configures the target AS keys to the PDCP entity.
· The RRC configures the ROHC context associated with the target cell (i.e. target ROHC context) to the PDCP entity (if the drb-ContinueROHC is not flagged).
Proposal 3: The prepared ROHC function and security function for the target are taken into effect only after the PDCP configuration switches from the source to the target.
Proposal 4: In case PDCP PDUs are received from the source cell for a DRB whose PDCP configuration has been switched from the source to the target, the UE discards these PDCP PDUs.
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