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1. Description:

An LS [1] was sent from SA3 indicating that “UE Capability ID shall be sent ciphered and integrity protected”. Another LS [2] is received from SA3 where SA3 request RAN2 to ensure that the network activates security before it initiates the UECapabilityEnquiry. However, there are some exceptions including emergency calls, where the network is allowed to run UECapabilityEnquiry without security activation. Note that RAN2 has agreed that UE Capability ID could be included in UECapabilityInformation. This somehow creates different security requirements on UE Capability ID and UECapabilityInformation, where UE Capability ID might be included. 
RAN2 would like to ask SA3 whether the exceptions of not requiring security could be applied to UE Capability ID also, and if so, that would be helpful to simplify the RAN2 specification.
2. Actions:
To SA2 group.
ACTION: 
RAN2 would like to ask SA3 whether the exceptions of not requiring security could be applied to UE Capability ID as well. 
3. Date of Next TSG-RAN WG2 Meetings:

TSG-RAN2 Meeting #107bis
14 - 18 Oct 2019
Chongqing, CN

TSG-RAN2 Meeting #108
18 - 22 Nov 2019
Reno, US
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