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1. Introduction
In SA2, there were lots of progress and agreements on non-public network (NPN). The NPN can mainly be supported in two solutions. One is stand-alone non-public network (SNPN), which is independent of PLMN operators with dedicated RAN and CN networks. The other is public network integrated non-public network (PNI-NPN, aka Closed Access Group (CAG)), which is deployed as part of public networks. 
In this contribution, we will discuss the possible impact on RAN2 of SNPN and CAG.

2. Discussion
According to [1], for both SNPN and CAG, the requirements for RAN include the following common aspects of network discovery/identifier, network and cell re-seletion, cell reservation indicator and network access control. It is desirable to consider common solutions for the above requirements.
Proposal 1: Common solutions should be considered for both SNPN and CAG on the aspects of network discovery/identifier, network and cell re-seletion, cell reservation indicator and network access control.

· NPN network discovery & identifier

To discover the SNPN and CAG network, RAN2 should introduce NPN identifier (NID). To identify an SNPN, it is considered the combination of PLMN ID and SNPN ID. A special PLMN ID (e.g. based on mobile country code (MCC) 999) can be reserved for SNPN. There is a limitation for the available PLMN ID numbers. Alternatively, the operator’ own PLMN IDs can aslo be used to identify SNPN along with SNPN ID(s). 

In SA2, two assignment models, e.g., locally managed SNPN IDs and universally managed SNPN IDs, are considered. Locally managed SNPN IDs are assumed to be self-managed by SNPNs at deployment time and may not be unique. It will use a different numbering space than the universally managed SNPN IDs. Consequently, it is expected for RAN2 to support one form of SNPN IDs, where the value range can be divided to support the above two models.

Proposal 2: One field for SNPN ID is introduced to support both locally and universally managed SNPN IDs.

It was agreed in SA2 [1] to support at most 12 SNPN IDs or CAG IDs for one cell:

NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs

-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. 

The following is required for identification:

-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;

-
A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers.
To support manual selection, the human-readable network name per SNPN ID can be helpful to identify an SNPN cell. It is an intiative idea to broadcast the above SNPN discovery information to prevent UEs not supporting SNPN from camping on the cell. The above scheme can also be applied for the CAG identification.
Observation 1: RAN2 needs to broadcast PLMN ID(s) (MCC999 only for SNPN), at most 12 NIDs and optional human-readable network name for SNPN and CAG network discovery.

· SNPN/CAG Network and Cell reselection

As the above analysis, only UEs with available subscriber IDs and credentials can camp on and access the related SNPN/CAG cell. To avoid blind cell (re-)selection, it is expected that RAN can send some assistance information for UE to identify the related SNPN/CAG network.

Observation 2: The SNPN/CAG assistance information can be introduced in RAN2 to identify the supported SNPN/CAG network and cell re-selection.

· cell reservation indicator and Network access control

To prevent Rel-15 PLMN UEs from camping on the Rel-16 SNPN/CAG cells, it is necessary to introduce an indicator to inform that the cell can not be camped and accessed. 

Observation 3: A cell reservation indicator can be used to prevent PLMN UEs from camping on SNPN/CAG cells.

· Network access control

It was agreed in SA2 for SNPN on access control requirements as below:

In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, Unified Access Control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
It was also agreed in SA2 for CAG on access control requirements as below:

-
In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload, existing mechanisms defined for Control Plane load control, congestion and overload control in clause 5.19 can be used, as well as the access control and barring functionality described in clause 5.2.5, or Unified Access Control using the access categories as defined in TS 24.501 [47] can be used.
As discussed in the above section, there will be at most 12 SNPN/CAG IDs broadcast in one cell. In other word, a cell can be shared between a total of 12 SNPNs/CAGs in the scope of one or multiple PLMN IDs. Currently, the UAC is at least in PLMN level. In SA2, it was considered that the combination of a PLMN ID and Network identifier (NID) identifies an SNPN. If there are more than one SNPN IDs within one PLMN ID, the access control granularity can not be configured per non-public network. This can not meet the access control requirements for SNPN. The Rel-15 UAC scheme should be enhanced for R16 SNPN. To design a common solution for both SNPN and CAG, it is desirable to enhance the granularity of current UAC scheme.

Observation 4: The granularity of UAC for SNPN/CAG cannot meet the SA2 requirements. 

As a small summary of the above discussion, there will be the following enhancements on RAN system information:

Proposal 3: To support SNPN/CAG, the system information should be enhanced in:

· Broadcast PLMN IDs (MCC999 only for SNPN), at most 12 SNPN/CAG IDs and optional human-readable network name per SNPN/CAG ID;

· assistance information for SNPN/CAG network/cell re-selection;

· cell reservation indicator to prevent Rel-15 PLMN UEs from camping on;

· enhanced UAC to support precise access control granularity;

We provide one possible figure to summarize the above potential impacts.
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Fig. 1 system information enhancements to support SNPN/CAG

3. Conclusion

In this contribution, we discussed the SNPN/CAG mechanisms in the SA2 and presented our analysises on the possible impacts for RAN2 to support SNPN/CAG in release 16. We have the following proposals. 
Observation 1: RAN2 need to broadcast PLMN ID(s) (MCC999 only for SNPN), at most 12 NIDs and optional human-readable network name for SNPN and CAG network discovery.

Observation 2: The SNPN/CAG assistance information can be introduced in RAN2 to identify the supported SNPN/CAG network and cell re-selection.

Observation 3: A cell reservation indicator can be used to prevent PLMN UEs from camping on SNPN/CAG cells.

Observation 4: The granularity of UAC for SNPN/CAG cannot meet the SA2 requirements. 

Proposal 1: Common solutions should be considered for both SNPN and CAG on the aspects of network discovery/identifier, network and cell re-seletion, cell reservation indicator and network access control.

Proposal 2: One field for SNPN ID is introduced to support both locally and universally managed SNPN IDs.

Proposal 3: To support SNPN/CAG, the system information should be enhanced in:

· Broadcast PLMN IDs (MCC999 only for SNPN), at most 12 SNPN/CAG IDs and optional human-readable network name per SNPN/CAG ID;

· assistance information for SNPN/CAG network/cell re-selection;

· cell reservation indicator to prevent Rel-15 PLMN UEs from camping on;

· enhanced UAC to support precise access control granularity;
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