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1. Introduction
The Work Item on non-public network (NPN) support for NG-RAN was approved at TSG RAN#83 in [1]. Last SA2 meeting sent a LS on RAN sharing and emergency service in CAG cells with the following scenarios [2]. 
Regarding RAN sharing:

RS1:
SA2 concluded that the system architecture should support RAN sharing between a PLMN and an SNPN. This feature should be applicable to Rel-16 UEs that do not support the SNPN feature.

RS2:
SA2 discussed support for RAN sharing between a PNI-NPN (with CAG) and an SNPN. This feature would be applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both. However, concerns were raised about the additional complexity in the access stratum to support this scenario. 

RS3:
SA2 could not conclude whether the system architecture should support RAN sharing between a PLMN and a PNI-NPN with CAG i.e. RAN sharing in a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2. There is no SA2 consensus to support this scenario.

Regarding Emergency service in CAG cells:

E1:
SA2 concluded that the UE should be allowed to camp for Emergency services for the case where UE supports the CAG feature, but is not authorized for any of the advertised CAG IDs.

E2:
SA2 could not conclude whether Rel-16 UEs not supporting the CAG feature should be allowed to camp in a CAG cell in limited service state. There is no SA2 consensus to support this scenario.

In this paper, we provide our considerations on support of these two features in Rel-16 RAN NPN work.
2. Discussion

As specified in TS 23. 501, there are two solutions to enable non-public network. One is stand-alone NPN (SNPN), which may not rely on any network functions provided by the public PLMN. The other is public network integrated NPN (PNI-NPN), which can rely on the public PLMN.
2.1 RAN sharing 

If NR access is shared, the broadcast system information includes a TAC and a cell ID for each subset of PLMNs (up to 12) as described in TS 38.300. For NPN sharing case, this however may result at the many issues as follows.
· Cell Reservation Indication
As described in TS 23.501, for SNPN, it is described that

· “Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks” 
The PNI-NPN has very similar descriptions as follows. 

· “The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell (see TS 38.300 [27], TS 38.304 [50])” for CAG case. 
This means that only UEs supporting SNPN/CAG can access the SNPN/CAG cells. 
Meanwhile in TS 38.331 in [4], the field cellReservedForOtherUse is defined on per-cell basis while the field cellReservedForOperatorUse can be defined on PLMN(s) basis. When the field cellReservedForOtherUse is set to True, the UE regards the cell barred. If the field cellReservedForOperatorUse for that PLMN is set to "reserved", UEs assigned to Access Identity 11 or 15 operating in their HPLMN/EHPLMN shall treat this cell as candidate during the cell selection and reselection procedures as follows [5].
CellAccessRelatedInfo   ::=         SEQUENCE {

    plmn-IdentityList                   PLMN-IdentityInfoList,

    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...

}

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {

    plmn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,

    trackingAreaCode                            TrackingAreaCode                                            OPTIONAL,       -- Need R

    ranac                                       RAN-AreaCode                                                OPTIONAL,       -- Need R

    cellIdentity                                CellIdentity,

    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...

}

-
“UEs assigned to Access Identity 11 or 15 operating in their HPLMN/EHPLMN shall treat this cell as candidate during the cell selection and reselection procedures if the field cellReservedForOperatorUse for that PLMN set to "reserved".”
However, this may not work for NPN sharing case. 
·  For RS case 1, assuming the cell is shared by PLMN1, and PLMN 2/SNPN ID, it means to allow access for both R15 and R16 PLMN1 UEs, but not for R15 and R16 for PLMN 2 UEs. Based on the current design, the cellReservedForOperatorUse can be set as “reserved” for PLMN 2 but still Rel-15 UEs with Access Identity 11 or 15 can access. One potential solution is to allow the PLMN value for SNPN be specific, i.e., MCC= 999 and only SNPN UE can access this PLMN. But SA2 already agreed a PLMN operator can use its own PLMN IDs for SNPN(s).
·  For RS case 3, assuming a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2. This means that only Rel-16 PLMN1 CAG UEs can access the cell but not for Rel-15 PLMN1 normal UEs. Setting the cellReservedForOperatorUse as “reserved” for PLMN 1 cannot prevent Rel-15 UEs with Access Identity 11 or 15 from access. 
·  For RS2, though it is possible to reuse R15 cellReservedForOtherUse to prevent R15 PLMN UEs from camping, the applicable sharing scenario is not very clear now.  
Observation 1: For RS1 scenario, if the PLMN ID used for SNPN is not specific, it is hard to prevent Rel-15 UEs from camping under the current Rel-15 specifications. 

Observation 2: For RS3 scenario, it is hard to prevent Rel-15 UEs from camping under the current Rel-15 specifications. 
· Cell information exchange in Xn/N2 interface
As specified in [3], the SNPNs are not relying on network functions provided by the PLMN and mobility between a PLMN and an SNPN is not supported. Also there is no real requirement to support the mobility between CAG and SNPN. Hence the mobility between PLMN/CAG and SNPN is not supported, and it is not meaningful to exchange the SNPN cell information with each other. 
However, for RAN sharing case 1 and case 2, the shared gNB includes the SNPN cell information. During the Xn setup with another PLMN gNB, it needs to consider whether to exchange the SNPN cell information 
·  If the SNPN cell information is not transferred, the source node may have to differentiate and exclude this SNPN cell information during Xn interface setup;

·  If the information is transferred, the mobility between CAG and SNPN may not happen at all. However it is worth noting that based on the established Xn/N2 connections, it can definitely support mobility between SNPN and PLMN for active UEs.
Observation 3: Under RAN sharing case 1 and case 2, the handover procedure and Xn interface setup may become complicated. 
In addition, an alternative solution to the cell level RAN sharing is based on the multiple SSBs in a carrier. That is, assuming two CD-SSBs in a carrier, one CD-SSB can be set as NPN cell and another CD-SSB can be set as PLMN cell. In this case, the NPN UE and PLMN UE can initially access the NPN CD-SSB and PLMN CD-SSB, respectively, while both of them can be scheduled over the whole carrier when become connected. 
Based on the above analysis, the application scenarios of NPN sharing are not clear. And this may complicate RAN work to specify the related RAN functionality e.g., cell reservation indication, access control and Xn cell information exchange etc. 
Proposal 1: It is suggested to support RS1 in case of the specific PLMN ID used for SNPN, while postpone other scenarios due to the potential complexities in RAN and short TU allocations for Rel-15 NPN WID. 
2.2 Emergency Services
For the E1 case, the UE supporting CAG feature can camp on one CAG cell for emergency service though the UE cannot be authorized for the CAG cell. This is aligned with current emergence service rules in [6], and can be easily supported. 
For the E2 case, according to the cell selection/reselection rules in [6], if the cell is considered to be barred, the UE is not permitted to select/reselect this cell, not even for emergency calls. For PNI-NPN case, the CAG related broadcast information will be used to prevent PLMN only UEs from camping on a CAG UE. Upon reception of the broadcast information, the PLMN only UE will consider the CAG only cell as barred, thus will never camp on a CAG cell even in limited service state. To support the E2, the UE cell (re)selection should be further specified.  
Hence the following proposal is made, and RAN2 can further confirm the understanding.  
Observation 4: For emergency services, the E1 can be easily supported while E2 may heavily impact on UE (re)selection for CAG UE. 
Proposal 2: RAN2 to confirm to support E1 but not support E2 in Rel-16. 
3. Conclusion
In this contribution, we discussed the RS scenarios and emergency services scenario in the SA2 LS [2] and presented the analysis with the following observations and proposals.
Observation 1: For RS1 scenario, if the PLMN ID used for SNPN is not specific, it is hard to prevent Rel-15 UEs from camping under the current Rel-15 specifications. 

Observation 2: For RS3 scenario, it is hard to prevent Rel-15 UEs from camping under the current Rel-15 specifications. 
Observation 3: Under RAN sharing case 1 and case 2, the handover procedure and Xn interface setup may become complicated. 
Observation 4: For emergency services, the E1 can be easily supported while E2 may heavily impact on UE (re)selection for CAG UE. 

Proposal 1: It is suggested to support RS1 in case of the specific PLMN ID used for SNPN, while postpone other scenarios due to the potential complexities in RAN and short TU allocations for Rel-15 NPN WID. 
Proposal 2: RAN2 to confirm to support E1 but not support E2 in Rel-16. 
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