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1	Introduction
Access categories and access identities are primarily used to enable Unified Access Control (UAC). UAC has as a purpose to temporarily prevent the access to the network and is used for load control. Access identities also play a role in cell reservation. Cell reservations have as a purpose preventing certain devices to camp in the cell.  
We think that that it is important that, in certain situation, the network is able to differentiate normal accesses/UEs from IAB nodes and its accesses. In some deployments, for example, some IAB nodes may only serve other IAB nodes but are not meant to serve UEs. RAN2 should provide with the mechanisms to allow this differentiation.
[bookmark: _Ref178064866]2	Discussion
2.1	Background
Access categories and access identities are defined in TS 22.261 and TS 24.501. There are 64 access categories and only 9 (0-8) are currently defined. 23 access categories (9-31) are reserved for future use, and 32 access classes (32-63) are reserved for operator classification. On the other hand, there are 16 access identifies. 3 access identities (0-2) are currently defined. Identities 11-15 have a special purpose, and identities 3-10 are reserved for future use.
The access identities and the access category are determined by NAS for each access request. NAS takes into consideration the reason for access, types of service requested and profile of the UE including UE configurations, and compares the outcome against a set of access identities and access categories defined in 3GPP TS 22.261 [3], namely:
- a set of standardized access identities;
- a set of standardized access categories; and
- a set of operator-defined access categories, if available.
Access identities are defined in the USIM EFACC / EFUAC_AIC (TS 31.102). Operator-defined access categories are provided via NAS signalling (TS 24.501). 
2.2	Impact on cell status and cell reservations
The purpose of cell reservations is to restrict the access of UEs to a certain PLMN or to all PLMN. There are 3 different parameters to control cell reservations: cellBarred, cellReservedForOperatorUse, and cellReservedForOtherUse. 

	AI
	cellBarred
	cellReservedForOperatorUse
	cellReservedForOtherUse
	Cell status

	Any
	Barred
	-
	-
	Barred

	Any
	.-
	-
	True
	Barred

	0/1/2/12/13/14
	Not barred
	Reserved
	False
	Barred

	11/15
	Not barred
	Reserved
	False
	Candidate



Considering the current standard, if UEs and IAB nodes need to be differentiated, the only possible option is to use Access Identity 11 or 15 (i.e. reserved for operator use). In this case, the network can set the variables as defined in the table above to restrict all UEs but allow camping for IAB nodes. The main limitation with this solution is that an operator will not be able to differentiate among devices which share the access identity 11 or 15. 
If a finer granularity is needed, a different solution is needed. Unused combinations e.g. Not barred/Reserved/True could also be defined. For Release 16, IAB nodes with AI set to 11 or 15 would consider the cell as “Candidate”, while all other access identities would consider the cell as barred (same as in Rel-15). Nevertheless, this type of solution may also impose certain limitation. 
As a third option, it would be possible to use one of the reserved access identities. This would result in impacts, at least, in RAN2, CT1 and SA1 specifications. 
A fourth RAN2-only alternative and more flexible solution is shown in [1].
2.3	Impact on unified access control
In unified access control, each access attempt is categorized into one or more of the Access Identities and one of the Access Categories. Thus, for each of the 64 access categories (except for access category 0 – response to paging), the NW can define up to the currently 7 defined access identities (except access identity 0) which will have to go through access barring for the indicated access category. An access identity may have a different configuration for each access category in which the access identity is defined. 
In this case, current mechanisms are sufficient. There are two different options which provide differentiation between UEs and IAB nodes. One option is to assign access identity 11 or 15 to IAB nodes. A second option which can allow a finer granularity within the access identity is to use the operator-defined access categories for IAB nodes. This later option would allow using any Access Identity, including AI = 0 (as normal UEs).
2.4	Impact on establishment cause in RRC Setup Request
Depending on the access identity and the access category, the UE will set a specific Establishment Cause value in the RRC Setup Request. Access identity 0 is used by normal UEs and depending on the access category assigned to the UE, the corresponding establishment cause is indicated. On the other hand, access identities 11-15 are special and use one specific establishment cause regardless of the access class. Access identity 11-15 will use “highPriorityAccess”.
In this case, current mechanisms are also sufficient to differentiate between UEs and IAB nodes. If an IAB node is assigned with AI 11 or 15, the establishment cause will be set to “highPriorityAccess” independently of the access category. A limitation is that it is not possible to differentiate among devices assigned with the same AI. On the other hand, the number of devices with this AI is limited, so it is questionable if further differentiation is needed.
We do not think that setting “highPriorityAccess” in the establishment cause will make any difference, though. So even if the IAB node is assigned with AI = 0 (as all other UEs), the performance will be very similar.  We consider that an IAB node may be set up when the end-user traffic is restricted (e.g. by cell restrictions), an IAB node will be the first node accessing its parent node so using one of the establishment cause values for access identity 0 will not have any impact. Even in the case that an IAB node is set-up when there is end-user-traffic, the RRC connection set-up time might be slightly longer; however, this time is not critical and, therefore, it does not result in a meaningful impact. 
Conclusion
Based on the discussion above, the following scenarios are possible:
Scenario 1: IAB node is assigned AI = 0 
· For cell status and cell reservations:
A new solution [1] is needed to differentiate between normal UEs and IAB nodes
· For unified access control:
Current mechanisms are sufficient. operator-defined access categories can be used to achieve differentiation.
· [bookmark: _Hlk14268939]For establishment cause in RRC Setup Request:
Current mechanisms are sufficient i.e. re-used of currently defined establishment cause values. IAB accesses might experience some delay in congested situations, similar as any normal UE.
· Scenario 1 leads to a limited impact in 3GPP (TS 38.331 - MIB/SIB1; and TS 38.304)

Scenario 2: IAB node is assigned AI = 11/15
· For cell status and cell reservations:
A new solution [1] might be desired to differentiate between devices using AI 11/15
· For unified access control:
Current mechanisms are sufficient. If differentiated within AI 11/15 is needed, operator-defined access categories can be used.
· For establishment cause in RRC Setup Request:
Current mechanisms are sufficient i.e. re-used of currently defined establishment cause values
· Scenario 2 leads to no impact in 3GPP unless differentiation within AI 11 is desired. Then the impact is the same as in scenario 1 (TS 38.331 - MIB/SIB1; and TS 38.304)

Scenario 3: IAB node is assigned AI = new value
· Scenario 3 leads considerable specification impacts in RAN2 as well as impact in SA1 and CT1 to update their specifications.


For IAB (MT) nodes, currently defined access identities and access categories are sufficient.
Currently defined establishment cause values for RRC Connection Setup are sufficient.
A new mechanism as proposed in [1] is introduced for cell reservations to differentiate among UEs, IAB nodes, and devices with AI set to 11 or 15.
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