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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
In the RAN#83 meeting, a new work item on private network support for NG-RAN is approved. One of the objects is abstracted as following:
· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
In this contribution, we will focus on the SNPN/CAG cell access control.
2. Discussion
According to TS 22.261, Non-public networks are intended for the sole usage of a private entity such as an enterprise, and may be deployed in a variety of configurations, utilising both virtual and physical elements. Specifically, as described in TS 23.501, a Non-Public Network for non-public use can be supported via 5GS. An NPN may be deployed as:
- a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
- a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN. 
In any of these deployment options, it is expected that unauthorized UEs, e.g. those that are not associated with the enterprise, will not attempt to access the non-public network. It is also expected that UEs of the enterprise will not attempt to access a network they are not authorized to access. 
2.1. [bookmark: OLE_LINK31][bookmark: OLE_LINK29][bookmark: OLE_LINK21][bookmark: OLE_LINK30][bookmark: OLE_LINK22][bookmark: OLE_LINK24][bookmark: OLE_LINK23][bookmark: OLE_LINK28]Stand-alone Non-Public Network
SNPN is only available for subscribed NPN UEs. The NPN UE can be configured with subscriber identifiers and credentials for NPN(s). For SNPN-enabled UE, UE can operate in SNPN access mode or not which depends on whether the SNPN access mode is activated or deactivated. For different operating mode, SNPN-enabled UE has following behavior as described in TS 23.501 clause 5.30.2.3:
(1)  An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
(2) If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs.
The following table summarizes that for SNPN deployment scenario whether UE is allowed to access a cell or not under different cases.
Table 1.  UE behavior under different type of cell
	
	Legacy cell
	SNPN cell
	Cell shared by SNPN and PLMN

	UE operating in SNPN access mode
	Not allowed
	 Allowed if it’s authorized SNPN
	 Allowed if it’s authorized SNPN

	SNPN enabled UE not operating in SNPN access mode
	Allowed
	Not allowed
	Allowed

	legacy UE
	Allowed
	Not allowed
	Allowed



According to the TS 23.501, except the identifying information for SNNP (i.e. the combination of PLMN ID and NID), NG-RAN nodes which provide access to SNPNs broadcast the following information:
-     Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks.
In NR, cell access control information is carried in SIB1, thus it is reasonable to reuse this design principle under SNPN deployment case. During SA2 discussion, the cellReservedForOtherUse field is suggested to prevent UE not supporting SNPN from automatically accessing a cell only providing accessing to SNPN. From the view of RAN2, this is a feasible solution. As UE operating in SNPN access mode anyway shall check whether a cell provide SNPN identifier (combination of a PLMN ID and a list of NID), a new introduced access control indication will not bring much gain. For a cell only providing access to SNPN, the cellReservedForOtherUse field will be carried in SIB1. For legacy UE and SNPN enabled UE not operating in SNPN access mode, UE will consider this cell is barred. For a cell not providing SNPN identifier, UE operating in SNPN access mode will consider this cell is barred if cellReservedForOtherUse indication is received.
Proposal 1: The cellReservedForOtherUse is set to true by a cell only providing SNPN access.
Proposal 2: An SNPN enabled UE ignores the cellReservedForOtherUse indication of a cell providing SNPN identifier(s) when the UE operates in SNPN access mode.
2.2.  Public network integrated NPN
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. For a CAG enabled UE, an Allowed CAG list and an optionally CAG-only indication will be configured. A CAG enabled UE will have different behaviors depending on whether the Allowed CAG list is empty or not and whether the CAG-only indication is received.
The following table summarizes that for Public network integrated NPN deployment scenario whether UE is allowed to access a cell or not under different case.
Table 2 UE behavior under different type of cell
	
	Legacy cell
	CAG cell

	CAG-only UE
	Not allowed
	 Allowed if  CAG ID belongs to the Allowed CAG list

	CAG UE with non-empty Allowed CAG list and without CAG-only indication
	Allowed
	Allowed if CAG ID belongs to the Allowed CAG list

	CAG UE without non-empty Allowed CAG list
	Allowed
	Not allowed



According to the TS 23.501, except the CAG identifier for Public network integrated NPN, The following is assumed for network and cell selection, and access control:
-	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell (see TS 38.300 [27], TS 38.304 [50]);
Same reason with SNPN case, the cellReservedForOtherUse field can be used to prevent legacy UE and CAG enabled UE with empty Allowed CAG list from automatically accessing a CAG cell. For legacy UE and CAG enable UE with empty Allowed CAG list, UE will consider this cell is barred. For a cell not providing CAG identifier, CAG enabled UE with non-empty Allowed CAG list will consider this cell is barred if cellReservedForOtherUse indication is received.
Proposal 3: The cellReservedForOtherUse is set to true by a cell providing CAG access.
Proposal 4: A CAG enabled UE ignores the cellReservedForOtherUse indication of a cell providing CAG identifier(s) when UE has a non-empty Allowed CAG list.
3. Conclusion	
In this contribution, we discuss the SNPN/CAG cell access control, and the related proposals are as following:
Proposal 1: The cellReservedForOtherUse is set to true by a cell only providing SNPN access.
Proposal 2: An SNPN enabled UE ignores the cellReservedForOtherUse indication of a cell providing SNPN identifier(s) when the UE operates in SNPN access mode.
Proposal 3: The cellReservedForOtherUse is set to true by a cell providing CAG access.
Proposal 4: A CAG enabled UE ignores the cellReservedForOtherUse indication of a cell providing CAG identifier(s) when UE has a non-empty Allowed CAG list.
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