Page 4
Draft prETS 300 ???: Month YYYY
[bookmark: _GoBack]3GPP TSG-RAN WG2 #107	R2-1909883
Prague, Czech Republic , 26-30 August 2019                Revision of R2-1907556
Agenda Item	: 12.3.2.1 (LTE_feMob-Core)
Source	: LG Electronics Inc.
Title	: Discussion on PDCP impact for feMOB
Document for	: Discussion and Decision
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In feMOB, RAN2 discussed how to reduce the user plain latency, and the following agreements are made:
RAN2#105bis 
=>	Any solution that is specified will be modelled as a single PDCP entity on UE side.

RAN2#106 
Agreements
1	We will not specify single active protocol stack solution (option 0/1/2)


In this contribution, we show the PDCP impacts to support 0ms interruption with single PDCP entity on UE side. 
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As mentioned in introduction, the single PDCP entity is used for the feMOB. It means that all functionalities of PDCP in UE would not be separated because, from UE point of view, it is not much different from split bearer operation. 
However, from the network point of view, the PDCP entities are located in source and target network. In other words, it is possible that the PDCP PDUs can be transmitted by the source and target network, and the transmitted PDCP PDUs are ciphered with different security keys. In addition, the transmitted PDCP PDUs are compressed by different ROHC contexts. Therefore, these aspects should be considered in UE side. 
Observation 1. From UE point of view, the received PDCP PDUs are ciphered with different security keys. In addition, the received PDCP PDUs are compressed by different ROHC functions.

Additionally, the UDC is one of the compression algorithms in PDCP. The UDC was introduced only for UL to effectively use the radio resources by compressing the whole PDCP SDU. The UDC is not much different with ROHC in that the UDC buffer should be synchronized between UE and network. 
However, since the UDC buffer is synchronized between the source network and the UE before performing 0ms interruption handover, the target network may fail the decompression of the PDCP PDU after performing 0ms interruption handover. Therefore, the RAN2 should discuss how to handle the UDC.
Observation 2. How to handle the UDC should be discussed for feMOB.

Security
Let’s firstly discuss the security aspect. According to the current specification, the PDCP entity maintains only one security key, and a new security key is applied only when the PDCP re-establishment is performed. 
However, since a PDCP entity in UE may receive the PDCP PDUs from source and target network, the PDCP entity should maintain two security keys, and each security key should be applied for a PDCP PDU based on from which leg it is received.
Considering the above aspect, it is required that a new procedure should be defined to maintain and apply two security keys in PDCP. However, it is unclear whether the security function is separated. 
In our view, if the security key is considered as the dynamic parameter for security, only one security function is enough. According to current specification, the COUNT value is one of the security parameters, and the COUNT value is always changed based on the reception of the PDCP PDU. In other words, if the PDCP entity receives the PDCP PDU, the PDCP entity determines the COUNT value and performs the security function based on the COUNT value. Consequently, considering that the PDCP entity can determine which security key should be applied to the PDCP PDU based on from which leg it is received, the security key can be easily changed even though only one security function is used.
With the above reason, we think that a new procedure for maintaining and applying two security keys should be defined with one security function in PDCP.
Proposal 1. A new procedure for maintaining and applying two security keys should be defined with one security function in PDCP.

ROHC
In order to successfully perform the decompression of the PDCP PDU, the ROHC context shall be maintained between the compressor and decompressor. However, since the PDCP entity in UE can receive the PDCP PDUs which are compressed by different ROHC context, the PDCP PDUs may be discarded by ROHC due to context mismatch.
In order to prevent the discard of the PDCP PDUs, the following options can be considered. 
· Option 1. The decompression is performed to the PDCP PDU based on from which leg it is received.
· Option 2. The source and target network ensure successful decompression of the PDCP PDU in the UE regardless of which network compresses the PDCP PDU.

For Option 1, it is required that two sets of ROHC contexts are maintained in UE side. The PDCP entity should use one of the set of ROHC contexts for decompression for the PDCP PDU based on from which leg it is received. However, considering that the UE can be configured with up to 15 DRBs, having two sets of ROHC contexts in one PDCP entity would require huge additional UE memory.
For Option 2, it is required that only PDCP PDUs containing the IR information are transmitted by the source and target network until releasing the connection to the source network. According to the RFC 3095, the IR packet is transmitted from the compressor to the decompressor in order to replace the header context. In other words, even though the PDCP entity in UE performs the decompression of a PDCP PDU containing the IR information, the PDCP PDU is used for replacing the header context and the PDCP PDU is not discarded due to context mismatch. 
As described above, Option 1 requires additional UE memory for maintaining two sets of ROHC contexts, while Option 2 does not require it. With this reason, we prefer Option 2. 
Proposal 2. Only PDCP PDUs containing the IR information are transmitted by the network until the UE releases the connection to the source network.

UDC
Let’s discuss whether two UDC functions are required for 0ms interruption handover. 
In our view, the reason why two functions in one PDCP entity are considered is that the UE can simultaneously receive the PDCP PDUs from the source and target network. However, according to RAN2#106 agreement, the simultaneous UL PUSCH transmission does not need to be supported for the HO interruption solution. It means that the UE does not simultaneously transmit the PDCP PDU on PUSCH to both target and source network. Consequently, since the UDC is used only for UL, RAN2 would not need to consider two UDC functions.
Proposal 3. One UDC function in UE side is used for 0ms interruption handover. 

If the proposal 3 is agreeable, RAN2 should further discuss how to handle the UDC function. 
In order to successfully decompress a PDCP PDU in network side, the UDC buffer should be synchronized between the UE and network. However, if the UE switches the transmission path from the source network to the target network and the UE maintains the UDC buffer, the target network fails the decompression of the PDCP PDU due to the de-synchronization of the UDC buffer. This is because the UDC buffer in UE is synchronized only for UDC buffer in the source network. Consequently, in order to synchronize the UDC buffer between the target network and UE, the UDC buffer in UE should be initialized if the UE is connected to the target network.
In RAN2#106 meeting, it was agreed that UL PUSCH switches from source to target after reception of the first UL grant from the target network. In other words, upon receiving the first UL grant from the target network, the UE does not transmit the PDCP PDU to the source network. Considering this, when the UE receives the first UL grant from the target network, the UE initializes the UDC buffer. With this, the de-synchronization of the UDC buffer between the UE and target network does not occur.
Proposal 4. When the UE receives the first UL grant from the target network, the UE initializes the UDC buffer.
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[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]In this contribution, we show the PDCP impacts to support 0ms interruption with single PDCP entity on UE side. Based on the above discussion, we propose followings.
Observation 1. From UE point of view, the received PDCP PDUs are ciphered with different security keys. In addition, the received PDCP PDUs are compressed by different ROHC functions.
Observation 2. How to handle the UDC should be discussed for feMOB.
Proposal 1. A new procedure for maintaining and applying two security keys should be defined with one security function in PDCP.
Proposal 2. Only PDCP PDUs containing the IR information are transmitted by the network until the UE releases the connection to the source network.
Proposal 3. One UDC function in UE side is used for 0ms interruption handover. 
Proposal 4. When the UE receives the first UL grant from the target network, the UE initializes the UDC buffer.


