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1. Introduction
SA2 has completed the stage 2 work for NR to UTRAN SRVCC. RAN2#106 made some progress on RAN signaling impact. This paper analyzes the remaining RAN signaling impacts.
2.  SA2 agreements
Figure 2-1 and 2-2 show the NR to UTRA SRVCC architecture and procedure as defined by SA2 in TS 23.216.
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Figure 1: 5G SRVCC Architecture
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Figure 2: NR to UTRAN SRVCC Procedure
The general concept is same as 4G LTE to UTRAN SRVCC. But, 5G SRVCC has following differences:
· There is no context transfer for DRBs of PS data. All PDU sessions are released;
· There is no direct interface between core network nodes (AMF and MSC). MME is used as forward messages between AMF and MSC Server;
· There is no network based fast return.
RAN2 needs to define following aspects for 5G SRVCC:

· UTRAN measurement when UE is in NR RRC_CONNECTED

· Inter-node RRC messages

· Fast return

· UE capability
· Security.
3.  UE capability 

5G SRVCC is an optional feature for UE. UE capability bits shall be defined for SRVCC and inter-RAT UTRA measurement. UE 5GMM capability in NAS has bit for 5G-SRVCC from NG-RAN to UTRAN (Table 9.11.3.1.1 of TS 24.501), as shown below.

	5G-SRVCC from NG-RAN to UTRAN (5GSRVCC) capability (octet 4, bit 1)

	0
	
	
	
	5G-SRVCC from NG-RAN to UTRAN not supported

	1
	
	
	
	5G-SRVCC from NG-RAN to UTRAN supported (see 3GPP TS 23.216 [6A])


To fully support SRVCC operation, in addition to IMS and NAS/CN capability as indicated in NAS, UE shall at least support following radio capabilities:

· UTRA bands (agreed in RAN2 #106)

· UTRA measurement from NR RRC_CONNECTED
· NR to UTRA handover

· SRVCC handover associated handling and optimizations, e.g. DRBs release, failure handling.
To make 5G-SRVCC work robustly and efficiently, system level optimization and testing across all the protocol layers need to be performed. This is the reason that radio capability bit was defined for VoNR.
The UE capability for NR to LTE PS handover is differentiated for FDD/TDD and FR1/FR2 in the current specifications, because of the nature of  the feature which has radio specifics and potential differences in testing opportunities. It is reasonable to apply the same consideration to SRVCC handover from NR to UTRAN.
Proposal 1:
Define UE NR capability for NR to UTRA-FDD SRVCC Handover with differentiation for NR FDD/TDD and FR1/FR2.
4. Inter-node RRC messages
Following the source adapting the target principle, the inter-node RRC messages should be in UTRA format, as defined in TS 25.331:

· HANDOVER TO UTRAN COMMAND, for container in step of figure 2-2;
· INTER RAT HANDOVER INFO WITH INTER RAT CAPABILITIES, for container in step 7 of figure 2-2.
Proposal 2:
Reuse existing inter-node UTRA RRC messages for 5G SRVCC.
5. Fast return
After the CS call of SRVCC, the UE should quickly go back NR to resume data service on NR. SA2 has decided to support the fast return up to UE implementation. 

Proposal 3:
Fast return is supported up to UE implementation. 
6. Security
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Figure 3: Security handling in 5G-SRVCC
Figure 3 is the SA3 agreed security handling procedure for 5G-SRVCC, refer to S3-192335. The gNB shall send “NAS COUNT received from the AMF” for UE to derive KASME_SRVCC, refer to SA3 agreed procedure description below.

	8. The gNB sends the HO command to the UE, in which the gNB shall include the 4 LSB of the downlink NAS COUNT received from the AMF. 
9. When the UE receives the message, the UE shall derive the new KASME_SRVCC key as described in Annex A.Y using the KAMF key and the downlink 5G NAS COUNT estimated from the 4 LSB received form the AMF. The UE shall further derive CKSRVCC, IKSRVCC based on the new KASME_SRVCC key as described in the clause A.12 in TS 33.401 [10] using a downlink NAS COUNT of zero. The UE shall identify the CKSRVCC and IKSRVCC from eKSI (= ngKSI) as the MME_SRVCC does.


For NR to EPS handover, nas-SecurityParamFromNR, which carries the NAS COUNT, is already defined in MobilityFromNRCommand. This parameter can be reused for 5G SRVCC to UTRA.

MobilityFromNRCommand-IEs ::=   SEQUENCE {

    targetRAT-Type                          ENUMERATED { eutra, spare3, spare2, spare1, ...},

    targetRAT-MessageContainer              OCTET STRING,
    nas-SecurityParamFromNR                 OCTET STRING                                OPTIONAL,   -- Cond HO-ToEPC
    lateNonCriticalExtension                OCTET STRING                                OPTIONAL,

    nonCriticalExtension                    SEQUENCE {}                                 OPTIONAL

}
Proposal 4:
Reuse nas-SecurityParamFromNR to deliver NAS COUNT for 5G SRVCC to UTRA.
7. Conclusion

Based on above analysis, we have following proposals.
Proposal 1:
Define UE NR capability for NR to UTRA-FDD SRVCC Handover with differentiation for NR FDD/TDD and FR1/FR2.

Proposal 2:
Reuse existing inter-node UTRA RRC messages for 5G SRVCC.
Proposal 3:
Fast return is supported up to UE implementation. 
Proposal 4:
Reuse nas-SecurityParamFromNR to deliver NAS COUNT for 5G SRVCC to UTRA.
3GPP
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