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Introduction
The 5G network is deployed in the industrial automation to satisfy the communication requirements between massive machines and sensors. In some use case, the services provided by 5G networks shall be restricted in specific geographical area and accessed by group of specific UEs. Thus, the non-public network could be adopted as one network integration and construction solution for industrial enterprises, covering from a small local area to large-scale regional area.
In the TSG RAN meeting #83, the objective of new work item on private network support for NG-RAN is agreed as below:
	Objective of WI for RAN2:

· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3]
· The connected mode mobility support within SNPN [RAN2/3]


In this contribution, we would like to discuss the consideration for supporting the standalone non-public network. 
Discussion
2.1 Broadcast system information
The solution #1 named as standalone non-public network (SNPN) [1] does not rely on any PLMN networks and deployed as completely standalone network or only RAN sharing with other networks. The operators identifies the SNPN by the Non-public network ID (NPN-ID), which is served as PLMN ID in PLMN network, and optionally a human-readable network name per SNPN for manual network selection. As defined in [2], NPN-ID is comprised of PLMN ID (MCC, MNC) and network ID (NID). In the scenario of RAN sharing with several SNPNs, multiple PLMN IDs or multiple NIDs associated with a PLMN ID could be configured per cell. It is essential that the available PLMN IDs and the list of NIDs per PLMN ID should be broadcasted in SIB1. 
Observation 1: In the case of sharing RAN in several SNPNs, multiple PLMN IDs or multiple NIDs associated with a PLMN ID could be configured per cell. It is essential that the available PLMN IDs and the list of NIDs per PLMN ID should be broadcasted in SIB1.
In the scenario of completely standalone SNPN without RAN sharing, the PLMN ID in SNPN could be configured to public PLMN or PLMN ID reserved for private network, e.g. MCC=999 assigned by ITU. 
1) If the NPN-ID is comprised of MCC=999, MNC and NID, no further information is needed to be broadcasted to keep the non-SNPN UE away. Since the MCC=999 is dedicated for private network [1], the non-SNPN UE will notice this information and not try to perform the network access. 
2) If the NPN-ID is the combination of public PLMN and NID, one key issue for non-public network is to prevent the UE not supporting the SNPN or not working in the SNPN access mode from attempting to access SNPN cells. 
The parameter cellReservedForOtherUse defined in [3] with “true” setting is one solution discussed for this issue. In this solution, the parameter cellReservedForOtherUse with “true” setting could prevent the legacy UE or the UE not operating in SNPN access mode from attempting to access SNPN cells. The UE operating in the SNPN access mode ignores cellReservedForOtherUse with “true” setting and does not treat this cell as barred. The UE operating in the SNPN access mode further checks that whether the cell is SNPN cell or not by reading NPN-ID broadcasted in SIB. Another option is to introduce one new parameter to explicitly indicate whether the cell is SNPN cell or not for SNPN supported UE.
Observation 2: The parameter cellReservedForOtherUse with “true” setting could prevent the legacy UE or the UE not operating in SNPN access mode from attempting to access SNPN cells.
Observation 3: The UE operating in the SNPN access mode ignores cellReservedForOtherUse with “true” setting and does not treat this cell as barred. The UE operating in the SNPN access mode further checks that whether the cell is SNPN cell or not by reading NPN-ID broadcasted in SIB. Alternatively, to introduce one new parameter to explicitly indicate whether the cell is SNPN cell or not for SNPN supported UE.
And as illustrated in [5], to address the issue of the limitation of CellReservedForOtherUse indicator for both RAN shairng, a SNPN UE and unauthorized SNPN UE should have a different interpretation on the indication from the Rel-15 UE. That is: 
Proposal 1: If RAN sharing is applied, then the CellReservedForOtherUse indicator can be ignored by Rel-16 non-SNPN UE and unauthorized SNPN UE. Or CellReservedForOtherUse indicator can be defined per-PLMN.
On the other hand, in the scenario of RAN sharing between a SNPN and PLMN/CAG, the non-SNPN support UE and the UE not operating in the SNPN access mode should select the registered or equivalent PLMN or CAG but not select the SNPN network. If the NPN-ID is the combination of public PLMN and NID, the new IE for NPN-ID should be introduced independently.
As indicated in [2], the following additional system information is expected from gNB, as listed in the table below:
	System information for SNPN cell

	>PLMN List
	M
	

	>> PLMN ID
	M
	Public PLMN , or:
PLMN ID reserved for private network, e.g. MCC=999 assigned by ITU

	>> NID List
	M
	Max-number is FFS (12 is assumed in SA2)

	>>>NID 
	M
	

	>>> Human-readable network name
	O
	Carries the name of the network name, e.g. in OCTET STRING format

	>> Access information
	O
	To prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks



Proposal 2: RAN2 may need to consider that how to support the available PLMN IDs and the list of NIDs per PLMN ID broadcasted in SIB1 and how to indicate whether the cell is SNPN cell or not for SNPN supported UE.
Furthermore, whether a specific MNC to use for non-public networks has not been decided yet. Whether the full PLMN ID identifying non-public networks needs to be broadcasted or whether this can be further optimized in SIB, i.e. either MNC or MCC which  is up to RAN2 and CT1 to decide.
On this statement and from a broadcast perspective, RAN 2 would need further information on uniqueness of MNC to be able to judge if the MCC also needs to be broadcast.
Proposal 3: Include in an LS response to SA2 (CT1, RAN3), that RAN2 expect further information on selection of MNC and uniqueness thereof, to judge whether further SIB optimization would be possible.
2.2 UE configuration and subscription aspects
An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID.
	Configuration for SNPN-enabled UE

	>PLMN List
	M
	

	>> PLMN ID
	M
	Public PLMN , or:
PLMN ID reserved for private network, e.g. MCC=999 assigned by ITU

	>> NID List
	M
	

	>>>NID 
	M
	

	>>> SUPI
	O
	A SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.2.2. The realm part of the NAI may include the NID of the SNPN.

	>>> Credentials
	O
	To prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks




2.3 Network selection 
SNPN-enabled UE operating in SNPN access mode only selects and registers with SNPNs over Uu and does not perform normal PLMN selection procedures for regular UE. UEs operating in SNPN access mode will read the available PLMN IDs and list of available NIDs from the broadcast system information and select the cell which PLMN ID and NID matches those in the UE’s NID within the NAI of the UE’s SUPI. And there are two modes for network selections:
1) For automatic network selection
·  The UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials. 
2) For manual network selection
·  UEs operating in SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available SNPNs the UE has respective SUPI and credentials for.
Although that the selection of a specific SNPN is a non-AS procedure which is similar to that of PLMN selection, there are still some impacts on RAN, e.g. it requires that UE reports detected NPN-IDs to UE NAS for UE-NAS selection of an NPN-ID. This will demand the specification modification on procedures for PLMN selection, cell selection and re-selection procedure for SNPN.
Observation 4: the selection of a specific SNPN will introduce some impacts on RAN, e.g., it requires that UE reports detected NPN-IDs to UE NAS for UE-NAS selection of an NPN-ID. This will demand the specification modification on procedures for PLMN selection, cell selection and re-selection procedure for SNPN in 38.304.
As required from SA2, when a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to gNB for notification of the selected PLMN ID and NID to the AMF. From RAN2 perspective, a reasonable way is that the UE should reports the selected NID and the corresponding PLMN ID to gNB in message RRCSetupComplete.
Observation 5: From RAN2 perspective, a reasonable way is that the UE should reports the selected NID and the corresponding PLMN ID to gNB in message RRCSetupComplete for notification of the selected PLMN ID and NID to the AMF.

2.4 Network access control
2.4.1 Access Control to SNPN cell for unauthorized UE(s)
1) If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a locally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.
2) If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a universally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.
In case 1), the NPN-ID broadcasted could be locally managed, which may cause the NPN-ID confusion between SNPNs hosted by different operators. UE operating in SNPN access mode attempts to perform network selection and register in SNPN for which UE has SUPI and credentials. The UE should reports the full NPN-ID or NPN-ID index in message RRCSetupComplete as similar as PLMN ID and also human-readable network name, which is used to distinguish the same local managed NPN-ID, to gNB for selecting suitable AMF.
Proposal 4: The full NPN-ID or NPN-ID index and human-readable network name may need to be reported to gNB for selecting suitable AMF selection during the network selection procedure as similar as PLMN ID.

2.4.2 Access Control to SNPN cell for authorized UE(s)
In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, Unified Access Control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
In order to relieve the traffic congestion in cell, the unified access control also should apply to SNPN network with the same mechanism as public PLMN network. The separate parameters on UAC for standalone non-public networks may be introduced to uac-BarringInfo in SIB1 to define the UAC barring information.
Proposal 5: The separate parameter on UAC for standalone non-public networks may be introduced to uac-BarringInfo in SIB1 to define the UAC barring information for SNPN.

2.5 Cell (re-)selection in SNPN access mode
UEs operating in SNPN access mode only select cells and networks broadcasting both PLMN ID and NID of the selected SNPN.
UE supporting the SNPN reads the system information for NPN-ID and does the cell selection or reselection procedure within the same SNPN. And the frequency information could be reserved for SNPN and listed in the other SI as the assistant information for the reselection of the SNPN cells which already specified in R15. 
2.6 Connected Mode Mobility
Since the solution #1 is a stand alone network, normal measurement and mobility procedures could be re-used for the handover within coverage of the same NPN-ID. The UE working in SNPN access mode does not select the normal PLMN to camp on or can not handover from SNPN to normal PLMN network.  In the network deployment, the SNPNs operated by different operator may utilize the same frequency and it is not possible to coordinate different SNPN operators to plan PCI partition. For intra-frequency HO within SNPNs, the additional information, i.e. NPN ID, could be provided in the HO measurement reports and gNB could evaluate this assistant information before making the HO decision.
Proposal 6: The additional information, i.e. NPN ID, may be provided in the HO measurement report and gNB in NPN could evaluate this assistant information before making the HO decision.

Conclusion
Observation 1: In the case of sharing RAN in several SNPNs, multiple PLMN IDs or multiple NIDs associated with a PLMN ID could be configured per cell. It is essential that the available PLMN IDs and the list of NIDs per PLMN ID should be broadcasted in SIB1.
Observation 2: The parameter cellReservedForOtherUse with “true” setting could prevent the legacy UE or the UE not operating in SNPN access mode from attempting to access SNPN cells.
Observation 3: The UE operating in the SNPN access mode ignores cellReservedForOtherUse with “true” setting and does not treat this cell as barred. The UE operating in the SNPN access mode further checks that whether the cell is SNPN cell or not by reading NPN-ID broadcasted in SIB. Alternatively, to introduce one new parameter to explicitly indicate whether the cell is SNPN cell or not for SNPN supported UE.
Observation 4: the selection of a specific SNPN will introduce some impacts on RAN, e.g., it requires that UE reports detected NPN-IDs to UE NAS for UE-NAS selection of an NPN-ID. This will demand the specification modification on procedures for PLMN selection, cell selection and re-selection procedure for SNPN in 38.304.
Observation 5: From RAN2 perspective, a reasonable way is that the UE should reports the selected NID and the corresponding PLMN ID to gNB in message RRCSetupComplete for notification of the selected PLMN ID and NID to the AMF.

Proposal 1: If RAN sharing is applied, then the CellReservedForOtherUse indicator can be ignored by Rel-16 non-SNPN UE and unauthorized SNPN UE. Or CellReservedForOtherUse indicator can be defined per-PLMN.
Proposal 2: RAN2 may need to consider that how to support the available PLMN IDs and the list of NIDs per PLMN ID broadcasted in SIB1 and how to indicate whether the cell is SNPN cell or not for SNPN supported UE.
Proposal 3: Include in an LS response to SA2 (CT1, RAN3), that RAN2 expect further information on selection of MNC and uniqueness thereof, to judge whether further SIB optimization would be possible.
Proposal 4: The full NPN-ID or NPN-ID index and human-readable network name may need to be reported to gNB for selecting suitable AMF selection during the network selection procedure as similar as PLMN ID.
Proposal 5: The separate parameter on UAC for standalone non-public networks may be introduced to uac-BarringInfo in SIB1 to define the UAC barring information for SNPN.
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