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1	Introduction
The study on NR-IIoT concluded (see TR 38.825 [1]) among others that Ethernet header compression is beneficial in the context of Industrial IoT. The work item [2] defines the following related objective:
· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.
In previous RAN2 meetings, the following agreements were reached. In RAN2#105bis:
We develop Ethernet header compression 100% in 3GPP TS (not by extending ROHC)

In RAN2#106:
· Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.
· Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 
· Compression is done with following principle:
- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
	- After above, compressor starts transmits compressed packets. FFS if multiple transmissions and/or feedback is needed.  
· EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID

In this contribution we discuss the remaining design principles and requirements for Ethernet header compression. 
[bookmark: _Ref178064866]2	Discussion
With header compression applied to Ethernet, especially for the typically small payload sizes of industrial applications, large relative gains are expected. Different approaches were discussed to specify header compression during the study item phase and in the work item: a (header-) structure-aware approach such as a new PDCP header compression solution or reusing the ROHC framework with a new Ethernet ROHC profile. Eventually RAN2 decided to specify Ethernet header compression (EHC) itself as a new solution. In this contribution we discuss design principles to be considered for the new 3GPP defined solution.
The following design principles were summarized in [1] which can be reconfirmed:
[bookmark: _Toc3371878][bookmark: _Toc3373924][bookmark: _Toc4587322][bookmark: _Toc4587651][bookmark: _Toc4588349][bookmark: _Toc4588381][bookmark: _Toc4589698][bookmark: _Toc4590935][bookmark: _Toc4591846][bookmark: _Toc4592209][bookmark: _Toc5524764][bookmark: _Toc16689701]Preamble, SFD and FCS are ignored and not transmitted thus not considered in EHC.
[bookmark: _Toc3371879][bookmark: _Toc3373925][bookmark: _Toc4587323][bookmark: _Toc4587652][bookmark: _Toc4588350][bookmark: _Toc4588382][bookmark: _Toc4589699][bookmark: _Toc4590936][bookmark: _Toc4591847][bookmark: _Toc4592210][bookmark: _Toc5524765][bookmark: _Toc16689702]EHC considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields).
[bookmark: _Toc3371880][bookmark: _Toc3373926][bookmark: _Toc4587324][bookmark: _Toc4587653][bookmark: _Toc4588351][bookmark: _Toc4588383][bookmark: _Toc4589700][bookmark: _Toc4590937][bookmark: _Toc4591848][bookmark: _Toc4592211][bookmark: _Toc5524766][bookmark: _Toc16689703]PDCP at gNB is the network anchor for EHC.
In particular for structure-aware compression schemes from [1]:
[bookmark: _Toc3371881][bookmark: _Toc3373927][bookmark: _Toc4587325][bookmark: _Toc4587654][bookmark: _Toc4588352][bookmark: _Toc4588384][bookmark: _Toc4589701][bookmark: _Toc4590938][bookmark: _Toc4591849][bookmark: _Toc4592212][bookmark: _Toc5524767][bookmark: _Toc16689704]No further fields of the Ethernet header are considered.
[bookmark: _Toc3371882][bookmark: _Toc3373928][bookmark: _Toc4587326][bookmark: _Toc4587655][bookmark: _Toc4588353][bookmark: _Toc4588385][bookmark: _Toc4589702][bookmark: _Toc4590939][bookmark: _Toc4591850][bookmark: _Toc4592213][bookmark: _Toc5524768][bookmark: _Toc16689705]No industrial protocols above Ethernet are considered.
[bookmark: _Toc3371883][bookmark: _Toc3373929][bookmark: _Toc4587327][bookmark: _Toc4587656][bookmark: _Toc4588354][bookmark: _Toc4588386][bookmark: _Toc4589703][bookmark: _Toc4590940][bookmark: _Toc4591851][bookmark: _Toc4592214][bookmark: _Toc5524769][bookmark: _Toc16689706]No IP header compression within a joint solution is considered.
Furthermore, since Ethernet header compression is not developed within RoHC framework, this Ethernet header compression becomes disjoint with the solution for IP header compression, i.e. RoHC. We believe there is value in allowing both Ethernet and IP header compression at the same time. Therefore, we should aim for an Ethernet header compression solution that can be used at the same time as IP header compression, which should be an achievable design principle given there is no overlap in the solutions. E.g. PDCP algorithm could invoke Ethernet compression/decompression just before RoHC for IP compression/decompression. 

[bookmark: _Toc16689707]EHC solution does not affect IP header compression solution (ROHC), i.e. can be used at the same time for same bearer.
Another aspect to be discussed is how ciphering/deciphering is considered in EHC. As specified for ROHC in 5.7.4, the data part of the PDCP PDU is ciphered. Assuming then that for EHC, the either uncompressed as well as compressed Ethernet header is part of the PDCP PDU data part, assuming similar behaviour as currently for ROHC, ciphering would be applied to Ethernet as well. This way, same PDCP security as for IP would be applicable to Ethernet, independently of whether Ethernet header is compressed or not.
As one can see, the modelling in Figure 1 allows both Eth. header compression and IP compression functionality to be used independently. The resulting model also allows current ciphering functionality to be reused as with ROHC simplifying the specification (e.g. Sect 5.8, 38.323), implementation and use of Eth compression functionality.
[bookmark: _Toc16689708]Ciphering applies to the Ethernet frame (Ethernet header and Ethernet data) included as part of the PDCP Data PDU.
Both, the principles of proposals 7 and 8 are highlighted in above Figure 1. 
[image: ]
Figure 1: Disjoint EHC and ROHC compression and relation to ciphering.

It was noted as well in the TR that additional complexity of removing padding in EHC must be justified. Due to the absence of the length field in the Ethernet header (since TYPE field is used instead in typical user plane traffic), removing padding would lead to further complexities: while NR could at its receiving side simply repopulate an Ethernet frame with padding up to an allowed frame length when delivering it, the complexities lie in the NR transmitting side. I.e. in order to remove padding, NR transmitter has to understand and inspect the higher layer datagram and derive its length. This is also illustrated in Figure 2.
[image: ]
Figure 2: Ethernet padding identification problem.

We don’t believe this extra complexity is justified, in particular considering that various (industrial application) protocol types could be transported with Ethernet, and mandating gNB and UE to be able to identify and inspect all those protocols for their length is not feasible. Thus, we propose:
[bookmark: _Toc3371884][bookmark: _Toc3373930][bookmark: _Toc4587328][bookmark: _Toc4587657][bookmark: _Toc4588355][bookmark: _Toc4588387][bookmark: _Toc4589704][bookmark: _Toc4590941][bookmark: _Toc4591852][bookmark: _Toc4592215][bookmark: _Toc5524770][bookmark: _Toc16689709]Padding removal is not considered.
It had been agreed to support EHC per DRB and that flows for compression are identified based on a context ID. Generally, to achieve good compression gains in each flow, knowledge of static-ness or change patterns of certain header fields is utilized, e.g. which header fields do not change from packet to packet. The ROHC framework defines various general compression methods or functions, not only considering static field values but also header field changes in a defined/known manner from packet to packet, as well as further advanced profile-specific methods. One example would be sequence number compression, where next received sequence number is decompressed as previously received sequence number + 1. For the 3GPP based solution on Ethernet header compression, however, where the focus according to TR [1] should be on simple compression schemes, we believe that it is sufficient to only specify solutions for static header field value compression (i.e. no functions). For example, sequence number compression is not relevant for the default Ethernet header since no sequence number field is present.
[bookmark: _Toc16689710]Only consider method for static header field value compression (no functions for change-patterns).
[bookmark: _Ref189046994]3	Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	Preamble, SFD and FCS are ignored and not transmitted thus not considered in EHC.
Proposal 2	EHC considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields).
Proposal 3	PDCP at gNB is the network anchor for EHC.
Proposal 4	No further fields of the Ethernet header are considered.
Proposal 5	No industrial protocols above Ethernet are considered.
Proposal 6	No IP header compression within a joint solution is considered.
Proposal 7	EHC solution does not affect IP header compression solution (ROHC), i.e. can be used at the same time for same bearer.
Proposal 8	Ciphering applies to the Ethernet frame (Ethernet header and Ethernet data) included as part of the PDCP Data PDU.
Proposal 9	Padding removal is not considered.
Proposal 10	Only consider method for static header field value compression (no functions for change-patterns).
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