3GPP TSG RAN WG2 #107	 R2-1909320
Prague, Czech Republic, 26-30 August 2019	Revision of R2-1906195
	
Agenda Item:	12.3.3.3 Configuration of CHO
Source: 	Ericsson
Title:  	Configuration of Conditional handover in LTE
Document for:	Discussion and Decision
Introduction
[bookmark: _Toc242573354]In RAN2#104 in Spokane it was agreed for LTE that conditional handover is one solution that should be considered for improving the handover robustness, as part of the equivalent work item for Further Enhanced Mobility Enhancements. Also further agreements were made in RAN2#106.The following email discussion, summarized in [2], was triggered to address issues related to the configuration of CHO:
 [106#42][NR/LTE/mob enh] CHO configuration (OPPO)
	How to define the CHO configuration, how to update the configuration, how to configure the execution condition
	Intended outcome: Report to the next meeting
	Deadline:  Thursday 2019-08-08

In this contribution we discuss follow ups for issues that seemed to converge during the email discussion. We also discuss some issues that remained open [2].

Discussion
CHO configuration
Encoding of RRCConnectionReconfiguration prepared by target candidate 
In CHO, each target candidate prepares an RRCConnectionReconfiguration message containing a mobilityControlInfo and provides to the source cell. In the email discussion [106#42][NR/LTE/mob enh] CHO configuration (OPPO) [2], there seems to be a consensus among companies that the source cell is not allowed to alter any content of the target cell configuration i.e. any content of the RRCConnectionReconfiguration prepared by target. Also, in our view it seems reasonable to assume that the dedicated configuration from each target candidate is encoded in an RRCConnectionReconfiguration with a mobilityControlInfo, just like a handover command in LTE.
Companies agreed in [2] that as part of CHO configuration to be sent to the UE, RRC container is used to carry target cell configuration and source cell is not allowed to alter any content of configuration from the target cell
A follow up question is how each RRCConnectionReconfiguration generated per target candidate is encoded in ASN.1. In CHO, in addition to the RRCConnectionReconfiguration per target candidate, the UE is also configured with trigger conditions set by source. Based on the likely outcome of the email discussion that source should not modify the content of the RRCConnectionReconfiguration prepared by target, it makes sense to follow the same principle and encode each RRCConnectionReconfiguration per target candidate as an OCTET STRING (regardless whether that is conveyed in a new message or in an RRCConnectionReconfiguration created by source). 
RRCConnectionReconfiguration per target candidate is encoded as an OCTET STRING.
As each RRCConnectionReconfiguration prepared per target candidate needs to be associated to the configuration of a trigger condition (via measurement identifiers, according to agreement from RAN2#106), it makes sense to define an IE including both the trigger configuration and the RRCConnectionReconfiguration. Herein we do not discuss the exact structure of the trigger condition IE (FFS). An example is shown below:
CondReconfigurationPerTargetCandidate::=                 SEQUENCE {
	rrcReconfigurationToApply	OCTET STRING (CONTAINING RRCConnectionReconfiguration)
	eventTriggerCHO						MeasId,
...
}

Add, modify and release of CHO configurations
Regarding this topic, in RAN2#106 the following has been agreed:
[bookmark: _Hlk8871513]Agreements
…
4	Multiple CHO candidate cells can be sent in either one or multiple RRC messages. FFS on signalling details. FFS how CHO execution is handled.
. . .

. . . 
4	Deconfiguration of CHO candidates is performed by RRC signalling (we will not introduce timer based mechanism for the UE to deconfiguration of the CHO candidates).
. . . 
According to the email discussion [106#42][NR/LTE/mob enh] CHO configuration (OPPO) [2] there seems to be a consensus that to facilitate the source eNB/gNB to configure multiple CHO candidate cells, add/mod list + release list should be defined.
Companies agreed in [2] to use add/mod list + release list to configure multiple CHO candidate cells.
This means that the network may provide the UE with a list of CHO configurations (i.e. trigger conditions references + RRCConnectionReconfiguration per target candidate) associated to a CHO configuration identifier to allow the network to possibly re-configure the UE by either removing or modifying the elements in the list. Below we show an example of how that could be encoded in ASN.1:

–	ConditionalReconfiguration
The IE ConditionalReconfiguration is used to add, modify or release a conditional handover configuration per target candidate cell.
-- ASN1START
-- TAG-CONDITIONAL-RECONFIG-START

ConditionalReconfiguration ::= 			SEQUENCE {
	condReconfigurationToRemoveList         CondReconfigurationToRemoveList OPTIONAL,   -- Need N
    condReconfigurationToAddModList			CondReconfigurationToAddModList OPTIONAL,   -- Need N
	...
}

CondReconfigurationToRemoveList ::= 	SEQUENCE (SIZE (1..maxNrofCondReconf)) OF CondReconfigurationId


-- TAG-CONDITIONAL-RECONFIG-STOP
-- ASN1STOP
–	CondReconfigurationToAddModList
The IE CondReconfigurationToAddModList concerns a list of conditional handover configurations per target candidate to add or modify.
CondReconfigurationToAddModList information element
-- ASN1START
-- TAG-CONDRECONFIGURATIONTOADDMODLIST-START


CondReconfigurationToAddModList ::=                  SEQUENCE (SIZE (1.. maxNrofCondReconf)) OF CondReconfigurationAddMod

CondReconfigurationAddMod ::=                  SEQUENCE {
	condReconfigurationId							CondReconfigurationId,
	condReconfigurationPerTargetCandidate			CondReconfigurationPerTargetCandidate
	...
}


-- TAG-CONDRECONFIGURATIONTOADDMODLIST-START
-- ASN1STOP
–	CondReconfigurationPerTargetCandidate
	CondReconfigurationPerTargetCandidate information element 
The IE CondReconfigurationPerTargetCandidate contains a conditional reconfiguration for a target candidate cell.
-- ASN1START
-- TAG-CONDRECONFIGURATIONPERTARGETCANDIDATE-START

CondReconfigurationPerTargetCandidate ::= 		SEQUENCE {
	rrcReconfigurationToApply 			OCTET STRING (CONTAINING RRCConnectionReconfiguration)
    triggerCondition								MeasId,
	...
}
-- TAG- CONDRECONFIGURATIONPERTARGETCANDIDATE-STOP
-- ASN1STOP

Companies agreed in [2] that CHO execution condition can be updated by modifying the existing CHO configuration.
Companies agreed in [2] that target cell configuration can be updated by modifying the existing CHO configuration.
Addition and removal are clear procedures, while details of the modification procedure need to be further discussed. There are at least two alternatives for the details of a modification procedure in RRC, for each of the parameters:
· i) replace the stored values with the newly received values; 
· ii) apply the corresponding message (with corresponding fields and need codes), i.e. delta signalling to be applied on top of stored RRCConnectionReconfiguration.
The CHO configuration per target candidate to be modified first comprises a measurement identity that refers to a measurement configuration, as agreed in RAN2#106 and confirmed in [2]:
Agreements
. . .
2	Define a CHO execution condition by the measurement identity which identifies a measurement configuration. (FFS to be addressed in stage 3 which parts of the measurement configuration are used for the CHO triggering)
For this measId the replacement should be done (e.g. replacing measId=3 by measId=5, where these IDs refer to different trigger conditions). Network may decide to change the trigger conditions for a given CHO, RS type, which could be done by replacing the configured MeasId by a new measurement configuration. As that MeasId is a reference to a measurement configuration, network could choose to modify the measurement configuration associated to a given measId (e.g. modifying the associated reportConfig and/or measObject).
Measurement identifiers in CHO configuration can be replaced in modification procedure.
For the time being we can keep FFS whether the procedure where a measurement identifier in CHO configuration is modified or where a measurement configuration linked to a CHO configuration is modified require any further specifications of UE autonomous actions. For example, if the network removes a trigger condition configuration associated to a measId referred within a CHO configuration, UE should probably delete the associated entry in the measurement configuration (in VarMeasConfig). Somewhat similarly, if reportConfig or measObject with an associated measId that is a trigger condition for a CHO configuration are modified or removed, the UE may need to stop the monitoring of CHO conditions.
The modification of a trigger condition in CHO configuration is something that could be performed by source without necessarily involving the target candidates, if it does not modify the UE’s current configuration (except CHO related configuration). Hence, it should be possible to modify the trigger conditions without necessarily modifying the stored RRCConnectionReconfiguration associated to that target candidate. In our view, this could be achieved by possibly making the dedicated RRCConnectionReconfiguration in the modification procedure absent, and upon that, the UE replaces the measurement identifier and maintains the previously stored RRCConnectionReconfiguration.
If the RRCConnectionReconfiguration for a target candidate is absent in the modification procedure the UE maintains the stored configuration.


Modification of RRCConnectionReconfiguration of target candidates
The modification of the target candidate RRCConnectionReconfiguration is something that would typically be driven by a source eNodeB that wants to modify the UE’s current configuration. If the target candidate to be modified is a candidate in the same node as the source node, the source eNodeB can include the parameters for the source re-configuration and the CHO modification parameters (within CondReconfigurationToAddModList) in the same message. In our view, this is the scenario where the modification of the RRCConnectionReconfiguration is perhaps easiest to be applied as there is no risk of race conditions. In the email discussion [2], companies agreed that when CHO configuration and updated source configuration are sent in the same RRC message, CHO configuration can be delta configuration based on the updated source configuration.
Companies agreed in [2] that when CHO configuration and updated source configuration are sent in the same RRC message, CHO configuration can be delta configuration based on the updated source configuration
Hence, if CHO configuration can be delta based on the UE’s new current configuration, if a RRCConnectionReconfiguration for a target candidate is included (e.g. in an entry of CondReconfigurationToAddModList) in the modification procedure that should replace the previously stored value. 
If the RRCConnectionReconfiguration for a target candidate is present in the modification procedure the UE replaces the stored configuration with the new entry.

If the target candidate to be modified is a candidate in a neighbour eNodeB the source eNodeB could first indicate a target candidate of the wished UE’s new configuration so target creates a new RRCConnectionReconfiguration for the CHO, so the source can in the same message reconfigure the UE’s current configuration and modify the CHO configuration. That solution might be the most efficient in terms of air interface signalling, but there is a risk that while the source eNodeB is performing a modification procedure with the target candidate eNodeB the UE executes CHO.
A possible alternative to avoid these race conditions could be that the source eNodeB first cancels CHO in the UE together with a source re-configuration (e.g. in the same RRCConnectionReconfiguration message). Then, the source eNodeB cancels CHO with the target and triggers a new CHO preparation procedure to obtain a new RRCConnectionReconfiguration (possibly delta based on UE’s current new configuration). RAN3 may instead define a new modification procedure where the steps of cancelling and preparation are bundled, if needed, but regardless of which solution is defined in RAN3, the new UE’s current configuration is provided to target that prepares a delta RRCConnectionReconfiguration based on that. Hence, the replacement of the RRCConnectionReconfiguration is still the simplest reasonable from a target’s implementation perspective.  
Inform RAN3 that RRCConnectionReconfiguration for a target candidate in CHO can be replaced in RRC.

How the UE stores the RRCConnectionReconfiguration per target candidate
In the email discussion [2], two solutions were discussed for storing the reconfiguration of each target candidate within each CHO configuration. Rapporteur assumes that a target candidate can apply delta signaling in a CHO configuration (i.e. in the RRCConnectionReconfiguration) based on source’s configuration, though it has not been explicitly agreed as indicated by at least one company. In our view that makes sense, considering that there could be several target candidates being configured in the same RRC message. Hence, reducing the size of the CHO configuration message is beneficial.
Confirm that both delta signalling and full config are supported for the RRCConnectionReconfiguration prepared by a target candidate in CHO.
Then, the follow up question is how the UE stores that configuration in case a delta signaling is provided from a target candidate. 
In a first solution discussed in [2], a “full CHO configuration” is be stored in the UE side to decouple from source configuration update. One possible advantage is the decoupling between the target candidate configuration and the source’s configuration, which in theory would allow a source to be re-configured without the need to re-configure CHO configuration, in case network finds any parameter where that could be done, which seemed uncertain in the email discussion. Before we can agree on that, we need to discuss the impact in the specifications. Upon reception of a CHO configuration we would have to write in RRC a new procedure where the UE builds up a “full configuration” based on the received RRCConnectionReconfiguration on top of the current’s UE configuration before storing it. And, that construction of the message should be done without applying the message itself (only when condition is fulfilled) so we cannot simply call sub-clause that says. In addition to these new procedures, such a solution makes it difficult to reuse the legacy handover procedure upon CHO execution i.e. we cannot simply call the sub-clause “5.3.5.4	Reception of an RRCConnectionReconfiguration including mobilityControlInfo by the UE” because the stored message would not be a delta signaling on top of UE’s current configuration, neither a message with a full-config flag. 
This may become even more complicated since there would be IF/ELSEs in case the message is already “full configuration” or delta signaling. In addition to specifications impact, that may impact UE performance since that shall be done for each CHO configuration i.e. per target candidate, while at the end, only one of them may be useful. In other words, UE will always perform a set of preparation actions (building these messages) that will never be useful (as at the end only one may be applied).
Another solution discussed in [2] is to let the UE stores the received configuration i.e. the RRCConnectionReconfiguration from each target candidate, which may either be a delta signaling or a full configuration on top of UE’s current configuration. 
An advantage of this alternative solution is clearly a much lower impact in the RRC specifications. For example, we could simply call the sub-clause “5.3.5.4 Reception of an RRCConnectionReconfiguration including mobilityControlInfo by the UE” upon CHO execution. Another advantage compared to the previous solution is that it would not require extra UE actions, so no performance drawbacks.
In [2], it has been argued that a potential drawback for this simpler solution is the need to re-configure CHO when source is re-configured. However, in our view, if source is re-configured and that would not affect the way a target candidate would like to prepare its RRCConnectionReconfiguration delta or full configuration, then it should be fine to apply a delta RRCConnectionReconfiguration on top of the new configuration. Otherwise, if one argues that the new source configuration would affect the target’s decision on the RRCConnectionReconfiguration, then the source should never do that and instead contact the target to re-configure the CHO.
In the email discussion, as these aspects were not very clear in the question, we have marked a). However, after further analyses it is very clear for us that solution 2 is much simpler, while it is not obvious that solution 1) provides benefits.
UE stores the RRCConnectionReconfiguration received per target candidate (possibly delta having UE’s current configuration as reference).
Even though in P7 we say what the UE stores, the fundamental aspect that facilitates the modelling in the RRC specifications is that upon the fulfilment of the CHO condition, the UE applies the associated RRCConnectionReconfiguration for the selected target cell having as reference the UE’s current configuration. In terms of modelling that simplifies how we specify CHO execution, by simply calling the sub-clause “5.3.5.3 Reception of an RRCConnectionReconfiguration by the UE”.


Update of the source’s configuration with CHO configurations 
In the email discussion [106#42][NR/LTE/mob enh] CHO configuration (OPPO) [2], it was asked whether the network should be able to update the source configuration in an RRC message containing the CHO configuration. 
There may be use cases where the network needs to update its source configuration towards the UE (i.e. UE’s current configuration) before it wants the UE to start monitoring the trigger conditions for a CHO configuration that is being configured at the same time. For example, if the network decides to configure CHO and needs to add a new events and/or measurements and/or measurement object, for a CHO target candidate. 
However, for these type of use cases, RAN2 should make sure that in the RRC specifications, the source’s re-configuration is always applied before the CHO configurations, to avoid any misalignment e.g. if the UE applies CHO configuration first and the condition is already fulfilled (e.g. based on available measurements), it is not clear on top of which configuration the UE shall apply the RRCConnectionReconfiguration issued by the target candidate.
If network wants to re-configure the UE’s current configuration (source configuration), in the same message it configures CHO, specs needs to make sure the that the source re-configuration is applied before the CHO configuration.
[bookmark: _Hlk16784654]One solution to make sure that this is fulfilled by UEs is to separate the messages, i.e., first send to the UE a message re-configuring the source, and then send to the UE a message with the CHO configuration (regardless if they are the same message or not). In case RAN2 agreed that RRCConnectionReconfiguration is to be enhanced to comprise CHO configurations, in that case we would add a restriction saying that it shall not contain source configuration at the same time.
Another alternative is to assume that the steps upon reception of the message shall be executed in the specified order, and that the application of the CHO configurations are executed at the end of the steps related to source re-configuration. That should be possible since that is supported according to the RRC specifications:
************************************************************************************************************************
[bookmark: _Toc5284976]5.1.2	General requirements
The UE shall:
. . . 
1>	within a sub-clause execute the steps according to the order specified in the procedural description;
. . . 
********************************************************************************************************************

Source configurations should be applied before CHO configurations in case they are carried in the same message. 

Complete message for CHO configurations and CHO compliance check
Another topic that has been discussed was the need for a complete message upon reception of a CHO configuration/re-configuration. In [2], companies have also agreed that that an RRC complete message is required for UE to confirm receipt of CHO configuration to the source eNB.
Companies agreed in [2] that an RRC complete message is required for UE to confirm receipt of CHO configuration to the source eNB.
That seems quite natural assuming an enhanced version of the RRCConnectionReconfiguration message is used to configure CHO. As that RRCConnectionReconfiguration message may also contain source’s re-configurations, the primary purpose of that complete message would be to acknowledge the source that these configurations have been received and properly applied. Herein, we assume that the trigger condition configuration per CHO configuration, i.e., the measId associated to the RRCConnectionReconfiguration per target candidate, is part of source’s configuration, as the UE needs to act on it upon reception.
We agree that an RRC complete message is required for UE to confirm proper comprehension of the trigger condition of CHO configuration to the source eNB, except if CHO condition is fulfilled upon reception.
When it comes to the RRCConnectionReconfiguration (s) per target candidate in the CHO configurations it is worth noting that they would not need to be applied upon reception, but only if a trigger condition is fulfilled. In addition to it, the UE may never execute CHO for a given CHO configuration. And, if multiple CHO configurations are provided, it would mean that the UE is required to always perform a compliance check for N CHO configurations, while in fact that operations was completely useless for N-1 of them since only one can be executed (in the best-case scenario). We understand that from a network perspective, it would be nice to know as soon as possible whether CHO configurations are not compliant. However, we think this represents a waste of UE processing and, in case one is non-compliant, it does not seem necessary to perform any UE autonomous action since that does not affect at all the UE’s operation with source!
The non-compliance of a CHO configuration upon reception does not affect the operation with source, hence it does not make sense to trigger a UE autonomous action like re-establishment or NAS recovery.
Hence, the UE shall not be required to perform the compliance check of CHO configuration per target candidate when upon the reception of the CHO configurations, but only when CHO for a selected cell needs to be executed. Notice that formulating a requirement like that gives some freedom for UE implementations to still perform the compliance check upon reception.
UE is not required to perform compliance check for CHO configurations upon reception. It is up to UE implementation if compliance check is performed upon reception.
[bookmark: _Hlk1023792][bookmark: _Toc242573360]Number of target cells for conditional handover
In RAN2#104 it was agreed that it should be possible to configure multiple target cells for conditional handover. The exact number to be configured is FFS. The exact number is better decided when the stage 3 CR is done and it is known how the rest of the concept will work. It doesn’t give any extra value to decide it early, and there only is a risk for a bad decision when it is now clear exactly how the feature will be designed.
Decide the maximum number of potential target cells for conditional handover when stage 3 is done.

Summary
[bookmark: _Toc242573361]RAN2 is kindly asked to discuss the following proposals:
1. RRCConnectionReconfiguration per target candidate is encoded as an OCTET STRING.
1. Measurement identifiers in CHO configuration can be replaced in modification procedure.
1. If the RRCConnectionReconfiguration for a target candidate is absent in the modification procedure the UE maintains the stored configuration.
1. If the RRCConnectionReconfiguration for a target candidate is present in the modification procedure the UE replaces the stored configuration with the new entry.
1. Inform RAN3 that RRCConnectionReconfiguration for a target candidate in CHO can be replaced in RRC.
1. Confirm that both delta signalling and full config are supported for the RRCConnectionReconfiguration prepared by a target candidate in CHO.
1. UE stores the RRCConnectionReconfiguration received per target candidate (possibly delta having UE’s current configuration as reference).
1. Source configurations should be applied before CHO configurations in case they are carried in the same message. 
1. UE is not required to perform compliance check for CHO configurations upon reception. It is up to UE implementation if compliance check is performed upon reception.
1. Decide the maximum number of potential target cells for conditional handover when stage 3 is done.
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