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1	Introduction
[bookmark: _Hlk10733979]RAN agreed that the Non-Public Networks (NPN) related RAN work will be carried out within NG_RAN_PRN work item [1]. One of the requirements is that the NPN cells shall be able to broadcast information to prevent UEs not supporting NPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks. This paper analyses the potential solutions and proposes to select one of them.
2	Discussion
2.1	Introduction
An SA2 expectation is that NG-RANs connected to SNPNs can provide optionally information to prevent UEs not supporting SNPNs from selecting and accessing the cell, e.g. in case the cell only provides access to non-public networks. 
CAG is used to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). As one type of UEs that is not allowed to access a CAG cell is UEs not supporting PNI-NPNs, NG-RANs providing services only for CAGs should be able to provide information to prevent UEs not supporting PNI-NPNs from selecting and accessing the cell.
Observation 1.1: The requirement to prevent UEs not supporting NPN feature to select and access NPN cells are the same for SNPNs and PNI-NPNs.
Even if the requirements for SNPNs and PNI-NPNs are the same, specification of different solutions is possible for SNPN and PNI-NPN cases. Specifying different solutions would increase the UE and network implementation complexity as NG RAN implementation and UEs not supporting NPNs should implement both solutions. 
Proposal 1.1: Use the same method in PNI-NPNs and SNPNs to prevent UEs not supporting NPN feature to select and access NPN cells if it is feasible.
Pre-Rel-16 UEs are also UEs that do not support NPN features. For pre-Rel-16 UEs the solution should be based on legacy mechanisms preventing them to select and access NPN cells. 
Observation 1.2: UEs not supporting NPNs also includes pre-Rel—16 UEs, therefore a solution that works for pre-Rel-16 UEs is also needed.
For Rel-16 UEs new solutions using Rel-16 enhancements are possible. However, Rel-16 UEs are backward compatible, and thus a solution that works in case of Pre-Rel-16 UEs also works in case of Rel-16 UEs. Therefore, our view is that the same method should be used until a Rel-16 UE specific requirement in this area is identified.
Proposal 1.2: Specify the same method for pre-Rel-16 UEs and Rel-16 UEs not supporting NPN to prevent them from selecting and accessing NPN cells unless a Rel-16 requirement that requires different Rel-16 UE behaviour is identified.
A RAN sharing related requirement is also formulated in LS from SA2 in R2-1908651: 
"SA2 concluded that the system architecture should support RAN sharing between a PLMN and an SNPN. This feature should be applicable to Rel-16 UEs that do not support the SNPN feature.". 
Moreover, according to the LS other RAN sharing scenarios were also discussed in SA2: 
1. SA2 discussed support for RAN sharing between a PNI-NPN (with CAG) and an SNPN. This feature would be applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both. 
2. SA2 could not conclude whether the system architecture should support RAN sharing between a PLMN and a PNI-NPN with CAG i.e. RAN sharing in a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2.
There is no conclusion in SA2 whether these scenarios should be supported in Rel-16, partially due to concerns on potential AS level complexity. However, based on the discussions it is clear that the support of different RAN sharing deployments is desired.
Proposal 1.3: The support of different RAN sharing scenarios shall be considered when a solution to prevent UEs not supporting NPN features from selecting and accessing the cell is specified.
2.2	Potential Solutions
The solution for pre-Rel-16 UEs should be based on Rel-15 specifications to prevent a UE not supporting NPNs from selecting and accessing a cell. In TS 38.304 the way of preventing a UE to select a cell is to make the cell status barred. According to clause 5.3 of TS 38.304 [2] there are the following options of making the cell status barred for a UE: 
-	cellBarred (IE type: "barred" or "not barred") 
This is indicated in MIB message and this field is common for all PLMNs. When the cellBarred is set to barred, pre-Rel-16 UEs consider the cell barred indepedently from all other flags and the selected/registered PLMN.
-	cellReservedForOperatorUse (IE type: "reserved" or "not reserved") 
This is indicated in SIB1 message. This field is specified per PLMN. When cell cellReservedForOperatorUse is "reserved" for operator use for the selected/registered PLMN, pre-Rel-16 UEs consider the cell barred indepedently from all other flags, except UEs in the HPLMN with Access Identity 11 or 15.
[bookmark: _Hlk506409868]-	cellReservedForOtherUse (IE type: "true") 
This is indicated in SIB1 message. This field is common for all PLMNs. When cell cellReservedForOtherUse is "true" for other use, pre-Rel-16 UEs consider the cell barred indepedently from all other flags and the selected/registered PLMN.
If any of these indicators is selected to prevent UEs not supporting NPNs to select an NPN only cell, it requires that Rel-16 UEs supporting NPNs should ignore the value of the indicator and perform the cell selection and reselection considering the supported NPNs. However, these indicators have meaningful functionality that may also be used in NPNs. Therefore, an additional new information element is needed to enable barring the cells with the same functionality for UEs supporting NPNs. E.g. if the solution is that "cellBarred" is set to barred in NPN cells to prevent non-NPN UEs from selecting the NPN cell, then NPN UEs will ignore this indication and may still select the cell. However an NPN operator may also wish to bar an NPN cell, therefore a new indicator is needed that indicates NPN UEs that the cell is bared. 
Proposal 2.1: Specify a new information element that provides the same barring functionality for UEs supporting NPNs as the information element selected to be used to prevent non-NPN UEs from selecting NPN cells.
2.3	Evaluation of the potential Solutions
Solution 1: Using the cellBarred indicator
The cellBarred indicator is in the MIB and common for all PLMN indicated in SIB1. 
The advantage of using this indicator is:
· The UE will discover that the cell is barred at reading the MIB and no need to check SIB1.
The disadvantages of using this indicator are:
· As this indicator is in the MIB, it is desired that the new indicator with similar functionality to be introduced in MIB as well. As the size of the MIB is strongly limited, adding a new barring information element for NPNs may prevent essential MIB extensions in the future.
· UEs in SNPN mode will read SIB1 of normal PLMN cells even if this indicator is set to barred, which is a completely different UE behavior regarding to the cellbarred flag.
· If a cell is shared between a PLMN and a SNPN then this solution cannot be used as this indicator is not PLMN specific. (It is set to barred then non-NPN UEs cannot select the cell.)
Solution 2: Using the cellReservedForOperatorUse indicator
The cellReservedForOperatorUse indicator is in the SIB1 and PLMN specific. 
The advantages of using this indicator are: 
· As this indicator is in SIB1, there is no need to modify MIB.
· This solution can be used when a cell is shared between a PLMN and a SNPN, as this indicator is PLMN specific. (If the indicator is set to reserved for the PLMN ID of the SNPN and not set to reserved for the PLMN ID of the PLMN, then non-NPN UEs that selected/registered the PLMN can still select the cell.)
The disadvantages of using this indicator are:
· If a PLMN ID of a PLMN operator is used in the SNPN then UEs of that PLMN with Access Identity 11 or 15 may select the cell in PLMN access mode as well.
Solution 3: Using the cellReservedForOtherUse indicator
The cellReservedForOtherUse indicator is in the SIB1 and common for all PLMNs. 
The advantage of using this indicator is:
· As this indicator is in SIB1, there is no need to modify MIB.
The disadvantages of using this indicator are:
· If a cell is shared between a PLMN and a SNPN then this solution cannot be used as this indicator is not PLMN specific. (It is set to true then non-NPN UEs cannot select the cell.)
Observation 3.1: Only the solution using the cellReservedForOperatorUse indicator (Solution 2) can provide PLMN specific indicators, and thus can support RAN sharing between a PLMN and an SNPN.
The cellReservedForOperatorUse is operator specific and thus it is PLMN ID specific in the current specification. In case of SNPNs, the PLMN ID itself does not identify the network, and thus an extension of this indicator is needed with NID to become network specific.
Observation 3.2: The cellReservedForOperatorUse indicator should be SNPN specific and thus it should be PLMN ID and NID pair specific.
Observation 3.3: The solution using the cellReservedForOperatorUse indicator (Solution 2) does not prevent non-NPN UEs with Access Identity 11 and 15 from trying to access the cell in their HPLMN.
[bookmark: _Hlk16325138]UEs with Access Identity 11 (Access Class for PLMN Use) and 15 (Access Class for PLMN Staff) are special UEs and not used by normal subscribers. Therefore, our view is that the limitation that the solution does not work for those Access Identities are acceptable if the solution has significant advantages. The significant advantage in this case is that it enables the support of RAN sharing scenario (RAN sharing between a PLMN and an SNPN) agreed to be supported in SA2. The other potential solutions cannot support any RAN sharing scenarios as the barring is not PLMN specific. 
Proposal 3.1: It is proposed to prevent UEs that do not support NPNs from selecting and accessing NPNs' cells in the following way:
1) For cells dedicated for NPNs with the given PLMN identity the legacy cellReservedForOperatorUse indicator is set to reserved for that PLMN identity.
2) [bookmark: _GoBack]Introduce a new indicator to indicate that the cell is reserved for operator use in an NPN (e.g. "cellReservedForOperatorUse-NPN") per PLMN and SNPN. 
3) UEs in NPN access mode shall ignore the indicator cellReservedForOperatorUse and shall use the new indicator to decide if the cell is barred for a given NPN due to "reserved for operator use".
If Proposal 3.1 cannot be agreed due to concerns that non-NPN UEs with Access Identity 11 and 15 in the HLMN will not be prevented from access NPN cells, then it is proposed to ask SA2 in the reply LS to R2-1908651 whether this limitation is acceptable to enable the support of the RAN sharing scenarios.
3	Conclusions
The observation and proposals made in this contribution are summarized below.
Observation 1.1: The requirement to prevent UEs not supporting NPN feature to select and access NPN cells are the same for SNPNs and PNI-NPNs.
Proposal 1.1: Use the same method in PNI-NPNs and SNPNs to prevent UEs not supporting NPN feature to select and access NPN cells if it is feasible.
Observation 1.2: UEs not supporting NPNs also includes pre-Rel—16 UEs, therefore a solution that works for pre-Rel-16 UEs is also needed.
Proposal 1.2: Specify the same method for pre-Rel-16 UEs and Rel-16 UEs not supporting NPN to prevent them from selecting and accessing NPN cells unless a Rel-16 requirement that requires different Rel-16 UE behaviour is identified.
Proposal 1.3: The support of different RAN sharing scenarios shall be considered when a solution to prevent UEs not supporting NPN features from selecting and accessing the cell is specified.
Proposal 2.1: Specify a new information element that provides the same barring functionality for UEs supporting NPNs as the information element selected to be used to prevent non-NPN UEs from selecting NPN cells.
Observation 3.1: Only the solution using the cellReservedForOperatorUse indicator (Solution 2) can provide PLMN specific indicators, and thus can support RAN sharing between a PLMN and an SNPN.
Observation 3.2: The cellReservedForOperatorUse indicator should be SNPN specific and thus it should be PLMN ID and NID pair specific.
Observation 3.3: The solution using the cellReservedForOperatorUse indicator (Solution 2) does not prevent non-NPN UEs with Access Identity 11 and 15 from trying to access the cell in their HPLMN.
Proposal 3.1: It is proposed to prevent UEs that do not support NPNs from selecting and accessing NPNs' cells in the following way:
1) For cells dedicated for NPNs with the given PLMN identity the legacy cellReservedForOperatorUse indicator is set to reserved for that PLMN identity.
2) Introduce a new indicator to indicate that the cell is reserved for operator use in an NPN (e.g. "cellReservedForOperatorUse-NPN") per PLMN and SNPN.
3) UEs in NPN access mode shall ignore the indicator cellReservedForOperatorUse and shall use the new indicator to decide if the cell is barred for a given NPN due to "reserved for operator use".
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