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[bookmark: _Ref528762725]Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]In RAN2#105bis meeting, it was agreed on the header compression in IIoT that [1]:
	· We develop Ethernet header compression 100% in 3GPP TS (not by extending ROHC)


 
In this document, we further discuss the basic principles for header compression in IIoT.
Discussion
Selected Ethernet frames for compression
Regarding the various frame types:
It is everyone’s understanding that we should focus on Ethernet II frame (with Ethertype field, i.e. value >= 1536) or IEEE 802.3 frame (with Length field, i.e. value <= 1500). Other types (802.2 LLC/SNAP) are completely marginal and should be left out of the scope of the WI. And this is also the conclusion of the TR [2].
Now, in our view, even the IEEE 802.3 frame (with Length field instead of Ethertype) is very old and very unlikely to be seen in a “factory of the future”. Note also that TSN heavily relies on IEEE 802.1Qbv (time-aware scheduling) relying on VLAN classification of flows, hence on 802.1Q protocol that necessarily requires an Ethertype field to be set to 0x8100 (the first two octets (=TPID) of a VLAN tag), hence requires an Ethernet II frame. And the Ethertype will always be constant for a given flow. Hence if we rule out IEEE 802.3 frames, we don’t need to bother about compressed fields updates, as e.g. suggested in [3]. 
[bookmark: _Toc7449054]Proposal 1: The PDCP header compression only focuses on Ethernet II frame (with Ethertype field, i.e. value >= 1536).
Anyways, the header compressor should have exceptions handling for skipping compression of unexpected formats. Ethernet header with length field should be treated as such exceptions. In short only the Ethernet II frame should be considered for compression. Others should be treated as exceptions and not compressed.
[bookmark: _Toc7449055]Proposal 2: The PDCP header compression supports exceptions handling for skipping compression of unexpected formats.
Possible signalling procedure
It has been captured in TR that the fields, i.e. PREAMBLE, SFD and FRAME CHECK SEQUENCE are not transmitted over the 5G system [2]. And the fields DESTINATION ADDRESS, SOURCE ADDRESS, [LENGTH/]TYPE, Q-TAGs and all their sub-fields are static, which can be exploited for compression.
Hence, a possible solution for compression can be based on a mapping table/dictionary preconfigured between the compressor and decompressor. The above fields in the Ethernet header are compressed or decompressed based on the pre-defined mapping table/dictionary, and the compressed packet only needs to carry an index to the table.
[bookmark: _Toc7449056]Proposal 3: The PDCP header compression is based on a mapping table/dictionary preconfigured between the compressor and decompressor, and the compressed packet only needs to carry an index to the table.
Flow management for header compression
It is agreed that the header compression function is located at PDCP layer [2]. Then, it is naturally that the header compression is based on DRB level. On the other hand, the data of IIoT are typically from various flows. Then, the different flows may be mapped into the same DRB. From another aspect, the source/destination addresses might be the same in the same flow. Then, how to perform header compression from multiple flows in the same DRB should be studied. The CID (context ID) is used to identify the context associated with each compressed flow [4] based on ROHC for header compression. So it is straightforward that one ID like CID, profile ID [5] or TSN stream ID [6] should be introduced for PDCP based header compression.
[bookmark: _Toc7449057]Proposal 4: One ID, for example, CID, profile ID or TSN stream ID is to be included for PDCP based header compression.
Conclusion
In this document, further studies on header compression are carried out, related issues are discussed and the following proposals are derived:
Proposal 1: The PDCP header compression only focuses on Ethernet II frame (with Ethertype field, i.e. value >= 1536).
Proposal 2: The PDCP header compression supports exceptions handling for skipping compression of unexpected formats.
Proposal 3: The PDCP header compression is based on a mapping table/dictionary preconfigured between the compressor and decompressor, and the compressed packet only needs to carry an index to the table.
Proposal 4: One ID, for example, CID, profile ID or TSN stream ID is to be included for PDCP based header compression.
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