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1 Introduction

During the RAN2#105bis the following agreement was reached:

· We develop Ethernet header compression 100% in 3GPP TS (not by extending ROHC)

In this contribution we describe a mechanism for Ethernet header compression that is based on RoHC principles.

2 Discussion

The Ethernet Header Compression (EHC) mechanism comprises of two EHC entities that can transfer Ethernet packets from the compressor to its counterpart decompressor. All packets received by the EHC entity from the higher layers will go through a classification process similar to that used in RoHC [1]. The classification process involves the parsing of the Ethernet packets with the aim of associating the packet to a particular stream that is identified by a CID (context identifier) parameter. 
Proposal 1: Ethernet packets are classified into streams based on its MAC addresses, V-LAN tags and EtherType.
Proposal 2: A context ID (CID) is used to identify a stream.
The CID is attached to all packets (compressed or uncompressed) that are exchanged between the EHC entities as shown in Figure 1. A new CID is generated for all packets that have no associated stream.
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Figure 1: EHC Entities

At the start, uncompressed packets are sent from the compressor to the decompressor along with the CID until the link between the compressor and decompressor has been established. The link is established when the compressor receives a positive feedback response from the decompressor, which signals that both entities have locally mapped the contents of the Ethernet header field to the CID. Once the link has been established, all subsequent Ethernet packets are sent with header contents compressed (i.e. removed). On receiving packets with a compressed header, the decompressor reconstructs the contents of the Ethernet header fields from the previously received uncompressed that match the CID. 
Proposal 3: The compressor sends uncompressed packets along with the CID until it receives an indication from the decompressor that the mapping of the stream to the CID is known.
Proposal 4: The compressor sends compressed packets with the CID after the decompressor has indicated that it has mapped the stream to the CID.

Proposal 5: The decompressor reconstructs the Ethernet header fields in compressed packets using previously received uncompressed headers that match the CID
Changes to the contents of the Ethernet header fields for a packet stream will be considered as a mismatch by the classification process resulting in the creation of a new CID and in so doing give rise to the establishment of a new link between the EHC entities. Details of how Ethernet header compression can be achieved is described in Annex A.

3 Conclusion

In this document we propose the following on the Ethernet header compression behaviour:

Proposal 1: Ethernet packets are classified into streams based on its MAC addresses, V-LAN tags and EtherType.
Proposal 2: A context ID (CID) is used to identify a stream.

Proposal 3: The compressor sends uncompressed packets along with the CID until it receives an indication from the decompressor that the mapping the stream and the CID is known.
Proposal 4: The compressor sends compressed packets with the CID after the decompressor has indicated that it has mapped the stream to the CID.

Proposal 5: The decompressor reconstructs the Ethernet header fields in compressed packets using previously received uncompressed headers that match the CID
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Annex A (informative): Ethernet Header Compression

The Ethernet Header Compression (EHC) described here provides a mechanism to link a compressor entity (transmitter) with its decompressor (receiver) counterpart through a Context Identifier (CID) derived through a classification process based on the Ethernet packet header fields much like RoHC. The classification process as well as the Ethernet fields to compress is left to the implementation.  In general the mechanism described here is for the compressor and decompressor to have the same stored values of the header fields which are tagged by a unique CID.

Ethernet packets exchanged between the compressor and decompressor are encapsulated with the EHC-Header described in Figure A-1 and A-2 below
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Figure A-1: EHC-Header with small CID 
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Figure A-2: EHC-Header with large CID

Where: 

E is an extension field indicating the size of the CID field:


1: 13 bit LARGE_CIDS

0: 5 bit CID 

F is the feedback field when there is bidirectional traffic: 


0: ACK 


1:  NACK

C is the compression field:


0: payload that follows contains the full uncompressed Ethernet header


1: payload that follows contains compressed a Ethernet header
A.1
Compressor States

The compressor comprised of two states with transition events that are shown in figure A.1-1. 

The Initialisation and Refresh (IR) state is where uncompressed Ethernet packets are sent with an associated CID.  

The Compression (CO) state is where Ethernet headers are compressed and associated with the same CID value used in the IR state.
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Figure A.1-1: States of the Compressor
A.1.1 
Initialization and Refresh State

For Ethernet packets received from the higher layers or when forwarded from the Compression state:


- 
if after the classification process there is no match with an existing context identity (CID):



- 
create a new CID;



- 
save the Ethernet header contents and associate with the CID;


- 
attach EHC-Header containing the CID to the Ethernet packet and proceed to the integrity protection process.

For feedback packets received from the decompressor entity via the lower layer: 


-
If feedback is positive:



-
change to CO State;


-
else: 



-
remove the Ethernet header contents previously stored for the CID;



-
release the CID;

Note: Feedback is either from the interspersed EHC signalling or the EHC-Header when there is a bidirectional link.  

A.1.2 
Compression State

For Ethernet packets received from the higher layers:


-
if after the classification process there is a match with an existing CID:



-
compress the Ethernet packet;

-
attach EHC header with CID to the Ethernet packet and proceed to the integrity protection process;


-
else: 



- 
proceed to IR state (i.e. no context event).


For feedback packets received from the decompressor entity via the lower layer: 


-
If feedback is positive:



-
remain in CO state;


-
else: 



-
remove the Ethernet header values saved for the CID;



-
release the CID;



-
change to IR state.

Note: Feedback is either from the interspersed EHC signalling or the EHC-Header when there is a bidirectional link.  

A.2 
Decompressor States

The decompressor comprised of two states with transition events that are shown in figure A.2-1. 

The No Context (NC) state is where uncompressed Ethernet header packets are received and associated to a CID.  

The Acquired Context (AC) state is where compressed Ethernet headers packets with the same CID value as used in the NC state are received.
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Figure A.2-1: States of the decompressor 
A.2.1 
No Context State

For packets received from the lower layers:


-
if EHC header contains uncompressed packet:



-
save the Ethernet header contents and associate them with the CID in EHC-Header;



- 
remove the EHC-Header and forward the Ethernet packet to the upper layers;



-
set feedback (FB) value to positive;



- 
change state to AC

- 
else:



- 
discard the packet;



-
set feedback (FB) value to negative;


-
if there is a bidirectional link:

-
send EHC-Header with the FB value to the lower layers;


- 
else:

-

send Interspersed EHC feedback (5.12.3) containing the EHC-Header with the FB value to the lower layers.

Note:
 It is left to the implementation as to whether all positive feedback need to be sent to the corresponding compressor when Interspersed EHC feedback is used.
A.2.2 
Acquired Context State

For packets received from the lower layers:


-
If EHC header contains uncompressed packet and there is a matching CID:



- 
remove the EHC header;

- 
restore the Ethernet header from the stored values associated with the CID

-
forward the packet to the upper layers;

-
set feedback (FB) value to be positive


- 
else:



- 
discard the packet;



-
set feedback (FB) value to be negative;


-
if there is a bidirectional link:

-
send EHC-Header with the FB value to the lower layers;


-
 else:

-

send Interspersed EHC feedback (5.12.3) containing the EHC-Header with FB value to the lower layers.
Note:
 It is left to the implementation as to whether all positive feedback need to be sent to the corresponding compressor when Interspersed EHC feedback is used.
A.3 
EHC Procedure 
The following figure A3-1 describes the EHC-Header interaction for a unidirectional link. 
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Figure A3-1: Sample EHC message exchange

1.
Uncompressed packets containing EHC-Header. 

2. 
Interspersed EHC Feedback with ACK 

3. 
Compressed packets containing EHC-Header.
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