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Introduction
It is expected that a main driver for IAB is the possibility to deploy 5G NR coverage also at sites where it is too costly or otherwise not feasible to deploy dedicated transport (e.g. optical fiber). As such, deploying IAB could be a local decision as part of the RAN deployment in a certain area. It could even be so that an IAB node could be “alone” in an area surrounded by NR base stations which have dedicated transport.
We think it is important for the feasibility of IAB deployment that the impacts and requirements on the overall network should be minimized for small scale deployments of IAB nodes. As such, we think it would be beneficial if it is possible to deploy an IAB node with only minimum requirements on CN functionality (regardless if it is EPC or 5GC). Furthermore, to minimize the IAB deployment effort, it is preferable to separate the CN functionality needed to support IAB nodes from the CN functionalities needed to serve UEs. 
[bookmark: _Toc528844060][bookmark: _Toc528846641][bookmark: _Toc357407][bookmark: _Toc358329][bookmark: _Toc800019][bookmark: _Toc1032860][bookmark: _Toc1064099][bookmark: _Toc4673720]IAB deployment could be based on local RAN deployment decisions considering local transport network situation, and as such it is beneficial if this can be done without any interworking with the Core Network(s) used to serve UEs.
[bookmark: _Toc358330][bookmark: _Toc800020][bookmark: _Toc1032861][bookmark: _Toc1064100][bookmark: _Toc4673721]In case IAB nodes are deployed using dedicated CN instances (isolated from CNs serving UEs), it is beneficial if these instances could be “lightweight” and only support the functionality needed to serve IAB nodes. 
This paper analyses what would be needed to support dedicated “minimum CNs” for IAB nodes. 
Discussion 
Current CN functionality needed to support UEs
Currently, when a UE attaches to a 3GPP network, it relies on certain functionalities from the CN, including at least the following:
· Attach signalling, Initial Authentication Key Agreement, NAS security
· Handling of NAS/AS security capabilities
· User plane (UP)-related aspects: 
· PDP Context/PDU session signalling, incl. QoS, packet filtering, IP address allocation
· UP anchoring
· Idle state mode mobility 
· UP anchoring
The Figures 1 and 2 below shows the CN/RAN functional split from TS 38.300 and TS 36.300: 


Figure 1: Functional Split between NG-RAN and 5GC



Figure 2: Functional Split between E-UTRAN and EPC
In our view, not all of the CN functions are necessary for supporting IAB nodes (since they are network nodes), and those that are needed could potentially be simplified for IAB nodes. Exactly which functions can be avoided or simplified is discussed in the next section.
[bookmark: _Toc357408][bookmark: _Toc358331][bookmark: _Toc800021][bookmark: _Toc1032862][bookmark: _Toc1064101][bookmark: _Toc4673722]Not all CN functions currently needed for handling UEs are needed for IAB nodes. 
CN functionality needed to support IAB nodes
User plane functions
The user plane functions in CN would be needed if there is a need to assign an IP address in the CN e.g. to let the IAB network get access to OAM system. In our view, this is not needed. Instead, it would be possible to assign to the IAB node IP address(es) in the RAN as part of Donor-DU function. In this case, the anchor point for the IAB node towards the operator’s own internal network would be located in the RAN (e.g. Donor gNB) and the IAB node can get access to the OAM system using this/these IP address(es). The advantage with this is that there are no CN UP functions needed at all to support IAB nodes, which significantly reduces the needed CN functionality to support IAB nodes.  
Additionally, it is expected that the QoS handling on the BH interface will be handled by the RAN, meaning that there is no need to support any SMF, UPF, S-GW functionality in the CN serving IAB nodes. Similarly, the IAB nodes does not need to support the session management e.g.  PDU session management, QoS signalling, etc. 
[bookmark: _Toc800022][bookmark: _Toc1032863][bookmark: _Toc1064102][bookmark: _Toc4673723][bookmark: _Toc528842907][bookmark: _Toc528844062][bookmark: _Toc528846643][bookmark: _Toc357409][bookmark: _Toc358332]By supporting IP UP connectivity and IP management in the RAN towards the IAB nodes, there is no need to support UP functionality (e.g. SMF and UPF) in the CN serving IAB nodes. Similar there is no need to support NAS session management. 
[bookmark: _Toc528842912][bookmark: _Toc528842942][bookmark: _Toc528844065][bookmark: _Toc528846646][bookmark: _Toc528846667][bookmark: _Toc357413][bookmark: _Toc358336][bookmark: _Toc785260][bookmark: _Toc800026][bookmark: _Toc1064106][bookmark: _Toc4673727][bookmark: _Toc7724233]IAB nodes and CNs nodes serving IAB nodes are not required to support any CN UP functionality. Any support for CN UP functions, using existing specifications, is left for implementation/configuration. 
Idle mode mobility
In our view, it is not required to support IDLE mode camping or IDLE mode mobility for IAB nodes. We expect that the IAB nodes will be connected to a power supply and can remain in MM Connected state all the time after initial IAB node attach. Any IAB node path changes can be performed in Connected mode within the same registration area. For this reason, there is no need to support CN Idle mode handling e.g. UE reachability, Paging.
Initial cell selection and re-selection (e.g. at RLF) still need to be supported by IAB nodes.
[bookmark: _Toc528842908][bookmark: _Toc528844063][bookmark: _Toc528846644][bookmark: _Toc357410][bookmark: _Toc358333][bookmark: _Toc800023][bookmark: _Toc1032864][bookmark: _Toc1064103][bookmark: _Toc4673724]Besides initial cell selection and re-selection (e.g. at RLF), IAB nodes does not need to support other RRC_IDLE functionality (e.g. UE camping, UE reachability, paging) currently performed by the CN and UEs.
[bookmark: _Toc357414][bookmark: _Toc358337][bookmark: _Toc528842913][bookmark: _Toc528842943][bookmark: _Toc528844066][bookmark: _Toc528846647][bookmark: _Toc528846668][bookmark: _Toc785261][bookmark: _Toc800027][bookmark: _Toc1064107][bookmark: _Toc4673728][bookmark: _Toc7724234]IAB nodes and CNs serving IAB nodes are not required to support CN IDLE mode functionality (e.g. camping, reachability, paging). Any support for this functionality, using existing specifications, is left for implementation/configuration.
Attach signalling, initial AKA, NAS security etc.
Currently UEs use NAS signalling to authenticate themselves to the network as well as ensuring that the network is a valid network. Although gNBs today have other ways for authenticating themselves to the network to support e.g. OAM signalling or set up NDS, it could still be beneficial to reuse initial NAS Attach signalling and Authentication and Key Agreement (AKA) for IAB nodes, in order to minimize the standard impacts. One reason for this is that the NAS AKA is used to generate AS security keys needed to protect RRC signalling.  
[bookmark: _Toc357411][bookmark: _Toc358334][bookmark: _Toc800024][bookmark: _Toc1032865][bookmark: _Toc1064104][bookmark: _Toc4673725][bookmark: _Toc528842909][bookmark: _Toc528844064][bookmark: _Toc528846645]In order to minimize standardization impacts, it is beneficial to reuse NAS signalling for initial Attach/Registration and AKA for IAB nodes and CN serving IAB nodes.
[bookmark: _Toc357415][bookmark: _Toc358338][bookmark: _Toc785262][bookmark: _Toc800028][bookmark: _Toc1064108][bookmark: _Toc4673729][bookmark: _Toc528842914][bookmark: _Toc528842944][bookmark: _Toc528844067][bookmark: _Toc528846648][bookmark: _Toc528846669][bookmark: _Toc7724235]IAB nodes and CNs serving IAB nodes should support initial Attach/Registration and AKA. 
CN/RAN signalling
Currently, NG and S1 support a number of functionalities related to bearer management, mobility etc. In our view, however, the majority of this functionality is not required, and for those procedures that are required, we only need to support mandatory information elements. For example, for NG-AP it is likely that it is only required to support the Initial UE context Setup / UE context Release and the NAS transport procedure, in order to serve IAB nodes. 
For these procedures, it is likely only the mandatory elements such as UE security parameters and Allowed NSSAI is needed to be provided in CN/RAN signalling. 
[bookmark: _Toc357416][bookmark: _Toc358339][bookmark: _Toc785263][bookmark: _Toc800029][bookmark: _Toc1064109][bookmark: _Toc4673730][bookmark: _Toc7724236]Only a sub-set of NG and S1 procedure should be mandatory to support for CN nodes serving IAB nodes. Example of such procedures include UE Context Setup and NAS transfer procedures. 
[bookmark: _Toc357417][bookmark: _Toc358340][bookmark: _Toc785264][bookmark: _Toc800030][bookmark: _Toc1064110][bookmark: _Toc4673731][bookmark: _Toc7724237]Only a minimum set of parameters is required to be supported in these NG and S1 procedures for IAB nodes (most likely only mandatory NG/S1 elements need to be supported).

Support for dedicated CN instance serving IAB nodes
Given that IAB nodes are fundamentally different from UEs, it is highly beneficial if the operator has the option to support IAB nodes in a CN instance which is separated from the CN instances serving end users. This has several advantages, including:
· The CN instance serving IAB nodes, which is mainly needed for initial IAB node registration and authentication, can be tailored for this purpose and can therefore be much less complex deploy and manage than CN instances serving end users.
· If there is a need for IAB specific changes to CN signalling, these changes will not impact other CN instances serving only UEs. 
· It would be possible to deploy Standalone operation (requiring 5GC support) for IAB nodes without waiting to have implemented/deployed all the functionalities needed for Standalone NR support for UEs. 
IAB-dedicated CN instances can be supported by reusing existing (e)DÉCOR and Rel-15 NG-RAN/5GC slicing concepts.
[bookmark: _Toc357412][bookmark: _Toc358335][bookmark: _Toc800025][bookmark: _Toc1032866][bookmark: _Toc1064105][bookmark: _Toc4673726]Support for dedicated CN instances serving IAB nodes will make it possible to treat IAB nodes separately from UEs, which will reduce complexity and increase deployment flexibility for supporting IAB deployments. 
[bookmark: _Toc357418][bookmark: _Toc358341][bookmark: _Toc785265][bookmark: _Toc800031][bookmark: _Toc1064111][bookmark: _Toc4673732][bookmark: _Toc7724238]Dedicated CN instances serving IAB nodes should be supported.
[bookmark: _Toc357419][bookmark: _Toc358342][bookmark: _Toc785266][bookmark: _Toc800032][bookmark: _Toc1064112][bookmark: _Toc4673733][bookmark: _Toc7724239]Existing Slicing and (e)DÉCOR should be reused to enable dedicated CN instances.

Conclusions
[bookmark: _Toc528842915]In earlier sections we made the following observations:
Observation 1	IAB deployment could be based on local RAN deployment decisions considering local transport network situation, and as such it is beneficial if this can be done without any interworking with the Core Network(s) used to serve UEs.
Observation 2	In case IAB nodes are deployed using dedicated CN instances (isolated from CNs serving UEs), it is beneficial if these instances could be “lightweight” and only support the functionality needed to serve IAB nodes.
Observation 3	Not all CN functions currently needed for handling UEs are needed for IAB nodes.
Observation 4	By supporting IP UP connectivity and IP management in the RAN towards the IAB nodes, there is no need to support UP functionality (e.g. SMF and UPF) in the CN serving IAB nodes. Similar there is no need to support NAS session management.
Observation 5	Besides initial cell selection and re-selection (e.g. at RLF), IAB nodes does not need to support other RRC_IDLE functionality (e.g. UE camping, UE reachability, paging) currently performed by the CN and UEs.
Observation 6	In order to minimize standardization impacts, it is beneficial to reuse NAS signalling for initial Attach/Registration and AKA for IAB nodes and CN serving IAB nodes.
Observation 7	Support for dedicated CN instances serving IAB nodes will make it possible to treat IAB nodes separately from UEs, which will reduce complexity and increase deployment flexibility for supporting IAB deployments.

Based on the discussion in earlier sections we propose the following:

Proposal 1	IAB nodes and CNs nodes serving IAB nodes are not required to support any CN UP functionality. Any support for CN UP functions, using existing specifications, is left for implementation/configuration.
Proposal 2	IAB nodes and CNs serving IAB nodes are not required to support CN IDLE mode functionality (e.g. camping, reachability, paging). Any support for this functionality, using existing specifications, is left for implementation/configuration.
Proposal 3	IAB nodes and CNs serving IAB nodes should support initial Attach/Registration and AKA.
Proposal 4	Only a sub-set of NG and S1 procedure should be mandatory to support for CN nodes serving IAB nodes. Example of such procedures include UE Context Setup and NAS transfer procedures.
Proposal 5	Only a minimum set of parameters is required to be supported in these NG and S1 procedures for IAB nodes (most likely only mandatory NG/S1 elements need to be supported).
Proposal 6	Dedicated CN instances serving IAB nodes should be supported.
Proposal 7	Existing Slicing and (e)DÉCOR should be reused to enable dedicated CN instances.
[bookmark: _GoBack]
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