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Introduction
In the previous RAN2 meeting, the discussions on connection to 5GC suspended, with many agreements, but also many FFSs [1]: 
	Agreements:

· For NB-IoT: SIB1-NB extended to include 5GC PLMN list, per PLMN indication of Cell Reserved for Operator Use, common 5GC Tracking Area Code and 5GC Cell Identity across all PLMNs, common Cell Barring for 5GC connectivity across all PLMNs.
· For NB-IoT/eMTC: SIB-NB/SIB1-BR extended to include per PLMN indication of the supported CIoT 5GS Optimisations
· For NB-IoT: Update Paging-NB message to include 5G S-TMSI as UE Identity for core network paging.
· For NB-IoT: Adopt critical extension of  RRCConnectionRequest-NB message for 5GC connectivity and include 48 bit 5G S-TMSI and random value as Initial UE identity along with specific RRC establishment cause.
· For NB-IoT: Update RRCConnectionSetupComplete-NB to include RegisteredAMF-r15, full 5G S-TMSI (48 bit long).
· For NB-IoT/eMTC: FFS :Whether s-NSSAI-list-r15 is applicable
· For NB-IoT/eMTC: FFS: Applicability of NR PDCP for SRB1, DRBs 
· For eMTC: UAC feature is supported. 
· For NB-IoT: FFS how to support access control.
· For NB-IoT: FFS how to support slicing.
· For NB-IoT: FFS whether to adopt SDAP as user plane protocol, and whether AS reflective QoS is applicable
· For eMTC: Adopt SDAP as user plane protocol, and AS reflective QoS is optional
· For NB-IoT/eMTC: Working assumption that CN type is not used in RRCConnectionRelease/ RRCConnectionRelease-NB 
· For NB-IoT: How to support RRC Connection Re-establishment for the UP and CP optimization
· For NB-IoT/eMTC: FFS whether for data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501.
· For NB-IoT/eMTC: FFS whether AS security algorithms are identified by using LTE code points.
· For eMTC: mt-Access, mo-Signaling, mo-Data, emergency, highPriorityAccess and mo-VoiceCall are applicable establishment causes.
· For NB-IoT/eMTC: Release cause loadBalancingTAURequired at RRC connection release is not applicable.




In this paper we discuss ways forward with the different FFSs listed above.
[bookmark: _Ref178064866]Discussion
Agreements vs WID

The agreements so far cover many of the items listed in the WIDs [2][3]:  
Connection to 5GC:
· Specify support for the following features [RAN2, RAN3]
· Support of extended DRX in CM-IDLE
· Support of extended DRX in CM-CONNECTED with RRC_INACTIVE (support of sleep cycles up to the NAS and SMS retransmission timers)
· Support of EDT for Data over NAS and UP solution (see Note)
· Support of restriction of use of Enhanced Coverage
· Delivery of Expected UE Behaviour information to the RAN
· Additional information in SIB to indicate supported CIoT features; indication of CIoT features supported by the UE in RRC
 
Note: Based on the outcome of RAN2/SA2 liaison exchanges, UP solution to be supported for connection to 5G-CN may be later updated.

A quick comparison gives that all items except perhaps restrictions regarding use of Enhanced Coverage.
[bookmark: _Toc7752340]So far there has been no agreements regarding restriction of use of enhanced coverage.
 Next step with FFSs 
NB-IoT and LTE-M
Most of the below FFSs already have a baseline solution in Rel-15 LTE, which can be reused for LTE-M. For NB-IoT there is a possibility to change the behavior if that helps improve the overall performance.
For NB-IoT/eMTC: FFS: Whether s-NSSAI-list-r15 is applicable
The parameter s-NSSAI is used to identify a network slice end-to-end; the parameter is only needed when slicing is applied. The current maximum amount of s-NSSAIs is 8. LTE support for slicing for LTE-M should be adopted and there is no real specification impact. Support of slicing for NB-IoT can be discussed further – likely support for less than 8 slices, if any, would be enough.
[bookmark: _Toc7752342]For LTE-M s-NSSAI-list-r15 is applicable.
[bookmark: _Toc7752341]Support for slicing for NB-IoT needs further discussion – if slicing is supported, fewer than 8 slices seem viable. 
For NB-IoT/eMTC: FFS: Applicability of NR PDCP for SRB1, DRBs 
For LTE there is a solution where SRB1 is configured to use NR PDCP with the RRCConnectionSetupComplete message. There seems to be no reason to change this for LTE-M.
The easy way forward is probably to use the same setup for NB-IoT. However, one reason for not doing so is that the NR PDCP SN is much larger than the corresponding SN in LTE. 
[bookmark: _Toc7752343]For LTE-M NR PDCP support is applicable.
A related issue for NB-IoT is whether reflective QoS and SDAP should be supported. QoS support for NB-IoT in EPC is already limited with possibility to use just two simultaneous DRBs. Therefore, further discussion should be had on the need for NB-IoT to support rQoS and SDAP layer on top of NR PDCP. 
[bookmark: _Toc7752344]RAN2 to discuss if there are any benefits for NB-IoT to support NR PDCP and SDAP.
For NB-IoT/eMTC: FFS whether for data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501.
For NB-IoT/eMTC: FFS whether AS security algorithms are identified by using LTE code points.
Once again, there is a solution for LTE-M where the LTE security algorithms are applied. There appears to be no reason to change this setup. Since there the procedures for NB-IoT are similar it seems the LTE baseline can be used for both LTE-M and NB-IoT. 
[bookmark: _Toc7752345]Data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501 for both LTE-M and NB-IoT.
[bookmark: _Toc7752346]AS security algorithms are identified by using LTE code points for both LTE-M and NB-IoT.

For NB-IoT/eMTC: Working assumption that CN type is not used in RRCConnectionRelease/ RRCConnectionRelease-NB 
This issue is discussed in a separate paper [4].

 [!OC([1033])!]
Conclusion
In section 2 we made the following observations:
Observation 1	So far there has been no agreements regarding restriction of use of enhanced coverage.
Observation 2	Support for slicing for NB-IoT needs further discussion – if slicing is supported, fewer than 8 slices seem viable.
 
Based on the discussion in section 2 we propose the following:
Proposal 1	For LTE-M s-NSSAI-list-r15 is applicable.
Proposal 2	For LTE-M NR PDCP support is applicable.
Proposal 3	RAN2 to discuss if there are any benefits for NB-IoT to support NR PDCP and SDAP.
Proposal 4	Data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501 for both LTE-M and NB-IoT.
Proposal 5	AS security algorithms are identified by using LTE code points for both LTE-M and NB-IoT.
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