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Introduction
[bookmark: _Hlk513657944]In this paper we mainly focus on mobility robustness optimization (MRO) and failures that may happen in connected mode i.e., Radio Link Failure (RLF) and procedures to recover from such failures i.e., RRC Connection Re-establishment procedure.
[bookmark: _Ref178064866]Discussion
In connected mode, the network typically configures the UE to perform and report RRM measurements to assist network-controlled mobility decisions i.e. handovers, which is network control. That is done via handovers, where the network decides to hand over the UE from one cell to another. As a fallback, in case handovers do not work properly, a failure detection and counter-action at the UE has been specified, the co-called Radio Link Failure (RLF) handling. The RLF procedure is typically triggered when something unexpected happens in any of the mobility related procedures. That is detected thanks to some interactions between RRC and lower layer protocols such as L1, MAC, RLC, etc. In the case of L1, a procedure called radio link monitoring has been introduced. According to the specifications (TS 36.331 [1]), the possible causes for the radio link failure could be one of the following:

1. Expiry of the radio link monitoring related timer T310;
1. Expiry of the measurement reporting associated timer T312 (not receiving the handover command from the network within this timer’s duration despite sending the measurement report when T310 was running);
1. Upon reaching the maximum number of RLC retransmissions;
1. Upon receiving random access problem indication from the MAC entity;
As part of the MRO solution in LTE, the RLF reporting procedure was introduced in the RRC specification. That has impacted the RRC specifications (TS 36.331) in the sense that it was standardized that the UE would log relevant information at the moment of an RLF and later report to a target cell the UE succeeds to connect (e.g. after reestablishment). That has also impacted the inter-gNodeB interface, i.e., X2AP specifications (TS 36.423), as an eNodeB receiving an RLF report could forward to the eNodeB where the failure has been originated.
Once the RLF happened UE initiates an RRC connection re-establishment procedure to recover from the failure. However, in some cases UE may fail in re-establishment procedure (due to the poor coverage issue or RACH issue) and hence should move to the RRC_IDLE mode and start transition from RRC_IDLE mode to the RRC_CONNECTED mode.
Re-establishment procedure and its potential failures
As we mentioned before, UE connected mode mobility is a network control operation via handover procedure. However, if the handover procedure does not work appropriately counter-actions are specified to be initiated by UE in order to recover from failures. RRC-Re-establishment procedure is a UE initiated procedure which assist the UE to recover from the radio link failure and hence preserve the quality of experience of the UE with the minimum affordable cost rather than transition to the idle mode and from idle mode to the connected mode.
1. RRC Connection Re-establishment procedure is a UE initiated procedure which assist the UE to recover from the radio link failure with minimum cost.

Generally, RRC connection re-establishment procedure is a procedure initiated when one of the following events occurs:
1. detecting radio link failure of the MCG
2. re-configuration with sync failure of the MCG
3. mobility from NR failure
4. integrity check failure indication from lower layers concerning SRB1 or SRB2
5. incompliance with part of RRC connection reconfiguration
where three first cases cause to RLF report and case (4) indicates potentially existence of a fake base station and case (5) indicates UE’s incompliance with at least a part of RRC Reconfiguration message. 
1. RRC Connection Re-establishment procedure may be initiated due to the radio link failure, integrity protection check failure, or UE incompliance with RRC Reconfiguration message.
Re-establishment procedure as shown in Figure 2.1 starts with a cell search procedure, here after a radio link failure. Cell search procedure for re-establishment procedure after finding a suitable search configure the RRC Re-establishment Request message and submit it to the lower layers. This is accordingly followed by performing Random Access procedure over selected cell to acquire the TA as well as uplink grant to transmit the RRC Reestablishment request message.
[image: ]
Figure 2.1: Connection Reestablishment procedure.

Generally, re-establishment procedure may fail at two phases: 
1. at cell selection phase (UE fails to find a suitable cell), which may indicate a coverage hole
2. at Random Access procedure which may indicate uplink issues, congestion at re-establishment cell, or indicate re-establishment cell is not a suitable cell any more. 
Considering the unpredictable NR radio channel conditions (in particular at FR2), both failures can be foreseen which can be indicated by expiration of T311 (failure at cell selection phase) and T301 (failure at RACH procedure).
Re-establishment procedure failure may decrease the UE’s quality of experience. In fact, failures at re-establishment procedure can be recovered by transition from RRC_IDLE to RRC_CONNECTED mode which comes with certain extra cost both for UE and the network (e.g. in terms of UE battery consumption and signaling). Hence, reporting information concerning re-establishment related failures to the network can be highly beneficial for network coverage purpose (in particular, uplink/downlink mismatch), RACH performance, detection of fake base station, etc. 
1. Information of a performed re-establishment procedure (successful or failed re-establishment) is crucial for the network to enhance the UE QoE and avoid extra effort for transition from IDLE mode to Connected mode in case of Re-establishment failure.
1. Information of a performed re-establishment procedure (in case of failed re-establishment) is beneficial for the network as it may indicate severe problems in network coverage (detecting downlink/uplink issues), detection of fake base stations, as well as RACH optimization.
Considering the fact that re-establishment procedure is mainly performed right after radio link failure its information can be taken as part of additional information as part of RLF report. However, a separate report can be also introduced to log/report RRC Connection Re-establishment report.
1. RAN2 investigate logging/reporting information of a performed re-establishment procedure (either successful or failed re-establishment) as part of RLF report or a separate report.

Conclusion
In section 2 we made the following observations:
1. RRC Connection Re-establishment procedure is a UE initiated procedure which assist the UE to recover from the radio link failure with minimum cost.
1. RRC Connection Re-establishment procedure may be initiated due to the radio link failure, integrity protection check failure, or UE incompliance with RRC Reconfiguration message.
1. Information of a performed re-establishment procedure (successful or failed re-establishment) is crucial for the network to enhance the UE QoE and avoid extra effort for transition from IDLE mode to Connected mode in case of Re-establishment failure.
1. Information of a performed re-establishment procedure (in case of failed re-establishment) can be highly beneficial for the network as it may indicate severe problems in network coverage (detecting downlink/uplink issues), detection of fake base stations, as well as RACH optimization.

Based on the discussion in section 2 we propose:
1. RAN2 investigate logging/reporting information of a performed re-establishment procedure (either successful or failed re-establishment) as part of RLF report or a separate report.
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