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1. Introduction
In RAN2#105bis, it was confirmed that the conditional handover (CHO) is supported for NR [1].

0:
CHO is introduced in NR to solve robustness/reliability issue.
In the WID [2] of NR mobility enhancement, the SCG change is also the target of the work, which is additional scope of the mobility enhancement work compared with the LTE mobility enhancement [3]. 
	· To study solution(s) to improve HO/SCG change reliability and robustness especially considering challenges in high/med frequency focusing on the following identified solutions but not limited. 

· Conditional handover 

· Fast handover failure recovery 


The SCG change had been defined as the synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell and a security key change. Later, it was identified in some cases, a security key change may not be necessary. Then, the explicit description of the SCG change was removed from the Stage 2. In this contribution, we discuss the work scope for confirmation and provide our views.
2. Discussion
2.1
SCG change
As per the meaning of the SCG change, it is clear that some forms of dual connectivity using the NR as secondary is included in the scope (i.e. SCG change). However, in the latest version of MR-DC Stage 2 [4], there is no definition for SCG change (or its procedure), which was there and removed/modified by the agreed TP a long time ago [5]. It would be good to clarify the work scope regarding the SCG change.
The original description of the SCG change was the synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell and a security key change. During the later discussion, it was identified that a security key change may not be necessary in some cases, e.g. synchronous SCG reconfiguration without change of the PDCP termination point. The latter case has been captured in Stage 2 (e.g. PSCell change). The SCG change may or may not involve the security key change at SCG side.
Observation 1: SCG change represents the synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell with or without a security key change.
2.2
Reuse of CHO mechanism for SCG change
In the WID, the conditional handover (CHO) is listed as one specific example. We assume the same concept could be introduced for the SCG change. For example, new SCG configuration e.g. for PSCell change is provided earlier, then the UE initiates the PSCell change upon the configured condition is met. 
Observation 2: From the technical aspects, the CHO mechanism can be reused for SCG change.

Having said technically reusable for SCG change, there should be some justifications to introduce it. Firstly, from the RRC connection robustness point of view, as the MCG is always established when the SCG change is performed and the data/signaling transmission can be done in the MCG, there is no strong need for the CHO-like mechanism for SCG change, except for the SN terminated SCG bearer case, where data transmission might be interrupted due to SCG change failure.
Secondly, from the SCG change procedure point of view, some inter-node signaling are involved between the MN and the SN, and also between the gNB-CU and gNB-DU. It would mean there is some delay from the measurement report triggering the SCG change (e.g. PSCell change) to the actual execution of the SCG change according to the RRCReconfiguration. To avoid the failure due to this undesirable delay, the CHO-like SCG change would be beneficial.
Thirdly, as the SCG change could occur frequently especially in FR2, where cell size tends to be much smaller, it would be preferable to introduce a mechanism to improve the mobility robustness within the SCG, given that the baseline mechanism (i.e. CHO in NR) will be available/supported.
Observation 3: Reusing the CHO mechanism for SCG change will bring some benefits in some network architecture and bearer type and will not require big working effort on top of the basic CHO function.

Based on the above observations, we consider that it would be good to at least investigate the CHO-like SCG change procedure (let’s say, conditional SCG change) and not preclude it. 
Proposal 1: RAN2 to agree that a conditional SCG change is also considered in this WI, after (almost) completing the work on the CHO.
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Fig. 1: Example procedure of conditional SCG change via MCG SRB1
3. Conclusion

In this contribution we discussed the work scope for the mobility robustness and made the following observations and the proposal 1.
Observation 1: SCG change represents the synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell with or without a security key change.

Observation 2: From the technical aspects, the CHO mechanism can be reused for SCG change.

Observation 3: Reusing the CHO mechanism for SCG change will bring some benefits in some network architecture and bearer type and will not require big working effort on top of the basic CHO function.

Proposal 1: RAN2 to agree that a conditional SCG change is also considered in this WI, after (almost) completing the work on the CHO.
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10.6
PSCell change

In MR-DC, a PSCell change does not always require a security key change.

If a security key change is required, this is performed through a synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell and a security key change, during which the MAC entity configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. For SN terminated bearers, PDCP is re-established. In EN-DC and NGEN-DC, to perform this procedure within the same SN, the SN Modification procedure as described in section 10.3 is used, setting the PDCP Change Indication to indicate that a S-KgNB update is required when the procedure is initiated by the SN or including the SgNB Security Key / SN Security Key when the procedure is initiated by the MN.

Editor's note: The use and setting of the PDCP Change Indication for all the MR-DC options is still FFS.
If a security key change is not required (only possible in EN-DC, NGEN-DC and NR-DC), this is performed through a synchronous SCG reconfiguration procedure without security key change towards the UE involving random access on PSCell, during which the MAC entity configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. for bearers using RLC AM mode PDCP data recovery applies, for bearers using RLC UM no action is performed in PDCP while for SRBs PDCP discards all stored SDUs and PDUs. Unless MN terminated SCG or split bearers are configured, this does not require MN involvement. In case of MN terminated SCG or split bearers, the SN initiated SN Modification procedure as described in section 10.3 is used, setting the PDCP Change Indication to indicate that a PDCP data recovery is required.

